Task Areas

Request For Information (RFI)


DISA NEXT GENERATION ENGINEERING CONTRACTS

This announcement from the Defense Information Systems Agency (DISA) constitutes a Request for Information (RFI) synopsis and market research.  Information obtained as a result of this synopsis is for planning purposes only.  This does not constitute an invitation for bids or request for proposals.  Please provide the following information:

- The name, address, telephone number, and email address of your


point(s) of contact

- Capability statement of each task area

- Your company's business size, including applicable North American Industry Classification System (NAICS) code(s), and SWOB, 8(a), HBCU, HUB Zone, American Indian, and Veteran owned business qualifiers

- A list of 3 references (with point of contact and telephone number)

- Capability Maturity Model for Software level.
Small Business Set-Aside

1. General Systems Engineering
1.1.  Program Office support: Assessment Working Integrated Product Teams,  (AWIPT); risk management activities; develop draft Memorandums of Agreement (MOAs), transition plans, and implementation plans for mission applications; preparation of Test and Evaluation Management Plan (TEMP) updates; status and schedule tracking and documenting major and minor baseline releases; drafting of various recurring management reports; preparation and update of PMO publications on a PMO Web Page.  

1.2. GCCS Situation Room Support: provide research assistance to the government subtask officer; correlating, tracking, and displaying information on status boards, in briefings, and via charts; building and maintaining databases to track action items, schedules, and key events; monitoring status of operational issues related to GCCS sites; maintain current lists of GCCS Points of Contact (POC); responding to action items generated during meetings with the Joint Staff, senior management, technical discussions and internal reviews.  

1.3. Laboratory Operational Administration support: opening and closing the computer room; physical placement and setup of hardware; installation of operating system, databases, and applications to include SUN, IBM, and HP UNIX OS, Windows, Windows NT, ORACLE, and supporting utilities and applications; hardware and software configuration to include upgrading memory, adding disk arrays, changing/adding boards and peripherals, and installing patches/corrections to existing operating and database systems; system, network, security, and database administration to include creating and managing user accounts, creating and managing system and user passwords, installing Domain Name Server (DNS) updates, performing system backups and restores, supporting the DOD Information Assurance Vulnerability Alert (IAVA) process, maintaining system administration accreditation, managing disk and memory usage, tuning, and providing technical assistance to customers using the systems; product evaluations to include version releases of existing system products and new hardware and software products required for customer efforts and/or to enhance the laboratory operations; auditing and tracking laboratory hardware, software, and documentation; laboratory space management to include the planning of new hardware suites and configuration, and updating/maintaining the laboratory space, wiring, and configuration diagrams; internal software license management to include auditing of new segment deliveries, determining license requirements, commercial version numbers, and dependencies with other software products requiring licenses.   
1.4. Technical Interoperability and Policy Assessment Support to OSD, Joint Staff, CINCs, Services and Agencies in the assessment, planning, coordination, and collaboration of planned and evolving NSS/ITS requirements. Provide support for the following activities:   
1.4.1. Analysis and interoperability assessment of Mission Need Statements (MNSs); Operational Requirements Documents (ORDs); Test and Evaluation Master Plans (TEMPs); and other requirements documents.

1.4.2. Review of CINC Command and Control Initiative Program (C2IP) Proposals and ASD C4I Support Plans.

1.4.3. Develop recommendations and automated tools to improve/expedite the assessment process.

1.4.4. Provide program management/technical support for DOD technical and management oversight working groups.

1.4.5. Provide technical, engineering, and management support in the concept development, drafting, staffing, assembly, and validation of Joint Publications. 

1.4.6. Provide technical review and analysis of joint and allied publications.

1.4.7. Develop and provide lifecycle operational, maintenance, and configuration management support to the automated support systems required to integrate review, coordination, and tracking of the various CINC/service inputs to the interoperability assessment and issue resolution process.

1.4.8. Assist in the development of doctrine and policy for Joint Publications through the consolidation and integration of inputs from CINCs/Services/and Agencies.
1.5. Engineering Management Technical Support.  Provide analyses and recommendations relative to operational and technical systems requirements; the development and analysis of technical documentation for engineering issues and resolutions; technical opinions on proposed engineering efforts; operational planning for engineering activities providing detection and resolution of product difficulties, preparation of documents to include concept of operations, economic analyses, management engineering plans; development and recommendations for engineering policy, practices, and processes. 

1.6. Requirements Analysis - Resource analysis on the customer change requests presented and documented by the GCCS Reconnaissance Working Group (GRWG); present monthly Technical Interchange Meetings (TIM) and in writing (GRIS Enhancement Resource Estimates); design and implement change requests in accordance with the GCCS environment as specified in the GCCS Common Operating Environment Baseline, the GCCS User Interface Specification, and the GCCS Integration and Runtime Specification and other DOD approved standards stated in the 1 March 2001 Acquisition Plan.
1.7. SATCOM
1.7.1. ITOS Software Development and Testing.

1.7.2. JRSC Nuclear Sustainment Network Engineering.

1.7.3. Earth Terminal Verification.

1.7.4. General MILSATCOM Architectural Definition and Analysis.  Contractor will perform planning, design and engineering tradeoffs in the areas of modulation, multiple access, spacecraft antenna systems (including beamforming and nulling), and earth terminal designs in support of MILSATCOM architectural definition.

1.7.5. Baseband User Analysis and Requirements. (Midas, IDNX, ATM, TCP/IP, etc.).     
1.7.6. Development and modification of Software Tools used by JEH for Architectural Studies.  Includes, WinSat, MAST (developed by the Aerospace Corp.), ExSALT (developed in-house by JEH), spreadsheets developed for ITU interference analysis and other tools as needed, either to be written by contractor or GFI.  Must be familiar with the mathematical techniques used in satellite loading tools for the following cases:  a) FDMA links (no jamming or self interference), b) Anti-Jam and (nuclear) anti-scintillation links that are capable of overcoming intentional jamming, including frequency hopping (FH), pseudo-noise (PN) spread modulation, hybrids of FH and PN, etc., c) Processed links, d) Geographical locations of earth terminals, e) rain and atmospheric effects, f) various modulation and coding techniques for the information transmission, g) earth terminal EIRP and G/T requirements, h) various types of satellite antennas (transmit and receive).     
1.7.7. Analysis support for the Wideband Anti-Jam Modem System (WAMS).  Must be able to perform satellite loadings on the DSCS SLEP satellite system, the Gapfiller System and the proposed Advanced Wideband System (AWS).      
1.7.8. User Requirements Analysis.  Must be able to take a set of user requirements as derived from the Emerging Requirements Data Base (ERDB) and/or the Integrated Communications Data Base (ICDB) and perform architectural studies and loadings     
1.7.9. NATO Architectural work.  JEH performs architectural studies that involve the NATO arena.  Must be familiar with the NATO SATCOM user community, the NATO satellite constellation (or satellites supplied by member nations), and the attributes of these NATO used satellites.  Must be able to perform satellite loadings (with requisite earth terminals included) with NATO supplied IERs and determine the satellite capacity and earth stations required using the NATO or the U.S. satellite constellations.     
1.7.10. Gapfiller Satellite Loadings.    Must be able to perform loadings using the satellite builder’s top-level satellite design and the GFI user requirements.  Contractor must be able to use either GFI loading tools or contractor supplied loading tool.  Gapfiller satellites may include one of more of the following features (which the contractor must be capable of assessing): a) Linear and/or hard-limited transponder, b) beam forming antennas (uplink and downlink), c) be able to load a frequency hopping waveform in a hardlimited transponder, subject to additive white gaussian noise (AWGN) and constant envelope (CE) jamming, d) frequency band switching among various transponders for FDMA operation.     
1.7.11. International Telecommunications Union (ITU) task.  JEB is involved in acquiring the necessary regulatory permission on order to launch and operate the Gapfiller and the Advanced Wideband System (AWS).  The contractor must have the expertise to support JEB in the areas of ITU regulations, to include being able to perform the necessary calculations that support interference analysis as required by the ITU.  The contractor must also be able to support the international negotiations that will take place for these new systems and be familiar with the ITU community and its methods of negotiations.      
1.7.12. The DOD is acquiring the next generation EHF satellite, the Advanced EHF (AEHF) satellite system.  The contractor must be able to analyze the present EHF system (Milstar), and must either possess the necessary software tools or use the GFI software, e.g. MCPT-i, MAST.  If the contractor uses their own software, they must verify that it gives the same results as the GFI software.  In addition the contractor must show the capability to analyze Milstar and the proposed AEHF system, including all the major communications subsystems.  These include, uplink demods, downlink remods, agile uplink and downlink antennas, nulling MBAs or nulling phased arrays, different types of on-board processing (circuit vs. packet switching), routing algorithms, etc., the effects of rain on link performance.     
1.7.13. Demand Assigned Multiple Access (DAMA) techniques as applied to satellites.  The contractor will analyze user requirements from the ICDB, ERDB and other sources to determine the traffic models for the user traffic and propose mathematical models that can faithfully model the user traffic.      
1.7.14. Processed Satellite Architecture.  This task involves examining the various methods and techniques that could be employed on a processing satellite.  Processing techniques such as demodulation, remodulation, decoding, encoding, all digital signal processing, circuit switching, packet switching, traffic routing algorithms, DAMA, hopping uplink and downlink antenna beams, etc.  The purpose of this task is to evaluate these various techniques for a processed satellite and ascertain the utility of each with regards to the needs of the Warfighter.  Since some of these techniques are being proposed for commercial satellite systems, the contractor is to evaluate these commercially based techniques as they apply to issues such as OPSEC, COMSEC, jamming protection, precedence and priority users, etc.     

1.7.15. MILSATCOM Control Architecture.  The contractor shall possess the technical expertise to evaluate the current MILSATCOM control systems, including the DSCS, GBS, and CSCI programs.      

2. Information Systems Engineering
2.1. Data management support:  adding or deleting information stored in the Oracle Relational database consisting of approximately thirty tables; modifying existing reports to add or delete displayed data, and writing new reports as required.  The database is hosted at a remote location and user interaction with the database is over a network.   

2.2. Test Services (testing in support of pilot service activities)     

2.2.1.1.1. The contractor shall perform all required testing in support of AITS-JPO leading edge and pilot service activities.

2.3. Documentation Services (support documentation for networks, systems & pilot svc activities)      

2.3.1.1. The contractor shall provide the Government with supporting documentation as required in support of AITS-JPO networks, systems and pilot service activities.  This documentation includes cost estimates, Wide Area Network (WAN) topology drawings, Local Area Network (LAN) diagrams, Rack layout illustrations, Bills of Material (BOM), plans, schedules and reports necessary for the implementation of AITS-JPO networks, systems and pilot services.

2.4. NT AMHS Enhancements-Discretionary Access Control (DAC).  Allows system administrators for the AMHS to control user access to the message database ensuring users have proper permissions to directories of messages.  Queries will be against specific directories ensuring access to messages on a need to know basis.    

2.5. Profile Maintenance Development:  Allows SA’s for the AMHS to better document and maintains user profiles through more efficient means than currently employed.     

2.6. Web Interface-Allows AMHS users to perform additional functions with the AMHS On-line client (Web Interface) such as reviewing all profiled messages, additional and enhanced bulk deleting, and enhanced message preparation and coordination.     

3. Network Engineering

3.1. Operations & Maintenance Services (For Support DISN-LES, and pilot Services; ops Support for DISN-LES & integration labs).

3.1.1.  The Contractor shall provide the Government with Operations and Management Services required supporting the DISN-LES and AITS-JPO pilot services.  The DISN-LES support includes support for Communities of Interest, such as, Federated Battle Laboratory (FBL), Distributed Engineering Plant (DEP), Joint DEP (JDEP), and Command, Control, Communications and Computers Information Systems Research (C4ISR)/Systems Integration Environment (SIE).  Pilot Services support includes support for Alternative Course of Action (ACOA), Odyssey, Joint Logistics (JL), Joint Theater Logistics (JTL), Global Command and Control System (GCCS), Global Combat Support System (GCSS), Integrated Imagery and Intelligence (I3), Commander in Chief (CINC)-21, and Force Planning (FP) 21.  Management support includes the Program Control and Administration, Configuration Management, Security, Enterprise Database, Logistics and Subscriber Services support required to operate and maintain a full operational capability for the DISN-LES and AITS-JPO pilot services.

3.1.2.  The contractor shall provide the Government with operational support for the DISN-LES and classified and unclassified Integration Environment laboratories inclusive of network management, systems administration, access security (i.e. password and Firewall control), Subscriber Cost Estimates and Information Assurance Vulnerability Alert (IAVA) compliance for all AITS-JPO networks, systems and pilot services.

3.2. Allied/Coalition Network Support Services 

3.2.1.1. The Contractor shall provide the Government with Allied/Coalition Network Support Services for Allied and Coalition Networks.  The contractor shall provide the Government with support, specifically for the Joint Warrior Interoperability Demonstration (JWID) and the Combined Federated Battle Laboratory (CFBL).  The Government estimates support for approximately 12 JWID and CFBL sites.

3.3. Exercise Support (for DISN-LES subscribes and pilot Services)

3.3.1. The contractor shall provide Exercise Support for DISN-LES subscribers and AITS-JPO pilot services.

3.3.1.1. The Government expects to conduct up to 3 major exercises per year, each exercise lasting approximately two to four weeks.  A major exercise may involve simulations, command and control experiments, war games and field exercises, distributed globally across many sites.  Major exercises are such as: Advanced Concept Technology Demonstrations (ACTD), JWID-01, and the Automated Intrusion Detection Environment (AIDE) ACTD. The Government expects to conduct up to 5 medium exercises per year.  A medium exercise lasts approximately one to two weeks and typically involves two to three widely distributed sites incorporating simulations, war games, command and control experiments, demonstrations and field exercises.  Medium exercises are such as: CINC 21, FP 21, Tempo Brave 01, and Millennium Challenge 01. The Government also expects to conduct up 10 small exercises per year.  Small exercises usually last a few days and typically involve the same activities, but operate across 2 to 3 sites within a continent or region.  Small exercises are such as: FBL and CFBL experiments, ACOA, DEP and JDEP Battle Group Integration Tests, C4ISR/SIE Integration Tests, and the JL/JTL Foal Eagle exercise.  More than one type of exercise may occur during any given time frame and in any location determined by the Government.

3.4. Support Integration Environments Unclassified & Classified Services (planning, allocation & configuring of resource, actual usage, and de-allocation of resources & return to a nominal state)
3.4.1. Perform System Administration

3.4.1.1. For each operational prototype, pilot service, and/or leading edge service, system administration personnel are responsible for supporting users, coordinating activities with local site system administrators, maintaining system hardware and software, system management backup and recovery, configuration management, system monitoring (to include performance management), availing systems and user operations-related documentation (provided as Government Furnished Information).  Also, to coordinate with site and AITS-JPO customer service center operational support staff, and network operations and systems engineering personnel in resolving user community problems. 
3.4.2. Perform Enterprise Administration

3.4.2.1. The contractor shall accomplish local, and remote area network administration, using application management agents as necessary and when permitted, to effect improvements in hardware, (servers, workstations, and peripheral equipment,) operating system and Government off the shelf software as well as associated IE network site administration.
3.5. Engineering, Development & Deployment Support (lead & participate in development, deployment & O&M of network segments & layers to DISN-LES subscribers & functional communities of interest)

3.5.1. Requirements-The contractor shall provide assistance to develop requirements, perform design and engineering tasks, perform site visits, and implement DISN-LES site subscriber node equipment to support functional communities of interest (COI).  When tasked, the contractor shall develop engineering designs, cost estimates, bills of material and support hardware and software acquisition, staging, testing deployment, installation, monitoring, and operate and maintain the COI network as required by the design of both the network and the experiments to be conducted over the network.  The contractor shall provide configuration management, security, COMSEC and training support as tasked in support of the program area.

4. Security Engineering

4.1. Systems Security Engineering includes Information Assurance analyses, technical studies, trade-off analyses, product evaluations, testing, design, and integration and installation operations in providing Information Assurance solutions to provide Defense-in Depth protection for DoD Information Systems, Infrastructures and Networks.      

4.2. Configuration/Inventory Mgt Support (control changes to networks and systems)     

4.2.1. The contractor shall perform configuration and inventory management to control changes to the AITS-JPO networks and systems in an identifiable and controlled manner to ensure changes to the environment do not adversely affect operational activities.  The change control environment will be managed by a Configuration Control Board (CCB) chaired by the AITS-JPO Director or AITS-JPO Division Chief, as designated by the Configuration Management Plan.  The Government will be responsible for approving CCB Secretariat recommendations.  The Contractor shall perform configuration management consisting of the following five functions:

4.2.1.1.   Identification

4.2.1.2.   Control

4.2.1.3.   Status

4.2.1.4.   Inventory

4.2.1.5.   Auditing

4.2.1.6. Identification means identifying each component of the system that is to be controlled and audited.  Subjecting every change in hardware and software/firmware to a review and approval by a controlling authority, which shall be a configuration control board, performs the control task.  Status accounting includes reporting on the configuration of an identified item during and after a change.  All Government-owned or leased inventory in the custody of a contractor at contractor facilities shall be maintained in accordance with the Federal Acquisition Regulation (FAR) for Government Property Administration, as appropriate.  All Government-owned or leased inventory at Government facilities shall be maintained in accordance with DoD Directive 4640.13 Management of Bases and Long-Haul Telecommunications Equipment and Services, dated 5 December 1991.  Auditing ensures that all changes function as planned and do not degrade the item’s capability to meet specified requirements.  The configuration management procedures shall be included in a Configuration Management (CM) Plan. CM Data shall be maintained in a database that is accessible by the Government.
4.3. Software/Application, Training & Demo Services (identify Requirements, perform analysis & design, Reengineering, & implement/deploy systems & provide Training)     
4.3.1.  4.2.3 Requirements-The contractor shall provide software and application support and demonstration services as required to identify requirements, perform analysis and design, reengineer and implement/deploy systems, and provide training in support of the AITS-JPO leading edge services and pilot services.  The Government estimates contractor support, training and demonstration services for the following software/application environments consisting of approximately 13 software/application offerings: ACOA, JL, JTL, FP 21, CINC-21, Integrated Imagery and Intelligence, and Collaboration Tools supporting Gateway to Virtual Collaboration (GVC), Odyssey, Sametime, NetMeeting, Meeting Point, Collaborative Virtual Workspace (CVW), and Info Workspace (IWS). Additionally, the contractor shall monitor, operate and maintain systems in the Media Center, as required, and perform evaluations and tradeoff studies necessary to recommend and select required COTS products.  When tasked, the contractor shall install and maintain pilot service software and applications using Government or developer provided installation and maintenance guidelines.  Finally, the contractor shall provide configuration management, security accreditation, COMSEC and training functions as required associated with work performed in this area.
4.4. Under AMHS Engineering Releases for DMS-Upgrade the AMHS server to address future DMS releases, utilizing x.509, class 4 certificates (Fortezza cards).  Also be able to upgrade the AMHS server to address Medium Grade Service (MGS) messaging requirements using class 3 PKI certificates.    

5. Systems Integration

5.1. Integration and test support: Plan and conduct test of GCCS and DII COE (Sun Solaris, Hewlett Packard HP-UX, and Windows NT operating systems) segments and mission applications, associated interfaces, integrated subsystems, and system builds; analysis of I&RTS compliance, performance, functionality, security, GSPRs, and documentation; develop test plans, which include validation functionality, backward compatibility, and security; update scripts and procedures to reflect changes to compliance and security testing requirements; install, verify, and control the correct hardware and software configuration on the test systems for the duration for all tests; perform Independent Validation and Verification (IV&V) of installation procedures for DII application releases.    
5.2. Technology Insertion Services      

5.2.1. The contractor shall provide the Government with required Technology Insertion Services support for AITS-JPO leading edge service and pilot service activities.

5.2.1.1. The Government estimates monthly GCCS and GCSS software/application upgrades and new technology hardware insertions into AITS-JPO networks/systems during the life of this Task Order.  The Government will provide the contractor the software/application documentation necessary for the technology insertion of all developmental software/applications developed by AITS-JPO contractors.

5.3. Install & Integrate New Sites      

5.3.1. The contractor shall provide the Government with installation and integration support for new DISN-LES sites, as appropriate.  The contractor shall provide support for the FBL, DEP and JDEP.  The Government estimates approximately 1 new site per month will require installation support.

5.3.1.1. During this task order, the Government estimates the following requirement for new site installation and integration: 20 sites.  When these sites are installed, the contractor shall provide the Government with operations, maintenance, management, application and technical support services as described by the other subtasks under this Task Order.

5.4. Plan and conduct integration and test of all products in the GCCS/JOPES database and system services environment.  Testing support shall extend to supporting DISA OSF and other GCCS sites with primary emphasis given to National Military Command Center (NMCC), and other GCCS/JOPES Core database server locations. 

5.5. Additional support of installations at JOPES database locations; routine daily support at the OSF; conduct software unit, integration, and system level testing in the Software Engineering Environment at the contractor’s facility.  This activity shall include, verification of all GCCS/JOPES database software releases, regression testing software fixes, and reporting test results; provide database preparation support for JOPES 2000 evaluations.    

5.6. Test Plan development and Test Conduct and reporting:  AMHS Support Task.  Develop the interoperability and security test plans and descriptions.  All developed in accordance with the Defense Information Infrastructure (DII) Common Operating Environment (COE) I&RTS.  Security Testing:  developed in accordance with DODI 5200.40, DITSCAP.   Test plans shall include provisions for validating software fixes included with updated segments, and validation of installation instructions for individual segments and software release as a whole.    

5.7. Control and maintain the correct hardware and software baseline for the duration of all tests.  Perform tests in accordance with the test plans and descriptions; install, verify and control the test bed hardware and software configuration to ensure the correct test baseline.  Assist government in planning, controlling and conducting the test and document all results.  All errors will be documented in problem reports.  A test report will be written for each test conducted and for each major release.  Daily status reporting on test progress results and update the test status database daily on metric information concerning duration of test and results.    

5.8. Test Library Maintenance:  Maintain a test library that includes all current test plans, descriptions, test reports and results, and software segments and deliveries.     

6. Systems Implementation
6.1. Technical documentation (system administration manuals, implementation procedures, trusted facility manuals, security features users guides, etc.): develop and update manuals using Microsoft Word, FrameMaker, and XML.    
6.2. Additional support: Perform site surveys and install hardware and software; staging and presenting of command and control demonstrations at various forums and conferences; provide minimal training support for software release differences.   

6.3. Engineer, Development & Implementation Support for Information Assurance Initiatives (install, test, & develop procedures for the operation, maintenance, and use of IA software, hardware, and networking tools and their integration to the DII)       
6.3.1. Requirement-The contractor shall provide assistance to install, test, and develop procedures for the operation, maintenance and use of the sophisticated IA software, hardware and networking tools as tasked by the Government.  The contractor shall provide assistance to integrate the tools and develop transition plans for the technology to move from ACTD to Pilot Services and transition into the DII, as appropriate.  Contractor support is required for systems design; acquisition, configuration management, security, documentation and training for IA related tasks.  Contractor system engineering and administration support is required for the installation and operation of security tools for the AIDE ACTD, Information Assurance Operations Center (IAOC), JWID and CFBL exercises and experiments.
6.4. Life Cycle support under GRIS Contract: Design, develop, test, and maintain GRIS to incorporate enhancements of, additions to the existing GRIS application.  Update all documents for supporting, using, installing and testing as design or software changes are made.  Technical documentation (SAM, STP, IP, SUM, VDD etc.)    

6.5. Technical assistance and support to the TM in resolving problems associated with installation of the GRIS application.    

6.6. Life Cycle support under GCCS JOPES applications:  Same as    above.  In addition to designing, developing and supporting web-based versions of JOPES segments in JOPES 2000.     

6.7. Additional support:  Provide technical assistance to the government in resolving problems associated with installation.  Traveling to field sites to resolve technical problems only when problem can’t be solved at normal work location.  Perform site surveys; installation of updated software; familiarize site personnel with software enhancements.    

6.8. Under AMHS Support: Documentation – verify and or update all written procedures and provide upgrades to all existing documentation to match delivered versions of AMHS releases, i.e. SAM, SUM, SPS etc.    

6.9. AMHS Hotline/Technical Support – provide central site technical support via telephone for AMHS customers.  Support should include handling questions and problems from vendors, field personnel, the GCCS Management Center (GMC) and the DMS Help Desk.  Supports customer’s submission of global problem reports for both the legacy (UNIX) and the current (NT) AMHS applications.  Maintain the AMHS trouble call database and provide a weekly summary of site issues and current resolution status to the government.     

7. Information Technology Standards
Expert technical support for all aspects of the entire life-cycle of Information Technology Standards planning policy, development, validation, testing, and DoD program implementation and guidance products.  This support is to include, but not be limited to the - development and refinement of technical and operational standards and standards based architectures, IT standards guidance and guidance products, standards interoperability assessments and technical recommendations in the entire spectrum of technologies and DOD programs. Areas of focus include information transfer, information processing, emerging technology standards and data standards development

7.1. Standards, Policy, Planning and Implementation.  This area includes: 

7.1.1. Identifying standards policy issues that arise in military, federal, national, or international standards bodies, and recommending positions on issues that affect DOD interests. 

7.1.2. Providing technical assessment of Information Communication Technology (ICT) state-of-the-art/state-of-the-practice, trends, and emerging new technology with respect to standardization issues that could affect broad DOD interests, or on specific technologies in specific DoD programs.

7.1.3. Presenting DISA/DOD contributions to military, federal, national, or international standards bodies. Such contributions may range from technical and policy matters, to the insertion of specific DoD functional requirements into these working groups; influencing the direction of a specific standards group outcome to benefit the DoD; the provision of technical expertise to a working group; the construction and building of a variety of working group products, to include, but not limited to – Chair, Secretariat functions, standard(s) specification and editing, test system specification, integrated standard(s) modeling, test system generation and automated standards specification.  The performance standards to apply to these products are those associated and expressed, on record and through incorporation of the standards body, as the standards and guidelines for product preparation within each fora.

7.1.4. Technical/expert support for standards meetings, workshops, or symposia sponsored, in whole or in part, by the D6/JIEO Center for Standards. 
7.1.5. Evaluating standards based products to assess standards compliance in the areas of interoperability, portability, scalability, and cost to determine and make recommendations to the DoD customer in Standards Product Assessment Report(s) containing specific guidance on product profile usages; specific features; levels; functions usage or non-usage recommendations.
7.1.6. Areas that will require task performance and product deliverables from the contractor may include Internet Protocol (IP) quality of Service (QOS) for the Unclassified Internet Protocol Router Network (NIPRNet) and the Secret Internet Protocol Router Network (SIPRNet), DISN Multi-Protocol Label Switching, Third Generation Wireless Service and Security, Optical Transmission and Switching, Asynchronous Transfer Mode  (ATM) Optical Internet, ATM over Non-Satellite Links, Forward Error Correction for ATM over Terrestrial Links, Secure Voice over ATM, ATM Network Management, ATM Signaling Security, Optical Networking Security, Standards guidance for the Joint Technical Architecture (JTA), DoD Common Access Card (CAC), Smart Card Public Key Infrastructure (PKI) and Secure Multipurpose Internet Mail Extensions (S/MIME), Cryptographic Application Protocol Interface (API) Standards, Intrusion Detection exchange, Security Requirements for Cryptographic Modules and GCCS Software Developer's Guidelines.

7.2. Information Transfer Standards. This area includes support for: 

7.2.1. Resolution of joint and combined technical interoperability issues through document reviews, assessments, studies, development of agency positions and support of government technical representation at meetings. 

7.2.2. Reviewing architectural and requirements documents and concepts. Providing comments regarding the incorporation of appropriate wide area, switched system standards. 

7.2.3. Identification, development and validation of standards for DOD use in the areas of satellite communications, combat net radio, multi-channel radio, video teleconferencing and facsimile. Help ensure that life cycle support for those standards is accomplished to meet the needs of the DOD community. 

7.2.4. Identification, development and validation of standards related to circuit, message and packet switching, multiplexing and cabling, ATM and gigabit Ethernet, LAN/WAN interfaces, lower layer protocols, and system-level telecommunications.

7.2.5. Resolution of joint and combined interoperability issues related to data communications protocols and telecommunications standards.

7.2.6. Development of standards/STANAGS for tactical communications systems.

7.2.7. Perform standards analyses and commercial-off-the- shelf (COTS) software evaluations needed to obtain commercial standardization of the features needed to meet DoD requirements for network applications and security, especially in the areas of Public Key Infrastructure (PKI), directory services and electronic messaging.

7.2.8. Specific areas that may require support include development of Video Teleconferencing  (VTC) Profiles, providing technical guidance to the Multimedia/Collaboration Services Technical Working Group (MCTWG) and the JTA Development Group (JTADG) to ensure standards compliance and interoperability, NATO STANAG development and approval, development/maintenance of DoD information transfer standards that will be included in the JTA, ensuring that the standardization documents are technically accurate and will support the D6/JIEO mission to develop joint command and control systems that are part of the DII by defining the Extra High Frequency/ Ultra High frequency/Super High Frequency/Satellite Communications (EHF/UHF/SHF SATCOM) joint and combined communications interfaces for those systems, and that the engineering, design and documentation are compliant with the Joint Technical architecture/Virtual Joint Technical Architecture (JTA/VJTA).   In addition, support may be required to perform standards analyses and software evaluations needed to obtain commercial standardization of features needed to meet DoD network requirements.

7.2.9. Updating and publishing the CJCSM 6231 in CD-ROM and paper format.

7.3. Combat Support Systems Standards.  This area includes support for:

7.3.1. Development and maintenance of an Information Resources Dictionary System (IRDS) capable of effectively supporting use and implementation of data standards and related information.

7.3.2. Development and maintenance architectures and models needed to properly describe data requirements, relationships, structures, and business rules in support of data interoperability.

7.3.3. Identification, development and validation of data standards for DOD use.  Work and communicate effectively with appropriate DOD functional and component representatives in the identification and standardization of data standards.

7.3.4. Development of prototype new approaches and baselines for DOD achievement of data interoperability.

7.3.5. Resolution of joint and combined data interoperability issues.

7.4. Technical Architectures and Assessments.  This area includes support for:

7.4.1. Development of new national and/or international standards and/or changes to existing standards to ensure interoperability in support of JIEO programs, DOD programs, and war fighting CINCs ensuring DOD requirements are included in International/National Federal Standards so that COTS are developed that meet DODs needs. 

7.4.2. Meetings of Information Processing (IP) standards working groups, which provide the direction for future IP standards positions within DOD.

7.4.3. Technical analysis for: 

7.4.3.1. Defining standards requirements;

7.4.3.2. Developing DOD positions to national and international standards bodies and industry consortia;

7.4.3.3. Assisting IP in establishing partnerships with technology providers for promoting timely delivery of products supporting approved standards;

7.4.3.4. Developing, publishing, and updating standards-related documents.

7.4.4. Providing automation, including configuration management, for IP standards, the JTA/VJTA, and the Information Technology Standards Group (ITSG).

7.4.5. Acquiring, developing, integrating, operating, and maintaining standards automation tools, as required.

7.4.6. Providing information technology standards support to customers, including program managers, for DOD systems acquisition and migration planning.

8. Program Management
8.1. Task order management support: Provide management plans at contract and task order initiation if requested; provide monthly status reports, which may include task summaries, problem areas or issues, contractor changes, travel, cost summaries, labor costs and hours by person by subtasks; provide internal management controls, including quality control and assurance, and regulatory compliance; participate in monthly project management reviews.     

Full and Open Competition

1. General Systems Engineering
1.1. GCCS Engineering Office support: engineering planning and engineering issues associated with integration, transition planning, installation, and systems configuration; engineering research, analysis, design, planning, execution and tracking efforts; conduct assessments of potential GCCS requirements; assist in the development and implementation of an overall system engineering approach for GCCS; provide support to develop GCCS dependencies and interfaces.    
1.2. Network performance.  Modeling, simulation and assessment/analysis of DISN and connected networks.      

1.3. Applications performance.  Modeling, simulation and assessment/analysis of war-fighter business applications.      

1.4. COTS evaluation in support of emerging technology Modeling, simulation and assessment/analysis of emerging technology and products using COTS tools.      

1.5. COTS evaluation in support of performance assessments Modeling, simulation and assessment/analysis of network and applications performance using COTS tools.      

1.6. Information Assurance Modeling, Simulation and Assessment Support-Modeling, simulation and assessment/analysis of Information Assurance products and technology.      
1.7. DISN Modeling, Simulation and Assessment Support-Modeling, simulation and assessment/analysis of and for DISN products and technology.      
2. Information Systems Engineering
2.1.  GCCS Engineering Office support: requirements analysis, design, and engineering and reengineering of software applications for GCCS; develop the infrastructure and any needed interfaces for the migration and implementation of GCCS applications to a more WEB based environment; develop the architecture for network‑wide services such as email, HTTP, Java, Distributed Computing Environment (DCE), CORBA and/or LDAP.    
2.2. JOPES Classis and JOPES 2000 reengineering effort support: the overall business process; insertion of new mission support applications; definition, prioritization and resolution of GSPRS; and analysis of the overall system architecture including aspects of design, development, implementation, and operational transition.    

2.3. Software segment support: develop software scripts or segments to promote interoperability, provide missing functionality, additional configuration data, correct problems, or generally promote the integration of segments into a desired baseline; perform segmentation of already developed COTS or GOTS software to enable the integration of new functionality into the GCCS.   

2.4. Under the JOPES Database Support Task: Continue JOPES Core Database Maintenance and Development for GCCS.  Need to continue to build on the foundation laid by previous database support tasks in order for software developers to be able to quickly build applications.  Need to continue the following as sources of information:  JOPES Database Maintenance Manual, JOPES System Services User’s Manual, JOPES System Services Maintenance Manual and standard data, as applicable, establish under the DOD data standardization program.     

2.5. JOPES applications currently operating in the client/server and Web based environment, as well as other JOPES software identified by the Government to become part of GCCS/JOPES, shall be included in the JOPES Core database architecture.    

2.6. JOPES 2000 Support: To provide technical support implementing database and system services changes in support of the JOPES 2000 effort.  Activities include efforts to right size the number of JOPES database sites, re-engineering the JOPES Core Database and replacing the GOTS replication with a COTS replication capability, continue to maintain changes to the existing database structure and maintain software to provide synchronization.    

2.7. Develop tools and or techniques to assure maximum continuity of operations by minimizing database and data replication downtime associated with database modification or recovery.    

2.8. Database performance tuning in support of improving applications performance and system wide DB contention and concurrent user tuning.    

2.9. Continue the development and maintenance of interfaces to allow existing exterior feeder systems to exchange data with JOPES 2000 in data formats compatible with exterior feeder systems.    

2.10. Maintain the software segment that allows for maintenance of OPLANS within JOPES 2000.    

2.11. Continue development of a new JOPES 2000 data access permissions and maintenance tool.    

2.12. Design and implement an initial capability to journal updates to the JOPES 2000 system along with the capability to retrieve data from this journal.    

3. Network Engineering
3.1. GCCS Engineering Office support: network design, performance monitoring, and fault management, which includes networks, servers, applications, and force generation databases; collect operational performance statistics, analyze data, identify potential problems and recommend engineering solutions for these problems; conduct network architecture design and implementation options in conformance with Defense Information Systems Network (DISN) guidelines; review and update system and network management Concept of Operations (CONOPS).    
3.2. Lab Technical Control Office support: maintains communications links including Secret Internet Protocol Router Network (SIPRNET) hubs, unclassified Internet Protocol Router Network (NIPRNET) hubs, classified dial in hubs for DISN, GCCS Top Secret (GCCS-T) connections and dial-in capability, and Federal Telephone Service 2000 (FTS2000) dial in connections; resolve and implement LAN configuration issues and equipment hookups; serve as point of contact for communi​ca​tions related problems; analyze, isolate, and coordinate corrective action for communications related problems to include patching around or substitute for faulty communica​tions equipment; quality checking communication lines and equipment upon restoration to service; configuring and reconfiguring communications equipment to satisfy specific test bed requirements of the user; setting up crypto devices with keying material and ensure security requirements are maintained; configuring and operating the GCCS/DII network test environment.    

3.3. Lab Customer support: provide networking capability for customers to ensure customers are isolated from each other to prevent unintentional harmful actions of one customer from impacting other customers; determine the networking requirements of software testers and provide recommendations as to how to best utilize the network resources.    
3.4. NATIONAL MILITARY COMMAND SYSTEMS  (NMCS) COMMAND CENTER SYSTEMS AND SENIOR LEADERSHIP COMMUNICATIONS SYSTEMS (SLCS)

3.4.1. The National Military Command Systems (NMCS) Command Centers and Senior Leadership Communications Systems (SLCS) task area provides airborne Systems Engineering and Technical Assistance (SETA) support to the JIEO SLCS Engineering Support Division, Center for Strategic Communications.  The task area requires SETA services for airborne and command centers systems engineering, not only for NMCS and SLCS airborne platforms but also for associated ground entry points and earth stations.

3.4.2. Focus is on supporting the National Command Authorities (NCA) through the command centers of the NMCS, their internal and external C4I systems and lead military services, and the information systems architectures that describe the necessary interoperable, secure, robust, and available connectivity.  The task area is required to incorporate unique features to accomplish the airborne and command centers systems engineering support.

3.4.3. The scope of work will be systems engineering and technical assistance for all NMCS airborne assets (e.g., National Airborne Operations Center (NAOC), CINCSTRAT Airborne Command Post, and other Worldwide Airborne Resources (WABNRES)); for SLCS airborne platforms (e.g., Air Force One, other Special Air Missions aircraft, and CINC Support Aircraft); and for ground user facilities, nodes, and supporting networks (e.g., White House Communications Agency, National Military Command Center (NMCC), NMCC Site-R, SATSTAR, NORTHSTAR, MYSTIC STAR, and other DISN nodes).  The requirement is to support DISA’s mission to sustain and improve the Department of Defense’s (DOD) Command, Control, Communications, Computer and Intelligence (C4I) operational readiness, warfighting, and crisis management capabilities through evolutionary enhancement of the National Military Command System (NMCS) command centers; and to ensure that communications supporting the Secretary of Defense are interoperable with the communications os the President, Chairman of the Joint Chiefs of Staff, NMCS, Unified Combatant Commanders and other senior government leaders as appropriate.
3.4.4. The WABNRES consists of the NAOC, the Navy TACAMO aircraft, and the CINC ABNCPs. The NAOC is an airborne alternate to the NMCC, and when designated as the primary NMCS command element, it becomes the highest echelon military command center in DOD. It is equipped to provide command and control support under all conditions, when augmented, for as long as it survives. It is capable of functioning as the command center through which the National Command Authorities (NCA) exercise military command and control in strategic, crises and emergency situations. It is equipped to provide electronic internetting with DOD and non-DOD networks, and for timely decision support to all national level elements. The Navy TACAMO aircraft provides communications connectivity between key Naval and national elements in all DEFCONS. The CINC ABNCPs are airborne alternates to the individual CINC fixed command centers.
4. Security Engineering

4.1.  System Security Engineering includes the Information Assurance planning, design, development, testing, demonstrations, rapid prototyping, integration, site surveys, installation, operation and maintenance of command, control, communications, display, firewall/guards, intrusion detection systems, and information sensors of DISA’s computer/network systems and infrastructure operations.       

4.2. GCCS security engineering support: protect and sustain the information assurance requirements for system and information availability, access control, integrity, confidentiality, and non-repudiation; provide protection of the operating environments and software including network, operating systems, and databases; integrate and implement information assurance features for client/server and web enterprises; participate in the planning and conduct ST&Es, Modified Developmental Tests (MDTs), and other testing scenarios; support implementation of user, server, and object certificates and other identification and authentication infrastructure elements in support of utilization of the DOD PKI.  

5. Standards
5.1. Support for Joint Interoperability of Tactical Command and Control Systems (JINTACCS) Warfighter tactical data link, message text format, and symbology standards, joint and combined coordination, development, and configuration management.
5.2.  TDL Warfighter Standards
5.2.1. Development of new Tactical Data Links (TDLs) and configuration management (including operational maintenance and publication) for operational and developmental TDL procedural standards and US/Allied data links. 

5.2.2. Technical and administrative analyses of allied TDL Interface Change Proposals (ICPs), the conversion from US ICPs to allied ICPs, and conversion from allied ICPs to US ICPs. 

5.2.3. Technical support to US Delegates to major allied interoperability fora.

5.2.4. TDL standards software and database development & maintenance; hosting and providing operations & maintenance (O&M) and systems administration support for automated systems (incl. the TADIL Development System - Unclassified (TDS-U) and the SIPRNet-connected TADIL Development System - Classified (TDS-C)).

5.3. Character Based Warfighter Standards. This area includes support for: 

5.3.1. Development of new character-oriented messages and maintenance of the existing US Message Text Format (USMTF) program for joint/combined task force use.  Production and distribution of program documentation through CD media, user formats, WWW, and SIPRNet. 

5.3.2. Technical and administrative analyses of U.S. and allied Interface Change Proposals (ICPs. Support the exportation of the standard to selected Allied and friendly nations. 

5.3.3. USMTF involvement/support to current C4IFTW initiatives and to identify programmatic changes in the USMTF program required to more fully support the long-range objectives of the C4IFTW Program.

5.3.4. Automation and/or system improvements to be implemented in the USMTF development and configuration management process.

5.4. International/CINC Support. This area includes support for: 

5.4.1. JIEO/CINC meetings through the preparation of U.S. Guidance Packages, preparation and staffing of position papers, and the maintenance of related Configuration Management Plans (CMPs) and Terms of Reference (TOR), development and maintenance of Combined Interoperability Operating Procedures (CIOP).

5.4.2. Design, negotiation and establishment of multilateral command and control interoperability activities in support of U.S. CINCs.

5.5. Symbology Warfighter Standard. This area includes support for: 

5.5.1. Operation of the Symbology Standards Management Committee (SSMC) and the development and maintenance of a Warrior Symbology Standards Management Plan. 

5.5.2. Configuration management of the symbology standard, including developing a configuration management plan, hosting configuration management board meetings and processing changes and updates to war fighting symbology, and symbology standards in a timely manner. 

5.5.3. Development and validation testing of Version X of MIL-STD-2525, and the incorporation of MIL-STD-2525 symbology into existing systems that house or aid in transmitting War fighting symbology.   

6. Program Management 
6.1. Task order management support: Provide management plans at contract and task order initiation if requested; provide monthly status reports, which may include task summaries, problem areas or issues, contractor changes, travel, cost summaries, labor costs and hours by person by subtasks; provide internal management controls, including quality control and assurance, and regulatory compliance; participate in monthly project management reviews. 
