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SECTION B Supplies or Services and Prices

	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0001
	Encore Services
	1.00
	Lot
	$2,103,074.35
	$2,103,074.35

	
	Base Period Year 1 Services for Defense Information Systems Agency (DISA) Defense Enterprise Computing Center (DECC) Detachment Huntsville On-Site Contractor Technical Support, as described in the attached Statement of Work (SOW), dated 20 June 2002 (Tracking Number 00002.00).  ASI proposal number 02-ASI-01, dated 03 June 2002, as revised 13 June 2002 is incorporated by reference.

The period of performance for the Base Year is 365 calendar days (24 June 2002 - 23 June 2003). 

Time-and-Materials (T&M) Not-to-Exceed (NTE) amount.

PURCHASE REQUEST NUMBER DMCUML02MPH0011


	

	
	
TOTAL ESTIMATED PRICE
	$2,103,074.35 NTE


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0002
	Encore Services
	1.00
	Lot
	$2,347,996.32
	$2,347,996.32

	
	Option Year 1 Services for Defense Information Systems Agency (DISA) Defense Enterprise Computing Center (DECC) Detachment Huntsville On-Site Contractor Technical Support, as described in the attached Statement of Work (SOW), dated 20 June 2002 (Tracking Number 00002.00).  ASI proposal number 02-ASI-01, dated 03 June 2002, as revised 13 June 2002 is incorporated by reference.

The period of performance for the Option Year One is 365 calendar days (24 June 2003 - 23 June 2004).

Time-and-Materials (T&M) Not-to-Exceed (NTE) amount.


	

	
	
TOTAL ESTIMATED PRICE
	$2,347,996.32 NTE


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0003
	Encore Services
	1.00
	Lot
	$2,434,520.32
	$2,434,520.32

	
	Option Year 2 Services for Defense Information Systems Agency (DISA) Defense Enterprise Computing Center (DECC) Detachment Huntsville On-Site Contractor Technical Support, as described in the attached Statement of Work (SOW), dated 20 June 2002 (Tracking Number 00002.00).  ASI proposal number 02-ASI-01, dated 03 June 2002, as revised 13 June 2002 is incorporated by reference.

The period of performance for the Option Year Two is 365 calendar days (24 June 2004 - 23 June 2005).

Time-and-Materials (T&M) Not-to-Exceed (NTE) amount.


	

	
	
TOTAL ESTIMATED PRICE
	$2,434,520.32 NTE


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0004
	Encore Services
	1.00
	Lot
	$2,524,239.56
	$2,524,239.56

	
	Option Year 3 Services for Defense Information Systems Agency (DISA) Defense Enterprise Computing Center (DECC) Detachment Huntsville On-Site Contractor Technical Support, as described in the attached Statement of Work (SOW), dated 20 June 2002 (Tracking Number 00002.00).  ASI proposal number 02-ASI-01, dated 03 June 2002, as revised 13 June 2002 is incorporated by reference.

The period of performance for the Option Year Three is 365 calendar days (24 June 2005 - 23 June 2006).

Time-and-Materials (T&M) Not-to-Exceed (NTE) amount.


	

	
	
TOTAL ESTIMATED PRICE
	$2,524,239.56 NTE


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0005
	Encore Services
	1.00
	Lot
	$2,617,321.38
	$2,617,321.38

	
	Option Year 4 Services for Defense Information Systems Agency (DISA) Defense Enterprise Computing Center (DECC) Detachment Huntsville On-Site Contractor Technical Support, as described in the attached Statement of Work (SOW), dated 20 June 2002 (Tracking Number 00002.00).  ASI proposal number 02-ASI-01, dated 03 June 2002, as revised 13 June 2002 is incorporated by reference.

The period of performance for the Option Year Four is 365 calendar days (24 June 2006 - 23 June 2007).

Time-and-Materials (T&M) Not-to-Exceed (NTE) amount.


	

	
	
TOTAL ESTIMATED PRICE
	$2,617,321.38 NTE


	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0006
	Encore Services
	1.00
	Lot
	$2,713,834.03
	$2,713,834.03

	
	Option Year 5 Services for Defense Information Systems Agency (DISA) Defense Enterprise Computing Center (DECC) Detachment Huntsville On-Site Contractor Technical Support, as described in the attached Statement of Work (SOW), dated 20 June 2002 (Tracking Number 00002.00).  ASI proposal number 02-ASI-01, dated 03 June 2002, as revised 13 June 2002 is incorporated by reference.

The period of performance for the Option Year Five is 365 calendar days (24 June 2007 - 23 June 2008).

Time-and-Materials (T&M) Not-to-Exceed (NTE) amount.


	

	
	
TOTAL ESTIMATED PRICE
	$2,713,834.03 NTE


SECTION G Contract Administration Data

ACCOUNTING AND APPROPRIATION DATA

	AA:
	97X4930.5F20 000 C1013 0 068142 2F 255011
	MIPR DMCUML02MOH0011

	AMOUNT:
	$2,103,074.35
	


SECTION H Special Contract Requirements

CLAUSES INCORPORATED BY FULL TEXT

ENCORE TASK ORDER (TO) STATEMENT OF WORK (SOW)
as of 20 Jun 2002
	Contract Number:
	DCA200-02-D-5005

	Task Order Number:
	0001

	Encore Tracking Number:
	00002.00

	Follow-on to Encore Contract and Task Order Number:
	Not Applicable


2.  Task Order Title.  Defense Information Systems Agency (DISA) Defense Enterprise Computing Center (DECC) Detachment Huntsville On-Site Contractor Technical Support

3.  Background.  The DISA DECC Detachment Huntsville computer facility has been affected by DoD consolidation efforts.  Computer hardware, software, and associated workloads have been moved to other DoD data processing centers with corresponding reductions in Government staffing.  These staffing reductions greatly impair the ability of the remaining DECC Detachment Huntsville personnel to perform assigned information technology missions and functions.  The DECC Detachment Huntsville provides information technology/automated data processing (IT/ADP) and data communications (LAN/WAN) support services to the Department of Army, DCAA, DFAS and other DoD organizations and activities. DECC Detachment Huntsville provides technical services to these customers utilizing both Government and contractor personnel on a reimbursable basis.  The DECC Detachment Huntsville is an integral part of the Defense Information Infrastructure (DII).
4.  Objectives.  The objective of this task order is to provide on-site operational support to the DECC Detachment Huntsville for operation, maintenance and optimization of DoD workloads at the DECC Detachment Huntsville.  The contractor shall provide all personnel with the professional and technical expertise necessary to satisfy the level of support requirements specified in this task order.  Examples of the support and services required include but are not limited to: data center workload maintenance and optimization, computer operations, systems programming, application development and maintenance, network operations and administration, system security implementation and analysis, job scheduling, help desk support and customer service support.

5.  Scope.  Computer operations support provides technical and operational services to plan, schedule, and operate the DECC Detachment Huntsville computer processing center.  Included in these tasks are:

· Programming, to include application design, development, and maintenance.

· System administration to include installation, operation, monitoring and maintenance of Main-frame, Mid-tier, and PC hardware and software systems.

· Network administration to include network design, router configuration, TCP software configuration, and network security measures.

· Planning and execution of expanding operations in a fee-for-service Government activity.

· providing training and technical guidance to Government staff members as necessary.

The tasks contained within this SOW fall within the following Encore task areas:

· Task Area 1 - Enterprise IT Policy and Planning
· Task Area 2 - Integrated Solutions Management
· Task Area 5 - Requirements Analysis
· Task Area 7 - Information and Knowledge Engineering
· Task Area 8 - Custom Application Development
· Task Area 9 - Product Integration
· Task Area 10 - Test and Evaluation
· Task Area 11 - Licensing and Support
6.  Specific Tasks.
6.0.1  Contractor Labor.  The contractor shall provide all necessary labor and services, except as otherwise furnished or indicated by the Government, for efficient completion of designated tasks scheduled within the SOW.  Personnel requirements may vary during the period of actual contract performance; therefore, the contractor must have the capability to adjust both the extent and composition of the actual work team(s) to handle the workload requirement of the overall SOW.  The contractor shall provide resumes for all personnel, at Government request, for evaluation purposes only.  All personnel proposed for this SOW shall be technically qualified, competent, and experienced.  The Government reserves the right to decline contractor personnel who do not meet these criteria.

6.0.2  Policies.  The contractor shall comply with all Government policies and procedures in the performance of this SOW.  The DECC Detachment Huntsville is operational 24 hours per day, 7 days per week, and all tasks listed herein are subject to shift work to accommodate the Government’s requirements.

6.1  Task 1 - Task Order Management.  The contractor shall provide task order management as described in the subtasks listed below.

6.1.1  Subtask 1 - Contract-Level Program Management.  Provide the technical and functional activities at the contract level needed for the Program Management of this SOW.  Include productivity and management methods such as quality assurance, configuration management, work breakdown structuring and human engineering at the contract level.  Provide the centralized administrative, clerical, documentation and related functions.

6.1.2  Subtask 2 - Task Order Management.  Provide a monthly status report which identifies tasks in work or completed during the reporting period and man-hours associated with each task, projected workload for the coming reporting period, problems encountered or other issues.  Commensurate with the monthly status report, the contractor shall prepare a monthly Performance and Cost Report, depicting monthly and contract-year cumulative hours and dollars expended by labor category, hours/dollars remaining available on the task order, and a statement as to whether there are sufficient hours/dollars available to complete the order.  If obligated dollars are insufficient to complete the task, the contractor shall provide an estimate of additional funds needed.  Continually update a contractor personnel chart depicting new hires and their qualifications for meeting the labor category each is under.

Deliverables:
Monthly Status Reports
Performance and Cost Report
Personnel Chart
6.2  Task 2 - Ongoing Contractor Support.  Provide technical support as described in the subtasks listed below.  All services provided under this task shall be in compliance with all applicable DoD and DISA information standards.  The contractor will provide on-the-job training (OJT) related to each sub-task to Government employees on an as needed basis.

6.2.1  Main-Frame System Support.  Provide support in troubleshooting problems and implementing approved changes for OS/390 platforms. Provide written and verbal technical advice, consultation/ guidance, and training relative to the management, operations and maintenance of DECC current operating and planned environments.

6.2.1.1  System Program Product Support.  The contractor shall provide Senior Systems Programmers that:

· Provide systems support for Operating System (OS/390), CICS, and Utility Software installation, maintenance and modification.

· Develop utility routines utilizing assembler, COBOL, C, REXX, JCL and CLIST utilities as required.

· Provide support in analyzing the effectiveness of the Operating System and developing monitoring techniques to improve performance.

· Provide support for the CICS environment.

6.2.1.2  Mass Storage Support.  The contractor shall provide Senior Systems Programmers that:
· Provide support and consultation for the installation, maintenance and modification to software associated with storage management at the DECC Detachment Huntsville.  Products used include NCR RAID/LUN, STK ACLS, REEL Librarian/Backup, and Veritas LVM, Veritas NetBackup and clients.

· Provide support and monitoring of electronic data vaulting activities to off-site activities.

· Provide support of file transfers utilizing Mainframe Interlink Data Access System (MIDAS).

6.2.1.3  System Monitor Support and Maintenance.  The contractor shall provide Systems Programmers that:

· Provide systems monitor functions on a 24x7, 365 day per year basis.  These functions require routine use of Control-M, Control-O, and Multi-machine Scheduling (MMS).

· Provide support and technical advice to include attending meetings, conducting research, and answering questions, consultation, guidance to other personnel involved in JES2 operations, maintenance, installation and any other changes or updates to JES2.

· Provide support in the identification and resolution of problems with local and remote communications lines to printers, and connections to other subsystems running on other platforms at the DECC Detachment Huntsville.

· Provide general support and maintenance to include local security requirements for the Mainframe platform.

· Provide support for problem resolution by using Remedy Trouble Management System (TMS).

6.2.1.4  Command Commodity Standard System (CCSS), Standard Depot System (SDS), Defense Finance and Accounting Service (DFAS), and Army Standard Information Management Systems (ASIMS) Support.  The contractor shall provide Systems Analysts to perform the following tasks:
· Provide Monitor functions on a 24x7, 365 day/year basis of legacy CCSS, STANFINS, STARFIARS, SOMARDS, and SDS systems to include setup and execution and program completion status.

· Provide support and technical advice to include attending meetings, conducting research, and answering questions, consultation, guidance to other personnel involved in the utilization of CCSS, DFAS, and SDS systems.

· Maintenance, installation and any other changes or updates to CCSS, DFAS and SDS systems as required to maintain continuity operations.  This includes installation and configuration management of new releases and application updates.

· Interface with DECC Detachment Huntsville customers on a daily basis to ensure that production goals are met in an accurate and timely manner.

· Provide support in the identification and resolution of problems with local and remote legacy application systems.

· Provide file management and recovery, data manipulation, report generation, and scheduling.

· Provide general support and maintenance to include local changes in requirements for CCSS, DFAS, and SDS systems running on the mainframe and mid-tier platforms.

6.2.2  Mid-Tier Support.  Provide support in troubleshooting problems and implementing approved changes on Unix and LINUX platforms. Provide written and verbal technical advice to management. Unless otherwise noted, within 4 months of start of work contractor personnel performing systems administrator functions must possess DISA Level I system administration certification (see paragraph 12.c below).

6.2.2.1  Operating System/Administration Support.  The contractor shall provide operating system support for Unix based minicomputer and microcomputer systems to include NCR SVR4 5100M, HP/UX 11, DEC/ALPHA 5200, SCO Unix, Sun Solaris and Red Hat LINUX platforms.  This support will include system administration, systems configuration, system performance monitoring, troubleshooting, operating system migration, systems software development, interoperability, integration, disaster recovery design/implementation, disk/RAID management, and security.  This support will be provided to all DECC Detachment Huntsville systems as well as extend to DECC Detachment Huntsville customer computer systems.  Unix/LINUX Systems Programmers shall:

· Provide support for mass storage management, application installation and operating system installation.

· Implement Security Readiness Reviews (SRR) provided from DISA Field Security Operations (FSO) under the direction and guidance of the DECC Detachment Huntsville Security Division.

· Resolve Information Assurance Vulnerability Alerts (IAVA) as directed by CERT and DECC Detachment Huntsville Security Division.

· Provide support and consultation for the installation, maintenance, and modification to software associated with storage management at the DECC Detachment Huntsville.  Products used include NCR RAID/LUN, STK ACLS, REEL Librarian/Backup, and Veritas LVM, Veritas NetBackup and clients.  Storage devices are connected to an HP fibre channel Storage Area Network (SAN).

· Provide support and monitoring of electronic data vaulting activities to off-site activities.

· Provide support of file transfers utilizing Mainframe Interlink Data Access System (MIDAS).

· Develop innovative and advanced methods and techniques for integration of multiple Unix/LINUX systems, developing utility routines utilizing Shell script, C/C++, sed, awk, Perl, and JAVA. Install and test new system software releases. Provide support in analyzing the effectiveness of the Operating System and developing monitoring techniques to improve performance.

· Develop and distribute written systems administration procedures for maintaining the integrity of computer applications, and databases.

· Provide support in installing, maintaining, and configuring commercial off-the-shelf (COTS) and Government off-the-shelf (GOTS) products.

· Develop and maintain backup and recovery procedures.

· Provide performance monitoring and tuning support for all mid-tier platforms located at DECC Detachment Huntsville and serviced organizations.

6.2.2.2  Database Administration/Development Support.  The contractor shall provide Senior Database Analysts that:

· Provide assistance in designing, developing, and implementing Government approved databases, installing and supporting Oracle software/databases, and performing database backups and recoveries.

· Provide database performance monitoring and tuning.

· Perform problem determination of application and system software.

· Develop and maintain web applications that provide user interface to online databases.

6.2.2.3  Disaster Recovery and Backup/Restore Management.  The contractor shall provide Systems Analysts who will:

· Provide communications support and advise DECC Detachment Huntsville on communications procedures to support disaster recovery operations and testing in accordance with DECC policies, plans, and procedures.

· Review Disaster Recovery Plans during testing and ensure compliance with DISA disaster recovery guidelines.

· Design, implement, and test procedures for DECC Detachment Huntsville external customers (DFAS, US Army Logistics Support Activity (LOGSA), Defense Contract Audit Agency (DCAA)) to ensure continuity of operations at all times.

· Provide support and monitoring of electronic data vaulting activities to off-site activities.

6.2.2.4  System Monitor Support and Maintenance.  The contractor shall provide Systems Analysts and Monitors that:

· Provide systems monitor functions on a 24x7, 365 day per year basis.

· Provide support and technical advice to include attending meetings, conducting research, and answering questions, consultation, guidance to other personnel involved in Unix operations, maintenance, and installation.

· Provide support in the identification and resolution of problems with local and remote communications lines to printers, and connections to other subsystems running on other platforms at the DECC Detachment Huntsville.

· Provide general support and maintenance to include local security requirements for the Mid-tier platforms.

6.2.3  PC/NT Support.  Provide support in troubleshooting problems and implementing approved changes on desktop Windows client and server platforms driving the LAN.  Note that the current Windows environment includes NT and 2000 Professional and may include XP and other Microsoft operating systems as they become available.  Provide written and verbal technical advice to management.  This support will include system administration, systems configuration, system performance monitoring, troubleshooting, operating system migration, systems software development, interoperability, integration, disaster recovery design/implementation, disk/RAID management, and security.  This support will be provided to all DECC Detachment Huntsville systems as well as extend to DECC Detachment Huntsville customer computer systems. Contractor personnel performing LAN administration must possess a DISA Level II certification in LAN administration (see paragraph 12.c below).  The contractor shall provide Senior Systems Analysts to perform the following:

· Provide system administration support to include installation of client/server software and service pack upgrades (Windows NT).

· Maintain all mail gateways (Microsoft Exchange), LAN TCP/IP addresses, modifications in LAN topology to comply with changing requirements.

· Performance monitoring and system tuning for optimum performance utilizing existing hardware.

· Implement Security Readiness Reviews (SRR) provided from DISA Field Security Operations (FSO) under the direction and guidance of the DECC Detachment Huntsville Security Division.

· Resolve Information Assurance Vulnerability Alerts (IAVA) as directed by CERT and DECC Detachment Huntsville Security Division.

· Provide LAN access to new customers through the addition and deletion of user-ids and passwords with associated access privileges.

· Load software, test, and install new PCs and network devices.

· Provide documentation and operating procedures to system administrators and ensure those procedures accurately reflect the current operating environment.

· Provide support in the evaluation and resolution of PC hardware/software problems and recommend a course of action to resolve those problems.

· Perform backup and recovery tasks using Veritas Netbackup.

· Operate and maintain Microsoft Systems Management Server (SMS) software on a dedicated server.

6.2.4  Telecommunications/Network Support.  The contractor shall provide computer systems and communications analysts to perform the following tasks:
· Develop and maintain documentation in problem resolution procedures.

· Provide support for the network design on 10/Base T wiring and troubleshooting and monitoring of Ethernet networks, hubs, bridges, transceivers, terminal servers and gateways.

· Provide development, administration and customer support of remote site connectivity to system platforms, file servers and mail servers.
· Develop and maintain documentation and databases on circuit identification; Change Control Board (CCB) submissions; and problem resolution using Remedy Trouble Management System (TMS).
· Maintenance and troubleshooting support for multiple communications environments, to include MVS, Unix, and NT/Win 2000 operating systems, Virtual Telecommunications Access Method (VTAM), Transport Control Protocol/Internet Protocol (TCP/IP) Network Control Protocol, WEB Server Administration (Apache, Oracle), UDP, SNMP, ICMP, SSH, SSL, and JES2.  These communications environments are based on the Open Source Initiative (OSI) Model layers 1 through 4 and utilize a variety on hardware and software encryption technologies.

· Maintenance and troubleshooting support for communications hardware/software interfaces among mainframe, mid-tier, and workstation communication systems, including TN3270, NCP, TCP/IP, and internet/intranet access in support of DECC Detachment Huntsville local and wide area networks.

· Apply and maintain Access Control List (ACL), Virtual Private Network (VPN), and Firewall technology to the equipment that interfaces within DECC Detachment Huntsville communications infrastructure to filter/manage both internal LAN and external WAN traffic.

· Implement Security Readiness Reviews (SRR) provided from DISA Field Security Operations (FSO) under the direction and guidance of the DECC Detachment Huntsville Security Division.

· Resolve Information Assurance Vulnerability Alerts (IAVA) as directed by CERT and DECC Detachment Huntsville Security Division.

· Perform network management functions including the assignment of physical and logical addresses to network segments and devices, creation and maintenance of routing tables, gateway assignments, documentation of network interconnections, and network configuration for optimum performance.

· Resolve network problems, and collect data for performance and analysis and enhancement. Develop network monitoring and analysis procedures to determine and analyze performance characteristics such as data transfer rates, collisions, bandwidth utilization, device response times, and other statistics.

· Install software upgrades, and troubleshoot hardware/software problems in a Windows NT, Unix/LINUX, and mainframe integrated communications environment to identify, isolate and resolve problems with failing components. 

· Install, test, update, and monitor, all LAN DNS, E-Mail services to ensure the reliable exchange among mail systems.

· Study and advise the Government as to techniques of integrating available communications technologies to support DECC Detachment Huntsville missions.

· Serve as Alternate Node Site Coordinator for the NIPRNET, IDNX (DISN), and DATM.  Serve as Alternate Custodian for the DECC Detachment Huntsville COMSEC sub-account.

6.2.5  Information Systems Security.  The contractor shall perform the following tasks in support of the security of Government information systems:

· Serve as an Information Systems Security Officer (ISSO) under the direction of the DECC Detachment Huntsville Information Systems Security Manager (ISSM).

· Implement policies, procedures, and methods for protecting the confidentiality, integrity, and availability of assigned information systems.

· Monitor WEB site provided from ISSM and/or FSO for all Security Technical Implementation Change (STIG) updates.  When an update is released or a new STIG created, download the STIG, provide the STIG to appropriate SA, notify the ISSM, and report compliance.

· Work with the FSO team when performing and on-site Security Readiness Review (SRR).  Coordinate with the appropriate SA to ensure compliance with all SRR findings for designated areas.  Update FSO SRR database with closure data and resolution for each finding within assigned area.  Keep ISSM informed on the status of assigned SRRs.

· When notified of IAVA by DISA and/or ISSM, acknowledge IAVA via Vulnerability Compliance Tracking System (VCTS), review detailed information on the alert and review closure date.  Forward information collected on the IAVA via email to the appropriate SA and ISSM.

· Develop, administer, and maintain system/network security procedures.  Ensure systems are STIG compliant or request waiver.

· Ensure systems are registered in VCTS and are in compliance with all current IAVAs.

· Install and maintain the Enterprise Security Manager (ESM) and RealSecure software products.  Ensures the correct installation of the software to meet or exceed the DISA and DoD security requirements.

· Maintain systems access management based on approved personnel security investigations/clearances, need-to-know, and authorization.  Create and maintain user accounts in accordance with the current FSO STIG.

· Prepare, maintain, and distribute plans and instructions concerning the security of information systems.

· Prepare, maintain and provide systems-specific security awareness training for management, operators, and users of Government systems.

· Report security incidents to the ISSM and assist in further reporting, investigating, and resolving these incidents.

· Review system audit reports and report deviations of security practices and attempted or successful breaches of security to the ISSM.

· Provide advice, guidance, and assistance to TASOs and customers.  Represent the DECC Detachment Huntsville director and/or ISSM by attending information system security meetings, panels, and work groups.

· Perform other related information systems security functions and tasks as assigned by the ISSM.

6.2.6  Customer Service Support.  The contractor shall perform customer support and marketing related tasks and new business proposal development and coordination in a fee-for-service business environment supporting mainframe and mid-tier information processing.  The contractor will participate in data/ information assessment, and may coordinate and facilitate the disposition of information with internal management personnel, as well as with various DECC Detachment Huntsville customers and DISA personnel.  The contractor shall support and participate in developing tactical and strategic marketing plans to identify customers and customer requirements.  The contractor shall formulate and support the development and coordination of New Business Proposals, applying technical expertise and knowledge of mainframe and mid-tier processing, assessing technical input and utilizing business management principles.  The contractor shall develop and coordinate Service Level Agreement (SLAs), and provide support in the development of SLA revenue forecasts.  The contractor shall participate in the preparation of customer service policies and problem solving procedures for external and internal customers.  Typical tasks under this support may include:

· Develop tactical and strategic marketing and customer relation plans.

· Contact customers, as required, to obtain and/or clarify information concerning their new business requirements.  Coordinate with the designated Technical Lead to ensure that hardware, software, communication, labor, and other integrated services are identified and included in the technical solution.

· Assist customers in utilizing DECC resources.

· Maintain a DECC customer contact list.

· Recommend revisions when necessary and maintain Service-Level Agreements for an assigned customer base.

· Address all service-level issues relative to the assigned customer base.

· Coordinate customer/DECC Detachment Huntsville requirement modifications.

· Provide DECC Detachment Huntsville customer interface.

· Coordinate technical assistance issues pertaining to the assigned customer base.

· Coordinate problem management and status reporting relative to customer concerns and issues. 

· Provide customer service follow-up to ensure satisfactory problem resolution.

· Track and analyze customer problems, issues, and concerns to ensure customer service levels are met or exceeded.

· Identify service trends that have a potential impact on the customer.

· Notify DECC Detachment Huntsville management immediately upon identifying trends that may have an impact on customers.

· Provide support to the Fee for Service process.

· Perform other related activities, as required.

6.2.7  Financial Analysis Support.  The contractor shall provide workload analysis and reporting support to the DECC Detachment Huntsville.  All contractor personnel exposed to sensitive financial data shall sign a non-disclosure statement and shall be instructed on the sensitive nature of the information they may be exposed to and that unauthorized disclosure may result in the contractor being prohibited from doing further work for the Government.  In particular, the contractor shall:

· Review methods of operations, technological solutions, costs analyses, and presentations of studies.  Analysis and reporting support may also require a range of services, including analysis of cost, tracking costs and funds data associated with operating and capital funds and technical solutions/analysis of revenue charging programs/systems.

· Develop reports prescribing alternative technology solutions, including complete economic or cost/benefit analyses and recommend DECC Detachment Huntsville courses of action;

· Prepare and present presentations and briefings for DECC Detachment Huntsville management or higher HQ personnel regarding studies conducted and alternatives recommended;

· Coordinate implementation plans, milestone scheduling and develop executive presentations;

· Formulate reports to track expenditures, workload data/costing, and financial forecasting.

6.2.8  Automation Data Processing Support.  The contractor shall prepare a variety of tabular and narrative products concerning financial, manpower, and operational data for the detachment.  These products include standards and procedure documents, memorandum of understanding and/or agreement (MOU/MOA), briefings, reports, and updates to standard formats (spreadsheets, Access db, etc).

7.  Place of Performance.  The effort required by this SOW will be performed on-site at the following location:  DECC Detachment Huntsville, Building 5201, Martin Road, Redstone Arsenal, AL  35898.
8.  Period of Performance.  The period of performance for the Base Year is 365 calendar days (24 Jun 2002 - 23 Jun 2003).  There are five Option Year (OY) periods, as follows:

· OY 1 - 24 Jun 2003 - 23 Jun 2004

· OY 2 - 24 Jun 2004 - 23 Jun 2005

· OY 3 - 24 Jun 2005 - 23 Jun 2006

· OY 4 - 24 Jun 2006 - 23 Jun 2007

· OY 5 - 24 Jun 2007 - 23 Jun 2008

Operations support is required 24 hours per day 365/366 days a year for the Base Year and each OY period.
9.  Delivery Schedule.
	SOW Task#
	Deliverable Title
	Format
	Number
	Calendar Days After TO Start

	6.1.2
	Status Reports
	DI-MGMT-80368
	Standard Distribution*
	Monthly, on 10th Calendar Day

	6.1.2
	Performance and Cost Report
	OT-89-12055
	Standard Distribution*
	Monthly, on 10th Calendar Day

	6.1.2
	Personnel Chart
	Contractor-Determined Format
	Standard Distribution*
	Monthly, on 20th Calendar Day

	* Standard Distribution:  1 copy of the transmittal letter without the deliverable to the Contracting Officer (DITCO/AQSS32); 1 copy of the transmittal letter with the deliverable to the Primary TM


10.  Security.

a.  Performance on task orders under this statement of work requires a minimum of a Secret security clearance as well as ADP-I or ADP-II authorization.


b.  Prior to beginning work on any task order associated with this statement of work, contractor personnel shall:  (1) possess a U.S. Government security clearance at a minimum of the Secret level, and; (2) receive authorization from DISA to perform duties designated “ADP-I” or “ADP-II.”  HQ, DISA grants ADP authorization; the DECC Detachment Huntsville Security Division coordinates the process.


(1)  Documentation must be provided to the DECC Detachment Huntsville Security Division at the following address:

Via U.S. Post Office or Federal Express/UPS/Etc:

Director, DISA Detachment Huntsville

Attn:  Security Division

Martin Road, Building 5201

Redstone Arsenal, AL  35898

Fax:  (256) 955-8397


(2)  Required documentation includes:


(a)  A Visit Authorization Letter in accordance with the provisions of DoD 5220.22-M, National Industrial Security Program Operating Manual.


(b)  A copy of the Letter of Consent (LOC) issued by Defense Security Service (DSS).


(3)  NOTE:  A pre-requisite for interim ADP-I authorization is a current, favorable National Agency Check.  Even if DSS has issued an interim clearance, the lack of a current, favorable NAC portion of an investigation will delay ADP-I authorization.


c.  DISA retains the right to request removal of contractor personnel, regardless of prior clearance or adjudication status, whose actions while assigned to this contract, clearly conflict with the interests of the Government.  The reason for removal will be fully documented in writing by the Contracting Officer.  When and if such removal occurs, the contractor will within three (3) working days assign qualified personnel to any vacancy(ies) thus created.

d.  The contractor shall comply with local security requirements as established by the organization being supported.  Contractor personnel shall possess a TOP SECRET or SECRET security clearance and authorization by the Defense Information System Agency to occupy positions designated ADP-I or ADP-II prior to assuming their duties.  The DISA Detachment Huntsville Security Division will administer the ADP-I and ADP-II authorization process.

11.  Government-Furnished Equipment (GFE)/Government-Furnished Information (GFI).  Contractor personnel performing work at a Government installation will be furnished with a “standard” Government office environment, jointly occupied by Government and contractor employees.  This includes office furnishings, supplies, personal computer/office software suite, telephone support, and access to facsimile, photocopy and presentation support.  Network tools to monitor and manage the system will also be provided.  Any Government-provided information technology will be Year 2000 compliant.  The Government will provide access to existing instructions, guidelines, standards, and collected data required in the performance of duties associated with assigned tasks.

12.  Other Pertinent Information or Special Considerations.

a.  Year 2000.  All information technology provided under, or in support of, this contract by the contractor, and all subcontractors, shall be Year 2000 compliant.  “Year 2000 compliant” means, with respect to information technology, that the information technology accurately processes date/time data (including, but not limited to, calculating, comparing, and sequencing) from, into, and between the twentieth and twenty-first centuries, and the years 1999 and 2000 and leap year calculations, to the extent that other information technology, used in combination with the information technology being acquired, properly exchanges date/time data with it.  To ensure Year 2000 compliance, the contractor shall, at a minimum, test a representative sampling of the information technology, or same type of information technology, that will be provided under the contract.  Testing will be accomplished and documented in accordance with generally accepted commercial standards/practices.  If requested, the contractor shall provide the Government with documentation sufficient to provide reasonable assurance of Year 2000 compliance (e.g. milestones, Year 2000 compliance test plans/reports), at no additional cost to the Government.

b.  Travel.  Travel may be required under this contract.  Prior to incurring any long distance travel expenses, the contractor shall obtain written approval from the Government Task Monitor approving the travel dates, expected duration, origin and destination, purpose, estimated costs and the names of personnel traveling.  All travel associated with this contract shall be in accordance with FAR 31.205-46.  The Government Task Monitor shall certify invoices prior to processing for payment.

c.  System Administration.


(1)  USD (P&R)/ASD (C3I) Memorandum, Information Assurance (IA) Training and Certification, 29 June 1998 requires DoD military and civilian personnel, as well as DoD consultant and contractor personnel, who perform the duties of a SA be certified as either Level I, II or III.  Every SA who administers a DISA-owned system must be certified at a minimum to Level I.  Designations of Level II or III SAs will be based upon the technical competence of the SA and the individual’s ability to assess the security needs of DECC Detachment Huntsville.  Designations of Level II or III will also be based on the need to respond to the potential exploitation of vulnerabilities identified via the Information Assurance Vulnerability Alert Program.


(2)  The contractor will assure that individuals assigned as a SA, as determined by the Government, have completed the required certification.  The training is available on the Internet.  Initial certification for Level I SA will be completed within 120 days of contract start date or personal clearance approval which ever is later.  Initial certification for Level II SA will be completed within 180 days of Level I certification.  The date for completion of certification Level III SA is to be determined.  Re-certification will be completed as determined by the DECC Detachment Huntsville Security Division.


(3)  New contractor employees who will be performing SA duties shall complete Level I certification within four (4) months of their starting date.  If any of the new contractor employees will need Level II certification, this shall be completed within six (6) months of receiving Level I certification.

(4)  Once contractor personnel have completed the certification process, a copy of each certificate will be provided to DISA DECC Detachment Huntsville, Attn:  CDSH2, Bldg 5201, Martin Road, Redstone Arsenal, AL  35898.
13.  Section 508 Accessibility Standards.  The following Section 508 Accessibility Standard(s) (Technical Standards and Functional Performance Criteria) are applicable (if box is checked) to this acquisition.

Technical Standards
 FORMCHECKBOX 
 1194.21 - Software Applications and Operating Systems

 FORMCHECKBOX 
 1194.22 - Web Based Intranet and Internet Information and Applications

 FORMCHECKBOX 
 1194.23 - Telecommunications Products

 FORMCHECKBOX 
 1194.24 - Video and Multimedia Products

 FORMCHECKBOX 
 1194.25 - Self-Contained, Closed Products

 FORMCHECKBOX 
 1194.26 - Desktop and Portable Computers

 FORMCHECKBOX 
 1194.41 - Information, Documentation and Support

The Technical Standards above facilitate the assurance that the maximum technical standards are provided to the Offerors.  Functional Performance Criteria is the minimally acceptable standards to ensure Section 508 compliance.  This block is checked to ensure that the minimally acceptable electronic and information technology (E&IT) products are proposed.

Functional Performance Criteria
 FORMCHECKBOX 
 1194.31 - Functional Performance Criteria

