	AMENDMENT OF SOLICITATION/MODIFICATION OF CONTRACT
	1.  CONTRACT ID CODE

	PAGE OF PAGES

1
|
1

	2.  AMENDMENT/MODIFICATION NO.
000203
	3.  EFFECTIVE DATE
2 Oct 2002
	4.  REQUISITION/PURCHASE REQ. NO.
DJCMZ35533
	5.  PROJECT NO. (If Applicable)


	6.  ISSUED BY
CODE
	HC1013
	7.  ADMINISTERED BY (If other than Item 6)
CODE
	

	Defense Information Systems Agency
DITCO-Scott (AQSS32)
2300 East Drive
Scott AFB, IL  62225-5406

	

	8.  NAME AND ADDRESS OF CONTRACTOR (No., street, county, State and ZIP Code)
	(√)
	9A.  AMENDMENT OF SOLICITATION NO.

	Unisys, U.S. Government Group
TIN:  38-0387840
8008 Westpark Drive
DUNS:  150780674
McLean, VA  22102
Attn:  Marlene Emmons, marlene.emmons@unisys.com
703-556-5874
	
	

	
	
	9B.  DATED (SEE ITEM 11)

	
	
	

	
	X
	10A.  MODIFICATION OF CONTRACT/ORDER NO.

	
	
	DCA200-02-D-5014/0002

	
	
	10B.  DATED (SEE ITEM 13)

	
	
	13 Aug 2002

	CAGE CODE
4W798
	FACILITY CODE
	
	

	11.  THIS ITEM APPLIES ONLY TO AMENDMENTS OF SOLICITATIONS

	 FORMCHECKBOX 
 The above numbered solicitation is amended as set forth in Item 14.  The hour and date specified for receipt of Offers
 FORMCHECKBOX 

is extended,
 FORMCHECKBOX 

is not extended.
Offers must acknowledge receipt of this amendment prior to the hour and date specified in the solicitation or as amended, by one of the following methods:

(a) By completing Items 8 and 15, and returning       copies of the amendment; (b) By acknowledging receipt of this amendment on each copy of the offer submitted; or (c) By separate letter or telegram which includes a reference to the solicitation and amendment numbers. FAILURE OF YOUR ACKNOWLEDGEMENT TO BE RECEIVED AT THE PLACE DESIGNATED FOR THE RECEIPT OF OFFERS PRIOR TO THE HOUR AND DATE SPECIFIED MAY RESULT IN REJECTION OF YOUR OFFER.  If by virtue of this amendment you desire to change an offer already submitted, such change may be made by telegram or letter, provided each telegram or letter makes reference to the solicitation and this amendment, and is received prior to the opening hour and date specified.

	12.  ACCOUNTING AND APPROPRIATION DATA (If Required)
97X4930.5F20 000 C1013 0 068142 2F 255011; MIPR No. DJCMZ35533 (NO CHANGE)

	13.  THIS ITEM APPLIES ONLY TO MODIFICATIONS OF CONTRACTS/ORDERS.
IT MODIFIES THE CONTRACT/ORDER NO. AS DESCRIBED IN ITEM 14.

	(√)
	A.  THIS CHANGE ORDER IS ISSUED PURSUANT TO: (Specify authority) THE CHANGES SET FORTH IN ITEM 14 ARE MADE IN THE CONTRACT ORDER NO. IN ITEM 10A.

	
	

	X
	B.  THE ABOVE NUMBERED CONTRACT/ORDER IS MODIFIED TO REFLECT THE ADMINISTRATIVE CHANGES (such as changes in paying office, appropriation date, etc.) SET FORTH IN ITEM 14, PURSUANT TO THE AUTHORITY OF FAR 43.103(b).

	
	C.  THIS SUPPLEMENTAL AGREEMENT IS ENTERED INTO PURSUANT TO AUTHORITY OF:


	
	D.  OTHER (Specify type of modification and authority)


	E.  IMPORTANT: Contractor  FORMCHECKBOX 
 is not,  FORMCHECKBOX 
 is required to sign this document and return       copies to the issuing office.

	14.  DESCRIPTION OF AMENDMENT/MODIFICATION (Organized by UCF section headings, including solicitation/contract subject matter where feasible.)

	
a.  This modification incorporates the attached, revised DD Form 254, Contract Security Classification Specification, for Support to Nuclear Planning and Execution System (NPES) and the Joint Staff Nuclear NATO Systems (00010.03).


b.  The period of performance remains 365 calendar days (1 Oct 2002 - 30 Sep 2003).

c.  All other terms and conditions remain unchanged.

	Except as provided herein, all terms and conditions of the document referenced in Item 9A or 10A, as heretofore changed, remains unchanged and in full force and effect.

	15A.  NAME AND TITLE OF SIGNER (Type or print)
	16A.  NAME AND TITLE OF CONTRACTING OFFICER (Type or print)

	
	MARK S. SCHNEIDER
Contracting Officer

	15B.  CONTRACTOR/OFFEROR
	15C. DATE SIGNED
	16B.  UNITED STATES OF AMERICA
	16C. DATE SIGNED

	
	
	
	
	BY
	[image: image1.png]



	
	2 Oct 2002

	(Signature of person authorized to sign)
	
	(Signature of Contracting Officer)
	


NSN 7540-01-152-8070
30-105-02
STANDARD FORM 30 (REV. 10-83)
PREVIOUS EDITION UNUSABLE
Prescribed by GSA
FAR (48 CFR).243
	DEPARTMENT OF DEFENSE
	1. CLEARANCE AND SAFEGUARDING

	CONTRACT SECURITY CLASSIFICATION SPECIFICATION
	a. FACILITY CLEARANCE REQUIRED:
	TOP SECRET

	(The requirements of the DoD Industrial Security Manual Apply to all security aspects of this effort))
	b. LEVEL OF SAFEGUARDING REQUIRED:
	NONE

	2. THIS SPECIFICATION IS FOR: (X and complete as applicable)
	3. THIS SPECIFICATION IS: (X and complete as applicable)

	
	a. PRIME CONTRACT NUMBER
	
	a. ORIGINAL (Complete date in all cases)
	Date (YYMMDD)

	X
	DCA200-02-D-5014/0002
	X
	
	021001

	
	b. SUBCONTRACT NUMBER
	
	b. REVISED (Supersedes all previous specs)
	Revision No.
	Date (YYMMDD) 

	
	
	
	
	
	

	
	c. SOLICITATION OR OTHER NUMBER
	DUE DATE (YYMMDD)
	
	c. FINAL (Complete item 5 in all cases)
	Date (YYMMDD)

	
	
	
	
	
	

	4. IS THIS A FOLLOW-ON CONTRACT?
 FORMCHECKBOX 
 YES
 FORMCHECKBOX 
 NO, If yes, complete the following

Classified material received or generated under       (Preceding Contract Number) is transferred to this follow-on contract

	5. IS THIS A FINAL DD FORM 254?
 FORMCHECKBOX 
 YES
 FORMCHECKBOX 
 NO, If yes, complete the following:

In response to the contractors request dated      , retention of the identified classified material is authorized for a period of:      

	6. CONTRACTOR (Include Commercial and Government Entity (CAGE) Code)
	
	

	a. NAME, ADDRESS, AND ZIP
	b. CAGE CODE
	c. COGNIZANT SECURITY OFFICE (Name, Address, and Zip Code)

	Unisys, U.S. Government Group

8008 Westpark Drive

McLean, VA  22102-3106
	4W798
	Capital Area, DIS

Hoffman Building

2461 Eisenhower Avenue

Alexandria, VA  22331-1000

	7. SUBCONTRACTOR
	
	

	a. NAME, ADDRESS, AND ZIP
	b. CAGE CODE
	c. COGNIZANT SECURITY OFFICE (Name, Address, and Zip Code)

	
	
	

	8. ACTUAL PERFORMANCE
	
	

	a. LOCATION
	b. CAGE CODE
	c. COGNIZANT SECURITY OFFICE (Name, Address, and Zip Code)

	
	
	

	9. GENERAL IDENTIFICATION OF THIS PROCUREMENT
Support to Nuclear Planning and Execution System (NPES) and the Joint Staff Nuclear NATO Systems

	10. THIS CONTRACT WILL REQUIRE ACCESS TO:
	YES
	NO
	11. IN PERFORMING THIS CONTRACT, THE CONTRACTOR WILL:
	YES
	NO

	a. COMMUNICATIONS SECURITY (COMSEC) INFORMATION
	x
	
	a. HAVE ACCESS TO CLASSIFIED INFORMATION ONLY AT ANOTHER CONTRACTORS FACILITY OR GOVERNMENT ACTIVITY
	x
	

	b. RESTRICTED DATA
	x
	
	b. RECEIVE CLASSIFIED DOCUMENTS ONLY
	
	x

	c. CRITICAL NUCLEAR WEAPON DESIGN INFORMATION
	x
	
	c. RECEIVE AND GENERATE CLASSIFIED MATERIAL
	x
	

	d. FORMERLY RESTRICTED DATA
	x
	
	d. FABRICATE, MODIFY, OR STORE CLASSIFIED HARDWARE
	
	x

	e. INTELLIGENCE INFORMATION
	
	
	e. PERFORM SERVICES ONLY
	
	x

	(1) Sensitive Compartmented Information (SCI)
	x
	
	f. HAVE ACCESS TO US CLASSIFIED INFORMATION OUTSIDE THE U.S., PUERTO RICO, U.S. POSSESSIONS AND TRUST TERRITORIES
	x
	

	(2) Non-SCI
	
	x
	g. BE AUTHORIZED TO USE THE SERVICES OF THE DEFENSE TECHNICAL INFORMATION CENTER (DTIC) OR OTHER SECONDARY DISTRIBUTION CENTER
	x
	

	f. SPECIAL ACCESS INFORMATION
	
	x
	h. REQUIRE A COMSEC ACCOUNT
	
	x

	g. NATO INFORMATION
	x
	
	i. HAVE TEMPEST REQUIREMENTS
	
	x

	h. FOREIGN GOVERNMENT INFORMATION
	
	x
	j. HAVE OPERATIONS SECURITY (OPSEC) REQUIREMENTS
	
	x

	i. LIMITED DISSEMINATION INFORMATION
	
	x
	k. BE AUTHORIZED TO USE THE DEFENSE COURIER SERVICE
	x
	

	j. FOR OFFICIAL USE ONLY INFORMATION
	x
	
	l. OTHER (specify)
	
	

	k. OTHER (Specify)
	
	
	Notification of Government Security clause applies.
	x
	

	SIOP-ESI
	x
	
	
	
	


DD Form 254, DEC 99 (EF)
Previous editions are obsolete.
(DISA IRXDTS, Inc.)
	12. PUBLIC RELEASE. Any information (classified or unclassified) pertaining to this contract shall not be released for public dissemination except as provided by the Industrial Security Manual or unless it has been approved for public release by appropriate U.S. Government authority. Proposed public releases shall be submitted for approval prior to release
 FORMCHECKBOX 
 DIRECT
 FORMCHECKBOX 
 THROUGH (Specify)

	Through the Defense Information Systems Agency (DISA)/Joint Staff Support Center (JSSC), JC5, 7010 Defense, Pentagon, Washington, DC  20301-7010, through the Contracting Officer, and through the DISA Public Affairs Office (PAO).

	to the Directorate for Freedom of Information and Security Review, Office of the Assistant Secretary of Defense (Public Affairs)* for review.

* In the case of non-DoD User Agencies, requests for disclosure shall be submitted to that agency.

	13. SECURITY GUIDANCE. The security classification guidance needed for this classified effort is identified below. If any difficulty is encountered in applying this guidance or if any other contributing factor indicates a need for changes in this guidance, the contractor is authorized and encouraged to provide recommended changes; to challenge the guidance or the classification assigned to any information or material furnished or generated under this contract; and to submit any questions for interpretation of this guidance to the official identified below. Pending final decision, the information involved shall be handled and protected at the highest level of classification assigned or recommended. (Fill in as appropriate for the classified effort. Attach, or forward under separate correspondence, any documents/guides/extracts referenced herein. Add additional pages as needed to provide complete guidance.)

	Reference Item 10.a: Contractor is authorized to receive Government-furnished cryptographic equipment. Access to classified COMSEC information requires a final U.S. Government clearance at the appropriate level. Further disclosure of COMSEC information by a contractor, to include subcontracting, requires prior approval of the contracting activity. Authorized to use the Defense Courier Service.

Reference Item 10.e(1):


a. The Director, Defense Intelligence Agency (DIA) and Director, DISA, as the executive agents for DIA, have exclusive security responsibility for SCI released to the contractor or developed under this contract.


b. Contractor-generated or Government-furnished material may not be provided to the Defense Technical Information Center (DTIC). Contractor-generated technical reports will bear the statement “Not Releasable to the Defense Technical Information Center per DoD Instruction 5230.24.”

c. All contractor personnel requiring access to SCI information must: be U.S. citizens, have been granted a final TOP SECRET security clearance by the U.S. Government, have been approved as meeting DCID 1/14 criteria by a Government Cognizant Security Agency, and have been indoctrinated for the applicable compartments of SCI access prior to being given any access to such information released or generated under this contract. Immigrant aliens, personnel cleared on an interim basis, or personnel holding contractor granted CONFIDENTIAL clearances, are not eligible for access to classified information released or generated under this contract without the expressed permission of the Director, DISA (through the DISA Security Division SSO (MPS6)) and the Director, DIA.

See attached continuation sheet.

	14. ADDITIONAL SECURITY. Requirements, in addition to NISPOM requirements, are established for this contract. (If Yes, identify the pertinent contractual clauses in
 FORMCHECKBOX 
 YES
 FORMCHECKBOX 
 NO
the contract document itself, or provide an appropriate statement which identifies additional requirements. Provide a copy of the requirements to the

cognizant security office. Use Item 13 if additional space is required.)

	The contractor will abide by DIAMs 50-4, 50-5 Volume I and II and DCID 1/21. Specific guidance on FOUO may be found in DoD 5400.7, Department of Defense Freedom of Information Act Program, Chapter 4, not the NISPOM. DoD Regulation 5400.7, DoD Freedom of Information Act Program.

	15. INSPECTIONS. Elements of this contract are outside the inspection responsibility of the cognizant security office. (If yes, explain and identify specific areas or
 FORMCHECKBOX 
 YES
 FORMCHECKBOX 
 NO
elements carved out  and the activity responsible for inspections. Use Item 13 if more space is needed.)

	The DISA Security Division MPS6 will be responsible for inspection of SCI under this contract.

	16.  CERTIFICATION AND SIGNATURE. Security requirements stated herein are complete and adequate for safeguarding the classified information to be released or generated under this classified effort.  All questions shall be referred to the official named below.

	a. TYPED NAME OF CERTIFYING OFFICIAL
	b. TITLE
	c. TELEPHONE (Include Area Code)

	Mark Schneider
	Contracting Officer
	

	d. ADDRESS (Include Zip Code)

	17. REQUIRED DISTRIBUTION
 FORMCHECKBOX 
 a. CONTRACTOR

 FORMCHECKBOX 
 b. SUBCONTRACTOR

 FORMCHECKBOX 
 c. COGNIZANT SECURITY OFFICE FOR PRIME AND SUBCONTRACTOR

 FORMCHECKBOX 
 d.  U.S. ACTIVITY RESPONSIBLE FOR OVERSEAS SECURITY ADMINISTRATION

 FORMCHECKBOX 
 e. ADMINISTRATIVE CONTRACTING OFFICER


	e. SIGNATURE [image: image2.png]



	 FORMCHECKBOX 
 f. OTHERS AS NECESSARY


DD FORM 254 Reverse, DEC 99
Previous editions are obsolete.
(DISA IRXDTS, Inc.)
DD Form 254, Block 13 continued.


d. Classified material released or generated under this contract is not releasable to foreign nationals without the expressed written permission of the Director, DISA (SSO) and Director, DIA.


e. Recipients of SCI under this contract may not release SCI to subcontractors without permission of the DISA SSO.


f. The contractor and TM will revalidate all SCI billets under this contract with the DISA Security Operations Division (MPS6) annually or when a revised DD Form 254 issued, whichever is sooner.

Reference Items 10.e(1) and 11.a:


a.  This contract requires access to SCI.


b.  All contractor SCI work and access will be at a designated Government approved SCI Facility (SCIF).

Reference Items 10.e(1) and 11.c: Upon expiration of this contract, the contractor shall request disposition instructions for all classified and unclassified project material. The contractor may be directed to properly destroy the material or return it. If classified or unclassified project material is to be retained by the contractor, every effort should be taken to transfer it to a follow-on contract or similar effort, if applicable. This must be done, however, with Contracting Officer (KO) approval. Unless written authorization by the KO to retain specific material for a specific period of time is received, the material shall be returned or destroyed as instructed. Any exception to security policy shall be referred to the CSO/DISA Security Division (MPS6) for coordination with the appropriate agencies and the KO.

Reference Item 10.g: Access up to and including NATO TOP SECRET material will be required for reference only at the Government Facility.

Reference Item 10.k: This contract requires that specified contractor employees be granted access to Single Integrated Operational Plan - Extremely Sensitive Information (SIOP-ESI). Employees requiring SIOP-ESI access will be processed as follows:


a. The DISA TM will forward to the DISA Security Division (MPS6), via an Interoffice Memorandum (IM) a request to process certain employees of the company for SIOP-ESI access. The request will be marked with the appropriate markings (i.e., FOUO, Privacy Act Protected, etc.) and/or classified as may be required by SCG (i.e., justification). This request will contain the following:

(1) Name and SSAN of the employee(s)

(2) Company name, address, CAGE code, telephone number

(3) Date and place of birth for employee(s)

(4) Citizenship of employee(s)

(5) Citizenship of employee's spouse

(6) SIOP-ESI Category required

(7) Employee's clearance level and date, investigation type and date

(8) Inclusive dates SIOP access will be required

(9) Contract number

(10) Contract expiration date

(11) Contract review date

(12) Justification for requesting SIOP-ESI accesses


b. The DISA Security Division (MPS6) will forward a letter to certify the need-to-know for SIOP-ESI access to the FSO at the company via DISA Form Letter 16.


c. When temporary access to SIOP-ESI has been approved by the Joint Chiefs of Staff, the DISA Security Division (MPS6) will forward this information to the FSO and authorize the employee to be briefed for access.


d. The FSO is responsible for notifying the DISA Security Division (MPS6) when the employee is transferred from one facility to another within the company, when the employee's employment is terminated, when they resign, or have been transferred and do not require continued access.


e. The FSO is responsible for ensuring that the employees complete the required security forms for submission to DSS Clearance Office (DISCO) in a timely manner.


f. Information that an individual has been granted access to SIOP-ESI is unclassified.

Reference Item 11.a: Contract performance is restricted to Defense Information Systems Agency, Joint Staff Support Center Site R, Suite 100, 201 Beasley Drive, Ft. Detrick, MD 21702-5000. The using contractor or Government activity will provide security classification guidance for the performance of this contract.

Reference Item 11.b: Any classified information generated in performance of this contract shall be classified according to the markings on the source material. All classified information received is the property of the U.S. Government. The U.S. Government will be contacted at the expiration or termination of this contract for proper disposition instructions.

Reference Item 11.g:


a. The contractor must prepare and forward DD Forms 1540 and 1541 to the COR for authorization BEFORE the services may be requested.


b. Technical information on file at the Defense Technical Information Center (DTIC) will be made available to the contractor if the contractor requires such information. The Contracting Officer will certify the field of interest relating to the contract.

Reference Item 12: For Congressional correspondence, through the DISA Congressional Affairs (CA) Office. Public release of SCI/SAP material is not authorized.
