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Contractor Point of Contact
Contractor Name:  Unisys US Government Group

DUNS:  150780674

CAGE CODE:  4W798

Contractor POC:  Judy Williams

E-Mail Address:  judy.williams@unisys.com
Phone Number:  703-556-5703

Fax Number:  703-556-5173

Electronic invoices may be sent to:
invoicereceipt@scott.disa.mil
Questions regarding invoices may be directed to (618) 229-9228.  Vendors may check the status of invoices at the following web site:

http://www.dfas.mil/money/vendor
CREDIT CARD METHOD OF PAYMENT
If payment is to be made via credit card, contact the Contracting Officer listed above.

ENCORE TASK ORDER (TO) STATEMENT OF WORK (SOW)

as of 12 Aug 2003 
	Contract Number:
	DCA200-02-D-5014

	Task Order Number:
	001302

	Encore Tracking Number:
	00025.02

	Follow-on to Encore Contract and Task Order Number:
	Not Applicable


1.  Task Monitors (TMs).

2.  Task Order Title.  Unisys and Mid-Tier Technical and Application Support Services

3.  Background.  DECC Ogden provides centralized information system processing services to a diverse and geographically dispersed customer base drawn from Department of Defense DoD) Agencies. The Unisys branch provides Standard Base Level Computer Support (SBLC) to customers processing supply, finance, maintenance and personnel data.  The Open Systems banch provides a full range of technical skills including system administration, data base administration, consultation, new workload planning and storage management to DECC customers utilizing midtier systems.  These systems support a worldwide customer base, 24 hours per day, 7 days per week.  DECC Ogden has enhanced the capability to support its customers by utilizing Unisys Corporation’s technical and application support contractors.

4.  Objectives.  Continue the current contractor support to optimize DECC Ogden operations, enhance our customer support and ensure continuity of service.  The scope of this SOW encompasses all aspects of technical and operational support required by the DECC to include computer system hardware and software (system and functional application) management, system analysis, long-range capacity planning, problem resolution, disk and tape systems management and customer support.  The Encore task areas include:

5.  Scope.
· Task Area 1 - Enterprise IT Policy and Planning
· Task Area 2 - Integrated Solutions Management
· Task Area 3 - Performance Benchmarking
· Task Area 4 - Business Process Reengineering
· Task Area 5 - Requirements Analysis
· Task Area 7 - Information and knowledge Engineering
· Task Area 8 - Custom Application Development
· Task Area 9 - Product Integration
· Task Area 10 - Test and Evaluation
· Task Area 11 - Licensing and Support
6.  Specific Tasks.  Tasks include system management, system processing strategies, Unisys hardware and software application processing, applications set-up, processing and recoveries, data base administration, computer performance analysis, workload balancing, computer system operations, tape library magnetic media management, security, communications and customer support.

6.1  Task 1 - System Architecture, Computer Systems Management and Computer Software Management.
6.1.1  Subtask 1 - System Architecture.  The contractor shall capture and analyze computer system performance factors on a daily basis.

6.1.2  Provide Daily Performance Statistics (A008) to the TM.  Analyze current and projected workloads as basis for long-range capacity planning to assess hardware limitations and capabilities for new and/or increased workloads.

6.1.3  Provide recommended procedures for workload balancing to preclude degradation of system performance, including procedures for integrating new workloads onto the computer system (A005).

6.1.4  Support application installation and problem resolution including helping customers to fix security/user-id problems and checking NAPZ00 changes and tracking updates for Base Network Control Centers (BNCCs).

6.1.5  Coordinate with BNCC for problems and concerns including E-Mail Simple Mail Transfer Protocol (SMTP); with BNCC for updates to terminals, configuration changes and security requirements.

6.2  Subtask 2 - Senior Computer Systems Analyst.  The contractor shall ensure all database software components are loaded and operational for customer use.

6.2.1  Upload and run new or modified system and user application software releases.

6.2.2  Process block releases, software loads and troubleshoot problems encountered in loading new software.

6.2.3  Provide for Processing Discrepancy Reports (DIREPs).  The contractor shall identify interface problems between Unisys and third party hardware/software and assess impact on DECC operating environment.

6.2.4  Analyze Existing Operational Procedures to Enhance and Optimize Customer Support.  The analysis will include systems monitoring, distributed print, information transfer, disk management, tape library magnetic media management and ADS interface processing (i.e., ICI, HAMPS, and DDN).

6.2.5  Provide analysis and recommendations to the TM (A077).

6.2.6  Perform commercial off-the-shelf (COTS) software and hardware tests to determine applicability to enhance system performance.

6.2.7  Monitor Universal Data Systems (UDS) transaction flow and UDS saves and recoveries.

6.2.8  Monitor System Advisory Notices (SANs) and Heads UP Messages (HUMs) for distribution to system monitors and ADS managers.

6.3  Subtask 3 - Computer Systems Analyst.

6.3.1  The contractor shall be responsible for balancing disk usage against disk availability.

6.3.2  Needs to be  familiar with utilities to increase disk space and system balancing of the workload.

6.3.3  Guide subordinate and lower grade personnel in the application of appropriate techniques, to provide the most effective use of the computer resources.

6.3.4  Tailor the various software program modules to the specific operating environment.

1.4.5 6.3.5  Collect and analyze data on performance and resource use to identify imbalances in resource allocation and system bottlenecks.

6.4  Subtask 4 - Computer Systems Analyst/UNIX.  Incumbent may be required to travel and wortk off site at other locations.  Work outside the core hours may be required.

6.4.1  The contractor shall perform technical support duties for Unix mid-tier systems.

6.4.2  Provide consulting support for Unix error diagnosis, testing strategies, load balancing and programming techniques.  This shall be in the DECC Ogden server (Windows, NT, UNIX (Solaris, HP AIX) environment.

6.4.3  Provide implementation of DISA security requirements.

6.4.4  Provide programming expertise necessary to conduct UNIX system backups for system restoration and OOP backups.

6.4.5  Monitor HP-UX operating system and its kernel operating system.

6.4.5  Perform installation and configuration of new system software.  Will be responsible for loading patches and modifications to systems to enhance performance and operation.

6.4.6  Provide training on subject latter areas within assigned technical area of expertise.  Troubleshoot problems and implement changes in assigned area; diagnose system failures to isolate the source of problems between equipment, basic software, and application programs.

6.4.7  Track projects and produce reports as requested for analysis and management review.  Prepare spreadsheets and graphics programs for reports, charts and graphics, which depict the progress of projects and the status of systems. 

6.4.8  Participate in the design, implementation and maintenance of firewalls at DECC Ogden.  Report solutions and findings to the TAO for review and comment.

6.4.9  Perform trend analysis on system performance, recommend configuration changes to the TAO, and participate in the planning activities to schedule system upgrades.

6.5  Subtask 5 - Participate in the Design, Implementation of the Planning Activities to Schedule System Upgrades.  Participate in the design, implementation and maintenance of the DECC Ogden mid-tier storage automated network.  Have the capability to troubleshoot storage problems and be proactive in monitoring storage operations to assure that adequate space is available for increasing customer requirements.

Deliverables:
A003 - Task Order Management Plan
A005 - Technical Report - Study/Services
A008 - Status Report
A077 - Problem Report/Analysis

6.6  Task 2 - Customer Service Support, Senior Functional Analysts.
6.6.1  Subtask 1 - Senior Functional Analyst.  The contractor shall design, and implement operational data basis.
6.6.2  Shall be responsible for configuration and support single point operations network, including administration of the UNIX Ware Servers.

6.6.3  Shall be responsible for administration of the NT server required to support data replication and EMC control center software.

6.6.4  Coordinate emergency down time with the vendors.
6.6.5  Provide the Government interface between hardware and maintenance inventory.
6.6.6  Coordinate between vendor and Government, all floor, operations, facility managers, requiring equipment changes, installations and de-installs.

6.6.7  Shall be primary POC for operational after hour problem resolutions.

6.6.8  Shall be responsible for the designing the peripheral configuration for the Unisys Enterprise at Ogden.

6.6.9  Implement and install the configuration not covered by current contracts.

6.7  Implement and install the configuration not covered by current contracts.

6.7.1  Design the BIN for the EMC disk frames, and insure accurate generation and implementation.

6.7.2  Coordinate shipping and receiving along with the TM to insure correct equipment for configuration.

Deliverable:
A077 - Problem Report/Analysis
6.8  Task 3 - Attend Briefings, Planning and Conferences.  The contractor shall attend briefings, meetings and conferences as directed by the TM to obtain planning data and/or disseminate information.

6.9  Task 4 - Data Standardization Specialists - Media Management.

6.9.1  Standardize media management procedures among heterogeneous, i.e. Army, Navy, DFAS, and Air Force.  Insure maximum consistency in required media management activities among systems that are dissimilar in operation and function.

6.9.2  Standardize and allocate media management resources among all Unisys system requirements.  Make appropriate recommendations, regarding standardization and optimization of hardware and software configurations.

6.9.3  Make appropriate recommendations regarding optimization of Unisys media management environment.  This includes, but is not limited to operations, offsite, tape library management, tape mailing and hardware/software reduction.

6.9.4  Organize and standardize media management documentation accessed by all support personnel.  This includes indexing and /or organizing Storage Tek documentation in a manner that makes it more user friendly to non media management specialists.

7.  Place of Performance.


a. The primary location for this SOW shall be on-site in Building 891, at DECC Ogden, Hill AFB, Utah.


b.  The contractor shall comply with appropriate DoD or DISA information standards. The contractor shall be in compliance with the DoD approved architectures, programs, standards and guidelines (e.g. DII Strategic Technical Guidance (STG), Technical Architecture Framework for Information Management (TAFM), DII Common Operating Environment (COE), Defense Information Systems Network (DISN), Shared Data Environment (SHADE), etc.


c.  DECC Ogden frequently encounters various problems, challenges, or situations that require additional information, plans or training in order to coordinate and implement new policies, procedures/processes; or to effect other types of changes to accomplish the mission.  As advantageous to the Government, DECC Ogden may require the contractor to attend various conferences, seminars, symposiums, meetings, exchanges, etc., and then to apply pertinent skills in accomplishing DECC Ogden mission.  DECC Ogden will reimburse contractor expenses e.g., travel, per diem, attendance fees) to the extent allowed by Government regulations (e.g., Joint Travel Regulations.


d.  As advantageous to the Government, DECC Ogden may require the contractor to attend periodic training on new procedures, processes, technologies, applications, etc. that are required for successful mission completion and are unique to the Government.  In these cases, DECC Ogden will reimburse contractor expenses for travel and tuition costs, (if any) to the extent allowed by Government regulations.  All other training will be the vendor’s responsibility.


e.  According to FAR 31.205-46 (available at http://www.arnet.gov/far/pdfframe.html), Invitational Travel Orders (ITOs) for contractors are no longer authorized.  All costs incurred by the contractor, which are authorized via Government Travel Request (GTR) shall be reflected on the first monthly invoice issued following the Travel and or training taken.  (e.g., travel costs, per diem, attendance fees, etc.) to the extent allowed by Government regulations (e.g., FAR and Joint Travel Regulations.

8.  Period of Performance.

a.  The period of performance is 365 calendar days (1 Oct 2002 - 30 Sep 2003).  Unless otherwise addressed in the statement of work, the contractor shall perform Monday through Friday excluding all Federal holidays, the hours of 7:00 a.m to 3:30 p.m, local time.  Normal duty hours are 8 hours per day but does not include vacation, sick, holidays and TDY time.  Some shift work may be required. The contractor must provide DECC Ogden with a means of 24 hour communications/contact with contractor personnel.  In the event, that upgrades or changes to the system must be done during off peak or limited usage time, the Government reserves the right to request flexible work hours from contractor personnel.  Up on a 24 hour advance, written notification by the TM/TAO, the Government and contractor may establish a mutually agreed upon time to institute/ incorporate the change.  Contractor personnel will substitute these non-core hours for weekday hours.  If an upgrade is done on Saturday, contractor personnel may choose to take the following Monday as an off day.


b.  When the Government installation grants administration leave to its employees (e.g. as a result of inclement whether, potentially hazardous condition, or other special circumstances. Contractor personnel working on-site will be will be dismissed also.  However, if directed by the Contracting Officer or authorized representative, the Contractor shall provide sufficient on-site personnel to complete or continue critical work already in process or provide on-call response in accordance with the State of Work.


c.  All employee qualifications must be approved and interim or final security clearances and necessary ADP access obtained up to thirty calendar days before the performance start date.


d.  Contract Type.  This is a firm fixed type contract (FFP), with a cost-reimbursable contract line item number (CLIN) for contractor travel.

e.  Technical Action Officer.

Ms. Carol Duke, DECC Ogden, (801) 605-7967

E-Mail:  dukec@ogden.disa.mil
9.  Deliverable/Delivery Schedule. 24 hours a day, 7 days a week coverage shall be provided for resolution of system problems as they occur.
	SOW Tasks
	Deliverable Title
	CDRL/DID#
	Number/Format
	Calendar Days After TO Award

	1
	Technical Report - Study/Services
	A005/DI-MISC-80508
	Standard Distribution
	As Required

	1, 2
	Problem Report/Analysis
	A077/DI-MGMT-80616
	Standard Distribution
	Monthly, on 5th Workday

	* Standard Distribution:  1 copy of the transmittal letter without the deliverable to the Contracting Officer at encore@scott.disa.mil ; 1 copy of the transmittal letter with the deliverable to the Primary TM


10.  Security.  Positions that are Critical Sensitive ADP-I require ADP-I access:

10.1 References:

· DoD 5200.2-R, Personnel Security Program, dated Jan 1987

· DoD 5220.2-M, National Industrial Security Program Operating Manual, dated Jan 1995, with supplement 1, dated Feb 1995

· DoD 52220.22-R, Industrial Security Regulation, dated Dec 1985

· DISA WESTHEM Security Handbook, dated May 1997, DoD 5200.2-R, DoD 5220.22-R and DoD 5220.22-M requires

10.2  DoD military and civilian personnel, as well as DoD consultant and contractor personnel, who perform work on Automated Information Systems (AIS), to be assigned to one of two position sensitivity designation IAW the above mentioned references.  These designations equate to Critical Sensitive ADP-I or Non-Critical Sensitive ADP-II position.  The contractor will assure that individuals assigned to these positions, as determined by the Government, have completed/ submitted the appropriate forms.  At the same time, resumes for any individuals performing under this SOW must be submitted to the Contracting Officer who will provide them to DECC Ogden.  The current DISA policy requires all personnel occupying ADP-I and ADP-II positions to be U.S. citizens.

10.3  This requirement will comply with existing DoD and DISA security policies and procedures. AIS security program restrictions on access will be followed to ensure all users are properly authorized, and no security procedures are breached or circumvented.  Specifically contract support technical personnel will be strictly controlled to ensure their access complies with current authorization procedures and standards.  Access to unclassified AIS will not be granted without a satisfactorily completed DoD background investigation.  A SECRET security eligibility, is required for access to classified AIS; or, for performance of duties located in the data center.  The contractor is responsible for obtaining clearances from Defense Security Services Operations Center Columbus (DSSOCC).  When the employee’s Electronic Personnel Security Questionnaire (EPSQ) is submitted to DSSOCC, the contractor should request that an INTERIM ADP-1 clearance be granted.  Until these requirements are met, the contractor employee will be denied access to classified AIS.  Signed, copies, of the Questionnaire for National Security Positions (SF 86), the DoD Request for Personnel Security Investigation (DD Form 1879) or NAC Form, and the EPSQ Receipt Systems Results must be forwarded to the DECC Ogden Security Manager for review, in order to obtain an Interim ADP-I or ADP-II level of access, so that the contractor employee may begin work on unclassified AIS(s).  The copy of the EPSQ package must be submitted to the DECC Ogden Security Manager prior to the start of the contract performance.

10.4  The request for an Interim ADP access, will be reviewed to ensure there is adequate justification supporting the request.  The applicable forms will be reviewed for any derogatory information using the 13 adjudicative guidelines set forth in ASDC31 Memorandum, subject: Personnel Security Investigation and Adjudication’s, dated 10 November 1998.  DECC Ogden  will send the request to D162 for consideration.

10.5  Each position will be designated Critical Sensitive ADP-I or Non-Critical Sensitive ADP-II, as determined by the Government (supervisor managing the position).  Persons performing services that have been identified as Critical Sensitive ADP-I should have a favorably completed Single Scope Background Investigation (SSBI).  However, as a minimum, the contractor will be required to have a favorably completed, in scope, National Agency Check (NAC), in order to obtain Interim ADP-I level of access.  Persons performing services that have been identified as Non-Critical Sensitive ADP-II should have a favorably completed, in scope, NAC.  However, as a minimum the contractor will be required to provide signed copies of the applicable forms to the DECC Ogden Security Manager for review in order to obtain Interim ADP-I.  The contractor shall request from DSSCCO that an ADP-I clearance be granted.
10.6  Classified Security Specifications.  Performance under this contract will involve access to and/or generation of classified information, work in a secure area, or both up to the level of Top Secret, and/or SCI Access.  See Federal Acquisition Regulation Clause 52.204-2 and DD Form 254, Contract Security Classification Specification.

10.7  DISA retains the right to request removal of contractor personnel; if a clearance cannot be obtained, or whose actions, while assigned to this contract, clearly conflict with the interests of the Government, regardless of their prior clearance or adjudication status.  The reason(s) for removal will be fully documented by the Contracting Officer.

10.8  Information about completing the required forms may be obtained from the DECC Ogden Security Office, Code CD02, at (801) 605-7447.

10.9  Security Classification - UNCLASSIFIED.  The contractor shall maintain a current, request authorization letter for unescorted access to our facilities on file in building 891 with the Security Office. All contractors in capacities which require unescorted access to the AC Ogden Facilities, background/reference materials, source code, possession of a USERID, or other valid computer access, shall possess a minimum of a favorably completed background investigation, (i.e., National Agency Check (NAC).  A Single Scope Background Investigation (SSBI)) shall be completed for contractors requiring ADP I access to the computer room.  If conditions are met and requested information supplied, Interim ADP Access may be granted through the DISA Security Office while investigation is processing.

10.10  DoD 5200.2-R, DoD Personnel Security Program, requires DoD consultant and contractor personnel who perform work on sensitive automated information systems (AISs) to be assigned to positions which are designated at one of two sensitivity levels (ADP-1 and ADP-II). These designations equate to Critical Sensitive and Non critical Sensitive respectively.  The contractor shall assure individuals assigned to the following sensitive positions, as determined by the Government, complete and submit the appropriate forms.

10.11  ADP-I access requires a completed favorable Single Scope Background Investigation (SSBI) and ADP-II access requires a completed favorable National Agency Check (NAC) be completed prior to the assignment of individuals to sensitive duties associated with the position.  The contractor shall forward their employee clearance information to the DISA security office.

10.12  DISA retains the right to request removal of contractor personnel, regardless of prior clearance or adjudication status whose actions, while assigned to this contract, clearly conflict with the interests of the Government.  The reason for removal shall be fully documented in writing by the Contracting Officer.  When and if such removal occurs, the contractor shall assign qualified personnel to any vacancy(ies) thus created within 30 days.

11.  Government-Furnished Equipment (GFE)/Government-Furnished Information (GFI).  The Government will provide contractor personnel an office environment similar to Government personnel to include computers, cell phones, pagers, (if needed) and telephones (for official business only). GFI (provided by DECC Ogden) will include: a roster of designated key personnel and authorized Points Of Contact (POCs); security procedures; manuals; and, operating procedures, as may be required. GFI will be provided at the start of performance. Any data or product created by a contractor, for the Government, will remain the property of the Government.

12.  Other Pertinent Information or Special Considerations.  Contractor personnel must be fully qualified on the Unisys Clear Path, Executive Operating System and Utilities, StorageTek (STK) robotic tape handling system (hardware and software), STAR 1100 software, Unisys Disk Subsystem, Data Replication, Distributed Communications Processors (DCPs) Computer Performance Management and Hardware/Software Configuration Management (CPM/CM).  Detailed knowledge of the Unisys SBLC and DECC/RSA operating environment is required.


a.  Packaging, and Shipping Instructions.  See Section D of the Encore contract.


b.  Inspection and Acceptance Criteria.  See Section E of the Encore contract.


c.  Accounting and Appropriation Data.  See Item 17 of the DD Form 1155, Order for Supplies or Services.


d.  Privacy Act.  The provisions of the Privacy Act of 1974 protect information included in this task; therefore, all personnel assigned to this task shall take the proper precautions to protect the information from inadvertent or purposeful disclosure.  The contractor shall not divulge any information about files, data, processing activities or functions, user IDs/passwords, or other knowledge that may be gained, to anyone who is not authorized to have access to such information.  The contractor/contract personnel shall abide by all Agency rules, procedures and standards of conduct.

13.  Section 508 Accessibility Standards.  The following Section 508 Accessibility Standard(s) (Technical Standards and Functional Performance Criteria) are applicable (if box is checked) to this acquisition.

Technical Standards
 FORMCHECKBOX 
 1194.21 - Software Applications and Operating Systems

 FORMCHECKBOX 
 1194.22 - Web Based Intranet and Internet Information and Applications

 FORMCHECKBOX 
 1194.23 - Telecommunications Products

 FORMCHECKBOX 
 1194.24 - Video and Multimedia Products

 FORMCHECKBOX 
 1194.25 - Self-Contained, Closed Products

 FORMCHECKBOX 
 1194.26 - Desktop and Portable Computers

 FORMCHECKBOX 
 1194.41 - Information, Documentation and Support

The Technical Standards above facilitate the assurance that the maximum technical standards are provided to the Offerors.  Functional Performance Criteria is the minimally acceptable standards to ensure Section 508 compliance.  This block is checked to ensure that the minimally acceptable electronic and information technology (E&IT) products are proposed.

Functional Performance Criteria
 FORMCHECKBOX 
 1194.31 - Functional Performance Criteria

ATTACHMENT 1

AGREEMENT OF NONDISCLOSURE
In the performance of work under Contract No. 
 the undersigned, Marie Spinelli and as an authorized representative of DISA, agrees that all information or materials pertaining to the subject order, made available by the Government, or that the contractor has access to by virtue of the provisions of this order, that relate to the business or resource needs of the Government, or other information not intended for public disclosure, shall be deemed to be “sensitive, confidential and/or proprietary” and that he/she shall keep in confidence and protect from unauthorized disclosure any such materials or information.  This includes disclosure to individuals within the contractor’s company who are not specifically assigned to work on this order, and who have not signed this agreement.  The contractor, and the undersigned, agrees that any such confidential materials and/or information shall not be used except in the performance of duties under the subject order or as otherwise directed by the Government.  This agreement shall survive the undersigned’s employment with the contractor, and the obligations imposed by this agreement shall survive the expiration or termination of this agreement.

Signature

Name

Title

Company

Date

ATTACHMENT 2
SECURITY ATTACHMENT
(PROCEDURES AND PERSONNEL REPORTING)

ADMINISTRATIVE SUPPORT
(See Immediately Under)

~~ PROCEDURES AND PERSONNEL REPORTING ~~

In-Processing Procedures
All newly hired contractor personnel will first report to DECC Ogden Security Management Office (CDO2), and to the Contractor Support Task Monitor.  Acquisition Branch (CDO13), Building 891, 7879 Wardleigh Road, Hill AFB, UT  84056-5997, for in-processing, indoctrination and task review.  Contractor/vendors shall provide a visit request for each new contract employee to the  Security Manager (CDO2), DECC Ogden, 7879 Wardleigh Road, Hill AFB, UT  84056-5997, at least one working day in advance.  Visit requests shall, as a minimum:


a.  Identify the individual by name.


b.  Provide the individual’s SSN, Place Of Birth (POB) and Date Of Birth (DOB).


c.  State the individual’s citizenship status.

d.  Cite the applicable Contract Delivery Order Number.


e.  Provide the status of: the individual’s security investigation (type and date thereof); and, clearance request (specifying clearance level and date thereof).


f.  Indicate the applicable contract duration or expiration date (whichever is appropriate).

Contractor Employment/Status Reports

Contractor/vendor organizations shall:


a.  Provide monthly reports to the Contractor Support COR (CDO13), address as above, providing: (1) A by-name listing of all employees currently supplied under the contract; and, (2) Names/dates for employees who are projected losses.


b.  Notify the Contractor Support COR of each employee’s departure, NLT 24 hours after his/her last work day (i.e., within one working day); and, concurrently confirm satisfactory by-item turn in of all issued badges, passes, et cetera - with a copy provided to the Security Manager (CDO2), DECC Ogden, 7879 Wardleigh Road, Hill AFB, UT 84056-5997.


c.  Report, in the event of the contract employee’s failure to satisfactorily out-process with the Government organization, actions initiated and/or completed to secure and turn in all Government badges and security devices, et cetera - with a copy provided to the DECC Ogden Security Manager (CDO2), address as above.

Out-Processing Procedures

Contractor/vendor organizations shall be solely responsible for satisfactory out-processing of departing employees.  Satisfactory out-processing, and specifically the timely turn-in of all issued security badges, devices, etcetera, will be a condition of satisfactory contract performance. As a minimum, contractors/vendor shall:


a.  Ensure proper notification of the employee and his/her successful out-processing on the last day of work. Successful out-processing shall require the turn-in/collection of all: (1) security badges; (2) Parking sticker(s) - when previously issued; and, (3) Smart cards and/or other comparable security devices. Parking stickers may be defaced or in pieces.


b.  Aggressively collect/recover and turn in security badges and devices, parking stickers and other  comparable materials to the DECC Ogden Security Manager (WE72) in any instance where the contract employee fails to successfully out-process.  Every effort shall be made to ensure these are recovered/turned in within 24 hours (one working day) of the departing employees last day of work.


c.  Coordinate changes in employment status affecting the accuracy of security badges and supporting records within 24 hours (one workday) of any such changes to ensure the appropriate devices are promptly reissued and/or corrected.
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