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SEE SCHEDULE

MARK ALL

PACKAGES AND

PAPERS WITH

 IDENTIFICATION

NUMBERS IN

BLOCKS 1 AND 2.

X

This delivery order/call is issued on another Govt. agency or in accordance with and subject to terms and conditions of above numbered contract.

NAME OF CONTRACTOR

SIGNATURE

TYPED NAME AND TITLE

DATE SIGNED

If this box is marked, supplier must sign Acceptance and return the following number of copies:

17. ACCOUNTING AND APPROPRIATION DATA/ LOCAL USE

$95,844.25

36. I certify this account is correct and proper for payment.

6. ISSUED BY

CODE

7. ADMINISTERED BY 

CODE

SEE ITEM 6

DEST

OTHER

(See Schedule if other)

8. DELIVERY FOB

X

MARK IF BUSINESS IS

9. CONTRACTOR  

CODE

4W798

FACILITY

10. DELIVER TO FOB POINT BY (Date)

11.

12. DISCOUNT TERMS

13. MAIL INVOICES TO THE ADDRESS IN BLOCK

See Item 15

CODE

15. PAYMENT WILL BE MADE BY

CODE

(YYYYMMMDD)

18. ITEM NO.

19. SCHEDULE OF SUPPLIES/ SERVICES

SEE SCHEDULE

24. UNITED STATES OF AMERICA

CONTRACTING / ORDERING OFFICER

25. TOTAL

DIFFERENCES

29.

BY:

26. QUANTITY IN COLUMN 20 HAS BEEN

27. SHIP NO.

PARTIAL

FINAL

28. DO VOUCHER NO.

32. PAID BY

30.

INITIALS

SIGNATURE OF AUTHORIZED GOVT. REP.

DATE

31. PAYMENT

COMPLETE

PARTIAL

FINAL

33. AMOUNT VERIFIED

CORRECT FOR

34. CHECK NUMBER

35. BILL OF LADING NO.

DATE

SIGNATURE AND TITLE OF CERTIFYING OFFICER

SMALL

SMALL

DISADVANTAGED

WOMEN-OWNED

INSPECTED

RECEIVED

ACCEPTED, AND CONFORMS TO THE

CONTRACT EXCEPT AS NOTED

37. RECEIVED AT

38. RECEIVED BY 

39. DATE RECEIVED

(YYYYMMMDD)

40.

TOTAL

CONTAINERS

41. S/R ACCOUNT NO.

42. S/R VOUCHER NO.

DCA200-02-D-5014

2002Sep23

1. CONTRACT/PURCH. ORDER/ 

    AGREEMENT NO.

2. DELIVERY ORDER/ CALL NO.

3. DATE OF ORDER/CALL

4. REQ./ PURCH. REQUEST NO.

5. PRIORITY

0007

NMIPR03360005

PURCHASE

Reference your quote dated

Furnish the following on terms specified herein.

ACCEPTANCE. THE CONTRACTOR HEREBY ACCEPTS THE OFFER REPRESENTED BY THE NUMBERED PURCHASE 

ORDER AS IT MAY PREVIOUSLY HAVE BEEN OR IS NOW MODIFIED, SUBJECT TO ALL OF THE TERMS

AND CONDITIONS SET FORTH, AND AGREES TO PERFORM THE SAME.

23. AMOUNT

22. UNIT PRICE

21. UNIT

* If quantity accepted by the Government is same as

quantity accepted below quantity ordered and encircle

quatity ordered, indicate by X.  If different, enter actual

MARK S. SCHNEIDER

DELIVERY/

CALL

16. 

TYPE

OF

ORDER

14. SHIP TO

See Schedule

MARLENE EMMONS

8008 WESTPARK DRIVE, DUNS 150780674

MCLEAN VA  22102

UNISYS, U.S. GOVERNMENT GROUP

QUANTITY

ORDERED/

ACCEPTED*

20.

HC1013

DISA/DITCO-SCOTT

2300 EAST DRIVE

SCOTT AFB IL  62225-5406

N68566

DFAS PENSACOLA

MAIL TO: DITCO/AQSC4-FMO                

 2300 EAST DRIVE

SCOTT AFB IL  62225-5406

DD Form 1155, JAN 1998 (EG)

PREVIOUS EDITION MAY BE USED.


SECTION B Supplies or Services and Prices 

	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0001
	Encore IT Solutions
	1.00
	Lot
	$95,844.25
	$95,844.25

	
	DoD Information Technology Security Certification and Accreditation Process (DITSCAP) Support for US Transportation Command, in accordance with the attached statement of work, dated 21 May 2002 (Tracking Number 00027.00).  Unisys proposal number 02-Unisys-120-0, dated 28 Aug 2002, is incorporated by reference.

The period of performance is 365 calendar days (01 Oct 2002 - 30 Sep 2003).

Time-and-Materials (T&M) Not-to-Exceed (NTE) amount*

Purchase Request Number NMIPR03360005


	

	
	TOTAL ESTIMATED PRICE
	$95,844.25*


SECTION G Contract Administration Data

Accounting and Appropriation Data
	AA:
	97X4930.5F20 000 C1013 0 068142 2F 255011
	

	AMOUNT:
	$95,844.25
	


Purchase Request Number NMIPR03360005

Funds Availability
FY03 subject to availability of funds (SAF) funding in accordance with FAR 52.232-18, Availability of Funds (APR 1984).

SECTION H Special Contract Requirements
CLAUSES INCORPORATED BY FULL TEXT 

Electronic invoices may be sent to:

invoicereceipt@scott.disa.mil
Questions regarding invoices may be directed to (618) 229-9228.  Vendors may check the status of invoices at the following web site:

http://www.dfas.mil/money/vendor
ENCORE TASK ORDER (TO) STATEMENT OF WORK (SOW)
as of 21 May 2002
	Contract Number:
	DCA200-02-D-5014

	Task Order Number:
	0007

	Encore Tracking Number:
	00027.00

	Follow-on to Encore Contract and Task Order Number:
	Not Applicable


1.  Task Monitors (TMs).
2.  Task Order Title.  DoD Information Technology Security Certification and Accreditation Process (DITSCAP) Support for US Transportation Command

3.  Background.  Information technology programs developed by the United States Transportation Command (USTRANSCOM) must be secure to prevent unauthorized use.  The Department of Defense (DoD) Information Technology Security Certification and Accreditation Process (DITSCAP) details the procedures required to ensure adequate protection of USTRANSCOM information systems and applications.

4.  Objectives.  The objective of this statement of work is to perform security certification and accreditation tasks for USTRANSCOM unclassified and classified information technology (IT) programs as described in paragraphs below.  The scope of this task order requires the contractor to develop documentation to support security certification and accreditation as well as conducting independent system test, evaluation and penetration testing of selected USTRANSCOM information technology systems.  All deliverables must be completed in accordance with DoD Instruction 5200.40 (DITSCAP) and applicable USTRANSCOM/TCJ6-OS instructions and guidance. The contractor shall comply with the appropriate DoD-approved architectures, programs, standards and guidelines (e.g. Strategic Technical Guidance (STG), Technical Architecture Framework for Information Management (TAFIM), Common Operating Environment (COE), Defense Information Systems Network (DISN), Shared Data Environment (SHADE) and Defense Transportation System (DTS) Technical Architecture).  The Encore Task Areas applicable to this task order include:

5.  Scope. 

· Task Area 1 - Enterprise IT Policy and Planning
· Task Area 10 - Test and Evaluation
6.  Specific Tasks.
6.1  Task 1 - Enterprise IT Policy and Planning.
6.1.1  The contractor shall provide a centralized task order management capability at the contractor site.  This function shall encompass administrative, clerical, documentation and related functions that provide general support for the task order.

6.1.2  The contractor shall provide a Task Order Manager (TOM) responsible for the execution of this task order and the Government’s principle point of contact for overall contract and task order issues.  In the event the TOM is unavailable, the contractor shall notify the TM of a point of contact to take on the TOM’s responsibilities in his absence.

6.1.3  Prior to each DITSCAP phase the TOM shall provide the Task Manager a Task Order Management Plan detailing the plan for satisfying this task.  The Program Manager, User Representative, Contract Representative, Task Manager and Certification Authority may recommend tailoring of phases and/or delivery schedules and present to the Designated Approving Authority for approval.

6.1.4  The contractor shall provide Monthly Status Reports detailing funds and man-hours expensed.  The Monthly Status Report shall also provide a comparison of actual performance to planned performance.

6.1.5  The contractor shall provide support to the Task Monitors by preparing documents such as briefings, point papers, and meeting minutes related to the status of the performance of this Task Order.  The style and timing of these documents shall be determined by mutual agreement between the TMs and the TOM.

Deliverables:
Task Order Management Plan
Monthly Status Reports
6.2  Task 2 - Test and Evaluation.
6.2.1  DITSCAP Definition Phase Support.  The contractor shall provide support to perform DITSCAP Definition Phase of USTRANSCOM programs.  This support shall include, but is not limited to, analyzing current and planned system architectures required for Certification and Accreditation.  All deliverables shall conform to DoD Instruction 5200.40 and applicable USTRANSCOM/TCJ6-OS instructions and guidance.  Tasks shall be categorized according to DoD Instruction 5200.40.  The following tasks will be accomplished for the following systems/ programs:
a.  CUSTOMS

6.2.1.1  Subtask 1 - Prepare the Mission Description and System Identification

6.2.1.2  Subtask 2 - Register the System

6.2.1.3  Subtask 3 - Prepare the Environment and Threat Description

6.2.1.4  Subtask 4 - Prepare the System Architecture Description

6.2.1.5  Subtask 5 - Determine the Information Technology Security (ITSEC) System Class.

6.2.1.6  Subtask 6 - Determine the System Security Requirements.

6.2.1.7  Subtask 7 - Identify the Certification and Accreditation (C&A) Organizations and the Resources Required.

6.2.1.8  Subtask 8 - Prepare the DITSCAP Plan

6.2.19  Subtask 9 - Draft the System Security Authorization Agreement (SSAA) which includes documentation from Subtasks 6.2.1 through 6.2.8.

Deliverable:
System Security Authorization Agreement (SSAA)
6.2.2  Task 3 - DITSCAP Verification Phase Support.  The contractor shall provide support to perform DITSCAP Verification Phase of USTRANSCOM programs.  This support shall include, but is not limited to, analyzing current and planned system architectures required for Certification and Accreditation.  All deliverables shall conform to DoD Instruction 5200.40 and applicable USTRANSCOM/TCJ6-OS instructions and guidance.  Tasks shall be categorized according to DoD Instruction 5200.40.  The following tasks will be accomplished for the following systems/ programs:

a.  (Not applicable to the initial task order)

6.2.2.1  Subtask 1 - System Architecture Analysis

6.2.2.2  Subtask 2 - Software Design Analysis

6.2.2.3  Subtask 3 - Network Connection Rule Compliance Analysis

6.2.2.4  Subtask 4 - Integrity Analysis of Integrated Products

6.2.2.5  Subtask 5 - Life-Cycle Management Analysis

6.2.2.6  Subtask 6 - Vulnerability Analysis

Deliverables:
System Architecture Analysis Report
Software Design Analysis Report
Network Connection Rule Compliance Analysis Report
Integrity Analysis of Integrated Products Report
Life-Cycle Management Analysis Report
Vulnerability Analysis Report
6.2.3  Task 4 - DITSCAP Validation Phase Support.  The contractor shall provide support to perform DITSCAP Validation Phase of USTRANSCOM programs.  This support shall include, but is not limited to, analyzing current system architectures required for Certification and Accreditation.  All deliverables shall conform to DoD Instruction 5200.40 and applicable USTRANSCOM/TCJ6-OS instructions and guidance.  Tasks shall be categorized according to DoD Instruction 5200.40.  The following tasks will be accomplished for the following systems/programs:

a.  Transportation Financial Management System (TFMS)

6.2.3.1  Subtask 1 - Security Test and Evaluation (ST&E) Plan/Procedures

6.2.3.2  Subtask 2 - Penetration Testing Plan/Procedures

6.2.3.3  Subtask 3 - Security Test and Evaluation (ST&E)

6.2.3.4  Subtask 4 - Penetration Testing

6.2.3.5  Subtask 5 - System Management Analysis

6.2.3.6  Subtask 6 - Site Accreditation Survey

6.2.3.7  Subtask 7 - Contingency Plan Evaluation

6.2.3.8  Subtask 8 - Risk Management Review

A contractor not associated with the development of the Information Technology program/ application being tested must perform the ST&E and the Penetration Testing tasks.

Deliverables:
Security Test and Evaluation (ST&E) Plan/Procedures
Penetration Testing Plan/Procedures
Security Test and Evaluation (ST&E) Report
Penetration Testing Report
System Management Analysis Report
Site Accreditation Survey Report
Contingency Plan Evaluation Report
Risk Management Review Report
6.2.4  Task 5 - DITSCAP Post Accreditation Phase Support.  The contractor shall provide support to perform the DITSCAP Post Accreditation Phase of USTRANSCOM programs as shown below.  This support shall include, but is not limited to, ongoing maintenance of the SSAA and assessing the impact of changes in system hardware and software.  All deliverables shall conform to DoD Instruction 5200.40 and applicable USTRANSCOM/TCJ6-OS instructions and guidance.  Tasks shall be categorized according to DoD Instruction 5200.40.  The contractor shall provide updates as directed by the TM.


a.  (Not applicable to the initial task order)
Deliverable:
Updated SSAA
7.  Place of Performance.  Work under this task order will occur at both Government and contractor sites.  System testing will occur at Government sites on Scott AFB, IL.

8.  Period of Performance.  The period of performance is 365 calendar days (1 Oct 2002- 30 Sep 2003).

9.  Delivery Schedule.
	SOW Task#
	Deliverable Title
	Format
	Number
	Calendar Days After TO Start

	1
	Task Order Management Plan
	
	See Below
	Draft - 15

Final - 15 Days After Receipt of Government Review

	1 
	Monthly Status Reports
	
	
	Monthly, on 5th Workday

	2
	System Security Authorization Agreement (SSAA)
	
	
	Draft - 60

Final - 30 Days After Receipt of Government Review

	3
	System Architecture Analysis Report
	
	
	Draft As agreed upon in the final SSAA.

Final - 30 Days After Receipt of Government Review

	3
	Software Design Analysis Report
	
	
	Draft - As agreed upon in the final SSAA.

Final - 30 Days After Receipt of Government Review

	3
	Network Connection Rule Compliance Analysis

Report
	
	
	Draft - As agreed upon in the final SSAA

Final - 30 Days After Receipt of Government Review


	SOW Task#
	Deliverable Title
	Format
	Number
	Calendar Days After TO Start

	3
	Integrity Analysis of Integrated Products Report
	
	
	Draft - As agreed upon in the final SSAA

Final - 30 Days After Receipt of Government Review

	3
	Life-Cycle Management Analysis Report
	
	
	Draft - As agreed upon in the final SSAA

Final - 30 Days After Receipt of Government Review

	3
	Vulnerability Analysis Report
	
	
	Draft - As agreed upon in the final SSAA

Final - 30 Days After Receipt of Government Review

	4
	Security Test and Evaluation (ST&E) Plan
	
	
	Draft - As agreed upon in the final SSAA

Final - 30 Days After Receipt of Government Review

	4
	Penetration Testing Plan
	
	
	Draft - As agreed upon in the final SSAA

Final - 30 Days After Receipt of Government Review

	4
	Security Test and Evaluation (ST&E) Report
	
	
	Draft - 45 Days After Final ST&E and Penetration Test Plans

Final - 30 Days After Receipt of Government Review

	4
	Penetration Testing Report
	
	
	Draft - 45 Days After Final ST&E and Penetration Test Plans

Final - 30 Days After Receipt of Government

Review


	SOW Task#
	Deliverable Title
	Format
	Number
	Calendar Days After TO Start

	4
	System Management Analysis Report
	
	
	Draft - As agreed upon in the final SSAA

Final - 30 Days After Receipt of Government Review

	4
	Site Accreditation Survey Report
	
	
	Draft - As agreed upon in the final SSAA

Final - 30 Days After Receipt of Government Review

	4
	Contingency Plan Evaluation Report
	
	
	Draft - As agreed upon in the final SSAA

Final - 30 Days After Receipt of Government Review

	4
	Risk Management Review Report
	
	
	Draft - 30 Days after completion of all other Task 4 draft deliverables.

Final - 30 Days After Receipt of Government Review and completion of all other Task 4 final deliverables.


Standard Distribution
· 1 copy of the transmittal letter without the deliverable to the Contracting Officer (KO/DITCO-Scott (AQSS32))

· 1 electronic copy in Microsoft Office format and 1 hard copy of the transmittal letters and the deliverables to the Primary TM and the Alternate TM

· 1 electronic copy in Microsoft Office format of the deliverables to Mr. Bill Hedgecough of TCJ6-OS at Bill.Hedgecough@hq.transcom.mil
10.  Security.  Access to information up to the SECRET classification level is required to gather information to complete this task order.  Contractors will be required to have a SECRET clearance.

11.  Government-Furnished Equipment (GFE)/Government-Furnished Information (GFI).  USTRANSCOM will ensure the contractor is provided the necessary documentation to assemble the required deliverables.  The following will be provided to the contractor to ensure all available information is provided to facilitate this effort; Mission Needs Statements, Operational Requirements Documents, Concept of Operations, Implementation Plans, Integration Plans and Architecture Plans.  Access to facilities, systems and resources at its installations to support the contractor activities for all tasks will be provided.  The contractor will also need personnel to be available to provide technical input, answer questions, review completed work, and provide timely feedback.  USTRANSCOM, if applicable, will provide the security classification guidance relating to threats, vulnerabilities, countermeasures and residual risks identified for the information system.  The contractor will need access to computers authorized to process classified information in order to develop classified documentation as needed.  The contractor will also need access to appropriate storage devices (i.e. safes) to store classified information as needed.

12. Other Pertinent Information or Special Considerations.

a.  Identification of Possible Follow-on Work.  This task order may be extended at a later time to include similar DITSCAP work for the suite of USTRANSCOM programs.

b.  Identification of Potential Conflicts of Interest (COI).  A contractor not associated with the development of the Information Technology program/application being tested must perform the ST&E and the Penetration Testing tasks.

c.  Identification of Non-Disclosure Requirements.  The contractors may be exposed to proprietary information related to the design of the programs being certified.  Therefore, all contractor personnel must execute non-disclosure statements in accordance with the Encore contract.


d.  Packaging, Packing and Shipping Instructions.  There are no task order-unique requirements that exceed those stated in Section D of the Encore contract.


e.  Inspection and Acceptance Criteria.  There are no additional requirements that exceed those stated in Section E of the Encore contract.

13.  Section 508 Accessibility Standards.  The following Section 508 Accessibility Standards, Technical Standards and Functional Performance Criteria are applicable (if box is checked) to this acquisition.

Technical Standards
 FORMCHECKBOX 
 1194.21 - Software Applications and Operating Systems

 FORMCHECKBOX 
 1194.22 - Web Based Intranet and Internet Information and Applications

 FORMCHECKBOX 
 1194.23 - Telecommunications Products

 FORMCHECKBOX 
 1194.24 - Video and Multimedia Products

 FORMCHECKBOX 
 1194.25 - Self-Contained, Closed Products

 FORMCHECKBOX 
 1194.26 - Desktop and Portable Computers

 FORMCHECKBOX 
 1194.41 - Information, Documentation and Support

The Technical Standards above facilitate the assurance that the maximum technical standards are provided to the Offerors.  Functional Performance Criteria is the minimally acceptable standards to ensure Section 508 compliance.  This block is checked to ensure that the minimally acceptable electronic and information technology (E&IT) products are proposed.

Functional Performance Criteria
 FORMCHECKBOX 
 1194.31 - Functional Performance Criteria

