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AMENDMENT OF SOLICITATION/MODIFICATION OF CONTRACT

Except as provided herein, all terms and conditions of the document referenced in Item 9A or 10A, as heretofore changed, remains unchanged and in full force and effect.

15A. NAME AND TITLE OF SIGNER (Type or print)

30-105-04

EXCEPTION TO SF 30

APPROVED BY OIRM 11-84

STANDARD FORM 30 (Rev. 10-83)

Prescribed by GSA

FAR (48 CFR) 53.243

a.  This modification incorporates the attached revised statement of work (SOW), dated December 17, 2003, for Development of Enterprise

 Architecture (EA) for DISA/AQ Enterprise Business Modernization Project (Encore Tracking Number 00084.01) and Unisys proposal number

 03-Unisys-146-1, dated December 19, 2003.

b.  The total task order amount has been changed to $750,000.00, from $1,587,779.06 (decrease of $837,779.06).

c.  The period of performance has been changed to April 07, 2003 to December 18, 2003 (256 calendar days).

d.  All other terms and conditions remain unchanged.

1. CONTRACT ID CODE

PAGE OF  PAGES

Y

1

14

16A. NAME AND TITLE OF CONTRACTING OFFICER (Type or print)

16C. DATE SIGNED

BY

14-Jan-2004

16B. UNITED STATES OF AMERICA

15C. DATE SIGNED

15B. CONTRACTOR/OFFEROR

(Signature of Contracting Officer)

(Signature of person authorized to sign)

8. NAME AND ADDRESS OF CONTRACTOR  (No., Street, County, State and Zip Code)

9B. DATED (SEE ITEM 11)

X

DCA200-02-D-5014-0020

10B. DATED  (SEE ITEM 13)

X

9A. AMENDMENT OF SOLICITATION NO.

13-Mar-2002

11. THIS ITEM ONLY APPLIES TO AMENDMENTS OF SOLICITATIONS

The above numbered solicitation is amended as set forth in Item 14.  The hour and date specified for receipt of Offer  

is extended,

is not extended.

Offer must acknowledge receipt of this amendment prior to the hour and date specified in the solicitation or as amended by one of the following methods: 

(a) By completing Items 8 and 15, and returning

copies of the amendment; (b) By acknowledging receipt of this amendment on each copy of the offer submitted;

or (c) By separate letter or telegram which includes a reference to the solicitation and amendment numbers.  FAILURE OF YOUR ACKNOWLEDGMENT TO BE 

RECEIVED AT THE PLACE DESIGNATED FOR THE RECEIPT OF OFFERS PRIOR TO THE HOUR AND DATE SPECIFIED MAY RESULT IN  

REJECTION OF YOUR OFFER.  If by virtue of this amendment you desire to change an offer already submitted, such change may be made by telegram or letter, 

provided each telegram or letter makes reference to the solicitation and this amendment, and is received prior to the opening hour and date specified.

12. ACCOUNTING AND APPROPRIATION DATA (If required)

13. THIS ITEM APPLIES ONLY TO MODIFICATIONS OF CONTRACTS/ORDERS.

IT MODIFIES THE CONTRACT/ORDER NO. AS DESCRIBED IN ITEM 14.

A. THIS CHANGE ORDER IS ISSUED PURSUANT TO:  (Specify authority) THE CHANGES SET FORTH IN ITEM 14 ARE MADE IN THE

 CONTRACT ORDER NO. IN ITEM 10A.

B. THE ABOVE NUMBERED CONTRACT/ORDER IS MODIFIED TO REFLECT THE ADMINISTRATIVE CHANGES (such as changes in paying 

office, appropriation date, etc.) SET FORTH IN ITEM 14, PURSUANT TO THE AUTHORITY OF FAR 43.103(B).

C. THIS SUPPLEMENTAL AGREEMENT IS ENTERED INTO PURSUANT TO AUTHORITY OF:

X

D. OTHER (Specify type of modification and authority)

FAR 52.249-6 Termination (Cost-Reimbursement) Sep 1996, Alternate V

E. IMPORTANT:   Contractor

X

is not,   

is required to sign this document and return

copies to the issuing office.

14. DESCRIPTION OF AMENDMENT/MODIFICATION  (Organized by UCF section headings, including solicitation/contract subject matter

 where feasible.)

10A. MOD. OF CONTRACT/ORDER NO.

01

2. AMENDMENT/MODIFICATION NO.

5. PROJECT NO.(If applicable)

6. ISSUED BY

3. EFFECTIVE DATE

14-Jan-2004

CODE

DISA/DITCO-SCOTT

2300 EAST DRIVE

SCOTT AFB IL 62225-5406

HC1013

7. ADMINISTERED BY  (If other than item 6)

4. REQUISITION/PURCHASE REQ. NO.

CODE

See Item 6

UNISYS CORPORATION

8008 WESTPARK DRIVE

MCLEAN VA 22102-3197

JUDY WILLIAMS

FACILITY CODE

4W798

CODE

encore@scott.disa.mil

EMAIL:

TEL:

MARK S. SCHNEIDER / CONTRACTING OFFICER


SECTION SF 30 BLOCK 14 CONTINUATION PAGE 

SUMMARY OF CHANGES
Section A - Solicitation/Contract Form
The total cost of this task order was decreased by $837,779.06, from $1,587,779.06 to $750,000.00.

Section B - Supplies or Services and Prices
CLIN 0001.  The unit price amount has decreased by $837,779.06, from $1,587,779.06 to $750,000.00.  The total cost of this line item has decreased by $837,779.06, from $1,587,779.06 to $750,000.00.

Section C - Descriptions and Specifications
The following have been added by full text: 

ENCORE TASK ORDER (TO) STATEMENT OF WORK (SOW)
as of 17 Dec 2003
	Contract Number:
	DCA200-02-D-5014

	Task Order Number:
	002001

	Encore Tracking Number:
	00084.01

	Follow-on to Encore Contract and Task Order Number:
	Not applicable


1.  Task Monitors (TMs).
a.  Primary TM.
	Name:
	

	Organization:
	DISA-AQ/DITCO; Enterprise Architecture IPT Leader

	Department of Defense Activity
Address Code (DoDAAC):
	HC1017

	Address:
	2300 East Drive, Bldg 3600, Scott AFB, IL  62225-5406

	Phone Number:
	

	Fax Number:
	

	E-Mail Address:
	


b.  Alternate TM.
	Name:
	

	Organization:
	Enterprise Architecture IPT Member, DISA-AQ/DITCO

	DoDAAC:
	HC1017

	Address:
	2300 East Drive, Bldg 3600, Scott AFB, IL  62225-5406

	Phone Number:
	

	Fax Number:
	

	E-Mail Address:
	


2.  Task Order Title.  Development of Enterprise Architecture (EA) for DISA/AQ Enterprise Business Modernization Project

3.  Background.  The Acquisition, Facilities, and Logistics Directorate (AQ/DITCO) of the Defense Information Systems Agency (DISA) acquires telecomm and computer technology supplies and services required by the Department of Defense (DoD) and other Federal agencies.  AQ/DITCO also provides financial management and cost accounting for the DISA Defense Working Capital Fund.  The business operations performed by AQ/DITCO include, but are not limited to: acquisition planning, telecommunications order fulfillment, rating, contracting, accounting and billing, and; contracting, accounting and billing task orders, open market, inquiry/quote/orders, General Schedule Administration (GSA) schedule orders and Government purchase card orders.  To successfully accomplish its mission, AQ/DITCO manages, operates, and, in many cases, has developed a group of complex software applications across a wide range of computing environments including client/server, mainframe, and World Wide Web (WWW).  As is the case with many large enterprises, these applications and information systems have evolved independently over time and do not adhere to a consistent architecture.  AQ/DITCO has initiated the Enterprise Business Modernization Project to implement an organization-wide enterprise architecture (EA) necessary to restructure the business-computing environment.  Based on a logical process, the EA will captures the current “As-Is” architecture, design a desired “To-Be” architecture, and develops an implementation strategy for near-term solutions within the 24-month duration of the project as well as a longer-term transition strategy that ultimately moves AQ from its current environment to a guiding “To-Be” enterprise architecture.

4.  Objectives.  To modernize the business processes and supporting systems that supports DISA AQ.  The modernization effort will include the creation of a DISA AQ Enterprise Architecture (EA) and the full development and implementation of the new target architecture.  The EA will be used to guide the modernization of the EBM project and all future systems development, and will be composed of components from both the DoD Architecture Framework (DoDAF formally C4ISR) and Zachman Architecture Framework.  The EA will include “As-Is” and “To-Be” views and include a transition plan for the target architecture.  The target architecture will be based on Commercial Off-the-Shelf (COTS) and existing DISA and DoD corporate applications and possess improved system-to-system interfaces.

5.  Scope. The contractor shall assist, primarily, the EA Integrated Product Team (IPT) Leader and members of the EA IPT and their subordinate Working Groups (WGs) in developing an Enterprise Architecture (EA) to meet DISA AQ business modernization goals.  These Working Groups, include: the Corporate Applications WG, the Data Exchange WG, and the COTS Utilization WG.  EA development and product deliverables shall include core DoDAF products, such as particular Operational, Technical, and Systems views.  Similarly, the architecture shall be augmented with data products defined in the Zachman Framework such as the Logical Data Model, Business Rule Model, or Workflow Model.  The contractor shall use Popkin Software’s System Architect (SA) tool to capture and store relevant architectural model information.  The EA shall include “As-Is” and “To-Be” views and shall provide a transition plan for moving to the “To-Be” vision of the enterprise.  The contractor shall use the EA IPT project repository to maintain the current state of DISA AQ’s infrastructure ("As-Is" architecture) and the enterprise architecture for the future (“To-Be” architecture).  In this context the “enterprise” refers to the AQ/ DITCO processes, tools, and systems used to fulfill daily operational requirements necessary to fulfill the mission of our global organization.  The specific task areas designated in the Encore Contract that are either addressed in this SOW and/or believed to be applicable to the EBM project:

· Task Area 1 - Enterprise IT Policy and Planning
· Task Area 2 - Integrated Solutions Management
· Task Area 4 - Business Process Reengineering
· Task Area 5 - Requirements Analysis
· Task Area 6 - Market Research and Prototyping
· Task Area 9 - Product Integration
· Task Area 10 - Test and Evaluation
The MITRE Corporation will provide architectural and systems engineering support to the EA IPT Leader.  This support will include reviewing project deliverables aiding the Program Manager (PM) with technical issue resolution.

6.  Specific Tasks.
6.1  Task 1 - Task Order Management.
6.1.1  Subtask - Produce, Deliver, and Execute a Task Management Plan.  The contractor shall prepare an EA IPT Task Management Plan describing the technical approach, organizational resources and management controls to be employed to meet the cost, performance and schedule requirements within the established EBM Project organization and structure, and in direct support of the EA IPT as directed by the EA IPT Leader throughout TO execution.
6.1.2  Subtask - Produce and Deliver a Task Management Status Report.  The contractor shall provide a monthly, written task management status report to the Task Monitors.  Although this status report shall be delivered to the Government on a monthly basis in writing, it may also be required to be delivered via an oral presentation led and delivered by the contractor to select members of the EBM Project.  For the production of this report, the contractor shall collect, maintain, and collate the management data necessary for comparison of contractor progress and status for the contract. At a minimum, this report shall include:

· Descriptions of all the activities and deliverables during the current month for the task order.

· Planned activities for the next reporting period including technical data to be submitted.

· The project schedule showing any proposed changes, the reasons for the changes, and the potential impact on the task order management.

· Trips, technical visits, user/developer training, and related results.

· Costs incurred during the reporting period, year-to-date as of previous period, and start-to-date as of previous period for the task order.  This section shall include a summary of the planned costs (value) on a monthly basis versus the actual costs incurred as a function of cost per specific task areas specified in the Task Order Management Plan.

· A monthly status and update on the contractor’s Risk Management Plan as a function of cost, schedule, and performance and defined by measurable and understandable metrics.  The contractor’s Risk Management Plan shall be a document that is maintained and updated on a monthly basis and clearly describes recommended steps to mitigate any identified risk as a function of the project’s cost, schedule, and performance.

6.2  Task 2 - Enterprise Architecture.
6.2.1  Subtask - Produce “As-Is” Architecture.  The “As-Is” architecture is the set of products that portray the existing enterprise, the current business practices, and technical infrastructure.  The current technical architecture is varied and includes mainframe, client/server, and web technologies, as well as hierarchical and relational databases.  The contractor shall provide a populated System Architect repository with the current processes, tools, and application systems used to fulfill AQ’s mission.  The products marked with an “X” under the As-Is column of Table 6.2.1-1 are required to be included in the delivered repository.  In order to assemble the required details for the “As-Is” architecture the contractor shall gather architecture information about business operations from the established DISA-AQ Integrated Product Teams (IPTs).  These teams will include staff from sites such as Scott AFB, Alaska, Hawaii (PAC), National Capital Region (NCR), Europe (EUR), and South West Asia (SWA).  Collaboration tools such as video conferencing will be used to minimize travel costs.  AQ has established functional IPTs characterized as 1) telecommunication contracting, 2) product, services, and support contracting (non-telecommunications contracting), 3) financial management, and 4) reports to support business process discovery.  The contractor shall assist the EA IPT and other members of the EBM Project staff in developing the project’s Key Performance Parameters (KPPs) that shall govern performance metrics for Phase II: Implementation of the project.  KPP’s shall be derived from the core business functions and correction of limitations discovered in the As-Is phase of this project.  The KPPs and or limitations of current systems and process shall be included as part of the monthly status report following this task.
Table 6.2.1-1  Architecture Artifacts to be Developed
	Framework Product Name
	As-Is
	To-Be

	Zachman List of things important to the business
	X
	X

	Zachman List of Core Business Processes
	X
	X

	Zachman List of Business Locations
	X
	X

	Zachman List of Important Organizations
	X
	X

	Zachman List of Significant Events
	X
	X

	Zachman List of Business Goals/Motivation
	X
	X

	C4ISR AV-1
	X
	X

	C4ISR OV-1
	X
	X

	C4ISR OV-2
	X
	X

	C4ISR OV-5
	X
	X

	C4ISR OV-3
	X
	X

	C4ISR OV-7
	
	X

	C4ISR SV-1
	X
	X

	C4ISR SV-2
	X
	X

	C4ISR SV-3
	X
	X

	C4ISR SV-4
	X
	X

	C4ISR SV-5
	X
	X

	C4ISR SV-6
	X
	X

	C4ISR TV-1
	X
	X

	Zachman Workflow Model/Org. Chart
	X
	X

	Zachman Human Interface Architecture
	
	X

	Zachman Business Rule Model
	X
	X

	Transition Plan
	X
	X


6.2.2  Subtask - Produce “To-Be” Architecture.  The “To-Be” architecture is the set of products that portray the future or end-state enterprise, generally captured in the organization’s strategic thinking and plans.  The contractor shall provide a populated Popkin System Architect repository with the “To-Be” enterprise architecture.  This model shall include the new processes, tools, Commercial-Off-The-Shelf (COTS) software, DISA corporate applications and integration technologies that will be used.  COTS software and the worldwide reuse of existing DISA corporate applications will play a large role in the “To-be” vision for AQ/DITCO’s Information Technology (IT) systems. The products marked with an “X” under the To-Be column of Table 6.2.1-1 are required to be included in the delivered repository.  The Transition Plan and Implementation Plans shall be updated with the information learned and decisions that result from the approved To-Be EA.  The EA will be utilized to support the functional and technical goals identified below:
Functional goals of the “To-Be” architecture include:

· Simplifying business processes to enhance employee performance and satisfaction, and improve organizational efficiency

· Improving end-to-end visibility of AQ/DITCO contracting, financial management, and management reporting processes and procedures

· Reducing multiple manual data entry points and increasing automation

· Providing user-friendly tools that will minimize user training requirements

· Enabling collection of business information needed to measure procurement and financial operations for ad-hoc report generation

Technical goals of the “To-Be” architecture include:

· Enabling worldwide 24x7 secure access to business operations applications

· Supporting reasonable run-time response within remote bandwidth

· Minimizing application configuration management for end-users

· Allowing new IT capabilities at lower cost

· Improving data representation formats for data exchange between systems and applications using XML solutions

· Improving business process and workflow based on the content of the architecture model

· Easily expandable solution

· Increased survivability

6.2.3  Subtask - Produce Transition Plan.  The Transition Plan is a document that defines the strategy for changing the enterprise from the current baseline to the To-Be architecture.  It schedules multiple, concurrent, interdependent activities, and incremental builds that evolve the enterprise.  The contractor shall prepare a Transition Plan describing the technical approach, required organizational and technical resources and management controls to be employed to migrate from the “As-Is” architecture to the desired “To-Be” architecture.  The Transition Plan shall identify and describe the actions, resources, and schedule required and approved by the Government that integrates specific information technology solutions, business process improvements and modifications to the AQ/DITCO organization necessary to achieve the “To-Be” architecture within the timeframe and scope of the EBM Project.  Since the enterprise will continue to evolve, the evolutionary strategy and schedule to effect the total “To-Be” architecture shall be provided and shall conform to the overall sequencing as set forth by the Transition Plan.  The Government desires that solutions selected for near-term implementation provide significant productivity and process improvements as compared to the remaining stages of the Transition Plan that goes beyond the EBM Project.
6.3.  Task 3 - COTS Software Analysis.
6.3.1  Subtask - Conduct Market Research of Commercial Off-the-Shelf Software (COTS) Solutions.  The contractor COTS team will be comprised of engineers with a solid understanding of the variety of current and emerging information technologies that comprise the “state of the art.”  During this task the COTS team shall develop an initial set of COTS selection criteria and an initial understanding of the potential COTS solutions available in the marketplace to support the AQ business processes.  COTS applications are necessary to provide functionality where DoD or DISA corporate applications do not.  This subtask will result in a formal market survey that will document a list of vendors and marketplace products that have the general required functionality and are compatible with AQ business requirements.  The team shall also investigate the best practices of commercial firms in the telecom industry.

6.3.2  Task - COTS Evaluation/Selection.  Once provided with the first draft deliverable of the enterprise architecture from the EA IPT, the COTS team shall assess COTS solutions given this initial set of requirements.  The contractor shall develop a refined set of COTS selection criteria to be approved by the Government.  The task will end with the identification and justification of a down-selected small set of best-fit COTS products.  The COTS team must ensure that individual vendors are evaluated in terms of Government approved criteria, for their ability to satisfy AQ requirements, license and warrantee policies and costs, and documentation quality.  The contractor shall provide an unbiased reporting of the COTS product offering's capabilities.

6.3.3  Task - COTS Prototyping in Lab.  The COTS team shall test and report on the selected COTS products for the product's ability to meet the Government approved criteria in a controlled lab environment.  The team shall use the final “As-Is” and working versions of the “To-Be” EAs as sources to derive the requirement’s correlation matrix for the AQ COTS requirements.  The prototypes shall be demonstrated to members of the AQ staff and the COTS team shall provide their final product recommendation to the EA IPT.  With Government approval, the details of the selected COTS products shall be entered into the “To-Be” EA repository and any architecture artifacts that the product selection affects shall be updated.  The Transition Plan shall be updated with the information learned and decisions resulting from the prototyping.
6.4.  Task 4 - DISA/DoD/Federal Corporate Applications Analysis.
6.4.1  Task - Conduct Corporate Application Identification and Analysis.  There are a number of DISA and DoD enterprise scale electronic business (EB) applications that are likely to be useful in the AQ environment.  Applications that have already been identified as candidates for re-use and integration include:

· Standard Procurement System (SPS)

· Central Contractor Registration (CCR)

· Electronic Document Access (EDA)

· DoD Electronic Business Exchange (DEBX)

· Wide-Area Workflow - Receipts and Acceptance (WAWF-RA)

· Federal Business Opportunities (FedBizOps)

These and other systems must be identified and analyzed for their short- and long-term usefulness to the AQ EBM project.  There may be many situations where DoD and DISA corporate applications are close to, but do not meet 100% of the needs of the AQ users or processes.  In those cases it is important to assess and communicate the organization’s requirements to application requirements/configuration management boards and to represent AQ in ongoing technical meetings and discussions.  AQ specific requirements must be captured, articulated to those groups, and tracked through the application development process.  The contractor shall:

· Identify requirements to be satisfied by corporate applications, including business rule, workflow, and business process implementation, through interaction with, and under direction from, the EA IPT Leader.

· Identify and survey candidate DoD and DISA corporate applications to augment or replace AQ legacy systems and/or functionality.

· Interact with DISA/DoD corporate application program management offices and control boards to assess requirement satisfaction.

· Assess the ability of corporate applications to meet requirements.

· Perform pilot functionality testing on candidate applications as required and approved by the Government.

· Report analysis and recommendations for or against adoption of candidate corporate applications in support of AQ selection for inclusion in To-Be EA.

· Provide input to the transition/sequencing plan for the corporate application integration and implementation, including impact of application release schedules.

· Update EA To-Be products.

6.5  Data Exchange and Interface Standardization.
6.5.1  Task - Data Exchange Specification.  The contractor shall design for the use of XML for system interfaces and data in motion in the To-Be EA.  The contractor shall redefine the exchange format for As-Is system-to-system exchanges in an XML-compatible format, where using XML will provide an improvement over the current interface type.  Some DoD corporate applications currently use EDI effectively as a mechanism for information exchange, as such, applying XML may not offer any improvements.  The interfaces to systems outside of AQ such as those operated by the Defense Service Centers (DSCs) shall be analyzed and XML schema shall be developed to capture the information that flows across them.  This subtask also involves examining the underlying business processes themselves, since simply applying XML schema technologies would be less than optimal.

Functional goals for the integration of XML technologies into the To-Be EA include:

· Create highly structured interfaces for information exchange between automated systems.

· Enable the use of COTS products for XML-based processing.

· Minimize the need for human intervention, printing, or re-keying, by keeping the information in electronic form in a usable format.  Maximize automated system-to-system interfaces.

· Ensure the XML definitions are aligned with other DoD efforts and standards, rather than special custom definitions.

Technical goals for the integration of XML technologies into the To-Be EA include:

· Provide documented interfaces based on XML Schemas, for information exchange between automated systems (e.g. 310-130 format of Telecommunication Service Request (TSR)), in accordance with XML Schema Part 1: Structures, W3C Recommendation 2 May 2001, http://www.w3.org/TR/xmlschema-1.

· Streamline business processes for the To-Be EA, using XML-based technologies.

· Align the XML schema specifications that are developed with other development (e.g., existing XML schema artifacts already in the DoD XML Registry) and XML standards (e.g., ebXML core components specification).

· Register XML schema artifacts in the DoD XML Registry. Identify common XML artifacts to be promoted to the Enterprise namespace.
7.  Place of Performance.

a.  Work will be performed at the contractor’s facilities.  Frequent visits will be required to Skyline Five, Falls Church, VA and DITCO, Scott AFB, IL.


b.  Local travel from place of performance to other facilities within the National Capital Region (NCR) will be required on a regular basis for data gathering, meetings, etc.


c.  Additionally, in support of this task, the contractor’s analysis team will require occasional long distance travel.

8.  Period of Performance.  The period of performance is 257 calendar days (7 Apr 2003 - 18 Dec 2003).

9.  Delivery Schedule.
	Item 
	Deliverable Title
	Format
	Number
	Calendar Days After TO Start

	1
	Task Order Management Plan
	A003/DI-MGMT-80347
	Standard Distribution*
	Draft - 20

Final - 30

	2
	Monthly Status Report
	DISA-AQ PMO-Determined Format
	2 Copies to TM; Letter Only to KO
	Monthly, on 10th Workday

	3
	As-Is In Progress Review (IPR) Minutes
	EA IPT determined format
	Standard Distribution*
	Monthly

Final - 90 Days

	4
	As-Is Architecture

(See Table 6.2.1-1)
	Popkin System Architect Repository and Briefings
	Standard Distribution*
	Final - 90 Days

	5
	To-Be Architecture

(See Table 6.2.1-1)
	Popkin System Architect Repository and Briefings
	Standard Distribution*
	Final - 180 Days

	6
	To-Be In Progress Review (IPR) Minutes
	EA IPT determined format
	Standard Distribution*
	Monthly

Final - 180 Days

	7
	Update As-Is and To-Be Architectures
	Popkin System Architect Repository and Briefings
	Standard Distribution*
	Final - 360 Days

	8
	Transition Plan
	EA IPT Determined Format
	Standard Distribution*
	Initial - 120 Days

Final - 180 Days UpDates - Bi- Monthly until 360 Days

	9
	COTS Criteria / Market Survey Results Document
	EA IPT Determined Format
	Standard Distribution*
	Final - 120 Days

	10
	COTS Refined Criteria, Evaluation, and Selection Document
	EA IPT Determined Format
	Standard Distribution*
	Final - 180 Days

	11
	Prototype Criteria Evaluation Document
	EA IPT determined format
	Standard Distribution*
	Draft - 270 Days

Final - 360 Days

	12
	COTS In Progress Review (IPR) Minutes
	EA IPT Determined Format
	Standard Distribution*
	Monthly

Final - 360 Days

	13
	Corporate Applications Candidate Identification Document
	EA IPT Determined Format
	Standard Distribution*
	Final - 90 Days

	14
	Corporate Applications Candidate Analysis Document
	EA IPT Determined Format
	Standard Distribution*
	Final - 150 Days

	15
	Corporate Applications Monthly In Progress Review (IPR) Minutes
	EA IPT Determined Format
	Standard Distribution*
	Monthly,

Final - 360 Days

	16
	XML Schemas for To-Be system interfaces
	Electronically; "XML Schema Part 1: Structures" format
	Standard Distribution*
	Final - 180 Days

	17
	Data Exchange Monthly In Progress Review (IPR) Minutes
	EA IPT Determined Format
	Standard Distribution*
	Monthly,

Final - 360 Days

	* Standard Distribution:  1 copy of the transmittal letter without the deliverable to the Contracting Officer at encore@scott.disa.mil; 1 copy of the transmittal letter with the deliverable to the Primary TM


10.  Security.  The prime contract, Department of Defense Contract Security Classification Specification, DD Form 254 applies to this TO.  The highest level of classification and Facility Security Clearance required is SECRET, therefore, all contractor personnel must possess a SECRET security clearance.


a.  Information Protection.  The task order shall cover Controlled Unclassified Information (CUI) environments.   The DITCO facility, Building 3600 is a Controlled Area and the computer facility is a Controlled Area within a Controlled Area.  Contractor personnel will be required to complete non-disclosure statements and a certification for organizational conflict of interest.  Any violation of security could result in termination of the task order.


b.  Disclosure of Controlled Unclassified Information.  Information given to the contractor during the life of this TO will only be used for the purpose of carrying out the provisions of this TO.  Agency information marked “For Official Use Only” or bearing other sensitivity markings will be handled in accordance with Agency information security program regulations and will not be divulged or disclosed without Agency permission.  Requests for disclosure will be addressed to the TM.  If access to the DITCO Secure Vault or any classified information is required the contractor shall protect the classified information described in DD Form 254, Department of Defense Contract Security Classification Specification, in accordance with DoD 5220.22-M, Industrial Security Manual for Safeguarding Classified Information, 3 Jan 1991.  Requests for deviations from security practices specified in DoD 5220.22-M for the protection of classified information will not be accepted.


c.  Position Sensitivity/Background Investigations.  DoD 5200.2-R, DoD Personnel Security Program, requires DoD military and civilian personnel, as well as DoD consultant and contractor personnel, who perform work on Government Information Systems (IS), to be assigned to positions which are designated at the minimum sensitivity level of ADP-II.  The ADP-II designation equates to Non-critical Sensitive. AQ/DITCO has designated the positions covered under this task order to be ADP-II, Non-Critical Sensitive. The contractor shall insure that individuals assigned to the ADP-II positions, as determined by the Government, have completed the investigation necessary for ADP-II access which is eligibility for a Secret clearance based on a favorable National Agency Check with Inquires (NACI). The required NACI investigation will be completed prior to the assignment of individuals to sensitive duties associated with the position.  To obtain a NACI investigation, the contractor must submit a completed SF-86 through his security officer for investigation, to:  Defense Security Service, Greater DC/Baltimore Operating Location, 7526 Connelley Drive, Suite N, Hanover, Maryland 21076-1690 (Coml: 1-877-675-1483).  At the time of submission, the security officer should also request that an interim NACI be granted.  The contractor will also forward a copy of the completed SF-86, along with a cover letter, which requests interim ADP-II access to:  DITCO Security Manager, 2300 East Drive, Scott AFB, IL 62225-5406.  DITCO security will request ADP-II access and inform the contractor if and when interim ADP-II access is granted.  For individuals that have a current NACI investigation on file with DSS, the Contractor shall provide a visit request letter to DITCO Security with the following information:  Justification; name; social security number; place of birth; date of birth; level of clearance; issuing agency; date of clearance; cage code (i.e., facility code); contract number; and contractor name and POC information.


d.  ADP I and II Sensitivity Level.  The contractor shall obtain ADP-II level for this task order.  For ADP-II positions, the required investigation will be completed prior to the assignment of individuals to sensitive duties associated with the position.  The contractor shall forward their employee clearance information (Standard Form 86 - Questionnaire for National Security Positions along with a cover letter requesting clearance to: DITCO Security Manager, 2300 East Drive, Scott AFB IL 62225-5406.  For individuals that currently have a SF86 on file, the contractor shall provide a list with the following information: justification; name; social security number; place of birth; date of birth; level of clearance; issuing agency; date of clearance; CAGE code (i.e. facility code); contract number and contractor name.


e.  Removal of Contractor Personnel.  DISA retains the right to request removal of contractor personnel, regardless of prior clearance or adjudication status, whose actions, while assigned to this TO, clearly conflict with the interests of the Government.  The reason for removal will be fully documented in writing by the Contracting Officer (KO).  When and if such removal occurs, the contractor shall within thirty (30) working days assign qualified personnel to any vacancy(ies) thus created.


f.  Contractor Access to the DITCO Facilities.  Contractor personnel may have unescorted access in a DoD Controlled area and, therefore, must have security clearance minimum level of Secret based on a favorable NACI investigation. The Contractor is responsible for forwarding the SF-86 requesting a security clearance to the Defense Security Service for investigation (the contractor should request that an interim security clearance be granted by DSS at the time the SF-86 is submitted.  It is not automatic).  Access to the DITCO facilities outside the contractor’s work area will be limited to that absolutely essential to performing the work.  Access to the DITCO facilities and the contractor work area will be limited to normal working hours.  Access outside working hours to the DITCO facilities shall be permissible only if a DITCO employee is responsible for access to the work area and facilities.  The contractor shall deliver to the Task Monitor a list of individuals requiring access to Government computers.  The list will contain:

(1)  Name and title of the individuals requiring access

(2)  Proof of each individual’s favorably adjudicated

(3)  Background Investigation or National Agency Check with Inquiries

(4)  Proof will consist of the identification of the type of investigation, date favorably adjudicated, and the name of the investigative agency; Social Security Number; and Date and place of birth.


g.  Information Systems Security Policies and Procedures.  All contractor personnel provided computer access at Government facilities will observe local IS security policies and procedures as provided by the Information System Security Officer (ISSO).  Violations of local IS security policy, such as password sharing, performing personal work, file access violations or browsing files outside the scope of the TO, will be evaluated on a case-by-case-basis and may require disciplinary action.  Disciplinary action may range from an oral admonishment to removal from the TO.  The KO will adjudicate each case and their decision will be final.  Where the Government has requested removal of contractor employees, the contractor shall provide an appropriately trained substitute or substitutes within thirty (30) working days.  Individuals removed from this TO are removed for the duration of the TO.  The contractor shall notify the TM, within twenty-four (24) hours, when for reasons of personnel resignations, reassignments, terminations, or completion of portions of the TO, named contractor personnel no longer require access to Government computers.


h.  Software Security.  The contractor shall observe all copyright agreements and will be held liable for any infringement of copyrighted software licensing agreements and will compensate the appropriate vendor for each instance of copyright violation.  The contractor shall use only commercial off-the-shelf (COTS), contractor-developed, or Government-furnished software in performance of this contractual effort.  Should the introduction of a computer virus or malicious destruction of computer software, stored information, or hardware result from the use of public domain software, or from software taken from a public bulletin board, the contractor shall be required to repair the damage at no expense to the Government and without impact on delivery schedules.


i.  Accreditation.  The contractor shall deliver a request for IS accreditation in accordance with DISA procedures.  The accreditation request will include the documentation identified by the Information Systems Security Manager (ISSM).  The access policy requirement will be developed in coordination with AQ/DITCO.  The security test and evaluation report will demonstrate that all security features identified in the security specification have been tested and that they achieve the security objectives of the system.


j.  Security Plan.  The contractor shall work with the DITCO ISSM in developing an IS security plan for those systems being developed which the Government has determined to be CUI.  The contractor shall develop the system security plan using the outline provided in OMB Bulletin No. 90-08.  The contractor shall schedule delivery of the system security plan for approval as part of the transition plan.


k.  Government Property.  The contractor shall be responsible for safeguarding all Government property provided for contractor use.  At the close of each work period, Government facilities, equipment and materials shall be secured.

11.  Government-Furnished Equipment (GFE)/Government-Furnished Information (GFI).

a.  Facilities.  AQ/DITCO will provide the necessary documentation, access, facilities and resources at the respective AQ facilities to support the contractor activities for this SOW.


b.  Central Processing Unit (CPU) Times.  DITCO will provide CPU times as necessary, after approval of the TM, to the contractor on the IBM, LAN and Oracle during the task order period of performance.  The AQ/DITCO operations is 24-hours-per-day, five days-per-week, and test time will normally be available during the prime shift, 7:45 a.m. to 4:15 p.m. (0745 to 1615 hours).


c.  Use of Government-Furnished Computers.


(1)  Computers furnished under this TO shall be used for official business only.  Contractor personnel shall not use computers furnished under this TO for any use other than to perform the requirements of this TO.  Contractor personnel shall not install any software and/or hardware on Government furnished computers unless consent is obtained from the KO.


(2)  Privately-Owned Computers.  The use of privately-owned computers (those not owned or leased by DISA or a DISA contractor) to process classified information is absolutely prohibited.  Neither personally owned hardware nor software will be used in the official conduct of government business nor will it be installed on DISA information assets for personal use or gain.  Additionally, use of entertainment and games software is prohibited.


(3)  Information services available on the Government furnished computers shall only be used for official business only.  Examples of information services include DISA network (DISANet), Internet, Intranet, World Wide Web and electronic mail.


(4)  Access to Government information services is granted as a privilege and use of such services constitutes consent to monitoring.  Information services use will be monitored to ensure the protection of DISA networks and information and to verify and enforce compliance with this contractual requirement.


(5)  In the event contractor personnel use Government furnished computers and/or information services for other than official business, the contractor shall be required to provide the Government with monetary consideration.  In addition, if requested by the KO, the contractor shall be required to replace the individual who misused the Government furnished computers and/or information services within 10 working days.


(6)  The following are examples of misuse of information services:

· Illegal, fraudulent, or malicious activities.

· Partisan political activity, political or religious lobbying or advocacy, or activities on behalf of organizations having no affiliation with DISA or DoD.

· Activities whose purposes are for personal or commercial financial gain.  These activities may include chain letters, solicitation of business or services, sales of personal property.

· Unauthorized fundraising or similar activities, whether for commercial, personal, or charitable purposes.

· Accessing, storing, processing, displaying, or distributing offensive or obscene material such as pornography and hate literature.

· Annoying or harassing another person, e.g., by sending or displaying uninvited e-mail of a personal nature or by using lewd or offensive language in an e-mail message.

· Using another person’s account or identity without his or her explicit permission, e.g., by forging e-mail.

· Viewing, damaging, or deleting files or communications belonging to others without appropriate authorization or permission.

· Permitting any unauthorized person to access a DISA or DoD owned system.

· Modifying or altering the operating systems or system configuration (including the installation of software) without obtaining written authorization from the KO.

12.  Other Pertinent Information or Special Considerations.
12.1  Skills and Analysis Methodologies.  Due to the nature of the work, the contractor shall provide personnel experienced in the following areas:

· Enterprise Architecture (e.g. creation of C4ISR and Zachman framework artifacts)

· Structured systems analysis and large scale enterprise systems integration

· Data modeling and analysis using industry standard techniques and tools

· Popkin System Architect V8.1xx

· Business Process Modeling

· Telecommunications provisioning and fulfillment functional processes

· Implementation of XML data exchanges/interfaces

· Project/task management


a.  Identification of Possible Follow-on Work.  Vendor is expected to perform follow-on work as per the “To-Be” architecture according to the transition plan, Delivery Item #8.  This work will not be competed.


b.  Identification of Potential Conflicts of Interest (COI).


c.  Identification of Non-Disclosure Requirements.  The Enterprise architecture model and all the Government system architecture information related to or discovered during this task will be considered sensitive and For Official Use Only.


d.  Packaging, Packing and Shipping Instructions.  N/A


e.  Inspection and Acceptance Criteria.  N/A

13.  Section 508 Accessibility Standards.  The following Section 508 Accessibility Standard(s) (Technical Standards and Functional Performance Criteria) are applicable (if box is checked) to this Acquisition.

Technical Standards
 FORMCHECKBOX 
 1194.21 - Software Applications and Operating Systems

 FORMCHECKBOX 
 1194.22 - Web Based Intranet and Internet Information and Applications

 FORMCHECKBOX 
 1194.23 - Telecommunications Products

 FORMCHECKBOX 
 1194.24 - Video and Multimedia Products

 FORMCHECKBOX 
 1194.25 - Self-Contained, Closed Products

 FORMCHECKBOX 
 1194.26 - Desktop and Portable Computers

 FORMCHECKBOX 
 1194.41 - Information, Documentation and Support

The Technical Standards above facilitate the assurance that the maximum technical standards are provided to the Offerors.  Functional Performance Criteria is the minimally acceptable standards to ensure Section 508 compliance.  This block is checked to ensure that the minimally acceptable electronic and information technology (E&IT) products are proposed.

Functional Performance Criteria
 FORMCHECKBOX 
 1194.31 - Functional Performance Criteria

Section F - Deliveries or Performance
The following Delivery Schedule item for CLIN 0001 has been changed from:

	DELIVERY DATE
	QUANTITY
	SHIP TO ADDRESS
	UIC

	
	
	
	

	POP 03-APR-2003 TO

02-APR-2004
	N/A
	N/A

FOB:  Destination
	


to:

	DELIVERY DATE
	QUANTITY
	SHIP TO ADDRESS
	UIC

	
	
	
	

	POP 07-APR-2003 TO

18-DEC-2003
	N/A
	N/A

FOB:  Destination
	


(End of Summary of Changes)

