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ANALYTICAL SERVICES INC

689 DISCOVERY DRIVE SUITE 300

HUNTSVILLE AL 35806-2801

(DBA) ASI OR FLORIDA ANALYTIC

$169,058.53

CODE

0Z229

X

17. ACCOUNTING AND APPROPRIATION DATA/ LOCAL USE

36. I certify this account is correct and proper for payment.

6. ISSUED BY

CODE

9. CONTRACTOR  

CODE

18. ITEM NO.

19. SCHEDULE OF SUPPLIES/ SERVICES

26. QUANTITY IN COLUMN 20 HAS BEEN

SIGNATURE OF AUTHORIZED GOVT. REP.

DATE

DATE

SIGNATURE AND TITLE OF CERTIFYING OFFICER

INSPECTED

RECEIVED

ACCEPTED, AND CONFORMS TO THE

CONTRACT EXCEPT AS NOTED

37. RECEIVED AT

38. RECEIVED BY 

39. DATE RECEIVED

(YYYYMMMDD)

DCA200-02-D-5005

1. CONTRACT/PURCH. ORDER/ 

    AGREEMENT NO.

* If quantity accepted by the Government is same as

quantity accepted below quantity ordered and encircle.

DELIVERY/

16. 

14. SHIP TO

See Schedule

HC1013

DD Form 1155, JAN 1998 (EG)

PREVIOUS EDITION MAY BE USED.

SEE SCHEDULE

2. DELIVERY ORDER/ CALL NO.

0016

13

PAGE 1 OF

5. PRIORITY

CODE

8. DELIVERY FOB

DEST

X

OTHER

(See Schedule if other)

MARK IF BUSINESS IS

11.

X

SMALL

SMALL

DISADVANTAGED

X

WOMEN-OWNED

N68566

MARK ALL

PACKAGES AND

PAPERS WITH

 IDENTIFICATION

NUMBERS IN

BLOCKS 1 AND 2.

23. AMOUNT

27. SHIP NO.

28. DO VOUCHER NO.

PARTIAL

FINAL

32. PAID BY

33. AMOUNT VERIFIED

CORRECT FOR

31. PAYMENT

COMPLETE

34. CHECK NUMBER

PARTIAL

FINAL

35. BILL OF LADING NO.

40.

TOTAL

CONTAINERS

41. S/R ACCOUNT NO.

42. S/R VOUCHER NO.

ORDER FOR SUPPLIES OR SERVICES

3. DATE OF ORDER/CALL

2003 Sep 01

4. REQ./ PURCH. REQUEST NO.

DMCUMY03MPW0035

SEE ITEM 6

FACILITY

10. DELIVER TO FOB POINT BY (Date)

SEE SCHEDULE

12. DISCOUNT TERMS

Net 30

13. MAIL INVOICES TO THE ADDRESS IN BLOCK

See Item 15

15. PAYMENT WILL BE MADE BY

CODE

DFAS PENSACOLA

MAIL TO: DITCO/AQSC4-FMO                 

SCOTT AFB IL 62225-5406

This delivery order/call is issued on another Govt. agency or in accordance with and subject to terms and conditions of above numbered contract.

TYPE

CALL

OF

PURCHASE

ORDER

SEE SCHEDULE

7. ADMINISTERED BY 

DISA/DITCO-SCOTT

2300 EAST DRIVE

SCOTT AFB IL 62225-5406

24. UNITED STATES OF AMERICA

TEL:

EMAIL:

encore@scott.disa.mil

CONTRACTING / ORDERING

 OFFICER

quantity ordered, indicate by X.  If different, enter actual

BY:

DARLENE V. CUTLER

If this box is marked, supplier must sign Acceptance and return the following number of copies:

NAME OF CONTRACTOR

SIGNATURE

TYPED NAME AND TITLE

(YYYYMMMDD)

DATE SIGNED

ACCEPTANCE. THE CONTRACTOR HEREBY ACCEPTS THE OFFER REPRESENTED BY THE NUMBERED PURCHASE 

ORDER AS IT MAY PREVIOUSLY HAVE BEEN OR IS NOW MODIFIED, SUBJECT TO ALL OF THE TERMS

AND CONDITIONS SET FORTH, AND AGREES TO PERFORM THE SAME.

Reference your quote dated

Furnish the following on terms specified herein.

REF:

20.

QUANTITY

ORDERED/

ACCEPTED*

21. UNIT

22. UNIT PRICE

DIFFERENCES

29.

30.

INITIALS


Section B - Supplies or Services and Prices
	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0001
	Encore IT Solutions
	1
	Lot
	$169,058.53
	$169,058.53

	
	FFP

DECC-D Dayton Technical Support, Unix Systems Administration Support, in accordance with (IAW) the attached Statement of Work (SOW), dated 25 July 2003 (Encore Tracking Number 00129.00).  Analytical Services, Inc. (ASI) proposal dated 11 Aug 2003, is hereby incorporated by reference.

PURCHASE REQUEST NUMBER: DMCUMY03MPW0035
	

	

	
	NET AMT
	$169,058.53


FOB:  Destination

Section G - Contract Administration Data
ENCORE TASK ORDER (TO) PERFORMANCE WORK STATEMENT (PWS)
as of 25 Jul 2003
	Contract Number:
	DCA200-02-D-5005

	Task Order Number:
	0016

	Encore Tracking Number:
	00129.00

	Follow-on to Encore Contract and Task Order Number:
	Not applicable


I.  Task Monitors (TMs).

a.  Primary TM.
	Name:
	

	Organization:
	DISA DECC-D Dayton CDDoD41

	Address:
	2721 Sacramento Street

Wright-Patterson AFB, OH  45433

	Phone Number:
	

	Fax Number:
	

	E-Mail Address:
	



b.  Alternate TM.
	Name:
	

	Organization:
	DISA DECC-D Dayton CDDoD1

	Address:
	2721 Sacramento Street, Suite 1

Wright-Patterson AFB, OH  45433-5061

	Phone Number:
	

	Fax Number:
	

	E-Mail Address:
	


II.  Task Order Title.  DECC-D Dayton Technical Support, Unix Systems Administration Support

1.  Scope.  To provide Technical support in the Unix environment.  This task order will support over thirty Unix operating platforms for the Air Force Materiel Command customers.

2.  Background.  DECC-D Dayton currently maintains a large scale (30+ servers) HP-UX -centric computing center that includes servers with 1 to 8 processors, complex servers that can be managed as physical or logical partitions, connected to disk storage (15 terabytes) using switch fabric or arbitrated loop fibre channel and interconnected to a Gigabit Ethernet for tape backup or redundancy purposes.  System Administration is needed to support the Unix environment for the Air Force Materiel Command, Office of the Under Secretary of Defense and DECC-D Dayton in completing its mission of providing high system availability.  The Unix system administrator will be required to design, implement and maintain Unix environments and other system software products.  Contractor support is necessary to assure that implementation, customization, and maintenance are completed expeditiously to meet aggressive implementation deadlines.  DECC-D Dayton information processing, consulting and related technical services are provided to customers on a fee-for-service basis in accordance with Defense Working Capital Fund (DWCF) guidelines.  The DECC-D Dayton mission depends on the successful, well-maintained operation of a diverse group of state-of-the-art hardware components and automated interconnected tape backup and disk storage sub-systems.

3.  Objective.  This PWS describes the technical services required within DoD security requirements to support DECC-D Dayton with the implementation, customization and maintenance of all Unix products and other software components on Sun and Hewlett Packard computers.  Additional support services required are hands-on training of the Government personnel responsible for the proper implementation methods and utilization of Unix software.

4.  Requirements.
4.1  Task Requirements.  Services will be requested and controlled by means of specific objectives, deliverables, and constraints.  Services to be performed will be within the scope of work as follows:

4.1.1  Unix System Administration.

· Install, customize and maintain operating systems software and commercial off-the-shelf (COTS) products (as identified in paragraph 4.1.1.2) required in development, test or production environment

· Adhere to the security policies maintained by DISA and the Department of Defense located at http://iase.disa.mil, in sustaining a secure Unix environment

· Implement operational automation support such as automated processing of jobs to provide routine clean up of file systems and produce management information about system resources as required by the DECC-D Dayton staff and management.

· Evaluate software, analyze problems and recommend resolutions

· Provide user orientation and direction

· Conduct informal training sessions (as needed)

· Provide other technical services for DECC-D operations of the Unix operating system software for the hardware listed in paragraph 4.1.1.1 and software listed in paragraph 4.1.1.2

· Recommend functionally-oriented technical improvements in the operational environment on Unix platforms and report results of these activities the Monthly Status Reports.

· Develop detailed plans, documentation and procedures that describe how and when hardware/software elements shall be integrated, tested, and maintained.  Integration plans, test plans, and test procedures will be prepared and submitted for Government approval.

· Train Government personnel on installation and maintaining new/existing Unix operating system software, COTS products, Weapon Systems Management Information System (WSMIS), Defense Property Accountability System (DPAS) and Stock Control System (SCS).  No formal classroom training is anticipated.

· Monitor and evaluate the performance of the Unix environment.  All problems will be verbally (or via email) reported to the Government Senior Systems Administrators and to the Unix Branch Chief.

· Tune Unix software to ensure systems are functioning at peak efficiency.

· Detect, log, resolve, and notify the Government of conditions that could interrupt host computer service and the communications environment.

· Develop and implement disaster backup procedures (i.e., Ignite tapes and make-recovery documentation) for COOP capabilities.

· Provide implementation of DISA Security Technical Implementation Guidelines that can be located at http://iase.disa.mil.

· Install upgrades or new systems software.  Install current patches and modification to systems to enhance performance, operations and security.

· Troubleshoot problems and implement changes in assigned area; diagnose system failures to isolate the source of problems between equipment, basic software and application programs.

· Analyze network characteristics (e.g., traffic, connect time, transmission speeds, packet sizes and throughput) and recommends procurement, removals and modifications to network components

· Design and optimize network topologies and site configurations

· Plan installation, transitions, and cutovers of network components and capabilities

· Coordinate requirements with users and suppliers.

4.1.1.1  Hardware.  The contractor shall possess a high level of knowledge, skills and abilities in the following:

· Hewlett Packard 9000 series servers

· Sun Solaris servers

· Hewlett Packard DLT tape backup systems

· Disk Arrays to include EMC Symmetrix, Hewlett Packard XP512 and StorageTek

4.1.1.2  Software.  The contractor shall possess a high level of knowledge, skills and abilities in the following:

· Solaris 2.6 or higher release levels

· HP/UX 11.0 or higher operating systems

· HP MCService Guard,Omniback, and Openview, Veritas

· EMC Timefinder and Powerpath

· Oracle 7.3.4 and higher, Oracle Reports, Net8, SQLNet, SQLPlus

· Tivoli Framework, TEC, Distributed Monitors, Software Distribution, Maestro, Destiny

· User Administration

· Netscape Enterprise, Directory Server, Messaging Server, Secure Socket Layer, LDAP

· IBM MQSeries

· Visibroker

· Cincom Supra, Application to Application Interface software, MyEureka Reports generator

· Unix utilities, including VI, AWK, PERL, etc.

· Communication protocols used between Hewlett Packard equipment, Sun equipment, Windows NT equipment and Web servers

4.2  Required Deliverables.
4.2.1  Non-Disclosure Agreement.  Contractor personnel shall sign an Agreement of Nondisclosure (Attachment 1) and return it to the Task Monitor (TM) no later than five working days before the period of performance start-date.

4.2.2  Monthly Status Report.  A monthly report shall by the contractor on the 5th day of each month, detailing work performed during the preceding month for the assigned tasks and hours worked.  This report may be either in letter format or email and sent to the TM.  If sent electronically it must be in Microsoft Word 97 or later.

4.2.3  Trip Reports.  The contractor will provide a trip report to the TM detailing the results of any official travel approved and paid for by the Government.  This report may be sent in either letter format or email and is due by the 5th workday after return from travel.  If sent electronically it must be in Microsoft Word97 or later.

5.  Security.  This position requires access to SECRET at U.S. Government facilities only and ADP-I access.  These requirements can be referenced in the documents listed below.

5.1  References.

· DoD 5200.2-R, Personnel Security Program, dated Jan 1987

· DoD 5220.2-M, National Industrial Security Program Operating Manual, dated Jan 1995, with supplement 1, dated Feb 1995

· DoD 52220.22-R, Industrial Security Regulation, dated Dec 1985

· DISA WESTHEM Security Handbook, dated May 97.DDoD 5200.2-R, DoD 5220.22-R and DoD 5220.22-M

5.2  ADP-I and ADP-II.  DoD military and civilian personnel, as well as DoD consultant and contractor personnel, who perform work on Automated Information Systems (AIS), are required to be assigned to one of two position sensitivity designations IAW the above mentioned references.  These designations equate to Critical Sensitive ADP-I or Non-Critical Sensitive ADP-II position.  Each contractor staff member performing Government-site services against this PWS is designated Critical Sensitive, ADP-I, and therefore must have a favorably adjudicated Single Scope Background Investigation (SSBI).  Each Government-site contractor staff member must also possess a SECRET security clearance.  At a minimum, an Interim SSBI/ADP-I adjudication and an Interim SECRET clearance are mandatory before a contractor staff member may enter the Government work site to perform work against this PWS.  The contractor will assure that individuals assigned to these positions, as determined by the Government, have completed the appropriate forms.  Any requirement for an ADP-I position with a Top Secret security clearance must be identified in the contract and a DD Form 254 completed.  The current DISA policy requires all personnel occupying ADP-I positions to be U.S. citizens.

5.3  Security Requirements.  This requirement shall comply with existing DoD and DISA security policies and procedures.  AIS security program restrictions on access will be followed to ensure all users are properly authorized, and no security procedures are breached or circumvented.  Specifically contract support technical personnel will be strictly controlled to ensure their access complies with current authorization procedures and standards.  The contractor is responsible for obtaining clearances and shall submit each request for personal security investigation, requesting an SSBI for ADP-I and a SECRET clearance to the Defense Security Services Operations Center Columbus (DSSOCC), using the latest version of the Electronic Personnel Security Questionnaire (EPSQ).  However, as a minimum, the contractor will be required to have a favorably completed, in scope, National Agency Check (NAC), in order to obtain Interim ADP-I level of access.  When the employee’s EPSQ is submitted to DSSOCC, the contractor should request that an INTERIM SECRET clearance be granted.  SECRET security eligibility is required for access to unclassified AIS; or, for performance of duties located in the data center.  Until these requirements are met, the contractor employee will be denied access to unclassified AIS.  Signed copies of the Questionnaire for National Security Positions (SF 86), the DoD Request for Personnel Security Investigation (DD Form 1879) or NAC Form, and the EPSQ Receipt Systems Results must be forwarded to the CD DoD Dayton Security Manager for review.  These documents are required to obtain an Interim ADP-I level of access, so that the contractor employee may begin work on unclassified AIS(s).  The copy of the EPSQ package must be submitted to the CD DoD Dayton Security Manager prior to the start of the contract performance.

5.4  ADP Access Request Review.  Interim ADP access request will be reviewed to ensure there is adequate justification supporting the request.  The applicable forms will be reviewed for any derogatory information using the 13 adjudicative guidelines set forth in ASDC31 Memorandum, subject: Personnel Security Investigation and Adjudication’s, dated 10 November 1998.  CDO Ogden will send the request to D162 for consideration.

5.5  Right to Removal.  DISA retains the right to request removal of contractor personnel; if a clearance cannot be obtained, or whose actions, while assigned to this contract, clearly conflict with the interests of the Government, regardless of their prior clearance or adjudication status.  The reason(s) for removal will be fully documented by the Contracting Officer.  Information about completing the required forms may be obtained from the DECC-D Dayton Security Office, Code CD DoD0, at (937) 257-6532.

6.  Place of Performance.  Generally, work is performed/accomplished on-site at: DECC-D Dayton, Building 271, Wright-Patterson AFB, Ohio.  The requirement may require contractor travel and authorization to travel must be approved by the TM by means of letter or form specifying: (1) the individual(s) to travel; (2) Purpose of the trip; (3) Location(s) and activity(ies) to be visited; and, (4) Inclusive dates of the travel.  Travel will be charged to a reimbursable line Direct on the contract. Authorized travel is reimbursed at the Federal Travel Regulation rate.

7.  Period of Performance.
7.1  The period of performance is 366 calendar days (1 Sep 2003 - 31 Aug 2004).  The contractor shall perform Monday through Friday, excluding all Federal holidays, the hours of 8:00 a.m. to 4:30 p.m., local time.  Normal duty hours are 8 hours per day that does not include vacation, sick, holidays and TDY time (hours during TDY may vary).

7.2  Any work in excess of 40 hours per week must be approved by the TM prior to performance.
7.3  The contractor will be required to carry a Government-provided pager and/or cellular phone on a rotational, on-call basis and will be required to resolve problems on off-hours when required.

7.4  The Government may request contractor personnel to work flexible hours on a given day and/or weekends and holidays, depending on operational contingencies so as not to impact the production computer system supported.  In the event that upgrades or changes to the system must be done during off peak or limited usage times, the Government reserves the right to request flexible work hours from contractor personnel. Upon a 24 hour advance, written notification by the TM, the Government and contractor may establish a mutually agreed upon time to institute/incorporate the change.  Contractor personnel may substitute these non-core, weekend hours for weekday hours.  For example, if an upgrade is done on Saturday, contractor personnel may choose to take the following Monday as an off day.

7.5  When the Government installation grants administrative leave to its employees (e.g. as a result of inclement weather, potentially hazardous condition, or other special circumstances), contractor personnel working on-site will be dismissed also.  However, if directed by the Contracting Officer or authorized representative, the contractor will provide sufficient on-site personnel to complete or continue critical work already in process or provide on-call response in accordance with the PWS.

8.  Delivery Schedule.
· Agreement of Nondisclosure - 5th workday after start of task order

· Monthly Activity Report - 5th day of each month

· Travel Report - 5th workday after travel completion

· Contractor Employment/Status Report - 5th calendar day of each month

9.  Dayton Points of Contact (POCs).
	Address
	
	COR
	Security Officer

	DECC-D Dayton
	
	
	

	2721 Sacramento Street
	
	CDDoD41
	CDDoD0

	Building 271, Room 113
	Voice:
	
	

	Wright-Patterson AFB, OH
	Fax:
	
	

	45433-5061
	E-Mail:
	
	

	
	Task Monitor
	Technical

	
	
	

	
	CDDoD1
	CDDoD41

	Voice:
	
	

	Fax:
	
	

	E-Mail:
	
	


10.  Government-Furnished Equipment/Government-Furnished Information (GFE/GFI).  The Government will provide our personnel an office environment similar to Government personnel to include computers, cell phones and/or pagers (if needed) and telephones (for official business only).  GFI (provided by CDDoD Dayton) will include: a roster of designated key personnel and authorized POCs; security procedures; manuals; and, operating procedures, as may be required.  GFI will be provided at the start of performance.

11.  Contractor-Furnished Facilities, Supplies and Services.  The contractor shall provide all supervision and control of contractor personnel and perform all contractor related administrative functions. This includes, but is not limited to, hiring, firing, assigning and supervising work, and critiquing performance. All task related requests to the contractor shall be communicated through the Government Task Monitor (TM) to the contractor Task Leader, not the individual contractor employees performing the work.

ATTACHMENT 1
Agreement of Nondisclosure
In the performance of work under Contract No. 
, the undersigned,


 individually and as an authorized representative of


, agrees that all information or materials pertaining to the subject order, made available by the Government, or that the contractor has access to by virtue of the provisions of this order, that relate to the business or resource needs of the Government, or other information not intended for public disclosure, shall be deemed to be “sensitive, confidential and/or proprietary” and that he/she shall keep in confidence and protect from unauthorized disclosure any such materials or information. This includes disclosure to individuals within the contractor’s company who are not specifically assigned to work on this order, and who have not signed this agreement. The contractor, and the undersigned, agrees that any such confidential materials and/or information shall not be used except in the performance of duties under the subject order or as otherwise directed by the Government.

This agreement shall survive the undersigned’s employment with the contractor, and the obligations imposed by this agreement shall survive the expiration or termination of this agreement.

Signature

Name

Title

Company

Date

ATTACHMENT 2
Security Attachment
In-Processing Procedures.  All newly hired contractor personnel will first report to DECC-D Dayton Security Management Office (CDOD0), and to the COR/Task Monitor, Building 271, 2721 Sacramento Street, Wright Patterson AFB, Ohio 45433-5061 for in-processing, indoctrination and task review.  Contractor/vendors shall provide a visit request for each new contract employee to the Security Manager (CDOD0), DECC-D Dayton, 2721 Sacramento Street, Wright Patterson AFB, OH  45433-5061, at least one working day in advance.  Visit requests shall, as a minimum:

· Identify the individual by name.

· Provide the individual’s SSN, Place of Birth (POB) and Date of Birth (DOB).

· State the individual’s citizenship status.

· Cite the applicable Contract and Task Order Number.

· Provide the status of: the individual’s security investigation (type and date thereof); and, clearance request specifying clearance level and date thereof).

· Indicate the applicable contract duration or expiration date (whichever is appropriate).

Contractor Employment/Status Reports.  Contractor/vendor organizations shall:

· Provide monthly reports to the Contractor Support COR (CDOD41), address as above, providing: (1) A by-name listing of all employees currently supplied under the contract; and, (2) Names/ dates for employees who are projected losses.

· Notify the Contractor Support COR of each employee’s departure, NLT 24 hours after his/her last work day (i.e., within one working day); and, concurrently confirm satisfactory by-item turn in of all issued badges, passes, et cetera - with a copy provided to the Security Manager (CDOD0), DECC-D Dayton, 2721 Sacramento Street, Wright Patterson AFB, Ohio 45433-5061.

· Report, in the event of the contract employee’s failure to satisfactorily out-process with the Government organization, actions initiated and/or completed to secure and turn in all Government badges and security devices, et cetera - with a copy provided to the DECC-D Dayton Security Manager (CDOD0), address as above.

Out-Processing Procedures.  Contractor/vendor organizations shall be solely responsible for satisfactory out-processing of departing employees.  Satisfactory out-processing, and specifically the timely turn-in of all issued security badges, devices, et cetera, will be a condition of satisfactory contract performance.  As a minimum, contractors/vendors shall:

· Ensure proper notification of the employee and his/her successful out-processing on the last day of work. Successful out-processing shall require the turn-in/collection of all: (1) security badges; (2) Parking sticker(s) - when previously issued; and, (3) Smart cards and/or other comparable security devices. Parking stickers may be defaced or in pieces.

· Aggressively collect/recover and turn in security badges and devices, parking stickers and other comparable materials to the DECC-D Dayton Security Manager (CDDoD0) in any instance where the contract employee fails to successfully out-process.  Every effort shall be made go ensure these are recovered/turned in within 24 hours (one working day) of the departing employees last day of work.

· Coordinate changes in employment status affecting the accuracy of security badges and supporting records within 24 hours (one workday) of any such changes to ensure the appropriate devices are promptly reissued and/or corrected.
QUALITY ASSURANCE SURVEILLANCE PLAN (QASP)
Section 1.  Overview.  This QASP is issued to provide methods of surveillance for the elements of the Performance Work Statement (PWS) for the Unix Systems Administration support.

Section 2.  Surveillance Responsibilities.  Performance of the service under the criteria defined for each PWS element will be evaluated as stated below.  Full payment of monthly invoices will be provided upon performance within the established performance thresholds.  When the performance threshold for a particular mission critical PWS is not met and re-performance does not correct the problem, the contractor shall explain, within 15 days in writing to COR why performance was unacceptable, how performance will be returned to acceptable levels, and how recurrence of the problem will be prevented in the future.  The COR shall evaluate the contractor's explanation and determine if full payment, partial payment, or the contract termination process is applicable.  When re-performance does not correct the deficiency and the contractor’s explanation of degraded performance is not deemed acceptable, the COR will notify the contracting office that a partial payment will be made.  Partial payment will deduct 10 percent (pick percentage) of the contractor’s monthly invoice, until such time as the performance is corrected.

	Performance Objective
	SOW Paragraph
	Performance Threshold
	Surveillance Methods

	Install, customize and maintain Unix OS and COTS SW (MISSION CRITICAL)
	4.1.1 a through 4.1.1 c
	No mission critical shortfalls as identified by customer complaint
	Customer complaint and Periodic Surveillance

	Provide training
	4.1.1 e, f and j
	Perform training with feedback from students
	Customer complaint and Periodic Surveillance

	Plan, coordinate and implement system migrations and upgrades.  (MISSION CRITICAL)
	4.1.1 h, i, p, t & u
	System migrations must be supported 100% of the time
	Weekly Status Meetings

	Analyze problems, take corrective actions and recommend changes to environments
	4.1.1 d, g, k, l, m, n, q, and r
	Keep product maintenance current
	Periodic surveillance and customer complaints

	Insure compliance with security guidelines
	4.1.1 o
	Minimum findings during security reviews performed by the Field Security Office
	Periodic surveillance


Types of Surveillance:
Customer Complaints are the preferred manner in which to handle contractor service deficiencies.  Upon receiving a complaint, a member of the COR or designated representative will contact the contractor and work to resolve the issue.  This method can also be combined with any of the following methods, i.e., if a problem is detected using one of the other surveillance methods, customer complaints can be used as substantiating evidence.

Weekly Status Meetings is the most appropriate method for determining progress of installs and other projects.

Periodic surveillance consists of review of the Monthly Status Report provided as a deliverable in the SOW and review of Trouble Tickets generated by Operations Support Center.

Accounting and Appropriation Data
	AA:
	97X4930.5F20 000 C1013 0 068142 2F 255011

	AMOUNT:
	$169,058.53


CLAUSES INCORPORATED BY FULL TEXT

Additional Accounting and Appropriation Data

AA:  97X4930.5F20 000 C1013 0 068142 2F 255011

CLIN/SubCLIN
Purchase Request Number
Obligated Amount

0001
DMCUMWY03MPW0035
$169,058.53

Section I - Contract Clauses
CLAUSES INCORPORATED BY FULL TEXT

DITCO Points of Contact
Contracting Officer
Name:

Organization:  DISA/DITCO-Scott (AQSS32)

Phone No.

E-Mail:

Contract Specialist
Name:

Organization:  DISA/DITCO-Scott (AQSS32)

Phone No.:

E-Mail:

Contractor Point of Contact
Contractor Name:  Analytical Services, Inc.

DUNS:  839422763

CAGE Code:  0Z229

Contractor POC:

E-Mail Address:

Phone Number:

Fax Number:

Electronic invoices may be sent to:
invoicereceipt@scott.disa.mil
Questions regarding invoices may be directed to (618) 229-9228.  Vendors may check the status of invoices at the following web site:

http://www.dfas.mil/money/vendor
CREDIT CARD METHOD OF PAYMENT 

If payment is to be made via credit card, contact the Contracting Officer listed above.

