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AMENDMENT OF SOLICITATION/MODIFICATION OF CONTRACT

Except as provided herein, all terms and conditions of the document referenced in Item 9A or 10A, as heretofore changed, remains unchanged and in full force and effect.

15A. NAME AND TITLE OF SIGNER (Type or print)

30-105-04

EXCEPTION TO SF 30

APPROVED BY OIRM 11-84

STANDARD FORM 30 (Rev. 10-83)

Prescribed by GSA

FAR (48 CFR) 53.243

a.  This administrative modification changes the Primary Task Monitor by incorporating the attached, revised statement of work, dated 22 Mar

 2004, for Windows Systems Administrators (00144.02).

b.  The period of performance remains 366 calendar days (1 Oct 2003 - 30 Sep 2004).

c.  All other terms and conditions remain unchanged.

1. CONTRACT ID CODE

PAGE OF  PAGES

J

1

11

16A. NAME AND TITLE OF CONTRACTING OFFICER (Type or print)

16C. DATE SIGNED

BY

25-Mar-2004

16B. UNITED STATES OF AMERICA

15C. DATE SIGNED

15B. CONTRACTOR/OFFEROR

(Signature of Contracting Officer)

(Signature of person authorized to sign)

8. NAME AND ADDRESS OF CONTRACTOR  (No., Street, County, State and Zip Code)

9B. DATED (SEE ITEM 11)

X

DCA200-02-D-5005-0020

10B. DATED  (SEE ITEM 13)

X

9A. AMENDMENT OF SOLICITATION NO.

13-Mar-2002

11. THIS ITEM ONLY APPLIES TO AMENDMENTS OF SOLICITATIONS

The above numbered solicitation is amended as set forth in Item 14.  The hour and date specified for receipt of Offer  

is extended,

is not extended.

Offer must acknowledge receipt of this amendment prior to the hour and date specified in the solicitation or as amended by one of the following methods: 

(a) By completing Items 8 and 15, and returning

copies of the amendment; (b) By acknowledging receipt of this amendment on each copy of the offer submitted;

or (c) By separate letter or telegram which includes a reference to the solicitation and amendment numbers.  FAILURE OF YOUR ACKNOWLEDGMENT TO BE 

RECEIVED AT THE PLACE DESIGNATED FOR THE RECEIPT OF OFFERS PRIOR TO THE HOUR AND DATE SPECIFIED MAY RESULT IN  

REJECTION OF YOUR OFFER.  If by virtue of this amendment you desire to change an offer already submitted, such change may be made by telegram or letter, 

provided each telegram or letter makes reference to the solicitation and this amendment, and is received prior to the opening hour and date specified.

12. ACCOUNTING AND APPROPRIATION DATA (If required)

13. THIS ITEM APPLIES ONLY TO MODIFICATIONS OF CONTRACTS/ORDERS.

X

IT MODIFIES THE CONTRACT/ORDER NO. AS DESCRIBED IN ITEM 14.

A. THIS CHANGE ORDER IS ISSUED PURSUANT TO:  (Specify authority) THE CHANGES SET FORTH IN ITEM 14 ARE MADE IN THE

 CONTRACT ORDER NO. IN ITEM 10A.

B. THE ABOVE NUMBERED CONTRACT/ORDER IS MODIFIED TO REFLECT THE ADMINISTRATIVE CHANGES (such as changes in paying 

office, appropriation date, etc.) SET FORTH IN ITEM 14, PURSUANT TO THE AUTHORITY OF FAR 43.103(B).

C. THIS SUPPLEMENTAL AGREEMENT IS ENTERED INTO PURSUANT TO AUTHORITY OF:

D. OTHER (Specify type of modification and authority)

E. IMPORTANT:   Contractor

X

is not,   

is required to sign this document and return

copies to the issuing office.

14. DESCRIPTION OF AMENDMENT/MODIFICATION  (Organized by UCF section headings, including solicitation/contract subject matter

 where feasible.)

10A. MOD. OF CONTRACT/ORDER NO.

02

2. AMENDMENT/MODIFICATION NO.

5. PROJECT NO.(If applicable)

6. ISSUED BY

3. EFFECTIVE DATE

25-Mar-2004

CODE

DISA/DITCO-SCOTT

2300 EAST DRIVE

SCOTT AFB IL 62225-5406

HC1013

7. ADMINISTERED BY  (If other than item 6)

4. REQUISITION/PURCHASE REQ. NO.

CODE

See Item 6

ANALYTICAL SERVICES INC

689 DISCOVERY DRIVE SUITE 300

HUNTSVILLE AL 35806-2801

MARY GRIFFITH

FACILITY CODE

0Z229

CODE

encore@scott.disa.mil

EMAIL:

TEL:

MARK S. SCHNEIDER / CONTRACTING OFFICER


Section SF 30 Block 14 Continuation Page
SUMMARY OF CHANGES
Section C - Descriptions and Specifications
The following have been added by full text:

ENCORE TASK ORDER (TO) STATEMENT OF WORK (SOW)
as of 22 Mar 2004 
	Contract Number:
	DCA200-02-D-5005

	Task Order Number:
	002002

	Encore Tracking Number:
	00144.02

	Follow-on to Encore Contract and Task Order Number:
	Not applicable


1.  Task Monitors (TMs).
a.  Primary TM.
	Name:
	

	Organization:
	DISA  Computing Services - Logistics Support Services (CD44) 

	Department of Defense Activity
Address Code (DoDAAC):
	

	Address:
	5775 DTC Boulevard, Suite 350

Greenwood Village, CO  80111  

	Phone Number:
	

	Fax Number:
	

	E-Mail Address:
	


b.  Alternate TM.
	Name:
	

	Organization:
	DISA DECC Detachment Dayton CDoD1

	DoDAAC:
	H98320

	Address:
	2721 Sacramento Street

Wright Patterson Air Force Base,  OH  45433

	Phone Number:
	

	Fax Number:
	

	E-Mail Address:
	


2.  Task Order Title.  Windows Systems Administrators

3.  Background.  DECC-D Dayton has System Administration responsibilities for 190 plus Windows server platforms.  These server platforms support local infrastructure as well as customer applications and are managed through a variety of software including Windows 4.0, Windows 2000, Microsoft SMS, Microsoft SQL, Microsoft IIS, Netscape Iplanet, HP OpenView, Cognos, Veritas, IBM MQSeries, and Tivoli. Problem resolutions, security, performance monitoring service level availability status and capacity management are major concerns. The DECC-D Dayton mission depends on the successful, well-maintained operation of a diverse group of state-of-the-art hardware components and interconnected sub-systems.

4.  Objectives.  The purpose of this SOW is to provide for technical support for Windows System Administration, software/hardware configurations, security implementation, application interfaces, consultation and new workload planning to the variety of current and new customers they may come on board.

5.  Scope.  Provide Windows System Administration at Defense Information Systems Agency (DISA) Defense Enterprise Computing Center Detachment Dayton (DECC-D Dayton).  At present time, DECC-D Dayton has 190 Windows servers and this number will increase as new workloads are brought on board.

· Task Area 11 - Licensing and Support
6.  Specific Tasks.  Services to be performed will be within the scope of the work as follows:

6.1  Windows System Administration.  The contractors must be certified Microsoft Certified System Engineer (MCSE) at the Windows 4.0 level or higher.  Contractor personnel must provide software and Windows server System Administration support for all DECC-D Dayton systems identified in section 4.1.1.2 to include software/hardware configurations, security implementation, application interfaces, troubleshooting, consultation and new workload planning to the variety of current and new customers.

6.1.1 Technical Advice.  The contractor shall provide technical advice to the all personnel involved in the migration and integration of applications to or within the DECC-D Dayton command structure.

6.1.2  Software Support.  The Windows software to be supported is, but limited to:

· Windows 4.0 Server

· Windows Windows 2000

· Microsoft Internet Information Server

· Microsoft System Management Server

· Microsoft SQL

· Microsoft Exchange

· Microsoft FrontPage

· Netscape Iplanet

· Veritas Netbackup

· Webtrends

· MQ Series

· MQ Integrator

· MQ WebSphere

6.1.3  Contractor personnel shall:

· Install, customize and maintain all Windows products installed and forthcoming to DECC-D Dayton

· Evaluate software; conduct problem analysis; resolve problems

· Provide user orientation and direction; conduct informal training sessions and provide/advise on other technical services as it relates to the DECC-D Windows operations

· Develop detailed plans and procedures on how/when hardware/software elements shall be integrated, tested and maintained.  Prepare integration plans, test plans, and test procedures and submit to the or TM for Government acceptance.

6.1.4  Additional Support.  The contractor shall perform the following functions as required:

· Implement of DISA security requirements.

· Train Government personnel on installation and maintaining new/existing software

· Monitor and evaluate the performance of all Windows servers

· Tune the servers to ensure it is functioning at peak efficiency

· Detect, resolve, log, and notify the TM of conditions that could interrupt host computer service and the communications environment

· Conduct Windows system backups for system restoration and COOP backups.

· Track projects and produce reports, as requested by the TM, for analyst and management review. Prepare spreadsheets and graphics programs for reports, charts and graphs, which depict the progress of projects and the status of systems.

· Support the customer problem resolution process to resolve errors in system software, which have been identified by the DECC-D Dayton.  Report solutions/findings to the TM for review and comment.

· Perform trend analysis on system performance, recommend configuration changes to the TM and participate in the planning activities to schedule system upgrades.

· Develop and implement disaster backup procedures.

· Sign an Agreement of Nondisclosure (Attachment 1) and return it to the TM no later than five workdays before performance start date.

· Provide a monthly report, due on the 5th day of each month, detailing work performed during the preceding month for the assigned tasks and hours worked.  This report may be either in letter format or email and sent to the TM.  If sent electronically it must be in Microsoft Word97 or 2000 format.

· Provide a trip report to the TM detailing the results of any official travel approved and paid by the Government under the contract.  This report may be sent in either letter format or email to the TM and is due by the 5th workday after return from travel.  If sent electronically it must be in Microsoft Word97 or 2000.

6.2  Hardware Knowledge.  Compaq ML570, 7000 and 8000 servers.  Also Dell 2400, 2500, 4300, 4400, 4600, 6300, 6400 and 8400 servers.

6.3  Software Knowledge.  In addition to supporting all items in Section 6.1.2 above, must also be familiar and are competent in the following software products:

· HP OpenView

· Tivoli

· Cognos

· MQSeries

7.  Place of Performance.  Work will be performed primarily on-site within the facilities of DECC D Dayton, at the address listed above.  Contractor personnel will be notified in advance when the Technical Action Officer (TAO) requires contractor travel. Authorization to travel must be approved by the TM by means of letter or form specifying: (1) the individual(s) to travel; (2) purpose of the trip; (3) location(s) and activity (ies) to be visited; and, (4) Inclusive dates of the travel.  Travel will be charged to the cost reimbursable (Other Direct Cost) line of the contract at the Federal Travel Regulation rate.

8.  Period of Performance.
8.1  The period of performance is 366 calendar days (1 Oct 2003 - 30 Sep 2004).  Generally, this technical support shall be performed Monday through Friday excluding all Federal holidays, vacation, sick and TDY time (work hours may vary) with core hours of 9:00 a.m. to 3:00 p.m.  Work schedule is subject to workload needs and TM discretion with the mutual agreement of the contractor.

8.1.1  Depending on operational contingencies and to avoid any impact to the production computer system, the Government may request contractor personnel to work longer hours on a given day and/or weekends and holidays. In the event that upgrades or changes to the system must be done during off peak or limited usage times the Government reserves the right to request flexible work hours from contractor personnel.  The TM and on-site contractor shall establish a mutually agreed upon time to institute/incorporate changes or other operational needs. In this case, contractor personnel may substitute these non-core, weekend hours for weekday hours. For example, if an upgrade is done on Saturday, contractor personnel may choose to take the following Monday as an off day.

8.1.2  Any work in excess of 40 hours per week must be approved by the TM prior to performance and will be performed under the negotiated “out-side core hours CLIN” at a straight labor rate.  Contractor personnel will be required to carry a Government-provided pager and will be required to resolve problems on off-hours when required.
8.2  When the Government installation grants administrative leave to its employees (e.g. because of inclement weather, potentially hazardous condition, or other special circumstances), contractor personnel working on-site may be granted the same privileges. However, if directed by the Contracting Officer or authorized representative, the contractor shall provide sufficient on-site personnel to complete or continue critical work already in process or provide on-call response in accordance with the SOW.
8.3  All employee qualifications must be approved and interim or final security clearances and necessary ADP access obtained up to thirty calendar days before the performance start date.
9.  Delivery Schedule.
· Agreement of Nondisclosure - 5th workday after start of contract

· Weekly Activity Report - 3rd day of each week

· Monthly Activity Report - 5th day of each month

· Travel Report - 5th workday after travel completion

· Contractor Employment/Status Report - 5th calendar day of each month

10.  Security.
10.1  This position is Critical Sensitive and requires ADP-I access and requires SECRET clearance.

10.2  References:

· DoD 5200.2-R, Personnel Security Program, dated Jan 1987

· DoD 5220.2-M, National Industrial Security Program Operating Manual, dated Jan 1995, with supplement 1, dated Feb 1995

· DoD 52220.22-R, Industrial Security Regulation, dated Dec 1985

· DISA WESTHEM Security Handbook, dated May 1997.  DoD 5200.2-R, DoD 5220.22-R and DoD 5220.22-M

10.3  DoD military and civilian personnel, as well as DoD consultant and contractor personnel, who perform work on Automated Information Systems (AIS), are required to be assigned to one of two position sensitivity designations IAW the above mentioned references.  These designations equate to Critical Sensitive ADP-I or Non-Critical Sensitive ADP-II position. Each contractor staff member performing Government-site services against this SOW is designated Critical Sensitive, ADP-I, and therefore must have a favorably adjudicated Single Scope Background Investigation (SSBI).  Each Government-site contractor staff member must also possess a SECRET security clearance.  At a minimum, an Interim SSBI/ADP-I adjudication and an Interim SECRET clearance are mandatory before a contractor staff member may enter the Government work site to perform work against this SOW.  The contractor will assure that individuals assigned to these positions, as determined by the Government, have completed the appropriate forms.  At the same time, resumes for any individuals performing under this SOW must be submitted to the Contracting Officer who will provide them to DECC-D Dayton. Any requirement for an ADP-I position with a Secret security clearance must be identified in the contract and a DD Form 254 completed.  The current DISA policy requires all personnel occupying ADP-I positions to be U.S. citizens.

10.4  This requirement will comply with existing DoD and DISA security policies and procedures.  AIS security program restrictions on access will be followed to ensure all users are properly authorized, and no security procedures are breached or circumvented.  Specifically contract support technical personnel will be strictly controlled to ensure their access complies with current authorization procedures and standards.  The contractor is responsible for obtaining clearances and shall submit each request for personal security investigation, requesting an SSBI for ADP-I and a SECRET clearance to the Defense Security Services Operations Center Columbus (DSSOCC), using the latest version of the Electronic Personnel Security Questionnaire (EPSQ).  However, as a minimum, the contractor will be required to have a favorably completed, in scope, National Agency Check (NAC), in order to obtain Interim ADP-I level of access.  When the employee’s EPSQ is submitted to DSSOCC, the contractor should request that an INTERIM SECRET Clearance be granted.  SECRET security eligibility is required for access to unclassified AIS; or, for performance of duties located in the data center.  Until these requirements are met, the contractor employee will be denied access to unclassified AIS.  Signed copies of the Questionnaire for National Security Positions (SF 86), the DoD Request for Personnel Security Investigation (DD Form 1879) or NAC Form, and the EPSQ Receipt Systems Results must be forwarded to the DECC-D Dayton Security Manager for review.  These documents are required to obtain an Interim ADP-I level of access, so that the contractor employee may begin work on unclassified AIS(s).  The copy of the EPSQ package must be submitted to the DECC-D Dayton Security Manager prior to the start of the contract performance.

10.5  The Interim ADP access request will be reviewed to ensure there is adequate justification supporting the request.  The applicable forms will be reviewed for any derogatory information using the 13 adjudicative guidelines set forth in ASDC31 Memorandum, subject:  Personnel Security Investigation and Adjudication’s, dated 10 November 1998. DECC Ogden will send the request to D162 for consideration.

10.6  DISA retains the right to request removal of contractor personnel; if a clearance cannot be obtained, or whose actions, while assigned to this contract, clearly conflict with the interests of the Government, regardless of their prior clearance or adjudication status.  The reason(s) for removal will be fully documented by the Contracting Officer.

10.7  Information about completing the required forms may be obtained from the DECC-D Dayton Security Office, Code CDOD750, at (937) 257-6532.

10.8  Security Officer.

CDoD0

11.  Government-Furnished Equipment/Government-Furnished Information (GFE/GFI).  The Government will provide contractor personnel an office environment similar to Government personnel to include computers, cell phones, pagers, (if needed) and telephones (for official business only).  GFI (provided by DECC Dayton) will include: a roster of designated key personnel and authorized Points of Contact (POCs); security procedures; manuals; and, operating procedures, as may be required.  GFI will be provided at the start of performance.

12.  Section 508 Accessibility Standards.  The following Section 508 Accessibility Standard(s) (Technical Standards and Functional Performance Criteria) are applicable (if box is checked) to this acquisition.

Technical Standards
 FORMCHECKBOX 
 1194.21 - Software Applications and Operating Systems

 FORMCHECKBOX 
 1194.22 - Web Based Intranet and Internet Information and Applications

 FORMCHECKBOX 
 1194.23 - Telecommunications Products

 FORMCHECKBOX 
 1194.24 - Video and Multimedia Products

 FORMCHECKBOX 
 1194.25 - Self-Contained, Closed Products

 FORMCHECKBOX 
 1194.26 - Desktop and Portable Computers

 FORMCHECKBOX 
 1194.41 - Information, Documentation and Support

The Technical Standards above facilitate the assurance that the maximum technical standards are provided to the Offerors.  Functional Performance Criteria is the minimally acceptable standards to ensure Section 508 compliance.  This block is checked to ensure that the minimally acceptable electronic and information technology (E&IT) products are proposed.

Functional Performance Criteria
 FORMCHECKBOX 
 1194.31 - Functional Performance Criteria

ATTACHMENT 1
Agreement of Nondisclosure
In the performance of work under Contract No. 
, the undersigned, individually and as an authorized representative of 
, agrees that all information or materials pertaining to the subject order, made available by the Government, or that the contractor has access to by virtue of the provisions of this order, that relate to the business or resource needs of the Government, or other information not intended for public disclosure, shall be deemed to be “sensitive, confidential and/or proprietary” and that he/she shall keep in confidence and protect from unauthorized disclosure any such materials or information. This includes disclosure to individuals within the contractor’s company who are not specifically assigned to work on this order, and who have not signed this agreement. The contractor, and the undersigned, agrees that any such confidential materials and/or information shall not be used except in the performance of duties under the subject order or as otherwise directed by the Government.

This agreement shall survive the undersigned’s employment with the contractor, and the obligations imposed by this agreement shall survive the expiration or termination of this agreement.

Signature

Name

Title

Company

Date

ATTACHMENT 2
Section G - Contract Administration Data
The following have been added by full text:

DITCO Point of Contact
Contracting Officer
Name:

Organization:  DISA/DITCO-Scott (PL8232)

Phone No.:

E-Mail:

Contractor Point of Contact
Contractor Name:  Analytical Servies, Inc.

DUNS:  839422763

CAGE Code:  0Z229

Contractor POC:

E-Mail Address:

Phone Number:

Fax Number:

Electronic invoices may be sent to:  invoicereceipt@scott.disa.mil
Questions regarding invoices may be directed to (618) 229-9228.  Vendors may check the status of invoices at the following web site:

http://www.dfas.mil/money/vendor
CREDIT CARD METHOD OF PAYMENT
If payment is to be made via credit card, contact the Contracting Officer listed above.

(End of Summary of Changes)

SECURITY ATTACHMENT





~~ PROCEDURES AND PERSONNEL REPORTING ~~





In-Processing Procedures





All newly hired contractor personnel will first report to DECC-D Dayton Security Management Office (CDoD0), and to the Contractor Support Contracting Officer’s Representative (COR) Application Support Division (CDoD3), Building 271, 2721 Sacramento Rd, Wright-Patterson AFB, OH 45433-5067 for in-processing, indoctrination and task review.  Contractor/vendors shall provide a visit request for each new contract employee to Security Manager Office (CDoD0), DECC-D Dayton, 2721 Sacramento Road, Wright-Patterson AFB, OH 45433-5067, at least one working day in advance. Visit requests shall, as a minimum:





a.  Identify the individual by name.


b.  Provide the individual’s SSN, Place of Birth (POB) and Date of Birth (DOB).


c.  State the individual’s citizenship status.


d.  Cite the applicable Contract Delivery Order Number.


e.  Provide the status of: the individual’s security investigation (type and date thereof); and, clearance request (specifying clearance level and date thereof).


f.  Indicate the applicable contract duration or expiration date (whichever is appropriate).





Contractor Employment/Status Reports





Contractor/vendor organizations shall:





a.  Provide monthly reports to the Contractor Support COR (CDoD3), address as above, providing: (1) A by-name listing of all employees currently supplied under the contract; and, (2) Names/dates for employees who are projected losses.


b.  Notify the Contractor Support COR of each employee’s departure, NLT 24 hours after his/her last work day (i.e., within one working day); and, concurrently confirm satisfactory by-item turn in of all issued badges, passes, et cetera - with a copy provided to the Security Manager (CDoD0), DECC-D Dayton, 2721 Sacramento Rd, Wright-Patterson AFB, OH 45433-5067.


c.  Report, in the event of the contract employee’s failure to satisfactorily out-process with the Government organization, actions initiated and/or completed to secure and turn in all Government badges and security devices, et cetera - with a copy provided to the DECC-D Dayton Security Manager (CDoD0), address as above.





Out-Processing Procedures





Contractor/vendor organizations shall be solely responsible for satisfactory out-processing of departing employees. Satisfactory out-processing, and specifically the timely turn-in of all issued security badges, devices, et cetera, will be a condition of satisfactory contract performance.  As a minimum, contractors/vendors shall:





a.  Ensure proper notification of the employee and his/her successful out-processing on the last day of work. Successful out-processing shall require the turn-in/collection of all: (1) security badges; (2) Parking sticker(s) - when previously issued; and, (3) Smart cards and/or other comparable security devices.  Parking stickers may be defaced or in pieces.


b.  Aggressively collect/recover and turn in security badges and devices, parking stickers and other comparable materials to the DECC-D Dayton Security Manager (CDoD0) in any instance where the contract employee fails to successfully out-process. Every effort shall be made go ensure these are recovered/turned in within 24 hours (one working day) of the departing employees last day of work.


c.  Coordinate changes in employment status affecting the accuracy of security badges and supporting records within 24 hours (one workday) of any such changes to ensure the appropriate devices are promptly reissued and/or corrected.











