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AMENDMENT OF SOLICITATION/MODIFICATION OF CONTRACT

Except as provided herein, all terms and conditions of the document referenced in Item 9A or 10A, as heretofore changed, remains unchanged and in full force and effect.

15A. NAME AND TITLE OF SIGNER (Type or print)

30-105-04

EXCEPTION TO SF 30

APPROVED BY OIRM 11-84

STANDARD FORM 30 (Rev. 10-83)

Prescribed by GSA

FAR (48 CFR) 53.243

a. This modification is issued to add Tasks 6.7 - Task 6.13, as defined in the current statement of work, dated 8 Dec 2003, for Trouble

 Ticketing Management System - Defense Message System (TMS-D) Life Cycle Software Maintenance (00146.03).  Computer Sciences

 Corporation (CSC) proposal, dated 12 Jan 2004, is incorporated by reference.

b. The total task order amount is increased by $3,209,929.00, from $804,000.00 to $4,013,929.00.

c.  Funds in the amount of $318,000.00 remain Subject to Availablility of Funds in accordance with FAR 52.232-18.

d.  The period of performance remains 366 calendar days (30 Sep 2003 - 29 Sep 2004).  All other terms and conditions remain unchanged. 

1. CONTRACT ID CODE

PAGE OF  PAGES

Y

1

24

16A. NAME AND TITLE OF CONTRACTING OFFICER (Type or print)

16C. DATE SIGNED

BY

13-Jan-2004

16B. UNITED STATES OF AMERICA

15C. DATE SIGNED

15B. CONTRACTOR/OFFEROR

(Signature of Contracting Officer)

(Signature of person authorized to sign)

8. NAME AND ADDRESS OF CONTRACTOR  (No., Street, County, State and Zip Code)

9B. DATED (SEE ITEM 11)

X

DCA200-02-D-5006-0023

10B. DATED  (SEE ITEM 13)

X

9A. AMENDMENT OF SOLICITATION NO.

13-Mar-2002

11. THIS ITEM ONLY APPLIES TO AMENDMENTS OF SOLICITATIONS

The above numbered solicitation is amended as set forth in Item 14.  The hour and date specified for receipt of Offer  

is extended,

is not extended.

Offer must acknowledge receipt of this amendment prior to the hour and date specified in the solicitation or as amended by one of the following methods: 

(a) By completing Items 8 and 15, and returning

copies of the amendment; (b) By acknowledging receipt of this amendment on each copy of the offer submitted;

or (c) By separate letter or telegram which includes a reference to the solicitation and amendment numbers.  FAILURE OF YOUR ACKNOWLEDGMENT TO BE 

RECEIVED AT THE PLACE DESIGNATED FOR THE RECEIPT OF OFFERS PRIOR TO THE HOUR AND DATE SPECIFIED MAY RESULT IN  

REJECTION OF YOUR OFFER.  If by virtue of this amendment you desire to change an offer already submitted, such change may be made by telegram or letter, 

provided each telegram or letter makes reference to the solicitation and this amendment, and is received prior to the opening hour and date specified.

12. ACCOUNTING AND APPROPRIATION DATA (If required)

See Schedule

13. THIS ITEM APPLIES ONLY TO MODIFICATIONS OF CONTRACTS/ORDERS.

IT MODIFIES THE CONTRACT/ORDER NO. AS DESCRIBED IN ITEM 14.

A. THIS CHANGE ORDER IS ISSUED PURSUANT TO:  (Specify authority) THE CHANGES SET FORTH IN ITEM 14 ARE MADE IN THE

 CONTRACT ORDER NO. IN ITEM 10A.

B. THE ABOVE NUMBERED CONTRACT/ORDER IS MODIFIED TO REFLECT THE ADMINISTRATIVE CHANGES (such as changes in paying 

office, appropriation date, etc.) SET FORTH IN ITEM 14, PURSUANT TO THE AUTHORITY OF FAR 43.103(B).

C. THIS SUPPLEMENTAL AGREEMENT IS ENTERED INTO PURSUANT TO AUTHORITY OF:

X

D. OTHER (Specify type of modification and authority)

Mutual agreement: reference CSC proposal dated January 12, 2004

E. IMPORTANT:   Contractor

X

is not,   

is required to sign this document and return

copies to the issuing office.

14. DESCRIPTION OF AMENDMENT/MODIFICATION  (Organized by UCF section headings, including solicitation/contract subject matter

 where feasible.)

10A. MOD. OF CONTRACT/ORDER NO.

03

2. AMENDMENT/MODIFICATION NO.

5. PROJECT NO.(If applicable)

6. ISSUED BY

3. EFFECTIVE DATE

13-Jan-2004

CODE

DISA/DITCO-SCOTT

2300 EAST DRIVE

SCOTT AFB IL 62225-5406

HC1013

7. ADMINISTERED BY  (If other than item 6)

4. REQUISITION/PURCHASE REQ. NO.

CODE

See Item 6

COMPUTER SCIENCES CORPORATION

3160 FAIRVIEW PARK DRIVE

FALLS CHURCH VA 22042-4516

MR. BILL COX

FACILITY CODE

52939

CODE

encore@scott.disa.mil

EMAIL:

TEL:

MARK S. SCHNEIDER / CONTRACTING OFFICER


SECTION SF 30 BLOCK 14 CONTINUATION PAGE 

SUMMARY OF CHANGES
Section A - Solicitation/Contract Form
The total cost of this task order was increased by $3,377,929.00, from $636,000.00 to $4,013,929.00.

Section B - Supplies or Services and Prices
CLIN 0001.  The unit price amount has increased by $3,377,929.00 from $636,000.00 to $4,013,929.00.  The total cost of this line item has increased by $3,377,929.00, from $636,000.00 to $4,013,929.00.

Section C - Descriptions and Specifications
The following have been modified:

ENCORE TASK ORDER (TO) STATEMENT OF WORK (SOW)
as of 8 Dec 2003 
	Contract Number:
	DCA200-02-D5006

	Task Order Number:
	002303

	Encore Tracking Number:
	0014603

	Follow-on to Encore Contract and Task Number Order Number:
	Not applicable


1.  Task Monitors.
a.  Primary TM.

	Name:
	

	Organization:
	DISA NS57, Integrated Network Management Division

	Address:
	5275 Leesburg Pike, Falls Church, VA  22041

	Phone Number:
	

	Internet Address:
	


b.  Alternate TM.
	Name:
	

	Organization:
	DISA NS57, Integrated Network Management Division

	Address
	5275 Leesburg Pike, Falls Church, VA  22041

	Phone Number:
	

	Internet Address:
	


2.  Task Order Title.  Trouble Ticketing Management System - Defense Message System (TMS-D) Life Cycle Software Maintenance

3.  Background.  The Trouble Ticket Management System (TMS) is the Government trouble ticketing system for the Defense Messaging System (DMS), hence TMS-D.  The TMS-D provides DISA management with a problem/outage reporting and tracking capability for DMS.  The TMS-D falls under the larger TMS umbrella, making TMS/TMS-D interoperability a high priority system requirement.  There are three operational NIPRNET and SIPRNET TMS-D systems located at the DMS Network Operations Centers (NOCs):  in Columbus, Ohio (NOC-CONUS); at Patch Barracks, Germany (NOC-Europe); and in Pearl Harbor, Hawaii (NOC-Pacific).  A TS/C DMS NOC is located at Fort Detrick, Maryland.  Additionally, there are three development and test systems; two are located at the contractor’s facility and a third system is located at Fort Detrick, Maryland.  The Secure Video Teleconferencing System (SVTS) is being added to the DISA JDCS TMS system, as well.

Global operational implementation of the TMS-D as the DMS trouble ticket system of record began with the NIPRNET TMS-D enclave on 19 July 03.  Following the transfer of the database of existing open trouble tickets from the legacy trouble ticketing system (TTS), TMS-D users were gradually migrated to the new TMS-D system, and the TMS interface was exercised.  The SIPRNET TMS-D systems were implemented as the DMS trouble ticket system of record on 20 August 2003.  As with any newly implemented system, system deficiencies and modification requirements surfaced, requiring TMS-D software changes.  The TMS-D immediately went into a maintenance mode to address operational deficiencies (e.g. modifications based upon user requirements), work flow issues, and TMS interface problems.  This task order continues this TMS-D system software maintenance phase, and the SVTS integration to the JDCS TMS, as well.  In addition, DISA has established the need to consolidate/integrate Trouble and Reporting Management functionality into a single operationally effective system. To this end this T.O. is being modified to support such integration activities and therefore adds the SVTS to the JDCS TMS, as well merging TMS support functionality into the T.O.

In the current DoD environment, network control systems for Trouble Management, Report Management and Configuration Management are being gradually integrated for enterprise network operations.  The challenge is to continue the integration of the JDCS, for the separate disciplines of the TMS/RMS/CMS, in a manner that provides user-friendly products, insures data integrity and security, and provides economies and efficiencies that can be realized only through an integration of hardware and network management software applications.  This task order shall build upon past efforts, and continue the implementation of automated TMS/RMS/CMS integration into the Joint Defense Control System (JDCS) v3.0 and the TMS-D.  Other components of the JDCS v3.0 will evolve under this common tasking.  The TMS and RMS subcomponents of the JDCS are two key capabilities that will integrate with the CMS subcomponents.  DISA has established NS57 as the Project Office for TMS, RMS and CMS.  NS57 is responsible for TMS/RMS/CMS Architecture, TMS Configuration Control through the TMS Configuration Control Board (CCB), Interface Management, and TMS Development and Testing of new requirements, in support of the CCB requirements. Additionally, NS57 is responsible for the Operation and Maintenance of the TMS/RMS/CMS at the Global Network Operations and Security Center (GNOSC) and Regional Network Operations and Security Centers (RNOSC), to include designated TMS Web Servers.  DISA Computing Services is responsible for the installation and training of the TMS, the Central Server with its DSO (Distributed Server Option) Operation and Maintenance; consolidated Database, and Web support for the Defense Enterprise Control Centers (DECCs) and DECC Detachments.  DISA has implemented a standardized Trouble Management System (TMS) and Report Management System (RMS) that will operate in an open systems environment (TCP/IP, SQL databases, cross-platform availability, consistent and intuitive graphical user interface, etc.).  TMS and RMS must operate 24 hours per day, seven days per week at every DISA designated site, in either a classified, unclassified (but sensitive), or both environment(s).  Current DISA TMS version 5 uses Remedy’s “Action Request” suite (ARS 5).  RMS uses Crystal Enterprise 8.5 Tool Suite.  JDCS TMS services are being extended to the Secure Video Teleconferencing System (SVTS), as well.  The TMS/RMS system allows each entity to:

· Transfer trouble tickets to the appropriate organization to resolve, while providing automated updates back to the originating organization;

· Provide up-channel reporting to the Global Network Operations & Security Center (GNOSC) for information and/or briefings;

· Obtain query and report information based on any field contained on the initial or detail schemas;

· Rapidly start, track, modify or update trouble tickets through the use of auto-populated fields, pull-down fields and knowledge bases that evolve as the system is used;

· Receive automated notification of unresolved problems, based on both globally and locally establish criteria;

· Organizational performance metrics; Customer satisfaction metrics;

· Logistics data; Trend analysis data; and

· Faster fault resolution; Accountability of war-fighter/customer’s problems.
4.  Objectives.  The objectives of this effort are to:

· Provide software maintenance support for the resolution of TMS-D software deficiencies and operational problems, to meet customer requirements

· Provide software support for TMS-D enhancements as required to support TMS interoperability requirements and to improve system functionality and usability

· Provide Information Assurance Vulnerability Assessment (IAVA) applicability analysis and TMS-D IAVA Field Engineering Notice (FEN) development as required

· Provide FEN testing support to ensure continued TMS-D functionality, performance, and Computer Emergency Response Team (CERT) compliance

· Provide TMS-D software configuration management support

· Provide TMS-D license and warranty support

· Provide Help Desk support to users of the fielded TMS-D.

· Provide TMS-D system redesign improvement recommendations

· Provide documented requirements, design, implementation and TMS support for the SVTS

· Transfer existing TMS support services from the DEIS II contract to the Encore contract while facilitating the integration of the two systems (TMS-D and TMS) into a single entity:

5.  Scope.  Task Areas under the Encore contract that are directly applicable to this effort include:
· Task Area 1 - Enterprise Information Technology Policy and Planning
· Task Area 2 - Integrated Solutions Management
· Task Area 5 - Requirements Analysis
· Task Area 7 - Information and Knowledge Engineering
· Task Area 8 - Custom Application Development
· Task Area 9 - Product Integration
· Task Area 10 - Test and Evaluation
· Task Area 11 - Licensing and Support
6.  Specific Tasks.  Specific tasks include, but are not limited to, the following:
6.1  Task 1 - Task Order Management Planning and Control.

6.1.1  Subtask 1 - Project Planning and Administration.  The scope of this task is to provide the technical and functional activities at the Contract Level needed for the Program Management of this SOW.  The contractor shall manage task resources and information flows in a manner that ensures timely provision of deliverables and completion of all tasks, in accordance with the deliverable schedule.  The contractor shall designate a task order Project Manager who will serve as the contractor’s overall single point of contact for providing information, as requested, on task progress, schedules, deliverables, resource burn rates, and overall task administration.  The contractor shall develop and maintain a project tracking system as part of the Task Order Management Plan to record projected schedule progress against actual progress, resources applied, and critical path information.  Project tracking data shall be summarized in the Monthly Status Report.  Informal project status updates will be provided on an as-required-basis.  At times, the contractor may be requested to provide technical representation in meetings to exchange technical TMS/RMS/CMS and TMS-D information.

Deliverables:
Task Order Management Plan

Monthly Status Report and Project Tracking System Data

6.1.2  Subtask 2 - Contract Level Program Management.  Provide the technical and functional activities at the contract level needed for program management of the SOW, including productivity and management methods such as Quality Assurance, Configuration, Work Breakdown Structuring, and Human Engineering at the Contract Level.  Provide the centralized administrative, clerical documentation and related functions.

6.1.3  Subtask 3 - In-Progress Review Support.  The contractor shall provide monthly status reports, which monitors the tasks performed for the period and hours used specific to each task for NS57 and Computing Services.   These status reports will be formally presented to the Government at a site convenient to the Government.

6.1.4  Subtask 4 - Project Management Monitoring.  The contractor shall perform quality assurance (QA) and configuration management (CM) activities necessary to monitor and assure the successful delivery of quality products to the Government.  This will entail support of a TMS/TMS-D Configuration Control Board (CCB) to oversee the management of TMS/RMS/CMS software and hardware changes.  The contractor shall also support the TMS CCB by providing technical expertise and documentation for master planning.  Internal quality reviews, for all software documentation deliveries (as well as addressing Government comments applicable to deliverables) are required.

Deliverables:
TMS- CM Plan Revisions

Revised TMS-D CM Plan

6.2  Task 2 - TMS-D System Software Maintenance Support.  All software modifications generated under this task order shall be deliverable to the Government in Field Engineering Notice (FEN) format.  The contractor shall also generate complete installation procedures, updating the TMS-D Installation Guide as required.  All software, whether delivered as a FEN or a new release, shall be generated under the Government approved configuration management (CM) system, using Government approved CM procedures.  The contractor is also responsible for developing, performing developmental testing, and providing the associated documentation for each software modification.

6.2.1  Subtask 1 - TMS-D Software Deficiencies.  The contractor shall provide timely corrective software maintenance for the TMS-D.  This includes the application of COTS vendor patches affecting the TMS-D, as appropriate and approved by the Government.  The contractor shall provide to the Government corrective software, or an advisory notice that provides a “temporary” work-around, if the problem is not yet solvable, for priority one (PRI 1)  and priority two (PRI 2) problems.  Priority three (PRI 3) problems shall be resolved, on a non-interference basis with higher priority problems/enhancements.  The Government will assign problem priorities based upon operational impact.

Deliverables:
TMS-D Software Maintenance  Releases/Fixes
TMS-D Advisory Note
6.2.2  Subtask 2 - TMS-D Security Compliance.  The contractor shall review all IAVAs, to include alerts, advisories, and bulletins, for applicability to the TMS-D system.  For an IAVA that is applicable to the TMS-D, the contractor shall generate and deliver to the Government a software release that addresses the security vulnerability in accordance with the IAVA compliance date.  The contractor shall develop the software release, verify that the release corrects the vulnerability, and test to ensure that no adverse system impact results from the application of the IAVA  release.  If a release cannot be delivered to the Government in a timeframe that allows operational implementation of the release by the IAVA compliance date, the contractor shall provide the Government with a request and justification for a waiver.  The contractor shall ensure the TMS-D is maintained as fully Security Technical Implementation Guideline (STIG) compliant.  The contractor shall support Security Readiness Review (SRR) testing and resolution of any product vulnerabilities identified in SRR testing.

Deliverables:
TMS-D IAVA Software Releases
6.2.3  Subtask 3 - TMS-D Interoperability Modifications.  The contractor shall generate the software release and documentation changes required to make a seamless interface between the TMS-D and the TMS.  The contractor shall work with the Government and the TMS contractor to analyze the complete scope of the problem and ramifications of possible solutions.  Interface issues shall be analyzed from the viewpoint that interoperability between the systems is of prime importance.  Once a solution has been formulated to resolve the interoperability problem, the contractor shall present the recommendation to the TMS CCB for approval.  Following TMS CCB concurrence, the contractor shall determine if a software or workflow change is required.  The contractor shall then deliver the TMS-D software release or document updates for Government testing and implementation.

Deliverables:
TMS-D Software Modification
6.2.4  Subtask 4 - TMS-D Administrative and User Documentation Support.  The contractor shall maintain all currently existing TMS-D documentation.  The contractor shall deliver documentation changes required to keep the documentation current with the fielded system’s functionality.  Documentation required to implement a FEN shall be included in the software FEN prior to release of a documentation update.  TMS-D documents that may require update due to software modifications include:

· The TMS-D NOC Administrator’s Guide

· The TMS-D Site Administrator’s Guide

· The TMS-D User Guide

· The TMS-D Cheat Sheet

· The TMS-D Installation Guide

Deliverables:
Revised Operational Guides/Manuals; TMS-D Documentation Changes
6.2.5  Subtask 5 - TMS-D License and Warranty Administration.  The contractor shall provide a list of all products associated with the TMS-D system to the Government.  In addition, the contractor shall provide for each product, where applicable, the following information to the Government:

· The expiration date of the license associated with the product

· The expiration date of the warranty associated with the product

· The location of each product

· The number of licenses that are un-allocated (ready for use) for each product

· Provide the Government with written notifications regarding upcoming expiration dates for each product

Deliverables:
TMS-D COTS Inventory and License/Maintenance Expiration Notification
6.3  Task 3 - TMS-D Help Desk Operations.  The contractor shall provide a TMS-D Help Desk, whose hours of operation shall be Monday thru Friday, 8:00 a.m. until 5:00 p.m.  The Help Desk shall fully document and provide assistance in the resolution of all TMS-D problems.  The Help Desk shall be totally familiar with the operations and software design of the TMS-D system, with full understanding of associated TMS-D terminology.  Providing immediate support shall be the goal of the Help Desk coverage.  If the Help Desk support is not able to immediately resolve a reported Help Desk problem, the problem shall be elevated within the TMS-D staff for problem analysis and resolution.  The contractor shall generate a TMS-D Trouble Ticket for all problems reported to the TMS-D Help Desk, providing trouble ticket updates to reflect current status.  A status summary of all TMS-D Trouble Tickets and Help Desk reported trouble tickets shall be documented within the Monthly Status Report. The summary shall capture the total quantity within the reporting month of:

· Trouble Tickets generated by the Help Desk (reflects number of Help Desk calls received)

· Number Trouble Tickets resolved by the Help Desk

· Number of Help Desk generated trouble tickets open at the end of the month

Deliverables:
Help Desk Daily Log
6.4  Task 4 - TMS-D Training/Instructional Support.  Upon Government request, the contractor shall provide TMS-D System Administrator and User training.  It is anticipated that training requests will be limited and that training will be normally be for hands-on training to small groups at a designated DMS NOC or at various user locations.  Normally, the TMS-D Site Administrator’s Guide and TMS-D User Guide shall be used for training, but training handouts may be required to supplement student understanding.  This work shall be performed on a resources available basis and it is contingent on Government approval and fundings.

Deliverables:
TMS-D Training Sessions
TMS-D Training Handouts
6.5  Task 5 - System Upgrade Recommendations.  The contractor shall review current system capabilities and functionality, and compile new requirements, while analyzing available COTS products, in order to make recommendations for TMS-D system upgrade designs.  Resources devoted to this effort will be on a non-interference basis with resolution of PRI-1 problems.  The degree of the recommended system upgrade will be dependent upon: current system inadequacies that cannot be addressed in the current product, available Government resources (Government direction will be provided on the limits of possible changes), and new major system requirements.  The contractor shall consider reuse of current COTS products as much as is reasonably possible.  The recommended system redesign shall be documented with supporting rationale.  Depending upon the extent of changes approved by the Government for the TMS-D upgrade and the requirements urgency, the contractor will begin development on an “as resources allow basis”, or under a task order modification, as appropriate.  Status of this task shall be included in the monthly status report as required under SOW Section 6.1.1.

Deliverables:
System Upgrade Analysis/Recommendation
6.6  
Task 6 - TMS-D System Administration Support to the DMS Network Operation Centers (NOC).  The contractor shall provide local on-site support for TMS-D at each NOC for both the NIPRNet and SIPRNet.  These include NOC-CONUS located in Columbus, Ohio, NOC-PACIFIC located in Pearl Harbor, Hawaii and NOC-EUROPE located in Stuttgart, Germany.  The contractor shall also provide support to the TS-C NOC located at Fort Detrick in Frederick, Maryland.  Support for the TS-C NOC will be on an as-needed basis and will be provided by TMS-D personnel located out of the CSC Merrifield, VA office.  The TMS-D support personnel duties will include:  local TMS-D administration support to users on site; conduct TMS-D training for local users; provide training to a backup TMS-D administrator; installing/upgrading TMS-D related software, patches, service packs, hotfixes; performing regular backups of TMS-D; troubleshooting TMS-D system-related issues; maintain the physical racks including the TMS-D hardware in the racks such as the servers; provide input for the maintenance of all TMS-D technical documentation based on site experience/policy; provide 24x7 support via text pager for after hour emergency support; and attend the major DMS and TMS conferences to provide technical support as directed by the Task Monitor.

6.7  Task 7 - JDCS Support for the Secure Video Teleconferencing System (SVTS) TMS Implementation.  The objective of this subtask is to provide DISA NS 57, contractor support, to the White House Communications Agency (WHCA) for implementation of the JDCS TMS for the SVTS.  This subtask will provide Systems Engineering and technical support to implement TMS for the SVTS, with the latest version (TMS v.5.0).  Contractor support for the SVTS will include requirements gathering, TMS Development for SVTS, User training and deployment of TMS v.5.0 to the SVTS.  TMS Help Desk support will be provided from the JDSC TRC Operations Center, as directed by NS 57.

6.7.1  Subtask 1 - Engineering Support.  Provide engineering consulting and technical assistance to gather SVTS user requirements for the SVTS TMS implementation.  Provide systems engineering support to the SVTS Program Office for development and documentation of user requirements and interface to the JDCS enterprise TMS.

6.7.2  Subtask 2 - Infrastructure Support.  Provide two TMS Servers and associated Remedy software licenses, Remedy software maintenance support, and Database licenses for the SVTS Network Operations Center, and five (5) workstations.  Provide engineering support and software maintenance for SVTS TMS System changes, and to maintain the interface to the TMS configuration baseline.

Deliverables:
TMS System Interface Documentation and Installation Guide for TMS (v. 5.0) for SVTS (Draft)
Testing/Acceptance Report Plan (Draft)
6.7.3  Subtask 3 - TMS v 5.0 Support.  Install and implement the TMS v.5.0 into the SVTS domain, and provide support for operational testing.

6.7.4  Subtask 4 - Operations/Help Desk Support.  Provide operations support from the TMS TRC Operations Help Desk.

6.7.5 Subtask 5 - Training.  Provide SVTS User Training for TMS v 5.0.

6.8  Task 8 - Integration and Operational Support for the Trouble Management and Report; Management Systems for NS57.  The scope of this task is to provide systems analyst, engineering, and operational support services to develop, install, configure, customize, and maintain the Trouble Management and Report Management Systems at designated DISA sites.  Specific subtask objectives  to be performed include the following:

6.8.1  Subtask 1 - TMS/RMS Design Requirements/Development.  This task includes adding additional Forms as required; tailoring TMS/RMS to support both a classified and unclassified environment; the migration of other projects as designated to the DISA standard system; building interfaces to those projects that have stand alone trouble management systems, and testing all design features prior to implementation.  TMS/RMS will use DoD standard naming conventions and comply with the DoD Data Dictionary.  Activities to be performed include:

· Build a consolidated TMS ticket repository.  This repository should contain and make available all ticket information for trend analysis and performance evaluations.  This task would include providing operation and maintenance of the repository.

· Build 100% back-up TMS capability at all RNOSC and the GNOSC.

· Revise current TMS implementation so it presents user specific GUI's to simplify the current single GUI presentation.

· Design, integrate and implement automated links between TMS and Automated Monitoring Systems such as, but not limited to Tivoli, HP OpenView, CA-Unicenter TNG, and NeuralStar.  The purpose of this interface is to automate ticket creation in TMS via alarm data captured by Automated Monitoring Systems.

· Assist the Government in the further development of the TMS Concept of Operations; DISA site Standard Operating Procedures; TMS Administration Guide (local and PMO version); TMS User’s Guide; interface documents to other DISA and customer systems as designated by the TMS PMO; and other documents related to Trouble Management as required.

· Configure, integrate, install and maintain Remedy’s ARWeb server at selected DISA locations.

· Assist the Government in further development of the TMS/RMS WEB interface.

· Assist the Government in further development of the JDCS Web interface.

· Maintain Remedy interface requirements in support of TMS “classified” to “unclassified” ticket transfer process using the C2G.

· Develop RMS reports according to user specifications as directed by the program manager.

· Provide documentation of all development/design changes and source code.

· Using the current TMS User's Guide and other available documentation, conduct the necessary analysis to develop a TMS User's Manual for use by the DISA TMS Users' community.  Provide a draft copy of the TMS Users Manual for CDR review, and a final completed TMS Users Manual (v4.5) for further distribution to TMS Users.

6.8.2  Subtask 2 - Support to Implement TMS/RMS Upgrades.  Support will include Remedy ARS, server, user client, administrator tool, APIs, and notifier; and Crystal Reports tool suite at sites designated by DISA. TMS/RMS shall be installed on operational GFE systems.  TMS/RMS will use DoD standard naming conventions and comply with the DoD Data Dictionary.  The contractor shall interface with existing operating system administration and database administration personnel.

· The development of an implementation strategy and plan.

· Conversion of the existing trouble ticket databases into the new TMS database.

· Configuring and customizing TMS/RMS to include site-specific user environment if approved by the program office.

· Any modification/patch/revision will provide equal or improved functionality as the “current implementation” (unless written guidelines stating otherwise are provided by the Government).  Should the contractor fail to meet or exceed the “current implementation,” a credit shall be granted to the Government.  If the modification/patch/revision causes loss of 2 or more functions, the Government will receive a credit equal to 10.0% of the total monthly maintenance support charge for that month. Each additional function missing or degraded will equal a 1.0% credit of the total monthly maintenance charge.
6.8.3  Subtask 3 - Provide TMS/RMS Centralized Operational Support.  Provide centralized support by telephone and in person to the GNOSC, RNOSC, and Site (R) as required.  Specific taskings are noted below.  Activities to be performed include:

· Provide TMS/RMS customers “Centralized” Help Desk support.

· Provide TMS/RMS 'Centralized' Application System Administration support.  TMS/RMS Administrator shall follow an established strategy for backing up TMS/RMS data, analyzing workflow.  The goal is for administrators to become effective in keeping the TMS/RMS tools operational, including restoral procedures when necessary.

· Assist local site administrators with (escalation policy, managing locally controlled menus/fields, and setting up user environments).

· Support to GNOSC and RNOSC personnel will be Monday through Friday, 8 hours per day, 0800 - 1600 Eastern Standard Time Zone.

· Provide 24 x 7 on-call support shall be provided via pager.

· Insure continuous site-to-site transfer of trouble tickets via Remedy’s Secure Distributed Server Option or Multiple Processor Server Option (MPSO) between DII Control Center sites, DISA DECC's and other programs designated by the Program Office.

· Assist local site administrator with maintaining Remedy’s ARWeb, JDCS Web, and Crystal Reports applications at selected DISA locations.

· Maintain a report capability via internet or intranet using Seagate's Info application suite (a GFE database report tool) to provide the RNOSC, GNOSC, Site (R) and DISN Program Offices information on fault isolation, trend analysis, contract compliance, system performance and other requirements as requested.

· Maintain all DBMS interfaces used to transfer circuit and configuration data between DBMS and TMS to auto populate designated fields within the schemas.  When required, assist in database design and data element standardization to ensure effective use of data by TMS.

· Provide support for DISA sites for both Operating System and Security patches.  Participate in meetings concerning security problems as they pertain to TMS/RMS. Assist in implementing fixes and suggesting alternatives for deficiencies noted in the Operating System or Security for TMS/RMS systems.

· Operate and maintain C2Guard at the GNOSC.

· Maintain Remedy’s FlashBoard product at Government designated sites.

· Document, Troubleshoot, and resolve TMS/RMS application problems.

· Coordinate and track TMS/RMS associated application bugs and patches.

· Provide and maintain current on-call roster with the GNOSC SCO.

· Coordinate as required with Operating System Administrative personnel to insure appropriate access for all TMS/RMS related functions.

6.8.4  Subtask 4 - Provide TMS/RMS Site Operational Support.  Provide local site operational support by telephone and in person to the RNOSCs (Pacific, Europe to include remote support to CENT (Bahrain),  CONUS, and  Scott AFB.  Specific taskings are noted below.  Activities to be performed include:

· Provide TMS and RMS local administration support to users on site

· Provide 24X 7 coverage via text pager for after hour emergency support.

· Regular Operations and Maintenance checks of the OS, Remedy ARS, MS SQL Databases, file system backups, and Web server.

· Ensure all interfaces to TMS and RMS are functioning properly, to include Remedy DSO, TMS Isolator, WWOLSR Validations Sources, TMS Email, TMS Web, and RMS re-occurring reports.

· Operate and maintain TMS C2Guard and TMS Isolator Interface on site.

· Assist and perform TMS and RMS upgrades as required by Government.

· Provide on-site training of TMS or RMS as required by.

· Ensure TMS, RMS and CMS on-site servers  maintain appropriate security readiness, to include hotfixes, patches, and configurations.

6.8.5  Subtask 5 - Provide CCB Support.  The objective of this task is to provide support for administrating and monitoring the TMS Configuration Control Board.  Activities associated with this task include the following:

· Participate in Project Status Review meetings to be held periodically at DISA in the National Capital Region (NCR).

· Prepare TMS/RMS CCB preview and summary documentation for distribution to mail list and web sites.

· Provide secretariat support during CCBs.

· Support Government Demonstrations and Technical Conferences as required.

6.8.6  Overtime.  A limited amount of overtime may be authorized in support of Development/Operational Support and Implementation of changes to TMS and RMS.

6.8.7  Provide TMS/RMS Training.  Provide training to system users and local administrators on TMS/RMS functionality.  Familiarization shall be specific to the software as configured for each site.  Class schedules shall be coordinated with the site. The goals are to ensure that the operational usage of the TMS upon completion will be understood; and to ensure standardized usage concepts and procedures are followed among sites.

· TMS User Training.  Training will cover starting up the tool, access tickets, updating diary fields, passing tickets to other users, starting up and responding to the notifier tool, understanding and using screen icons, closing tickets, queries to the database, and using the power of the TMS to help solve customers’ problems over the phone.  The purpose is for users to become competent in using all basic TMS functionality.

· Local Administration Training.  Will include “User training;” as well as, “Administration training” for TMS/RMS applications.  User training:( as defined in previous paragraph.), Administration training: Familiarize “local” system administrators with Remedy Administration duties, as well as Crystal Reports administration duties, and its Report Generation Capability.  This task includes showing TMS/RMS local administrators how to create and use queries; macros, customizing menus, adding/editing user permissions/profiles, and formatting and customizing reports.

· Provide a written training plan with course outline and course goals for the above familiarization tasks.

Deliverables:
CCB Reports
Development/Design Source Code
Deployment/Implementation Plan
TMS User’s Guide v 5 ( Revisions)
Trip Reports
Training Plan
TMS User’s Manual (Revisions)
6.9  Task 9 - Integration and Operational Support for the Trouble Management & Report Management Systems for Computing Services (CD33).  The scope of this task is to provide systems analyst, engineering, and operational support services to develop, install, configure, customize, and maintain the Trouble Management and Report Management Systems at designated DISA sites.  Specific activities include the following:

6.9.1  Subtask 1: TMS Development/Design Requirements.  This task includes adding additional Forms as required; tailoring TMS to support both a classified and unclassified environment; the migration of other projects as designated to the DISA standard system; building interfaces to those projects that have stand alone trouble management systems, and testing all design features prior to implementation.  TMS will use DoD standard naming conventions and comply with the DoD Data Dictionary.  The contractor shall perform the following:

· Revise current TMS implementation so it presents user specific GUI's to simplify the current single GUI presentation.

· Design, integrate and implement automated links between TMS and Automated Monitoring Systems such as, but not limited to Tivoli, HP Openview, CA-Unicenter TNG, and NeuralStar.  The purpose of this interface is to automate ticket creation in TMS via alarm data captured by Automated Monitoring Systems.

· Assist the Government in the further development of the TMS Concept of Operations; DISA site Standard Operating Procedures; TMS Administration Guide (local and PMO version); TMS User’s Guide; interface documents to other DISA and customer systems as designated by the TMS PMO; and other documents related to Trouble Management as required.

· Transition current DSO functionality to Multiple Processor Server Option (MPSO).

· Provide documentation of all development/design changes and source code.

6.9.2  Subtask 2 - Implement TMS Upgrades.  Which includes Remedy ARS, server, user client, administrator tool, APIs, and notifier at sites designated by DISA. The TMS shall be installed on operational GFE systems.  TMS will use DoD standard naming conventions and comply with the DoD Data Dictionary.  The contractor shall interface with existing operating system administration and database administration personnel.  Specific activities associated with this subtask include:

· The development of an implementation strategy and plan.

· Conversion of the existing trouble ticket databases into the new TMS database.

· Configuring and customizing TMS to include site-specific user environment if approved by the program office.

6.9.3  Subtask 3 - Provide TMS/RMS Centralized Operational Support.  Provide centralized support by telephone and in person to the installed sites as required. Activities associated with this subtask include:

· Assist Montgomery NOC (Computing Services TMS/RMS Operational Support Section) with (escalation policy, managing locally controlled menus/fields, and setting up user environments) as required.  Support should be available Monday through Friday, 8 hours per day, 0800 – 1600 Eastern Standard Time Zone.

· Provide 24x7 on-call support via pager.

· Assist Montgomery NOC maintain a report capability via internet or intranet using the Crystal Reports or Crystal Enterprise report application suite to provide DECC’s, DECC Detachments, information on fault isolation, trend analysis, contract compliance, system performance and other requirements as requested.

· Assist Montgomery NOC maintain all DBMS interfaces used to transfer circuit and configuration data between DBMS and TMS to auto populate designated fields within the schemas.  When required, assist in database design and data element standardization to ensure effective use of data by TMS.

· Assist Montgomery NOC with both Operating System and Security patches.  Participate in meetings concerning security problems as they pertain to TMS/RMS.  Assist in implementing fixes and suggesting alternatives for deficiencies noted in the Operating System or Security for TMS/RMS systems.

· Assist Montgomery NOC to Document, Troubleshoot, and resolve TMS/RMS application problems.

· Coordinate and track TMS/RMS associated application bugs and patches.

6.9.4  Subtask 4 - Provide TMS Training.  Provide training to system users and local administrators on TMS/RMS functionality on an “s requested” basis.  Familiarization shall be specific to the software as configured for each site.  Class schedules shall be coordinated with the site.  The goals are to ensure that the operational usage of the TMS upon completion will be understood; and to ensure standardized usage concepts and procedures are followed among sites. The contractor shall provide the following support:
· User Training.  Training will cover starting up the tool, access tickets, updating diary fields, passing tickets to other users, starting up and responding to the notifier tool, understanding and using screen icons, closing tickets, queries to the database, and using the power of the TMS to help solve customers’ problems over the phone.  The purpose is for users to become competent in using all basic TMS functionality.

· Local Administration Training.  Will include 'User training'; as well as, showing TMS users and administrators how to create and use queries, and formatting and customizing reports.

· Work Plan.  Develop monthly Computing Services Work Plan for each subsequent month to estimate work tasks and associated hours to be expended.
Deliverables:
Development/Design Source Code
Deployment/Implementation Plan
TMS User’s Guide v 5 (Revisions)
Monthly Status Report
Trip Reports
Training Plan
6.10  Task 10 - Integration and Operational Support for NS57’s Configuration Management System.  The scope of this task is to provide systems and process analysis to develop, install, configure, customize, and maintain the Configuration Management Systems at designated DISA sites.  Specific subtasks objectives include the following:

6.10.1  Subtask 1 - CM Design Requirements.  This task shall develop an overall (draft) system technical architecture and functional architecture for review and implementation by DISA.  In preparing the functional architecture, the contractor will analyze the existing CM processes and produce an integrated plan for each site.  The major purpose of the CM process is to provide deployed asset and circuit configuration management and technical support to all RNOSCs, GNOSC, and LCCs.  CMS will use DoD standard naming conventions and comply with the DoD Data Dictionary to the greatest extent possible within the limits of the selected COTS CM Applications.  Specific support to be provided includes:

· The contractor will visit selected DISA sites and collect information on existing CM systems and processes.  These data will be used to develop the CMS integration approach and process workflows at each site.  The contractor in conjunction with the Government shall develop the workflow processes for integration with CM functions.

· The contractor shall provide an initial implementation to support the DISA Timing and Sync program.  The contractor shall, in conjunction with Timing and Sync Subject Matter Experts (SMEs), identify specific program requirements.  The contractor shall prepare and submit a Software Requirements Specification to the Government that outlines how each general requirement and specific requirement identified by the Timing and Sync program will be addressed in the solution.

· The potential for automated data transfer from existing CM systems to the standard CM system will be scoped and resource requirements identified.  Efforts for data transfer and bulk loading will continue from the original task.

· The contractor shall identify and provide architectures for interfacing with legacy network systems that will remain in operation for the foreseeable future.

· The contractor shall design, develop, integrate, and implement a Network Services TMS solutions capability through an integration with the JDCS CMS software component to enable the DISA Timing and Sync program to schedule, track, and manage site implementations along with related CM data.

· The contractor shall design, develop, document, and test the necessary TMS forms to provide scheduling, point of contact, and tasking information to accurately manage Timing and Sync system implementations.  All newly developed forms will be fully compatible within the existing TMS application.

· The contractor shall, in conjunction with Timing and Sync SMEs, identify general and specific functionality, GUI, and data requirements.  The contractor shall design, develop, document, and test functionality as necessary.

The contractor shall design, develop, and document a consolidated JDCS TMS-CMS data repository.  The data shall be stored in a Structured Query Language (SQL) compliant database to provide for data sharing between applications and query by external systems.  The database schema must be capable of managing all Site Survey management and capture of as-built Timing and Sync installations.

6.10.2  Subtask 2: CM Circuit Management Process Development.  The contractor shall maintain the necessary CM objects, data definitions, and workflows to provide DISA provisioning personnel the functionality to perform circuit CM.  For the purpose of this task, circuit CM is defined as the capability to provide circuit layout and design, identifying equipment and channel requirements, identifying initial procurement actions that include delivery information, and monitoring/tracking of all key subordinate processes and events to effectively sustain initial circuit fielding after approval.  Ultimately, CM establishes and maintains system and item information that will provide a historical as-built of the communications circuits as well as a dynamic design environment synchronizing inputs and actions from the field organizations.  The contractor shall, in conjunction with Timing and Sync SMEs, identify the necessary Configuration Items (CIs) within the JDCS-CMS system to accurately represent and model the Timing and Sync network objects.  The contractor, in conjunction with the appropriate government network SME, shall develop the necessary CM objects and data definitions to correctly define network and system infrastructure objects.  Objects will include, but not be limited to, network equipment, computer and peripheral equipment, cables, connectors, and circuits.

· Implement CMS Software Upgrades.  Updates include CMS server, user clients, and supporting SQL tools at sites designed by DISA.  The contractor shall interface with existing operating system administration and database administration personnel.

6.10.3  Subtask 3 - CM Database Maintenance.  The contractor shall assist site personnel to maintain and update CM databases at sites designed by DISA in concert with the architecture developed for this task.  The contractor shall be able to perform quality assurance on CM databases at the four RNOSC and GNOSC site.

· The contractor shall maintain a development server for CM implementation at the contractor site.  This development server shall reflect the hardware and software configuration in the deployed environment.

· Provide CMS Centralized Operational Support.  Provide centralized support by telephone to the GNOSC, RNOSCs, and other sites designated by DISA.  Specific taskings are noted below:

· Provide CMS customers ‘Centralized’ Help Desk support.

· Provide CMS ‘Centralized’ Application Systems Administration support.  The CMS Administrator shall follow an established strategy for backing up TMS/RMS data, analyzing workflow.  The goal is for administrators to become effective in keeping the TMS/RMS tools operational, including restoral procedures when necessary.

· Assist local site administrators with setting up user environments and managing locally controlled menus.

· Maintain a report capability via internet or intranet using a report tool (yet to be identified) to provide RNOSCs, GNOSC, and DISN Program Offices CM information on deployed assets, change management, connectivity, and other requirements as requested.

· Document, troubleshoot, and resolve CMS application problems.

· The contractor shall visit the RNOSCs at least once during the task to perform CM system updates, and assist in resolving any site unique CM technical problems.  The schedules for these visits are subject to change due to RNOSC operational requirements.  Upon the completion of each visit, the contractor shall prepare a report describing the accomplished works and status of CM at each site.

· Provide CMS Training:  The contractor shall coordinate CMS product training as required by DISA with a projected minimum of two weeks during the task.  The contractor will provide and act as the central technical consultant for the CMS COTS application.  Training personnel and solution consultant support will be obtained from the CMS Vendor as required via subcontractor agreements.

Deliverables:
Circuit Configuration Management Technical Architecture (Revisions)
Process Integration and Implementation Plan (Revisions)
Maintain Integration of Circuit CM Process into CMS (Revisions)
Install CMNet Infrastructure (Upgrades)
Trip Reports
Site CM Process Workflow Diagrams (Revision)
6.11  Task 11 - Subsystem Integration Support for NS57’s JDCS Version 3 System.  The scope of this task is to provide technical support for the integration of the INMS, TMS, CMS, RMS, and web components of the JDCS Version 3 Management System.  Integration will include data sharing via database management systems and/or communications through Application Program Interfaces (APIs).  Integration also will include, as appropriate, activation of different tool suites, as determined by the context of the task an operator is executing.  The following support activities shall be performed by the contractor:

· The contractor shall support DISA’s JDCS development and integration environment.  Support shall include technical and administrative support, as needed, for hardware and software maintenance on DISA JDCS engineering and development and integration servers.  Support activities will require familiarity with Dell PowerEdge servers with RAID installations.  The contractor support activities will require familiarity with Windows NT, INMS, CMS, TMS, RMS, and Netscape Suitespot Web Server software suites.  All support activities will require coordination with JDCS system developers and engineering system administrators. 

· The contractor shall support revisions to the documentation of the JDCS Domain, JDCS Infrastructure, and TRC Life Cycle Management.  In order to ensure sound Information Technology (IT) Management practices to the TMS, RMS/Web and ICATS (TRC) applications and underlying infrastructure that supports them (JDCS Domain and Infrastructure), a Life Cycle Management process will be established as part of the TRC support teams that are organized into Integrated Product Teams (IPT).   As a minimum, the TRC Life Cycle Management process will include establishing a TRC IPT structure and process for the TMS, RMS/Web and the underlying JDCS infrastructure.  The structure and process must be repeatable and, as such, must be fully documented.  The TRC, JDCS Domain/Infrastructure Life Cycle Management will follow industry and DOD Software, Engineering and Interoperability (SEI) guidance and processes.  Since the underlying infrastructure used by TRC is also used by the other JDCS components, specifically JDCS-INMS, all documentation and life cycle management support of the underlying support infrastructure (JDCS Domain and Infrastructure) must be fully coordinated with the JDCS-INMS technical staff.

6.12  Task 12 - Configuration Management (CM) Study.  The objective of this task is to support DISA NS-57 in conducting a Configuration Management analysis for the Global Information Grid, to include GIG-BE and provide training on the current DISA Configuration Management System to DISA users, as Directed by the Task Monitor for NS-57.

· This work is in direct support of DISA Network Services (NS57) and it will eventually affect all DISA / DISN / GIG (including GIG-BE) entities in CONUS.  The contractor may be required to collect new requirements and deliver a revised Requirements Report.  The revised Requirements Report will include any new specifications and recommendations for specific CM tool modifications required to support the CM analysis within the Network Services directorate of DISA.  The work effort may require meeting attendance, interviews and requirements collection.  For any new CM related requirements collected, DISA Management will prioritize and validate the requirements.  Any revised requirements will be incorporated into the formal project requirements document.  The purchase of Servers and workstations to support this task may be required.  Personnel for Training Instruction and consultant support will be obtained from the CMS Vendor, as required, via subcontractor agreements.  Local and long distance travel may be required.  Long distance travel may be to RNOCS, CONUS, Europe, Pacific, Bahrain and Columbus (NOC), Ohio, at the direction of the Task Monitor.  The support for this task may require additional site surveys.

Deliverables:
Requirements Report (Revisions)
6.13  Task 13 - JDCS Support for DISANet TMS Upgrade.  The objective of this task is to provide DISA NS 57 contractor development and operations support to the DISANet Program Office, for rebuilding and re-implementing the DISANet Trouble Management System (TMS).  This subtask will implement the upgrading of the DISANet TMS to the latest JDCS enhancements for the TMS within DISANet and the JDCS enterprise environment, including the TMS supporting Network architecture and web-based access.

6.13.1  Subtask 1 - Engineering Support.  Provide technical assistance to gather, develop, and implement DISANet user requirements for the DISANet TMS upgrade to the NS 57 TMS Version 5.  Provide systems engineering support to the DISANet Program Office for development of requirements for subsequent upgrades and installation, for interface to DISA’s JDCS enterprise TMS.

6.13.2  Subtask 2 - Infrastructure Support.  Provide three upgraded TMS Servers and associated Remedy software licenses, Remedy software maintenance support, and Database licenses for the DISANet TMS sites at DISA Headquarters.

6.13.3  Subtask 3 - Operational Support.  Install and integrate the TMS upgrades into the DISANet servers and train DISANet users on the changes to the TMS interface at DISA Headquarters, DISA EUR and DISA PAC.  Provide operations assistance and training for new changes and to maintain the current TMS configuration baseline.

· Technology Currency.  The contractor shall stay abreast of enhancements in current technology to support the goals of this task.

Deliverable:
TMS UPGRADE System Interface Documentation and Installation
Instructions for DISANet TMS (v) 5
7.  Place of Performance.  Performance of this task order will occur at multiple locations.  Support for TMS-D will be provided mainly at the contractor’s facilities but will also require location on site (the Network Operations Centers) of contractor operational personnel to perform TMS System Administration functions.  In addition some activities will require some meeting attendance and work at Government facilities.  Any required meetings between the Government and contractor TMS-D team will be rotated between Government and contractor facilities in the National Capitol Region (NCR).  Government facilities where TMS-D meetings or work may be required include:

· DISA Skyline facilities, Falls Church, VA

· DISA Headquarters, Arlington, VA

· DISA facilities, Fort Detrick, MD

· DISA DMS NOCs - Columbus, OH; Patch Barracks, Germany; Pearl Harbor, HI

Long distance travel to the DISA NOCs may be required to provide technical support, problem analysis, and/or training support.  For planning purposes, the contractor should estimate two trips to NOC-C and one trip each to NOC-E and NOC-P.  Any other anticipated travel will be considered local travel (e.g., to Fort Detrick).  TMS-D training at user sites long distance will be considered on a case-by-case basis.  All contractors traveling to the NOCs, Fort Detrick, or classified user sites, shall hold a current SECRET clearance and shall comply with Government visitor request procedures for facility access.  Uncleared personnel will be prohibited facility access and the Government will not be charged for travel or labor.  Office space will not be provided for contractors at any of the Government locations.  The place of performance for TMS work related activities will in most cases be performed at DISA sites.  However, the contractor may work at the contractor site where appropriate.  Local travel is required in the National Capital Region (NCR) to DISA facilities.  Long distance travel is authorized to the following sites for the required tasks.  Prior to any long distance travel, the Government must provide final approval and Theater clearances.  Anticipated locations for support/travel include the following:

· On-site Central TMS/RMS Operations & Maintenance Support at DISA HQ in the National Capital Region.

· On-site Local TMS/RMS Operations & Maintenance Support and/or two trips for two individuals to each listed site from the National Capital Region.  On-site support at RNOSC Europe will also support Operations & Maintenance support to RNOSC CENT.  The duration of two weeks is authorized for each trip:

· RNOSC-CONUS (Scott AFB, IL)

· RNOSC-Pacific (Honolulu, Hawaii)

· RNOSC-Europe (Stuttgart, Germany)

· RNOSC-Central (NSA Manama, Bahrain)

· Two trips for one individual to each listed site from the National Capital Region.  The duration of one week for each authorized trip:

· Mechanicsburg, PA

· Oklahoma City, OK

· Columbus, OH

· St. Louis, MO

· Ogden, UT

· Denver, CO

· One trip for one individual to each listed site from the National Capital Region.  Duration of two weeks for each authorized trip:

· RNOSC-CONUS (Scott AFB, IL)

· RNOSC-Pacific (Honolulu, Hawaii)

· RNOSC-Europe (Stuttgart, Germany)

8.  Period of Performance.  The period of performance is 366 calendar days (30 Sep 2003 - 29 Sep 2004), with four (4) one (1) year options.

9.  Delivery Schedule.
	SOW Task#
	Deliverable Title
	Format
	Number
	Calendar Days After TO Start

	1
	Task Order Management Plan
	Contractor-Determined Format
	Standard Distribution
	30 days after Task Order Award

	1, 9
	Monthly Status Report and Project Tracking System
	Contractor-Determined Format
	Standard Distribution*
	Monthly on the 10th working day after the month being reported

	1
	TMS-CM Plan Revisions
	Contractor-Determined Format
	Standard Distribution
	30 days after Task Order Award 

	1
	Revised TMS-D CM Plan
	Contractor-Determined Format
	Standard Distribution*
	30 days after Task Order Award 

	2
	TMS-D Software Maintenance Releases/Fixes
	Contractor-Determined Format
	Standard Distribution*
	60 days after assignment by the TM

	2
	TMS-D Advisory Note
	Contractor-Determined Format
	Standard Distribution*
	Pri 1-15 days after report; Pri 2 - 30 days

	2
	TMS-D IAVA Software Releases
	Contractor-Determined Format
	Standard Distribution*
	30 days after IAVA release

	2
	TMS-D Sofware Modification
	Contractor-Determined Format
	Standard Distribution
	60 days after assignment by theTM

	2
	Revised Operational Guides/Manuals; TMS-Documentation Changes 
	Contractor-Determined Format
	Standard Distribution*
	60 days after assignment by theTM

	2
	TMS-D COTS Inventory and License/Maintenance Expiration Notification
	Contractor-Determined Format
	Standard Distribution*
	90 days prior to expiration

	3
	Help Desk Daily Log
	Contractor-Determined Format
	N/A
	3 days after Government request

	4
	TMS-D Training Sessions
	Contractor-Determined Format
	Standard Distribution*
	As Mutually agreed to

	4
	TMS-D Training Handouts
	Contractor-Determined Format
	Standard Distribution*
	As Mutually agreed to

	5
	System Upgrade Analysis/Recommendation
	Contractor-Determined Format
	Standard Distribution*
	150 days after TO begins

	7
	TMS System Interface Documentation and Installation Guide for TMS (v.5.0) for SVTS (Draft)
	Contractor-Determined Format
	Standard Distribution
	February 28, 2004

	7
	Testing/Acceptance Report Plan (Draft) 
	Contractor-Determined Format
	5 Hardcopy and 1 CD softcopy
	February 28, 2004

	8
	CCB Reports
	Contractor-Determined Format
	Standard Distribution
	As Required

	8,9
	Development/Design Source Code
	Contractor-Determined Format
	Standard Distribution
	As Required

	8,9
	Deployment/Implementation Plan
	Contractor-Determined Format
	Standard Distribution
	As Required

	8,9
	TMS User’s Guide v5 (Revision)
	Contractor-Determined Format
	Standard Distribution
	As Required

	8,9,10
	Trip Reports
	Contractor-Determined Format
	Standard Distribution
	5 workdays after completion of visit

	8,9
	Training Plan
	Contractor-Determined Format
	Standard Distribution
	As Required

	8
	TMS User’s Manual Revisions
	Contractor-Determined Format
	Standard Distribution
	As Required

	10
	Circuit Configuration Management Technical Architecture (Revisions)
	Contractor-Determined Format
	Standard Distribution
	As Required

	10
	Process Integration and Implementation Plan (Revisions)
	Contractor-Determined Format
	Standard Distribution
	As Required

	10
	Maintain Integration of Circuit CM Process into CMS (Revisions)
	Contractor-Determined Format
	Standard Distribution
	As Required

	10
	Install CMNet Infrastructure (Upgrades)
	Contractor-Determined Format
	Standard Distribution
	As Required

	10
	Site CM Process Workflow Diagrams (Revisions)
	Contractor-Determined Format
	Standard Distribution
	As Required

	12
	Requirements Report (Revisions)
	Contractor-Determined Format
	Standard Distribution
	As Required

	13
	TMS UPGRADE System Interface Documentation and Installation Instructions for DISANet TMS v 5
	Contractor-Determined Format
	Standard Distribution
	TBD

	* Standard Distribution:  1 copy of the transmittal letter without the deliverable to the Contracting Officer at encore@scott.disa.mil; 1 copy of the transmittal letter with the deliverable to the Primary TM


10.  Security.

a.  TMS-D Security.  The task order is UNCLASSIFIED but requires the contractor staff to have a minimum of a SECRET clearance immediately upon TO award.  The contractor shall submit formal requests for exception to the Government Task Monitor regarding the requirement for individual contractor personnel to have a SECRET clearance, based upon the employee’s anticipated job responsibilities.  The DoD 5200.2 (5200.2 recently published; replaces DoD 5200.2R) DoD Personnel Security Program, requires DoD military and civilian personnel, as well as DoD consultant and contractor personnel, who perform work on sensitive automated information system (ISS), to be assigned to positions which are designated at one of two sensitivity levels (ADP-I, ADP-II).  These designations equate to Critical Sensitive and Non-critical Sensitive, respectively.  The contractor will assure that individuals assigned to this task order in sensitive positions, as determined by the Government, have completed the appropriate forms.  The TM shall notify the contractor which positions are considered ADP-I or ADP-II.  The required investigation will be completed prior to the assignment of individuals to sensitive duties associated with the position.  Based upon Government request, the contractor will forward applicable employee clearance information (completed SF 85P, Questionnaire for Positions of Public Trust, and two DD Forms 258 (Fingerprint cards) to: DISA Security Division (D16); ATTN: Personnel Security (D162); 5111 Leesburg Pike, Suite 100; Falls Church, VA 22041-3206.  DISA retains the right to request removal of contractor personnel, regardless of prior clearance or adjudication status, whose actions, while assigned to this contract, clearly conflict with the interests of the Government.  The reason for removal will be fully documented in writing by the Contracting Officer.  When and if such removal occurs, the contractor will within 30 working days assign qualified personnel to any vacancy(ies) thus created.


b.  TMS Security.  All contractor personnel who work on the TMS/RMS/CMS systems shall possess a favorably completed and adjudicated TOP SECRET clearance, and an accompanying ADP-1 security certification.  Personnel with a SECRET clearance and/or an ADP-2 certification may be permitted escorted access to site facilities if the workload in the site permits.  Site visits by contractor personnel shall require TOP SECRET clearances.  Access will be in accordance with DISA 630-230-19.  The contractor shall not claim lack of clearance or certification as a reason for non-performance.  The contractor shall comply with the security requirements of the SOW and DD Form 254.  All contractor personnel will possess at least a SECRET clearance with ADP1.  Access to INMS, IA&CMS, TMS, CMS, and RDBMS systems will be coordinated with each site Information Systems Security Manager (ISSM).  Access will be in accordance with DISA 630-230-19.  DISA sites operate in either a Classified (SECRET), or Unclassified but Sensitive environment.

11.  Government-Furnished Equipment (GFE)/Government Furnished Information (GFI).  The contractor will be provided the following GFE/GFI and support for TMS-D:


a.  DMS and TMS Service Management Related Documentation.  At TO award, the Government will give a best effort to provide a copy of, or access to, any DMS/TMS project related documents requested by the contractor, assuming there is a “need to know.”  In cases where documentation is not available, the contractor will be responsible for obtaining this information.  Upon contractor request, the TM will make reasonable attempts to assist the contractor in obtaining requested information (e.g. if releasable only to Government personnel).


b.  Access to Government Facilities.  The Government will provide access as appropriate to sites employing TMS-D for purposes of maintaining the systems and or troubleshooting the systems.  For those contractors permanently assigned to a site, the Government will provide the necessary office space and support equipment for those individuals to perform their duties.  In addition, as required the Government will provide remote access to the TMS-D systems located at the Network Operation Centers for purposes of maintenance/troubleshooting.


c.  Third TMS-D Suite of Hardware/Software.  The Government will make available for location at the contractor development/maintenance facility a third complete suite of TMS-D hardware and software.  The Government will provide for TMS, a work area contiguous to the installation area with access to PCs, telephones (with DSN and long distance access), copy machines, and fax machines while the contractor is on site.  The contractor will have access to all relevant documentation and manuals.  The customer will provide access to all functional areas, as required to perform in accordance with this statement of work.  The Government will provide appropriate GFE systems (hardware and software) at the contractor site sufficient to accomplish the screen layout and support tasks defined above.  The Government will coordinate contractor access to the platforms at the sites including user accounts, required privileges, disk space, software access, and related items necessary for performance of this task.  The Government will provide access to the SIPRNET/NIPRNET at each site.  The Government will provide access to the NIPRNET from the contractor location.  Installation of the TMS, CMS, and configuration of the DBMS will require root level access.  Complete and timely cooperation of Government and other contractor personnel is required to accomplish this task.  Specific items are listed below:

· GFE information resources, to include but not be limited to:  WWOLS-R, INMS, ADIMSS, ARDIMSS, TMS, any existing CM databases (Router, IDNX, DISN-I, DSN, CTL, FacLink, etc)

· Access to ITESO/D31/contractor developed topology drawings, reports and databases

· Access to technical libraries

· LAN terminations and accounts (remote or local, classified/unclassified)

· All applicable planning documents, cutover schedules and related materials

· Theater clearances and facility access as required

· All applicable DoD and MILSTD documentation relevant to TMS, RMS, and CMS

· All DISA documentation relevant to TMS, RMS, and CMS processes and systems (e.g. DISA Circular 310-70-78 DSN Network Configuration Management Plan)

· All Service and vendor TMS, RMS, and CMS-related documentation, processes and procedures.

12.  Other Pertinent Information or Special Considerations.  The contractor shall ensure TMS and TMS-D trained and knowledgeable personnel are available immediately upon contract award to preclude a break in TMS-D software maintenance support.  The TMS-D directly supports the management of the DMS, a Command and Control Communications system.  The important management role of the TMS-D dictates that there must be continuous software maintenance support.  The contractor shall, at a minimum, have current experience with all TMS-D COTS products, understand the trouble ticket workflows required, and be knowledgeable about the current TMS-D application software.

· Identification of Possible Follow-on Work.  Additional tasking to upgrade the TMS-D system may be added to this TO as a modification, depending upon operational requirements and funding availability.

· Identification of Possible Conflicts of Interest (COI).  There are no known conflicts of interest associated with the work under this task or future related tasks.

· Identification of Nondisclosure Requirements.  DMS support contractors that are considered part of the Government TMS-D team shall sign non-disclosure/non-competition agreements.

· Data Rights.  All contractor-generated software and documentation delivered under this task order shall be provided to the Government with unlimited rights.  The contractor shall immediately notify the TM of any issues associated with use of proprietary COTS software.

· Packaging, Packing and Shipping Instructions.  Software deliverables shall be packaged using industry standard compression and backup formats (e.g., ZIP files, Install Shield).  No special additional software utilities shall be required to load and execute contractor provided TMS-D replacement software.

· Inspection and Acceptance Criteria.  Software release and FEN deliverables will be accredited by DISA, Joint Interoperability Test Command (JITC).


a.  Mission Essential Personnel.  Contractor personnel assigned to perform work under this Task Order are defined as “Mission Essential” Personnel, as designated by the Task Monitor.


b.  Use of US Government Air Transportation.  Use of US Government Air Transportation, paid by the contractor, is authorized for travel in conjunction with travel required in the performance of this Task Order.  The use of Government Air Transportation is authorized on a case-by-case basis, with the prior approval of the Task Monitor.  US DoD Travel Orders and Government Air Transportation reservations will be provided by DISA, as authorized by the Task Monitor.


c.  Post (Hardship) Differential (DSSR 920, Allowance and Post Difference Classifications TL SR 623 (Part A), dated March 23, 2003.  For contractor personnel assigned to Bahrain, the contractor is authorized to pay applicable Post (Hardship) Differential Pay, as defined by the US State Department (Threat Assessment), and when FPCON is designated to be CHARLIE or DELTA by DoD.  Post Differential Pay is not authorized, in the event Hazardous (Danger) Pay is in effect for the same period of time.  Prior approval of the Task Monitor and the Contracting Officer is required for Post Differential Pay.  In the event that Post Differential is designated for Bahrain by the US State Department, the contractor will submit a revised cost proposal for government approval.


d.  Hazardous (Danger) Pay (DSSR 920, Allowance and Post Difference Classifications TL SR 623 (Part A), dated March 23, 2003.  For contractor personnel assigned to Bahrain, the contractor is authorized to pay applicable Hazardous (Danger) Pay, as defined by the US State Department (Threat Assessment), and when the Contracting Officer and the Task Monitor provide prior approval.  At no time will Hazardous Pay (Danger Pay) and Post Differential Pay be paid at the same time.  In the event that Hazardous (Danger) Pay is designated for Bahrain by the US State Department, the contractor will submit a revised cost proposal for government approval.


e.  Special Provisions for Mission Essential Contractor Personnel and Personnel Deployed to Danger Pay (Potential or declared Hostile Fire Zones), as specifically defined by the US Department of State Threat Assessment).  The following clauses are incorporated to provide additional coverage to Contractor Personnel in forward deployed areas outside of the Continental United States (OUTUS).  The following clauses are incorporated:

FAR 52.228-3 - WORKERS COMPENSATION INSURANCE (DEFENSE BASE ACT) (APR 1984).
The contractor shall -


(a) provide, before commencing performance under this contract, such workers’ compensation insurance or security as the Defense Base Act (42 U.S.C. 1651, et seq.) requires and


(b) continue to maintain it until performance is completed. The Contractor shall insert, in all subcontracts under this contract to which the Defense Base Act applies, a clause similar to this clause (including this sentence) imposing upon those subcontractors this requirement to comply with the Defense Base Act.

(End of Clause)

FAR 28.305 - OVERSEAS WORKERS COMPENSATION AND WAR HAZARD INSURANCE.

(a) “Public-work contract,” as used in this subpart, means any contract for a fixed improvement or for any other project, fixed or not, for the public use of the United States or its allies, involving construction, alteration, removal, or repair, including projects or operations under service contracts and projects in connection with the national defense or with war activities, dredging, harbor improvements, dams, roadways, and housing, as well as preparatory and ancillary work in connection therewith at the site or on the project.


(b) The Defense Base Act (42 U.S.C. 1651, et seq.) extends the Longshoremen’s and Harbor Workers’ Compensation Act (33 U.S.C. 901) to various classes of employees working outside the United States, including those engaged in performing:


(1) Public-work contracts; or


(2) Contracts approved or financed under the Foreign Assistance Act of 1961 (Pub. L. 87-195) other than-


(i) Contracts approved or financed by the Development Loan Fund (unless the Secretary of Labor, acting upon the recommendation of a department or agency, determines that such contracts should be covered); or


(ii) Contracts exclusively for materials or supplies.


(c) When the Defense Base Act applies (see 42 U.S.C. 1651, et seq.) to these employees, the benefits of the Longshoremen's and Harbor Workers' Compensation Act are extended through operation of the War Hazards Compensation Act (42 U.S.C. 1701, et seq.) to protect the employees against the risk of war hazards (injury, death, capture, or detention). When, by means of an insurance policy or a self-insurance program, the contractor provides the workers' compensation coverage required by the Defense Base Act, the contractor's employees automatically receive war-hazard risk protection.


(d) When the agency head recommends a waiver to the Secretary of Labor, the Secretary may waive the applicability of the Defense Base Act to any contract, subcontract, work location, or classification of employees.


(e) If the Defense Base Act is waived for some or all of the contractor’s employees, the benefits of the War Hazards Compensation Act are automatically waived with respect to those employees for whom the Defense Base Act is waived. For those employees, the contractor shall provide workers' compensation coverage against the risk of work injury or death and assume liability toward the employees and their beneficiaries for war-hazard injury, death, capture, or detention. The contract shall provide either that the costs of this liability or the reasonable costs of insurance against this liability shall be allowed as a cost under the contract.

DFARS 252.225-7043 ANTITERRORISM/FORCE PROTECTION POLICY FOR DEFENSE CONTRACTORS OUTSIDE THE UNITED STATES (JUN 1998).

(a) Except as provided in paragraph (b) of this clause, the Contractor and its subcontractors, if performing or traveling outside the United States under this contract, shall--


(1) Affiliate with the Overseas Security Advisory Council, if the Contractor or subcontractor is a U.S. entity;


(2) Ensure that Contractor and subcontractor personnel who are U.S. nationals and are in-country on a non-transitory basis, register with the U.S. Embassy, and that Contractor and subcontractor personnel who are third country nationals comply with any security related requirements of the Embassy of their nationality;


(3) Provide, to Contractor and subcontractor personnel, antiterrorism/force protection awareness information commensurate with that which the Department of Defense (DoD) provides to its military and civilian personnel and their families, to the extent such information can be made available prior to travel outside the United States; and 


(4) Obtain and comply with the most current antiterrorism/force protection guidance for Contractor and subcontractor personnel.


(b) The requirements of this clause do not apply to any subcontractor that is--


(1) A foreign government;


(2) A representative of a foreign government; or


(3) A foreign corporation wholly owned by a foreign government.


(c) Information and guidance pertaining to DoD antiterrorism/force protection can be obtained from [Contracting Officer to insert applicable information cited in 225.7401].

DFARS 252.228-7003 CAPTURE AND DETENTION (DEC 1991).

(a) As used in this clause--


(1) Captured person means any employee of the Contractor who is--


(i) Assigned to duty outside the United States for the performance of this contract; and


(ii) Found to be missing from his or her place of employment under circumstances that make it appear probable that the absence is due to the action of the force of any power not allied with the United States in a common military effort; or


(iii) Known to have been taken prisoner, hostage, or otherwise detained by the force of such power, whether or not actually engaged in employment at the time of capture; provided, that at the time of capture or detention, the person was either--


(a) Engaged in activity directly arising out of and in the course of employment under this contract; or


(b) Captured in an area where required to be only in order to perform this contract.


(2) A period of detention begins with the day of capture and continues until the captured person is returned to the place of employment, the United States, or is able to be returned to the jurisdiction of the United States, or until the person’s death is established or legally presumed to have occurred by evidence satisfactory to the Contracting Officer, whichever occurs first.


(3) United States comprises geographically the 50 states and the District of Columbia.


(4) War Hazards Compensation Act refers to the statute compiled in chapter 12 of title 42, U.S. Code (sections 1701-1717), as amended.


(b) If pursuant to an agreement entered into prior to capture, the Contractor is obligated to pay and has paid detention benefits to a captured person, or the person’s dependents, the Government will reimburse the Contractor up to an amount equal to the lesser of--


(1) Total wage or salary being paid at the time of capture due from the Contractor to the captured person for the period of detention; or


(2) That amount which would have been payable if the detention had occurred under circumstances covered by the War Hazards Compensation Act.


(c) The period of detention shall not be considered as time spent in contract performance, and the Government shall not be obligated to make payment for that time except as provided in this clause.


(d) The obligation of the Government shall apply to the entire period of detention, except that it is subject to the availability of funds from which payment can be made. The rights and obligations of the parties under this clause shall survive prior expiration, completion, or termination of this contract.


(e) The Contractor shall not be reimbursed under this clause for payments made if the employees were entitled to compensation for capture and detention under the War Hazards Compensation Act, as amended.

(End of clause)

13.  Section 508 Accessibility Standards.  The following Section 508 Accessibility Standard(s) (Technical Standards and Functional Performance Criteria) are applicable (if box is checked) to this acquisition.

Technical Standards
· 1194.21 - Software Applications and Operating Systems

· 1194.22 - Web Based Intranet and Internet Information and Applications

· 1194.23 - Telecommunications Products

· 1194.24 - Video and Multimedia Products

· 1194.25 - Self-Contained, Closed Products

· 1194.26 - Desktop and Portable Computers

· 1194.41 - Information, Documentation and Support

The technical Standards above facilitate the assurance that the maximum technical standards are provided to the offerors.  Functional Performance Criteria is the minimally acceptable standards to ensure Section 508 compliance.  This block is checked to ensure that the minimally acceptable electronic and information technology (E&IT) products are proposed.

Functional Performance Criteria
· 1194.31 - Functional Performance Criteria

Section G - Contract Administration Data
Accounting and Appropriation

Summary for the Payment Office

As a result of this modification, the total funded amount for this document was increased by $3,377,929.00, from $636,000.00 to $4,013,929.00.

CLIN 0001.  AA: 97X4930.5F20 000 C1013 0 068142 2F 255011 was increased by $3,377,929.00, from $636,000.00 to $4,013,929.00.

The following have been modified:

Accounting and Appropriation Data
	AA:
	97X4930.5F20 000 C1013 0 068142 2F 255011

	AMOUNT:
	$4,013,929.00


CLIN/SubCLIN
Purchase Request Number
Obligated Amount

0001
DAPMZ37045
$98,215.69 (Available Now)

0001
DAPMZ47100
$219,784.31 (Available Now)

0001
DMSYFEHMM091
$318,000.00 (SAF)

0001
DDDMZ43230 (Mod 02)
$168,000.00 (Mod 02)

0001
RADAM19DEC038199 (MEMO)
$1,124,934.10 (Mod 03)
0001
RADAP19DEC038199 (MEMO)
$252,225.61 (Mod 03)
0001
RADAM219DEC038199 (MEMO)
$249,225.61 (Mod 03)
0001
RADAE19DEC038199 (MEMO)
$109,225.61 (Mod 03)
0001
DGEMZ42007
$99,754.10 (Mod 03)
0001
DNSMZ40526
$899,745.10 (Mod 03)
0001
DHQNCR04MPB0204
$474,818.87 (Mod 03)
Funds in the amount of $318,000.00 remain Subject to Availablility of Funds in accordance with FAR 52.232-18.

(End of Summary of Changes)

