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AMENDMENT OF SOLICITATION/MODIFICATION OF CONTRACT

Except as provided herein, all terms and conditions of the document referenced in Item 9A or 10A, as heretofore changed, remains unchanged and in full force and effect.

15A. NAME AND TITLE OF SIGNER (Type or print)

30-105-04

EXCEPTION TO SF 30

APPROVED BY OIRM 11-84

STANDARD FORM 30 (Rev. 10-83)

Prescribed by GSA

FAR (48 CFR) 53.243

a.  The purpose of this modification is to incorporate the attached Statement of Work, dated 6 February 2004.  Incorporated by reference is

 EDS proposal, dated 12 February 2004.  This is for CITS NOSC Policy and Planning Support (Tracking No. 00184.01).

b.  As a result of this modification, the total amount of the task order is changed from $3,043,412.78 to $3,185,139.56, an increase of $141,726.78.

c.  All other terms and conditions remain unchanged.

1. CONTRACT ID CODE

PAGE OF  PAGES

Y

1

12

16A. NAME AND TITLE OF CONTRACTING OFFICER (Type or print)

16C. DATE SIGNED

BY

24-Feb-2004

16B. UNITED STATES OF AMERICA

15C. DATE SIGNED

15B. CONTRACTOR/OFFEROR

(Signature of Contracting Officer)

(Signature of person authorized to sign)

8. NAME AND ADDRESS OF CONTRACTOR  (No., Street, County, State and Zip Code)

9B. DATED (SEE ITEM 11)

X

DCA200-02-D-5007-0016

10B. DATED  (SEE ITEM 13)

X

9A. AMENDMENT OF SOLICITATION NO.

13-Mar-2002

11. THIS ITEM ONLY APPLIES TO AMENDMENTS OF SOLICITATIONS

The above numbered solicitation is amended as set forth in Item 14.  The hour and date specified for receipt of Offer  

is extended,

is not extended.

Offer must acknowledge receipt of this amendment prior to the hour and date specified in the solicitation or as amended by one of the following methods: 

(a) By completing Items 8 and 15, and returning

copies of the amendment; (b) By acknowledging receipt of this amendment on each copy of the offer submitted;

or (c) By separate letter or telegram which includes a reference to the solicitation and amendment numbers.  FAILURE OF YOUR ACKNOWLEDGMENT TO BE 

RECEIVED AT THE PLACE DESIGNATED FOR THE RECEIPT OF OFFERS PRIOR TO THE HOUR AND DATE SPECIFIED MAY RESULT IN  

REJECTION OF YOUR OFFER.  If by virtue of this amendment you desire to change an offer already submitted, such change may be made by telegram or letter, 

provided each telegram or letter makes reference to the solicitation and this amendment, and is received prior to the opening hour and date specified.

12. ACCOUNTING AND APPROPRIATION DATA (If required)

See Schedule

13. THIS ITEM APPLIES ONLY TO MODIFICATIONS OF CONTRACTS/ORDERS.

IT MODIFIES THE CONTRACT/ORDER NO. AS DESCRIBED IN ITEM 14.

A. THIS CHANGE ORDER IS ISSUED PURSUANT TO:  (Specify authority) THE CHANGES SET FORTH IN ITEM 14 ARE MADE IN THE

 CONTRACT ORDER NO. IN ITEM 10A.

B. THE ABOVE NUMBERED CONTRACT/ORDER IS MODIFIED TO REFLECT THE ADMINISTRATIVE CHANGES (such as changes in paying 

office, appropriation date, etc.) SET FORTH IN ITEM 14, PURSUANT TO THE AUTHORITY OF FAR 43.103(B).

C. THIS SUPPLEMENTAL AGREEMENT IS ENTERED INTO PURSUANT TO AUTHORITY OF:

X

D. OTHER (Specify type of modification and authority)

FAR 52.243-3 "Changes - T&M" IAW EDS proposal dated 12 Feb 2004.

E. IMPORTANT:   Contractor

X

is not,   

is required to sign this document and return

copies to the issuing office.

14. DESCRIPTION OF AMENDMENT/MODIFICATION  (Organized by UCF section headings, including solicitation/contract subject matter

 where feasible.)

10A. MOD. OF CONTRACT/ORDER NO.

01

2. AMENDMENT/MODIFICATION NO.

5. PROJECT NO.(If applicable)

6. ISSUED BY

3. EFFECTIVE DATE

24-Feb-2004

CODE

DISA/DITCO-SCOTT

2300 EAST DRIVE

SCOTT AFB IL 62225-5406

HC1013

7. ADMINISTERED BY  (If other than item 6)

4. REQUISITION/PURCHASE REQ. NO.

CODE

HC1013

ELECTRONIC DATA SYSTEMS CORPORATION

13600 EDS DRIVE

MAILSTOP A6ND48

HERNDON VA 20171-3225

JEFF LIGHT

FACILITY CODE

1U305

CODE

gems@scott.disa.mil

EMAIL:

TEL:

ARTHUR L. KRUSE / CONTRACTING OFFICER


Section SF 30 Block 14 Continuation Page
SUMMARY OF CHANGES
Section A - Solicitation/Contract Form
The total cost of this contract was increased by $141,726.78 from $3,043,412.78 to $3,185,139.56.

SECTION B - SUPPLIES OR SERVICES AND PRICES 

SUBCLIN 0002AA.  The unit price amount has increased by $7,012.19 from $695,762.96 to $702,775.15.  The total cost of this line item has increased by $7,012.19 from $695,762.96 to $702,775.15.

SUBCLIN 0002AB.  The unit price amount has increased by $134,714.59 from $2,226,075.70 to $2,360,790.29.  The total cost of this line item has increased by $134,714.59 from $2,226,075.70 to $2,360,790.29.

Section C - Descriptions And Specifications
The following have been added by full text:

ENCORE TASK ORDER (TO) STATEMENT OF WORK (SOW)
as of 6 Feb 2004
	Contract Number:
	DCA200-02-D-5007

	Task Order Number:
	001601

	Encore Tracking Number:
	00184.01

	Follow-on to Encore Contract and Task Order Number:
	Not applicable


1.  Task Monitors (TMs).
a.  Primary TM.
	Name:
	

	Organization:
	ESC/NI3

	Department of Defense Activity
Address Code (DODAAC):
	JM0453

	Address:
	3 Eglin Street, Hanscom AFB, MA  01731-2110

	Phone Number:
	

	Fax Number:
	

	E-Mail Address:
	


b.  Alternate TM.
	Name:
	

	Organization:
	ESC/NI5

	DODAAC:
	JM0453

	Address:
	3 Eglin Street Hanscom AFB MA 01731-2110

	Phone Number:
	

	Fax Number:
	

	E-Mail Address:
	


2.  Task Order Title.  CITS NOSC Policy and Planning Support
3.  Background.  The establishment of standardized Network Operation System Centers (NOSC) at each MAJCOM as a network command post-like function was a shift from the base centric Network Control Centers (NCC).  It was done to achieve central control of distributed assets and provide a standard but flexible architecture, thereby achieving reduced operational cost as well as leveraging technology.  The transition begun in 2001 has required the realignment of network resources, processes, and associate CITS network management and information assurance software and hardware tools.  To assist the MAJCOMs to fully integrate the tool set capabilities, the Combat Information Transport System (CITS) Program Management Office (PMO) has and will continue to sponsor on-site NOSC Liaison engineering support.

4.  Objectives.  To provide on-site NOSC Policy and Planning support in accordance with MAJCOM NOSC requirements.  The CITS NOSC resource initiative has proven to be a best practice activity.  The MAJCOMs have identified it as a priority and have stated their continued need without interruption.  As the fielding of various CITS products and capabilities increases, the associated complexity and workload growth dictates the criticality of the task.

5.  Scope.  At Government-identified NOSCs, network engineer skilled contractor(s) shall assist the CITS PMO and NOSC staffs in understanding MAJCOM unique environments.  Contractor(s) will assist the NOSC staffs in developing plans and roadmaps for deploying the CITS projects, network and security processes and procedures, and operational policies and procedures for NOSC centric operations as in relationship to the CITS architecture (see Attachments 1 & 2).  Contractor staff will also assist the NOSC staffs to effectively utilize the CITS equipment and tools, to fully integrate CITS weapon system capabilities into the MAJCOM’s network enterprise, and to provide ongoing operation and maintenance of selected portions of the CITS Enterprise Network Management Environment.  All software, hardware, and management systems covered under this delivery order are/will be owned by the government and provided to the contractor.  Successful accomplishment of the initial year may allow continued support for the follow on years

· Task Area 1 - Enterprise IT Policy and Planning.  This task addresses technical and programmatic support to assist departments and agencies with all aspects of planning, engineering, fielding, and operating IT systems and resources.  It provides technical support for review, analysis and coordination of processes, policy, doctrine, directives, regulations, and implementation of instruction for the DoD and other Federal agencies.
6.  Specific Tasks.
6.1  Task 1 - Program Management.  During the execution of this task order the contractor shall provide and maintain staffing levels to augment the NOSC staff.  Status reporting will be provided informally to the CITS PMO (e.g., e-mail or telephonically) and formally as stated in Paragraph 9.

Deliverables:
The contractor shall submit a Monthly Project Financial Report
6.2  Task 2 - NOSC Staff Augmentation.  The contractor shall provide assistance to the MAJCOM/SC and NOSC Staff.  Specific tasks include:


a.  Act as the focal point for the CITS PMO within each MAJCOM’s NOSC.


b.  Provide assistance to the NOSC(s) in developing plans and roadmaps for deploying the CITS projects.


c.  Assist the NOSC(s) in the development of network and security processes and procedures for NOSC centric operations as they relate to the CITS architecture.


d.  Work with the NOSC Staff(s) to fully integrate CITS weapon system capabilities into the NOSC Enterprise.


e.  Assist NOSCs staffs in the documentation and reporting of network problems as they relate to the CITS architecture.


f.  Assist in the development of NOSC CONOP(s) to utilize the CITS products and capabilities effectively within the MAJCOM.

6.3  Task 3 - NCC Technical Support.  The contractor shall provide technical support from a central location during the deployment of the NO/IA Enterprise Network Management tool suite for the duration of this task order’s period of performance.  NCC support includes trouble-shooting hardware and software components using telephonic and CITS-provided network applications and diagnostics and on-site visits as required.

6.4  Task 4 - Operation and Maintenance Support.  Provide Operation and Maintenance support as required.

6.5  Task 5 - CITS PMO Support.  Assist CITS PMO to understand MAJCOM unique environments.

7.  Place of Performance.  Requested work shall be performed at the Government’s sites as listed below.


a.  Staffing and Locations.

	MAJCOM
	Location
	Base Year

	ACC
	Langley AFB, VA 
	2

	AETC
	Randolph AFB, TX
	2

	AFMC
	Wright-Patterson AFB, OH
	2

	AMC
	Scott AFB, IL
	2

	AFRC
	Robbins ARB, GA
	2

	AFSOC
	Hurlburt AFB, FL
	0*

	AFSPC
	Peterson AFB, CO
	2

	ANG
	McConnell ARB, KS
	2

	AFNOSC
	Barksdale AFB, LA
	1

	PACAF
	Hickam AFB, HI
	2

	USAFE
	Ramstein AB, GE
	2


* The AFSOC staffing is to be determined.

**  Number of personnel in the Follow-on years is to be determined.

b.  Travel.  Travel may be directed by the Government to support meetings and/or site visits within each Major Command.  Travel shall be in accordance with the JTR and will be a reimbursable expense; for the purpose of bidding travel will be incrementally funded with the first increment to be $97,500.  Travel shall be upon direction of the Government, anticipated travel is not expected to exceed the following table:

	MAJOM/Origin
	Destination
	Number of Trips, Base Year

	AMC/Scott AFB IL
	Scott AFB, IL
	4

	
	Hanscom AFB, MA
	1

	
	MAJCOM Bases
	1

	ACC/Langley
	Scott AFB, IL
	4

	
	Hanscom AFB, MA
	1

	
	MAJCOM Bases
	1

	AETC/Randolph AFB TX
	Scott AFB, IL
	4

	
	Hanscom AFB, MA
	1

	
	MAJCOM Bases
	1

	ANG/McConnell ARB KS
	Scott AFB, IL
	4

	
	Hanscom AFB, MA
	1

	
	MAJCOM Bases
	1

	AFMC/Wright-Patterson AFB OH
	Scott AFB, IL
	4

	
	Hanscom AFB, MA
	1

	
	MAJCOM Bases
	1

	AFSOC/Hurlburt AFB FL
	Scott AFB, IL
	0

	
	Hanscom AFB, MA
	0

	
	MAJCOM Bases
	0

	AFNOSC/Barksdale AFB LA
	Scott AFB, IL
	1

	
	Hanscom AFB, MA
	1

	AFRC/Robbins AFB GA
	Scott AFB, IL
	4

	
	Hanscom AFB, MA
	1

	
	MAJCOM Bases
	1

	PACAF/Hickam AFB HI
	Scott AFB, IL
	4

	
	Hanscom AFB, MA
	1

	
	MAJCOM Bases
	1

	USAFE/Ramstein AB GE
	Scott AFB, IL
	4

	
	Hanscom AFB, MA
	1

	
	MAJCOM Bases
	1

	AFSPC/Peterson AFB CO
	Scott AFB, IL
	4

	
	Hanscom AFB, MA
	1

	
	MAJCOM Bases
	1


8.  Period of Performance.  The period of performance is 366 calendar days (12 Dec 2003 - 11 Dec 2004).
9.  Delivery Schedule.
	SOW Task#
	Deliverable Title
	Format
	Number
	Calendar Days After TO Start

	1
	Monthly Financial Project Report
	Contractor Format
	Standard Distribution*
	Draft - 15

Final - 30

	* Standard Distribution:  1 copy of the transmittal letter without the deliverable to the Contracting Officer at encore@scott.disa.mil; 1 copy of the transmittal letter with the deliverable to the Primary TM


10.  Security.  Stated work shall be performed at the UNCLASSIFIED and CLASSIFIED level on networks and systems.  NOSC Support Personnel will possess a Department of Defense (DoD) SECRET security clearance prior to performing on-site work.  Any use of auto-discovery or other apparent networks intrusive tools shall always be Government witnessed.

11.  Government-Furnished Equipment (GFE).

a.  Office Equipment.  The Government will provide working space, desks, and chairs for contractor personnel.  The Government will also provide adequate telephones, tables, filing cabinets, and containers suitable for storage of reference material to support each contractor personnel.  The Government shall provide suitable computer access and tools.  Local area network connectivity, including printer support and email access, shall also be provided by the Government.


b.  Computer Equipment.

	Make
	Model
	Serial #

	IBM
	ThinkPad G40
	03758-0308

	IBM
	ThinkPad G40
	03779-0308

	Toshiba
	5105-S501
	72093318P

	Toshiba
	Satellite Pro 6000
	12066118PU

	Toshiba
	Satellite Pro 6000
	12079386P

	Toshiba
	Satellite Pro 6000
	12066161PU

	Toshiba
	Satellite Pro 6000
	12079346P

	Toshiba
	Satellite Pro 6000
	12079388P

	Toshiba
	Satellite Pro 6100
	920285 93P


12.  Other Pertinent Information or Special Considerations.

a.  Identification of Possible Follow-on Work.


(1)  Additional personnel may be requested upon direction of the Government within the period of performance.


(2)  A follow-on task order may be issued by the Government.  The follow-on period of performance is anticipated to be 365 days from the end of the previous task order period of performance.

(3)  Personnel may be added to the AFNOSC and AFSOC upon direction of the Government.

b.  Identification of Potential Conflicts of Interest (COI).  Not applicable.


c.  Identification of Non-Disclosure Requirements.  The contractor may gain access to proprietary Government information during task order performance.  The contractor agrees to enter into company-to-Government agreements to (1) protect Government proprietary information from unauthorized use or disclosure for as long as it is considered proprietary by the Government, (2) to refrain from using the information for any purpose other than that for which it was furnished, and (3) to refrain from disclosing the information to any other EDS employee.  For information purposes, contractor personnel shall furnish copies of the agreement at Attachment 3 to the Contracting Officer and the CITS PMO.  This agreement is not intended to protect information which is available to the Government or to the contractor from other sources and furnished voluntarily without restriction.  “Proprietary Government Information” means all information designated as proprietary in accordance with law and regulation, and held in confidence or disclosed under restriction to prevent uncontrolled distribution.  Examples include limited or restricted data, trade secrets, sensitive financial information, and computer software; and may appear in cost and pricing data or involve classified information.


d.  Packaging, Packing and Shipping Instructions.  Not applicable.


e.  Inspection and Acceptance Criteria.  Not applicable.

13.  Section 508 Accessibility Standards.  The following Section 508 Accessibility Standard(s) (Technical Standards and Functional Performance Criteria) are applicable (if box is checked) to this acquisition.

Technical Standards
 FORMCHECKBOX 
 1194.21 - Software Applications and Operating Systems

 FORMCHECKBOX 
 1194.22 - Web Based Intranet and Internet Information and Applications

 FORMCHECKBOX 
 1194.23 - Telecommunications Products

 FORMCHECKBOX 
 1194.24 - Video and Multimedia Products

 FORMCHECKBOX 
 1194.25 - Self-Contained, Closed Products

 FORMCHECKBOX 
 1194.26 - Desktop and Portable Computers

 FORMCHECKBOX 
 1194.41 - Information, Documentation and Support

The Technical Standards above facilitate the assurance that the maximum technical standards are provided to the Offerors.  Functional Performance Criteria is the minimally acceptable standards to ensure Section 508 compliance.  This block is checked to ensure that the minimally acceptable electronic and information technology (E&IT) products are proposed.

Functional Performance Criteria
 FORMCHECKBOX 
 1194.31 - Functional Performance Criteria

Attachment 1
CITS NO/IA Hardware and Software
	System
	Installed /

Changed
	Hardware
	Software
	Notes

	External Routers
	Block 15
	Cisco 7206VXR
	IOS 12.2-12a (3DES)

Boot Image 12.2-12a
	

	External Switches #1
	Block 15
	Cisco 3508
	IOS 12.0-5.WC3b
	

	External Switches #2
	Block 15
	Cisco 3524
	IOS 12.0-5.WC3b
	

	Internal Routers
	Block 15
	Cisco 6509
	Supervisor IOS 8.7-3-2

Boot Image 12.1-8b.E11

MSF IOS 12.1-8b.E11
	

	Internal Switches
	Block 15
	Cisco 3524
	IOS 12.0-5.WC3b
	

	Firewalls
	Block 15
	Dell 2650
	Secure Computing Sidewinder 5.2.1 Patch 7
	Firewalls installed in pairs. NOSCs get one pair

	Web Proxy
	Block 15
	Blue Coat 6026
	CacheOS 4.1.09
	

	GPS
	Block 15
	Spectracom 8189
	
	Provides NTP straight to network

	External DNS
	Block 15
	Dell 1650
	Windows 2000

WinDNS
	“External DNS”

	
	FCN05
	
	Windows 2000 SP3 with Hotfixes
	

	Internal DNS
	Block 15
	Dell 1650
	Windows 2000

WinDNS
	“Internal DNS”

	
	FCN05
	
	Windows 2000 SP3 with Hotfixes
	

	Server #1
	Block 15 
	Dell 1650
	Windows 2000

Remedy ARS 4.5.2

ITA 3.6 and ESM 5.5 Agents
	“TTS”

	
	FCN05
	
	Windows 2000 SP3 with Hotfixes
	

	Server #2
	Block 15 
	Dell 1650
	Windows 2000

MS Exchange 5.5 or 2000

NetIQ Endpoint

ITA 3.6 and ESM 5.5 Agents
	“Exchange”

NOSC chooses version of exchange software

	
	FCN05
	
	Windows 2000 SP3 with Hotfixes
	

	Server #3
	Block 15 
	Dell 1650
	Windows 2000

ITA 3.6 and ESM 5.5 Agents

NetIQ Endpoint
	“Domain Controller”

NOSC chooses type of domain

	
	FCN05
	
	Windows 2000 SP3 with Hotfixes
	

	Server #4
	Block 15 
	Dell 1650
	Windows 2000

ITA 3.6 and ESM 5.5 Agents
	“Syslog”

	
	FCN05
	
	Windows 2000 SP3 with Hotfixes
	

	Server #5
	Block 15 
	Dell 1650
	Windows 2000

ITA 3.6 and ESM 5.5 Agents
	“Standby DNS”

	
	FCN05
	
	Windows 2000 SP3 with Hotfixes
	

	Server #6
	Block 15 
	Dell 1650
	Windows 2000

Symantec ITA 3.6

Symantec ESM 5.5

ISS 6.2.1

ITA 3.6 and ESM 5.5 Agents
	“ITA/ESM”

	
	FCN05
	
	Windows 2000 SP3 with Hotfixes
	

	Server #7
	Block 15 
	Dell 1650
	Windows 2000

Vertitas Backup EXEC

ITA 3.6 and ESM 5.5 Agents

NetIQ Endpoint
	“Backup”

	
	FCN05
	
	Windows 2000 SP3 with Hotfixes
	

	Tape Backup #1
	Block 15
	Dell Powervault 136T
	
	Connected to Server #7

	
	
	
	
	

	Server #8
	Block 5 
	Dell 6400
	Windows 2000

NetIQ End 2 End
	

	
	FCN 05
	
	Windows 2000 with SP3 and Hotfixes
	

	Server #9
	Block 5 
	Dell 8450
	Windows 2000

NetIQ Appmanager
	

	
	FCN 05
	
	Windows 2000 with SP3 and Hotfixes
	

	Server #10
	Block 5 
	Dell 8450
	Windows 2000

HP Openview 6.2

CiscoWorks 2000 v4
	

	
	FCN 04
	
	CiscoWorks 2000 CD-One Version 5
	

	
	FCN 05
	
	Windows 2000 with SP3 and Hotfixes
	

	Server #11
	ETM
	Dell 6400
	Windows 2000

Oracle 8
	ETM Database Server

	
	FCN 05
	
	Windows 2000 with SP3 and Hotfixes
	

	Server #12
	ETM 
	Dell 6400
	Windows 2000

Telewall 
	ETM Application Server

	
	FCN 05
	
	Windows 2000 with SP3 and Hotfixes
	

	Server #13
	Block 25
	Dell 
	Windows 2000

Smarts In-Charge
	

	Mail Relay
	Mail Relay
	Dell 2550
	Windows 2000

Norton Antivirus for Gateways 2.5.1 Build 13
	

	Workstation #1
	RATS

TCTO 543
	Dell 
	Windows 2000 Terminal Server
	

	Workstation #2
	Block 25
	Dell 
	Windows 2000

Smarts In-Charge
	In design phase

	Workstation #3
	Block 25
	Dell 
	Windows 2000

Smarts In-Charge
	In design phase


Attachment 2
CITS NO/IA Architecture
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ATTACHMENT 3
DEFENSE INFORMATION SYSTEMS AGENCY
NONDISCLOSURE AGREEMENT FOR CONTRACTOR EMPLOYEES
THIS CERTIFICATION CONCERNS A MATTER WITHIN THE JURISDICTION OF AN AGENCY OF THE UNITED STATES AND THE MAKING OF A FALSE, FICTITIOUS, OR FRAUDULENT CERTIFICATION MAY RENDER THE MAKER SUBJECT TO PROSECUTION UNDER TITLE 18, UNITED STATES CODE, SECTION 1001.
I, 
 (print or type name), as an employee of 
 (insert name of company), a contractor performing under contract to the Defense Information Systems Agency, pursuant to contract number DCA200-02-D-0007/0016, agree not to disclose to any individual, business entity or anyone within 
(insert name of employee company) or outside of the company who has not signed a nondisclosure agreement for the purposes of performing this contract: (1) any planning, programming, and budgeting system (PPBS) information, or (2) sensitive, proprietary or source selection information contained in or accessible through the this project. Proprietary information/data will be handled in accordance with Government regulations.

I understand that information/data I may be aware of, or possess, as a result of my assignment under this contract may be considered sensitive or proprietary. The contractor’s responsibility for proper use and protection from unauthorized disclosure of sensitive, proprietary and source selection information is described in Federal Acquisition Regulation (FAR) section 3.104-5(b). Pursuant to FAR 3.104-5, I agree not to appropriate such information for my own use or to release or discuss it with third parties unless specifically authorized in writing to do so, as provided above.

This agreement shall continue for a term of five (5) years from the date upon which I last have access to the information therefrom. Upon expiration of this agreement, I have a continuing obligation not to disclose sensitive, proprietary, or source selection information to any person or legal entity unless that person or legal entity is authorized by the head of the agency or the contracting agency or the Contracting Officer to receive such information. I understand violations of this agreement are subject to administrative, civil and criminal sanctions.

Signature of Contractor Employee
Date
Contractor
Telephone No.
Section G - Contract Administration Data
Accounting and Appropriation

Summary for the Payment Office

As a result of this modification, the total funded amount for this document was increased by $141,726.78 from $3,043,412.78 to $3,185,139.56.

CLIN 0002:  AA: 97X4930.5F20 000 C1013 0 068142 2F 255011 was increased by $141,726.78 from $3,043,412.78 to $3,185,139.56.

The following have been modified:

Additional Accounting and Appropriation Data
AA:  97X4930.5F20 000 C1013 0 068142 2F 255011

CLIN/SubCLIN
Purchase Request Number
Obligated Amount

0002
NNI5XX04680303
$3,043,412.78

Mod 01:
0002
NNI5XX04680303
$141,726.78 Increase

(End of Summary of Changes)
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