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Section B - Supplies or Services and Prices
	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0001
	Encore Labor - Base Year
	1
	Lot
	$1,245,857.60
	$1,245,857.60

	
	FFP

DISA Security Automation Project Support, as described in the attached statement of work, dated November 25, 2003 (Encore Tracking Number 00188.00).  Analytical Services, Inc. (ASI) proposal numbers 03-ASI-178,and 03-ASI-188R dated November 21, 2003 and December 19, 2003, are hereby incorporated by reference.

The period of performance is 365 calendar days(January 5, 2004 through January 4, 2005).

Firm Fixed Price (FFP) - payment terms are as follows:  11 months @ $103,821.47 per month (January 2004 thru Dec 2004) and 1month @ $103,821.43 (January 2005).

PURCHASE REQUEST NUMBER: DHQNCR04MPB0T38


	

	
	NET AMT
	$1,245,857.60


FOB:  Destination
	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0002
	Encore Travel - Base Year
	1
	Lot
	$9,999.99
	$9,999.99

	
	T&M

Cost-reimbursable contractor travel in support of Contract Line Item Number (CLIN) 0001.  Amount shown is Not-to-Exceed (NTE).  The contractor shall coordinate specific travel arrangements with the TM to obtain advance, written approval for the travel before it is conducted.  The contractor’s request shall be in writing and contain the dates, locations and estimated costs of the travel.   The contractor is authorized to invoice monthly for actual travel costs incurred.

PURCHASE REQUEST NUMBER: DHQNCR04MPB0T38


	

	
	
TOT ESTIMATED PRICE
	$9,999.99

	
	
CEILING PRICE
	


FOB:  Destination
	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0003
	Encore Labor - Option Year (OY) 1
	1
	Lot
	$1,293,045.00
	$1,293,045.00

	OPTION
	FFP

DISA Security Automation Project Support, as described in the attached statement of work, dated November 25, 2003 (Encore Tracking Number 00188.00).  Analytical Services, Inc. (ASI) proposal numbers 03-ASI-178 and 03-ASI-188R, dated November 21, 2003 and December 19, 2003, are hereby incorporated by reference.  

The period of performance is 366 calendar days (January 5, 2005 through January 4, 2006).


	

	
	NET AMT
	$1,293,045.00


FOB:  Destination
	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0004
	Encore Travel - Option Year (OY) 1
	1
	Lot
	$9,999.99
	$9,999.99

	OPTION
	T&M

Cost-reimbursable contractor travel in support of Contract Line Item Number (CLIN) 0003.  Amount shown is Not-to-Exceed (NTE).  The contractor shall coordinate specific travel arrangements with the TM to obtain advance, written approval for the travel before it is conducted.  The contractor’s request shall be in writing and contain the dates, locations and estimated costs of the travel.   The contractor is authorized to invoice monthly for actual travel costs incurred.


	

	
	
TOT ESTIMATED PRICE
	$9,999.99

	
	
CEILING PRICE
	


FOB:  Destination
	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0005
	Encore Labor - Option Year (OY) 2
	1
	
	$1,342,032.12
	$1,342,032.12

	OPTION
	FFP

DISA Security Automation Project Support, as described in the attached statement of work, dated November 25, 2003 (Encore Tracking Number 00188.00).  Analytical Services, Inc. (ASI) proposal numbers 03-ASI-178 and 03-ASI-188R dated  November 21, 2003 and December 19, 2003 are hereby incorporated by reference.

The period of performance is 365 calendar days (January 5, 2006 through January 4, 2007).


	

	
	NET AMT
	$1,342,032.12


FOB:  Destination
	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0006
	Encore Travel - Option Year (OY) 2
	1
	
	$9,999.99
	$9,999.99

	OPTION
	T&M

Cost-reimbursable contractor travel in support of Contract Line Item Number (CLIN) 0005.  Amount shown is Not-to-Exceed (NTE).  The contractor shall coordinate specific travel arrangements with the TM to obtain advance, written approval for the travel before it is conducted.  The contractor's request shall be in writing and contain the dates, locations and estimated costs of the travel.  The contractor is authorized to invoice monthly for actual travel costs incurred.


	

	
	
TOT ESTIMATED PRICE
	$9,999.99

	
	
CEILING PRICE
	

	
	
	


FOB:  Destination
	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0007
	Encore Labor - Option Year (OY) 3
	1
	Lot
	$1,392,894.36
	$1,392,894.36

	OPTION
	FFP

DISA Security Automation Project Support, as described in the attached statement of work, dated November 25, 2003 (Encore Tracking Number 00188.00).  Analytical Services, Inc. (ASI) proposal numbers 03-ASI-178 and 03-ASI-188R dated November 21, 2003 and December 19, 2003, are hereby incorporated by reference.

The period of performance is 366 calendar days (January 5, 2007 through January 4, 2008).


	

	
	NET AMT
	$1,392,894.36


FOB:  Destination
	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0008
	Encore Travel - Option Year (OY) 3
	1
	Lot
	$9,999.99
	$9,999.99

	OPTION
	T&M

Cost-reimbursable contractor travel in support of Contract Line Item Number (CLIN) 0007.  Amount shown is Not-to-Exceed (NTE).  The contractor shall coordinate specific travel arrangements with the TM to obtain advance, written approval for the travel before it is conducted.  The contractor’s request shall be in writing and contain the dates, locations and estimated costs of the travel.  The contractor is authorized to invoice monthly for actual travel costs incurred.


	

	
	
TOT ESTIMATED PRICE
	$9,999.99

	
	
CEILING PRICE
	

	
	
	


FOB:  Destination
	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0009
	Encore Labor - Option Year (OY) 4
	1
	Lot
	$1,445,649.92
	$1,445,649.92

	OPTION
	FFP

DISA Security Automation Project Support, as described in the attached statement of work, dated November 25, 2003 (Encore Tracking Number 00188.00).  Analytical Services, Inc. (ASI) proposal numbers 03-ASI-178 and 03-ASI0188R, dated November 21, 2003 and December 19, 2003, are hereby incorporated by reference.

The period of performance is 365 calendar days (January 5, 2008 through January 4, 2009).


	

	
	NET AMT
	$1,445,649.92


FOB:  Destination
Section C - Descriptions and Specifications
ENCORE TASK ORDER (TO) STATEMENT OF WORK (SOW)
as of 25 Nov 2003
	Contract Number:
	DCA200-02-D-5005

	Task Order Number:
	0024

	Encore Tracking Number:
	00188.00

	Follow-on to Encore Contract and Task Order Number:
	Not applicable


1.  Task Monitors (TMs).
	Primary TM:
	

	Organization:
	DISA SSO Montgomery/CDTM

	Address:
	401 E. Moore Drive

Maxwell AFB-Gunter Annex, AL  36114

	Phone Number:
	

	Fax Number:
	

	Internet Address:
	


	Alternate TM:
	

	Organization:
	DISA  SSO Montgomery/CDTM

	Address:
	401 E. Moore Drive

Maxwell AFB-Gunter Annex, AL  36114

	Phone Number:
	

	Fax Number:
	

	Internet Address:
	


2.  Task Order Title.  DISA Security Automation Project Support

3.  Background.  DISA Computing Services is centralizing and standardizing select security processes for the System Management Centers (SMCs) to perform as part of the larger DISA Transformation effort.  This will provide enhanced security and efficiency by leveraging automation, Enterprise Systems Management (ESM), and highly skilled personnel.  The security automation effort includes self-auditing and self-healing processes.  DISA Montgomery developed and implemented a prototype for self-auditing and self-healing scripts for their mid-tier systems (Sun Solaris, HP-UX, and Oracle).  For additional background information on the DISA Computing Services Security Automation project, refer to the Concept of Operations (CONOPS) document (Attachment 1).

4.  Objectives.  The proposed security automation project will use the DISA Montgomery self-audit and self-healing prototype as a starting point, develop and enhance the prototype to be an Enterprise-capable software release, and field this software at the 4 SMCs and the Processing Elements (PEs).  The scope of the DISA Computing Services Security Automation Project is to automate and standardize a centralized self-audit and self-healing process that can be applied across the board to almost every server in DISA Computing Services (approximately 2,000 servers and growing).  The initial environments to be supported are Microsoft Windows (2000, XP, and Server 2003), Sun Solaris, Hewlett Packard HP-UX, Oracle, Microsoft SQL Server, IBM OS/390, and Unisys HMP IX.  The implementation order of the Security Automation framework will be the NIPRnet servers at the four SMCs, then the NIPRnet servers at the PEs, and finally the SIPRnet servers at both the SMCs and PEs.

5.  Scope.
· Task Area 2 - Integrated Solutions Management
· Task Area 3 - Performance Benchmarking
· Task Area 4 - Business Process Reengineering
· Task Area 5 - Requirements Analysis
· Task Area 6 - Market Research and Prototyping
· Task Area 8 - Custom Application Development
· Task Area 9 - Product Integration
· Task Area 10 - Test and Evaluation
· Task Area 11 - Licensing and Support
6.  Specific Tasks.  The Government estimates that this effort will require nine (9) full time contractor employees (four (4) Information Engineers, four (4) Systems Administrators, and one (1) Database Administrator) at Montgomery and one (1) full time contractor (Information Engineer) at Mechanicsburg.  The contractor shall perform the following tasks:

6.1  Task 1 - Centralized Self-Audit Program Support.  The contractor shall provide a group of experienced System Administrators (SAs), Database Administrators (DBAs), Information Assurance Officers (IAOs) and other Technical Support-type personnel to form a team whose primary duty will be to conduct Information Assurance Self-Audits for the supported servers in DISA Computing Services on a weekly basis for mid-tier servers (Solaris, HP-UX, and Windows), self-audits on a monthly basis for the mainframes (Unisys HMP and OS/390), and self audits on Database Management Systems (DBMSs, such as Oracle and MS SQL Server) on a schedule yet to be determined.  Since some of the self-audit tools will be developed under this SOW, the initial self-inspections will concentrate on Windows, Solaris, and HP-UX servers and Oracle DBMSs.  This team will also provide software testing and documentation support for the Security Automation programming team described in the next section, as well as support for the SMCs in using the Security Automation tools.  Team members will have to learn the DISA security requirements (most are in the DISA Security Technical Implementation Guides, or STIGs) and how to apply them to servers in the field.  Therefore, previous SA/DBA/IAO-type experience in a DISA or DoD environment will be very useful.  Scripting knowledge is important, but higher-level programming skills (such as C, C++, etc.) are not required.  This team will funnel information such as reported software bugs and suggestions/ inputs from the SMCs to improve the self-audit tools to the programming team.

Deliverables:
Self-Audit Reports
Software Test Plan
Software Test Description
Software Test Report
Monthly Status Report
6.2  Task 2 - Security Automation Self-Healing Support.  The self-audit team described in the previous section shall also provide support for the self-healing tools developed by the Security Automation programming team.  Unlike the self-audit process, however, selected Technical Support personnel at the SMCs will apply the self-healing scripts.  Therefore, the centralized team at SSO Montgomery and SSO Mechanicsburg will provide assistance and support for the SMCs in using the self-healing tools, and they will provide the same software testing and documentation support for the self-healing tools as they will for the self-audit tools.  This team will also develop a knowledge base of how to apply vulnerability fixes so that impacts to the customer, application, and operating system are minimized.  This team will funnel information such as reported software bugs and suggestions/inputs from the SMCs to improve the self-healing tools to the programming team.

Deliverables:
Software Test Plan
Software Test Description
Software Test Report
Monthly Status Report
6.3  Task 3 - Security Automation Programming Support.  The contractor shall provide programming support to SSO Montgomery and SSO Mechanicsburg in the area of security automation tools, including the design, development, testing, documentation, implementation, and maintenance of programs, procedures, databases, interfaces, and scripts.  These processes will be developed in support of self-auditing and self-healing programs across the following technologies (over the course of this SOW, other environments may be added):

· Microsoft Windows 2000, Win XP, and Server 2003 (including SQL Server database security)

· Sun Solaris

· Hewlett-Packard HP-UX

· Oracle security across Windows, Solaris, and HP-UX 

· Unisys HMP IX (including RDMS database security)

· IBM OS/390 (including DB2 and Oracle database security)

Where existing self-audit/self-healing software tools are available (Windows, Solaris, HP-UX, Oracle, and Unisys), the programming team will use them as a starting point.  Government personnel, with input from the contractor, will determine specific software requirements.  This task requires that the group of contractors be highly proficient in:  installation, configuration, and administration of the technologies listed above, and the appropriate scripting languages (such as SQL, Korn, Borne, and C-shell scripting; Java, C, C++, Microsoft Visual Basic and other high level programming languages; Microsoft Office applications; and Oracle relational database PL-SQL).  In addition, experience with WebSphere Studio, VisualAge for JAVA, WebSphere Application Server, Internet Information Server (on an Intel PC), and Windows-compatible third-party software applications are desirable.  Personnel must possess a working knowledge of current information technology, telecom equipment, and advances in information systems theory to perform complex assignments.  While a background in Information Assurance (IA) is welcome, only a basic understanding of IA principles is necessary initially.  Programming skill level and experience is of paramount importance, as is the ability to work both independently and in conjunction with other programmers, System Administrators, and Government personnel.  Software produced by this team will be applied across servers in every DISA facility, so software quality must be of the highest standard. 

Deliverables:
Software Source Code
Software Test Plan
Software Test Description
Software Test Report
Database Design Document
Software User Manual
Other Programming Documentation
Monthly Status Report
6.4  Task 4 - Security Automation Training/Certification Support.  The contractor shall provide support to Government personnel in developing and implementing a series of Security Automation training and certification courses.  These courses will be used to train SMC Technical Support personnel on how to install, configure, and use the self-audit and self-healing tools.  The Solaris, HP-UX, Windows, and Oracle training courses will be developed first, since these tools are the most fully developed, with the other courses developed as needed as the other Security Automation Tools become more fully developed.

Deliverables:
Training Course Outlines
Training Materials
Monthly Status Report
6.5  Task 5 - Integrating Security Automation Tools.  Although the security self-audit and self-healing tools may be developed separately for each of the technologies listed in the previous section, it is critical that the tools integrate.  For example, one of the outputs of the self-audit scripts must be a findings.txt file that adheres to a standard format so it can be processed into the centralized security database at DISA Montgomery.  The output from the first generation of self-audit and self-healing tools might vary quite a bit in look and feel from each other, but over time, all of the tools will migrate to a standardized format that will be developed over the course of the project.  The same applies to the user interface and configuration of these tools.

Deliverables:
Monthly Status Report
6.6  Task 6 - Cooperation/Coordination with Other Contractors.  There may be multiple contractors (i.e. from more than one contract vehicle and/or company) at DISA Field Security Operations (FSO), the SMCs, the SSOs, and other DoD locations tasked to work on activities related to DISA security.  The contractor shall work with these other contractors as required to accomplish Government requirements, goals, and objectives as efficiently and effectively as possible.  This may include, but is not limited to sharing and coordinating information resulting from the work required by this SOW or previous Government efforts, and/or working as a team to perform tasks in concert.

Deliverables:
Monthly Status Report
6.7  Enterprise Management Controls.
6.7.1  Task 7.1 - Integration Management Control Planning.  Provide the technical and functional activities at the required levels for integration of all tasks specified within this SOW.  Include productivity and management methods such as quality assurance, progress/status reporting and program reviews.  Provide the centralized administrative, clerical, documentation, and related functions.

6.7.2  Task 7-2 - Task Order Management.  Prepare a Task Order Management Plan describing the technical approach, organizational resources and management controls to be employed to meet the cost, performance, and schedule requirements throughout TO execution.  Provide a monthly status report monitoring the quality assurance, progress/status reporting, and program reviews applied to the TO.

Deliverables:
Task Order Management Plan
Monthly Status Report
7.  Place of Performance.  The majority of the performance will mainly be at DISA SSO Montgomery/CDTSM, 401 East Moore Drive, Building 857, Maxwell AFB-Gunter Annex, AL 36114-3001, with the OS/390 and DB2 support (self-audits, self-healing support, and programming) at DISA SSO Mechanicsburg, Building 409, 5450 Carlisle Pike, P.O. Box 2010, Mechanicsburg, Pa. 17055-0787.  Work must be performed at these Government facilities because the Contractor will be part of a combined Government-Contractor team and the computer resources required for this effort are physically located at these sites.  Some of these computer resources will not be accessible outside the building due to security requirements.  Contractor travel may be required.  Prior to incurring any long distance travel expenses, the contractor shall obtain written approval from the Task Monitor (TM) (primary or alternate), that approves approximate travel dates, expected duration, origin and destination, purpose, estimated costs, and the number of personnel traveling.  The Government will pay all travel-related expenses in accordance with the JTR.  Travel will be accomplished on a cost reimbursable basis.
8.  Hours of Work.  The contractor shall perform the work between the hours of 0700 to 1700 Monday through Friday, excluding Government approved holidays, or as approved by the Government Task Monitor.  The contractor may be required to provide support outside of the core hours as directed and approved by the Government Task Monitor.

9.  Period of Performance.  The base period of performance is 366 calendar days (5 Jan 2004 - 4 Jan 2003).  There are four Option Year (OY) periods, as follows:

· OY 1 - 5 Jan 2004 - 4 Jan 2005

· OY 2 - 5 Jan 2005 - 4 Jan 2006

· OY 3 - 5 Jan 2006 - 4 Jan 2007

· OY 4 - 5 Jan 2007 - 4 Jan 2008

10.  Delivery Schedule.  The contractor shall provide one hard copy and one set of 1.44MB DOS formatted floppy disks (or a CD can be substituted for the disks) for each deliverable identified in Paragraph 6 to the Primary TM.  A soft copy of each deliverable will also be provided to the Government Project Officer.  The contractor shall deliver all documents and/or reports in MS Word 2000 and any schedules, project milestones, or other graphics information in MS PowerPoint 2000, MS Project 2000, or a DISA-selected project management tool.  Spreadsheets shall be delivered in MS Excel 2000.  Any supporting database information shall be delivered in a format determined by the Government.  For software developed as a result of the tasks in this SOW, source code, executable elements, and installation package accompanied by associated documentation will be delivered to the Government.
	SOW Task#
	Deliverable Title
	DID#
	Number
	Calendar Days After TO Start

	1
	Self-Audit Reports
	Contractor-Determined Format
	Standard Distribution*
	As Documented in SOW

	1,2
	Software Test Plan
	DI-IPSC-81438
	Standard Distribution*
	Draft - 20 Days before test

Final - 30 Days After Completion of Test

	1,2
	Software Test Description
	DI-IPSC-81439
	Standard Distribution*
	Draft - 20 Days before test

Final - 30 Days After Completion of Test

	1,2,3
	Software Test Report
	DI-IPSC-81440
	Standard Distribution*
	30 days After Completion of Test

	3
	Software Test Plan
	DI-IPSC-81438
	Standard Distribution*
	Draft - 20 Days before test

Final - 30 Days After Completion of Test

	3
	Software Test Description
	DI-IPSC-81439
	Standard Distribution*
	Draft - 20 Days before test

Final - 30 Days After Completion of Test

	3
	Software Source Code
	Contractor-Determined Format
	Standard Distribution*
	30 days After Completion of Test

	3
	Database Design Document
	DI-IPSC-81437
	Standard Distribution*
	Draft - 20 Days Before Test

Final - 30 Days After Completion of Test

	3
	Software User Manual
	DI-IPSC-81443
	Standard Distribution*
	30 Days After Completion of Test

	3
	Other Programming Documentation
	Contractor-Determined Format
	Standard Distribution*
	Draft - 20 Days Before Test

Final - 30 Days After Completion of Test

	4
	Training Course Outlines
	Contractor-Determined Format
	Standard Distribution*
	30 Days After Tasking

	4
	Training Materials
	Contractor-Determined Format
	Standard Distribution*
	30 Days After Tasking

	1,2,3,4,5,6
	Monthly Status Report
	DI-MGMT-80368
	1 Copy to TM; 1 Copy to Alternate TM; Letter Only to KO
	Monthly, on 5th Calendar Day

	7.1,7.2
	Task Order Management Plan
	DI-MGMT-80347
	Standard Distribution*
	Draft - 15

Final - 30

	* Standard Distribution:  1 copy of the transmittal letter without the deliverable to the Contracting Officer (DITCO/AQSS32); 1 copy of the transmittal letter with the deliverable to the Primary TM with a duplicate electronic copy to the following two Government Technical Leads:

Joe W. Oliver
Gary L. Whiteside

DISA SSO Montgomery
DISA DECC-DET Montgomery

Oliverj@mont.disa.mil
whitesideg@mont.disa.mil
334-416-5785
334-416-4291


11.  Security.  The following specific security requirements must be met.  The highest level of classification and Facility Security Clearance required is TOP SECRET, therefore, all contractor personnel must obtain at least a SECRET security clearance.  However, personnel working on TOP SECRET programs must possess a TOP SECRET clearance.  The ten contractors, whose place of duty is SSO Montgomery or SSO Mechanicsburg shall require a Single Scope Background Investigation (SSBI) for assignment to critical sensitive automated data processing positions (ADP-I).  The following specific security requirements must be met.


a.  Many times an interim access is granted pending completion of investigation and adjudication of subjects; access request.  Given these circumstances and provided interim access granted meets the required access level per contract, then a local determination to grant access to facility, systems, and/or data outlined by this contract may be approved by DISA site commander and/or designated representative.  The contractor is responsible for providing personnel with the appropriate level of security clearance.


b.  Contractor employees shall adhere to DISA Montgomery Standard Operation Procedures (SSO Mechanicsburg SOPs for the contractors at Mechanicsburg).


c.  Contractor personnel shall wear ID badges issued by DISA while in DISA facilities.  The contractor shall observe and comply with the security provisions in effect at the facility.  All DISA operating facilities are housed in secure areas protected by guards and alarm systems.  Perimeters are patrolled by a security force (i.e. contractor or military).  Buildings and offices are secured with approved locking devices and cipher locks are used to control access.  Visitors are controlled by sign-in logs and both employees and visitors must wear identification badges.


d.  Contractor personnel must comply with local security requirements for entry and exit control for personnel and property at the Government facility.  DISA retains the right to remove contractor personnel, regardless or prior clearance or adjudication status, whose actions, while assigned to this contract, clearly conflict with the interest of the Government.  The reason for removal will be fully documented in writing by the Contracting Office (KO).


e.  Contractor personnel will be exposed to data subject to the Privacy Act of 1974.  All contractor personnel assigned to this task shall be required to take appropriate action to prevent disclosure of this information.

12.  Government-Furnished Equipment (GFE)/Government-Furnished Information (GFI).  An office environment for each contract employee shall be provided for official Government business only.  The environment shall include telephone services; access to photocopier, printer, and facsimile capability; storage space for documentation and files; Internet and LAN access; and office supplies.  The Government shall provide access to the Government LAN and one complete copy per contractor employee of the SSO Montgomery or the SSO Mechanicsburg standard suite of office automation software.  In addition, the Government will provide SSO Montgomery or SSO Mechanicsburg standard desktop computers to contractor personnel for use in the performance of this task order.  When contractor personnel located at the Government site are required to travel to off-site Government locations at the direction of the Government, and are required to accomplish the tasks set forth in the SOW, the Government will provide a portable laptop personal computer with model and communications software to the contractor for use during the travel period.

13.  Other Pertinent Information or Special Considerations.

a.  Identification of Possible Follow-on Work.  Four option years.  As additional funding, applications, and operating systems are identified for inclusion into the Security Automation Project, they may added as modification(s) to this SOW.


b.  Identification of Potential Conflicts of Interest (COI).  Contractor employees will have detailed knowledge of DISA Computing Services plans and requirements for security automation.


c.  Identification of Non-Disclosure Requirements.  Contractor personnel will be required to sign non-disclosure statements.


d.  Packaging, Packing and Shipping Instructions.  None.


e.  Inspection and Acceptance Criteria.  Acceptance of deliverables by the TM will indicate approval of the deliverable.

14.  Section 508 Accessibility Standards.  The following Section 508 Accessibility Standard(s) (Technical Standards and Functional Performance Criteria) are applicable (if box is checked) to this acquisition.

Technical Standards
 FORMCHECKBOX 
 1194.21 - Software Applications and Operating Systems

 FORMCHECKBOX 
 1194.22 - Web Based Intranet and Internet Information and Applications

 FORMCHECKBOX 
 1194.23 - Telecommunications Products

 FORMCHECKBOX 
 1194.24 - Video and Multimedia Products

 FORMCHECKBOX 
 1194.25 - Self-Contained, Closed Products

 FORMCHECKBOX 
 1194.26 - Desktop and Portable Computers

 FORMCHECKBOX 
 1194.41 - Information, Documentation and Support

The Technical Standards above facilitate the assurance that the maximum technical standards are provided to the Offerors.  Functional Performance Criteria is the minimally acceptable standards to ensure Section 508 compliance.  This block is checked to ensure that the minimally acceptable electronic and information technology (E&IT) products are proposed.

Functional Performance Criteria
 FORMCHECKBOX 
 1194.31 - Functional Performance Criteria

Section F - Deliveries or Performance
Delivery Information
	CLIN
	DELIVERY DATE
	QUANTITY
	SHIP TO ADDRESS
	UIC

	
	
	
	
	

	0001
	POP 05-JAN-2004 TO

04-JAN-2005
	N/A
	N/A

FOB:  Destination
	

	
	
	
	
	

	0002
	POP 05-JAN-2004 TO

04-JAN-2005
	N/A
	N/A

FOB:  Destination
	

	
	
	
	
	

	0003
	POP 05-JAN-2005 TO

04-JAN-2006
	N/A
	N/A

FOB:  Destination
	

	
	
	
	
	

	0004
	POP 05-JAN-2005 TO

04-JAN-2006
	N/A
	N/A

FOB:  Destination
	

	
	
	
	
	

	0005
	POP 05-JAN-2006 TO

04-DEC-2007
	N/A
	N/A

FOB:  Destination
	

	
	
	
	
	

	0006
	POP 05-JAN-2006 TO

04-JAN-2007
	N/A
	N/A

FOB:  Destination
	

	
	
	
	
	

	0007
	POP 05-JAN-2007 TO

04-JAN-2008
	N/A
	N/A

FOB:  Destination
	

	
	
	
	
	

	0008
	POP 05-JAN-2007 TO

04-JAN-2008
	N/A
	N/A

FOB:  Destination
	

	
	
	
	
	

	0009
	POP 05-JAN-2008 TO

04-JAN-2009
	N/A
	N/A

FOB:  Destination
	

	
	
	
	
	

	0010
	POP 05-JAN-2008 TO

04-JAN-2009
	N/A
	N/A

FOB:  Destination
	


Section G - Contract Administration Data
CLAUSES INCORPORATED BY FULL TEXT

Accounting and Appropriation Data
	AA:
	97X4930.5F20 000 C1013 0 068142 2F 255011

	AMOUNT:
	$1,255,857.59 


CLIN/SubCLIN
Purchase Request Number
Obligated Amount

0001
DHQNCR04MPB0T38
$1,245,657.60

0002
DHQNCR04MPB0T38
$9,999.99

TOTAL AMOUNT OF TASK ORDER
$1,255,857.59
DITCO Points of Contact
Contracting Officer
Name:

Organization:  DISA/DITCO-Scott (AQSS32)

Phone No.:

E-Mail:
Contract Specialist
Name:

Organization:  DISA/DITCO-Scott (AQSS32)

Phone No.:

E-Mail:
Contractor Point of Contact
Contractor Name:  Analytical Services, Inc.

DUNS:  839422763

CAGE Code:  0Z229

Contractor POC:

E-Mail Address:
Phone Number:

Fax Number:

Electronic invoices may be sent to:
invoicereceipt@scott.disa.mil
Questions regarding invoices may be directed to (618) 229-9228.  Vendors may check the status of invoices at the following web site:

http://www.dfas.mil/money/vendor
Section I - Contract Clauses
CLAUSES INCORPORATED BY FULL TEXT

52.217-9 - OPTION TO EXTEND THE TERM OF THE CONTRACT (MAR 2000).
(a) The Government may extend the term of this contract by written notice to the Contractor within 60 days; provided that the Government gives the Contractor a preliminary written notice of its intent to extend at least  60 days before the contract expires. The preliminary notice does not commit the Government to an extension.

(b) If the Government exercises this option, the extended contract shall be considered to include this option clause.

(c) The total duration of this contract, including the exercise of any options under this clause, shall not exceed five years.
(End of clause)

52.217-9100 - OPTIONS TO EXTEND THE TERM OF THE CONTRACT (IAW FAR 17.204).  In addition to the base contract period requirements set forth above, Option Periods 1 through 4 (CLINs #0003 through 0009]), for continued effort, are hereby awarded but are not exercised unless otherwise indicated in the schedule.  These optional efforts shall be performed in accordance with the requirements set forth in Section C of this document.  Performance under these option periods shall be executed in accordance with the same terms and conditions in effect under the basic period.  Refer to clause number 52.217-9, entitled “Option to Extend the Term of the Contract,” for the terms and conditions for these options.
