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Section B - Supplies or Services and Prices
	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0001
	Encore IT Solutions
	1
	Lot
	$1,591,335.61
	$1,591,335.61

	
	T&M

Customer Service Management (CSM) Support, in accordance with the attached Statement of Work (SOW), dated 23 Dec 2003 (Encore Tracking Number 00203.00).  Pragmatics' proposal dated 23 Dec 2003, and revised 24 Dec 2004, are incorporated by reference.

The period of performance is 366 calendar days (1 Jan 2004 - 31 Dec 2004).

Time-and-Materials (T&M) - Not-to-Exceed (NTE).  The contractor is authorized to invoice monthly for actual labor hours performed and other direct costs (ODCs) incurred.

PURCHASE REQUEST NUMBER: DHQNCR04MPB0202


	

	
	
TOT ESTIMATED PRICE
	$1,591,335.61

	
	
CEILING PRICE
	

	
	ACRN AA Funded Amount
	$1,591,335.61


FOB:  Destination

Section C - Satement of Work
ENCORE TASK ORDER (TO) STATEMENT OF WORK (SOW)
as of 23 Dec 2003
	Contract Number:
	DCA200-02-D-5011

	Order Number:
	0006

	Tracking Number:
	00203.00

	Previous Order Number
	DCA200-02-D-5011/0003


1.  Task Monitors (TMs).

a.  Primary TM.
	Name:
	

	Organization:
	DISA Computing Services CD33

	Address:
	5775 DTC Boulevard, Suite 350

Greenwood Village, CO  80111-3209

	Phone No.:
	

	Fax No.:
	

	Internet Address:
	



b.  Alternate TM.
	Name:
	

	Organization:
	DISA Computing Services CD33

	Address:
	5775 DTC Boulevard, Suite 350

Greenwood Village, CO  80111-3209

	Phone No.:
	

	Fax No.:
	

	Internet Address:
	


2.  Task Order Title.  Customer Service Management (CSM) Support

3.  Background.  A key goal for DISA has been to provide relevant computer operations and telecommunications capabilities to support the warfighter built on pillar programs such as GCCS, GCSS, EDI and DTS that are all product based.  Sustainability, configuration management, logistics supportability, documentation, and integration of the products into the business area have not been given the same attention as the performance of the products themselves.  The lack of a solid service regimen, highlighted by a fragmented help desk structure and management, created the perception of inconsistent treatment of customers and credibility concerns between DISA and its customers.  To overcome this issue, DISA initiated a customer service management approach to provide a consistent, assured, reliable, and predictable face to its customers.  The Customer Service Management (CSM) program is the related DISA Computing Services (CS) initiative to ensure that the CS post deployment support infrastructure addresses customer concerns and service perceptions for all DISA provided products and services.  Key components of this program are problem management, knowledge management, analysis and reporting, and integration with enterprise systems management tool suites.  DISA is currently receiving technical support under contract number DCA200-02-D-5011/0003.

4.  Objectives.  This task order provides DISA CS with professional consulting and information technology services necessary to fulfill requirements, planning, implementation, and technical support of the CSM solution providing integrated Help Desk capabilities to DISA customers based on commercial best practices.  The contractor shall work directly with DISA CS contractual and technical points of contact and with functional points of contact within the DISA CS Headquarters staff, and field sites.  The contractor shall support DISA CS with the development and implementation of enhancements to the existing deployed framework resulting in an integrated and consolidated Help Desk infrastructure.

5.  Scope.  The contractor shall support DISA CS with the technical services necessary to complete the implementation of a DISA CS enterprise-wide standard helpdesk solution based on industry best practices, industry standards, and standard DISA CS tool suites including Kana IQ and Response, WebSphere Application Server, and Crystal Enterprise. Solution components address tools and technology, processes, operations, human resources, and integration of the CSM solution with other standard DISA CS tools as required such as the DISA Trouble Management System (TMS) based on COTS Remedy ARS, the GOTS inventory/contract systems, or the DISA CS systems management framework based on Tivoli and Managed Objects formula. Based upon DISA CSM Program Office defined requirements, the contractor shall work directly with DISA CS contractual and technical points of contact and with functional points of contact within the DISA CS Headquarters staff, and field sites.  The CSM Program Office will review all proposed solutions before any further development or implementation actions are taken.  The contractor shall comply with the appropriate DoD-approved architectures, programs, standards and guidelines, such as Defense Information Infrastructure (DII) Strategic Technical Guidance (STG), Security Technical Implementation Guide (STIG), Standard Operating Environment (SOE), DII Common Operating Environment (COE), Defense Information Systems Network (DISN) and Shared Data Environment (SHADE).  Specific services addressed in this SOW are:

· Task Area 1 - Planning, Program and Project Management Support
· Task Area 2 - Kana Technical Support
· Task Area 3 - WebSphere Application Server Technical Support
· Task Area 4 - Integration Services, Design and Enhancements
· Task Area 5 - Education, Training, Certification and Accreditation
· Task Area 6 - Business Process Reengineering and Quality Management

· Task Area 7 - Content Management
· Task Area 8 - Transformation Safety Net Support (Optional)
6.  Specific Tasks.
6.1  Task 1 - Planning, Program and Project Management Support.
6.1.1  Subtask 1 - Contract-Level Program Management.  The contractor shall provide the technical and functional activities at the Contract Level needed for the Program Management of this SOW including productivity and management methods such as Quality Assurance, Configuration Management, Work Breakdown Structuring, and Human Engineering at the Contract level. Provide the centralized administrative, clerical, documentation and related functions.

6.1.2  Subtask 2 - Contract-Level Task Order (TO) Management.  The contractor shall prepare TO Management Plan describing the technical approach, organizational resources, and management controls to be employed to meet the cost, performance, and schedule requirements throughout TO execution. Provide a monthly status report monitoring the quality assurance, configuration management, and security management applied to the TO.  Provide a weekly report on the status of all ongoing tasks that briefly summarizes the effort, technical considerations and progress made during the previous week.

Deliverables:
Management Plan
Contractor Status Report
Weekly Activity Report
6.2  Task 2 - Kana Technical Support.  The contractor shall provide technical services and support to DISA CS for detailed requirements analysis, planning, implementation, and technical support for the CSM knowledge management products (Kana IQ and Kana Response).  The technical services and support include the following:

6.2.1  Subtask 1 - Configuration Management.  The contractor shall assist the Government in documenting the configuration and changes made to the operational Kana product suite.  This includes, but is not limited to, any rollout projects that may be required; software and hardware upgrades; application modifications; and integration architectural changes.  The contractor shall provide instructions on installing, patches, service releases, and upgrades impacting the Kana development or production environments.  Changes will be documented with implementation plans that include an implementation checklist itemizing the steps to be taken to prepare and install software and related documents, modifications to associated functional processes associated with the change, equipment/facility requirements for training sessions, and any other miscellaneous information necessary to ensure successful deployment of changes to the baseline environment. These plans shall also take into consideration the following:

· Minimize operational disruption

· Optimize the use of existing assets 

· Maintain and improve user services through improvement of processes

6.2.2  Subtask 2 - Technical Support.  The contractor shall assist the Government in providing technical support for hardware and/or software associated with the Kana software suite.  Support shall include, but is not limited to: software loading, application tuning, software integration, hardware installation, trouble-shooting of problems, and communication connectivity. The contractor shall assist the Government with any new software standard loads, and major standard overlays as part of its normal rollout procedures.  Support shall include testing and the maintenance of associated technical documentation such as architecture drawings, configuration data, and regression test plans.

6.2.3  Subtask 3 - Product Enhancements.  The contractor shall, based on requirements documents, assist the Government in developing new enhancements to the Kana architecture and/or functionality that meet the business needs of the Government and provide the most cost effective solution including integration of new capabilities such as those provided by the Kana Response product.  The contractor shall produce a detailed design document and assist the Government in integrating and deploying the new or enhanced software and/or hardware.  Support shall include, but is not limited to software loading, application tuning, software integration, hardware installation, trouble-shooting, and communication connectivity.  The contractor shall, based on requirements documents, assist the Government in developing the redesign of the Kana IQ from a site-specific configuration to an Enterprise-wide configuration.  The contractor shall produce a detailed design document and assist the Government in integrating and deploying the new or enhanced software.  Support shall include, but is not limited to software loading, application tuning, software testing and integration, trouble-shooting, and communication connectivity.  For any enhancements, the contractor shall assist the Government in ensuring that any new implementations or upgrades meet the Security readiness requirements mandated by DISA and DoD.

Deliverables:
Weekly Activity Report
Implementation Plan
Requirements Analysis
Training Plan
User Guide
Test Plan
6.2.4  Subtask 4 - Transition Support.  The contractor shall assist the Government in developing transition, implementation, and training plans to transition support of the deployed Kana environment to designated DISA CS resources.

Deliverables:
Weekly Activity Report
Implementation Plan
Training Plan
Transition Plan
6.3  Task 3 - Web Access Application Server Technical Support.  The contractor shall provide technical services and support to DISA CS for detailed requirements analysis, planning, implementation, and technical support for the Customer Service Management (CSM) web access management product (WebSphere Application Server and associated COTS/GOTS web-based applications such as the Survey Said product). The technical services and support include the following: The contractor shall assist the Government with the design, development, and implementation of a web services portal based upon Government functional requirements.  A web services portal will enable the DISA CSM office and other CS staff to present (1) an internal entry point into the CSM systems and sub-systems (Remedy, Kana, and CSM Document Library), (2) an environment that allows users to personalize their view of their initial web page and, (3) an access point to external systems and portals such as CHCS and ESM.  The web portal must integrate with planned access control systems based upon LDAP.  The CSM portal must be able to integrate with CSM tools and products, designated non-CSM products, as well as with other portals internal or external to DISA.  The web designs must comply with the requirements of Section 508 of the Americans with Disabilities Act and incorporate industry best practices.  The subtasks below further define this requirement.

6.3.1  Subtask 1 - Requirements Analysis.  The CSM project office will provide the contractor with the initial requirements for the web services portal design and implementation.  The contractor shall assist DISA CS personnel in the following:  (1) review and evaluate the initial requirements, (2) analyze the existing and planned CSM systems and subsystems that are a part of the internal portion of the portal, (3) analyze existing and planned portal implementations to be integrated with the CS Enterprise web services portal, and (4) analyze external DISA or DoD portals to assess integration or interoperability issues.  Based upon this analysis, the contractor shall develop a requirements analysis document to include recommendations for the web services portal design implementation.  The implementation plan must include a checklist that defines the preparation or implementation steps required by the project office, contractor, and data center staffs that include timeframe, facilities, equipment, and software necessary to support the program.

Deliverables:
Technical Solution
Requirements Analysis and Recommendations
CSM Internal Web Portal Design and Integration Plan
External Web Portal Design and Integration Plan
Implementation Plan
Weekly Activity Report

Web Portal System Documentation and Instructions
6.3.2  Subtask 1 - Configuration Management.  The contractor shall assist the Government in documenting the configuration and changes made to the operational WebSphere product.  This includes, but is not limited to, any rollout projects that may be required; software and hardware upgrades; application modifications; and integration architectural changes.  The contractor shall provide instructions on installing, patches, service releases, and upgrades impacting the WebSphere development or production environments.  Changes will be documented with implementation plans that include an implementation checklist itemizing the steps to be taken to prepare and install software and related documents, modifications to associated functional processes associated with the change, equipment/facility requirements for training sessions, and any other miscellaneous information necessary to ensure successful deployment of changes to the baseline environment. These plans shall also take into consideration the following:

· Minimize operational disruption

· Optimize the use of existing assets 

· Maintain and improve user services through improvement of processes and tools

6.3.2  Subtask 2 - Technical Support.  The contractor shall assist the Government in providing technical support for hardware and/or software associated with the WebSphere software and other web-based applications.  Support shall include, but is not limited to: software loading, application tuning, software integration, hardware installation, trouble-shooting of problems, and communication connectivity. The contractor shall assist the Government with any new software standard loads, and major standard overlays as part of its normal rollout procedures.  Support shall include testing and the maintenance of associated technical documentation such as architecture drawings, configuration data, and regression test plans. 

6.3.3  Subtask 3 - Product Enhancements.  The contractor shall, based on requirements documents, assist the Government in developing new enhancements to the WebSphere architecture and/or functionality that meet the business needs of the Government and provide the most cost effective solution including integration of new capabilities.  The contractor shall produce a detailed design document and assist the Government in integrating and deploying the new or enhanced software and/or hardware.  Support shall include, but is not limited to software loading, application tuning, software integration, hardware installation, trouble-shooting, and communication connectivity.

Deliverables:
Weekly Activity Report
Implementation Plan
Requirements Analysis
Training Plan
User Guide
Test Plan
6.3.4  Subtask  4 - Transition Support.  The contractor shall assist the Government in developing transition, implementation, and training plans to transition support of the deployed web access environment to designated DISA CS resources.

Deliverables:
Weekly Activity Report
Implementation Plan
Training Plan
Transition Plan
6.4  Task 4 - Integration Services, Design and Enhancements.  The CSM tool suite must be able to integrate with each of the CSM product components including the Kana products, the Remedy ARS based TMS product, and the Crystal Enterprise reporting system; support interfaces with GOTS products to CSM components such as the IACMS inventory system and CORAS contract data system; and with ESM system management tools focusing on an enterprise management solution such as Tivoli or Managed Objects formula.  The contractor must be able to analyze the current environment, understand the DISA CS vision and mission, and assist DISA CS in developing an integration plan that best utilizes the product capabilities to enhance communications between the sites and their customers and with DISA Headquarters elements that monitor the data center environment.  The subtasks below further define the requirements of this task.

6.4.1  Subtask 1 - Requirements Analysis.  The contractor shall assist in identifying the various requirements for integrating CSM products with the DISA CS enterprise architecture components, operations processes, and organizational structure.  Requirements may include technical, functional, process, or documentation.  Recommended requirements will be documented with implementation plans that include an implementation checklist itemizing the steps to be taken to prepare and install software and related documents, modifications to associated functional processes associated with the change, equipment/facility requirements for training sessions, and any other miscellaneous information necessary to ensure successful deployment of changes to the baseline environment. These plans shall also take into consideration the following:

· Minimize operational disruption

· Optimize the use of existing assets 

· Maintain and improve user services through improvement of processes and tools 

6.4.2  Subtask 2 - Enhancements.  Top-down driven deadlines and the implementation of new technology have caused some inefficiency in the current operations plan.  The contractor will assist the Government in the analysis of the overall existing design of the CSM architecture in order to understand the mission and scope of the program, interrelationship with other DISA CS programs and projects, and to be able to identify, define, and implement technical, functional, and process enhancements.  Recommendations will be documented with implementation plans that include an implementation checklist itemizing the steps to be taken to prepare and install software and related documents, modifications to associated functional processes associated with the change, equipment/facility requirements for training sessions, and any other miscellaneous information necessary to ensure successful deployment of changes to the baseline environment.  These plans shall also take into consideration the following:

· Minimize operational disruption

· Optimize the use of existing assets 

· Maintain and improve user services through improvement of processes and tools 

6.4.3  Subtask 3 - Integration of New Designs.  The contractor shall develop and design enhancements based upon the requirements documents provided or approved by the CSM Program Office.  Support shall include, but is not limited to software loading, application tuning, software integration, hardware installation, trouble-shooting, and communication connectivity.

Deliverables:
Technical Solution
Integration Plan
Implementation Plan(s)

Weekly Activity Report
6.5  Task 5 - Education, Training, Certification and Accreditation.  An education, certification and accreditation plan was implemented during the first phase of the CSM project.  However, with the organizational transitions, the implementation of new products and the upgrading of existing products, updates to this plan need to be made.  The contractor shall be responsible for assisting DISA CS personnel in evaluating the existing plan and recommending changes based on the current organizational architecture, product upgrades and implementations, and commercial best practices as required.  The following subtasks provide additional details.
6.5.1  Subtask 1 - Evaluate Current Tests and Certification Criteria.  The contractor shall assist in evaluating CSM’s training certification measurements, testing and evaluation requirements for consistency and relevance to commercial best practices.  The contractor shall assist in the evaluation of the additional duties and responsibilities of the Operational Support Team (OST) versus Help Desk environments and its impact on the certification testing and evaluation guidelines.  The contractor will recommend changes to the existing Training and Certification Plan.

6.5.2  Subtask 2 - Evaluate Current Accreditation Process.  The contractor shall assist DISA CS personnel in the review of the CSM project accreditation plan and compare it with commercial best practices and trends and provide an evaluation with recommended changes.

Deliverables:
Training and Certification Plan/Guideline
Accreditation Evaluation/Plan
Weekly Activity Report
6.6  Task 6 - Business Process Reengineering and Quality Management.  The CSM mission is to improve customer service by providing enabling technology, developing or streamlining processes supporting the effective utilization of the capabilities, and defining processes to audit performance and identify additional improvement opportunities.  By using Business Process Reengineering (BPR) and industry standard Quality Management (QM) guidelines, the contractor shall analyze the CSM processes at both the Program Office and data center levels to capture and document process information.  The contractor must be trained and/or certified in BPR processes and QM concepts. The contractor shall then present BPR and/or QM analysis reports highlighting target areas for improvement and assist Government personnel in the development of improved processes based on recommendations approved by the Program Offices.  The subtasks and deliverables below further detail the requirements.

6.6.1  Subtask 1 - Documentation Standards.  The contractor shall assist DISA CS personnel in the review of all CSM processes documentation for adherence to ISO guidelines and DoD documentation regulations. Recommendations for improvements to meet industry best practices, DOD requirements, or enhance the effective utilization of CSM provided capabilities shall be documented in a requirements recommendation.  The contractor will assist Government personnel in implementing recommendations approved by the program office. 

6.6.2  Subtask 2 - Best Practices for Customer Relationship Management (CRM).  The contractor shall assist in the evaluation of operational processes at each data center using BPR procedures to capture information and develop analysis criteria.  The contractor shall provide the standard BPR analysis reports and make recommendations for improvements.  The contractor shall also work with DISA CS personnel to develop an implementation plan for the deployment of recommended solutions approved by the Government.

6.3.3  Subtask 3 - Quality Management Procedures.  The contractor shall assist DISA CS personnel in developing QM procedures that will be used to evaluate compliance with CSM related standards, processes, and the effectiveness of program implementations at the data centers and target areas for quality improvements.  The contractor shall assist in the review of the current QM Plan, develop a quality audit program, and make recommendations for changes to the plan.  The contractor shall also provide assistance in developing implementation plans as needed for targeted improvements.  All implementation plans shall include a checklist that provides a step-by-step instruction of what processes are targeted and the personnel, equipment, or facilities that are needed to improve the process.

Deliverables:
Process Analysis
Activity Analysis
Functional Economic Analysis
Implementation plan(s)
Quality Management operational analysis
Weekly Activity Report
6.7  Task 7 - Content Management.  The contractor shall assist in analyzing industry best practices for Content Management, DISA CS operational requirements and processes for Content Management functionality, and the relationship of Content Management to the CSM knowledge management architecture as well as any interoperability concerns for potential integration with DISA Content Management solutions.  The contractor shall assist in developing a transition and implementation plan for any major redesigns to the existing configuration.  In addition, the contractor shall assist the Government with content management for the existing knowledge management system such as maintenance of the KM Style Guide, developing standardized content for the existing knowledge base, developing standardized and updated content for CSM related WEB pages, and ensuring Section 508 compliance for CSM related content where appropriate.

6.7.1  Subtask 1 - Requirements Analysis.  The contractor shall assist DISA CS personnel in reviewing the current enterprise environment and content management needs.  The contractor shall assist Government personnel in the identification industry standard content management functions, the applicability of the functions to the DISA CS operations environment, and develop a function requirements document based upon this analysis.  The contractor shall assist Government personnel with the review of any recommended technical solution to ensure that identified functional requirements and technical integration requirements to the existing CSM environment are met.

6.7.2  Subtask 2 - CSM Content Management.  The contractor shall assist with the maintenance of the CSM Style Guide, the review and standardization of submitted CSM content, and the development of new content including knowledge cases, program documentation, process documentation, user guides, checklists, regression test plans, technical documentation, web based content, or other identified CSM content requirements.
Deliverables:
Implementation Plan(s) (as needed)
Requirements Analysis (as needed)
User's Guide (as needed)
Weekly Activity Report
6.8  Task 8 - Transformation Safety Net Support (Optional).  Transformation initiatives have created a situation where key processing information is at risk of being lost due to the lack of standard documentation and the rapid loss of key personnel. The Safety Net program is an effort to capture documentation and operational procedures before the experts in these areas have left the organization.

6.8.1  Subtask 1 - Identification and Analysis.  The contractor shall assist DISA CS in conducting site surveys of DISA data centers to identify processes, instructional documents, and critical operations procedures as well as gaps in available knowledge.  These items will be sorted, analyzed and documented, and posted to the DISA Transformation web site for use within the DISA community.  Data centers gaining new workloads need the information in order to support the customer and applications.  Data centers affected by personnel cuts will use the information to train their remaining staffs to perform the workload left at the Processing Elements (PEs).

6.8.2  Subtask 2 - Site Surveys and Functional Audits.  The contractor shall assist DISA CS in performing site surveys and functional audits of key personnel at the data centers.  The surveys and audits performed are to determine any undocumented processes or procedures, document them in a format usable with the Kana Knowledge Management tool, and to highlight areas for possible Business Process Reengineering and streamlining.

Deliverables: 
Process Analysis
Implementation Plan (as required)
Weekly Status Reports
6.8.3  Subtask 3 - Safety Net Content.  The contractor shall assist the Government in developing and publishing appropriate content from information collected under subtasks 1 and 2 to the CSM knowledge management system.

7.  Place of Performance.  The place of performance shall be on-site at DISA CS - Denver.  Site visits shall be conducted, only as directed by the Task Monitor or the CSM Program Manager. Site visits may be conducted to DISA CS Denver, CO, (for remote contractor support staff) DISA CS Headquarters in the National Capitol Region, any DISA CS System Management Center or Processing Element located throughout the United States.

LONG DISTANCE TRAVEL

	To
	From
	# Contractors
	#Days
	#Trips

	Montgomery, AL
	Primary Contractor Site
	2
	5
	4

	Ogden, UT
	Primary Contractor Site
	2
	5
	4

	Oklahoma City, OK
	Primary Contractor Site
	2
	5
	4

	Mechanicsburg, PA
	Primary Contractor Site
	2
	5
	4

	Washington, DC
	Primary Contractor Site
	2
	5
	4


8.  Period of Performance.  The period of performance is 366 calendar days (1 Jan 2004 - 31 Dec 2004).  Generally, this technical support shall be performed Monday through Friday excluding all Federal holidays.  Normal duty day is 8 hours.  Normal duty days do not include vacation, sick, holidays, and temporary duty (TDY) (hours may vary when TDY).  Technical support for all supported products defined in this SOW for the OSTs, SMCs, and PEs will be on a 24x7 callback basis.  DISA CS reserves the right to approve all proposed staff members based on review of resumes.

Deliverables:
Contractor Staffing Plan
Employee Resumes
9.  Delivery Schedule.  All deliverables shall be electronically transmitted to the DISA CS Denver Office.  For all technical deliverables, the Contracting Officer (KO) and the Contracting Officer Representative (COR) shall receive a copy of the transmittal letter. 

	SOW Task#
	Deliverable Title
	CDRL/

DID#
	Due Date
	Distribution
	Frequency and Remarks

	6.1.2
	Management Plan
	Electronic Copy
	30 Days
	Standard Distribution*
	Draft - 15 days

Final - 30 days

	6.1.2
	Contractor Status Report 
	Electronic Copy
	Monthly
	Standard Distribution*
	First Monday of the month

	6.1.2
	Weekly Activity Report
	Electronic Copy
	Weekly
	Standard Distribution*
	Each Monday for prior week

	6.2.3
	Training Plan
	Electronic Copy
	60 Days
	Stand Distribution*
	Draft - 30 days

Final - 60 days

	6.2.3
	User's Guide
	Electronic Copy
	30 Days
	Stand Distribution*
	Draft - 15 days

Final - 30 days

	6.2.3
	Requirements Analysis
	Electronic Copy 
	60 Days
	Standard Distribution*
	Draft - 10 days

Final - 60 days

	6.2.3
	Implementation Plan
	Electronic Copy
	60 Days
	Standard Distribution*
	Draft - 30 days

Final  - 60 days

	6.2.3
	Test Plan 
	Electronic Copy 
	60 Days
	Standard Distribution*
	Draft - 30 days

Final - 60 days

	6.2.3
	Weekly Activity Report
	Electronic Copy
	Weekly
	Stand Distribution*
	Each Monday for

prior week

	6.2.4
	Implementation Plan
	Electronic Copy
	30 Days
	Standard Distribution*
	Draft - 15 days

Final - 30 days

	6.2.4
	Training Plan
	Electronic Copy 
	30 Days
	Standard Distribution*
	Draft - 15 days

Final - 30 days

	6.2.4
	Transition Plan 
	Electronic Copy 
	30 Days
	Standard Distribution*
	Draft - 15 days

Final - 30 days

	6.2.4
	Weekly Activity Report 
	Electronic Copy
	Weekly
	Standard Distribution*
	Each Monday for prior week

	6.3.1
	Technical Solution
	Electronic Copy
	60 Days
	Standard Distribution*
	Draft - 30 days

Final - 60 days

	6.3.1
	Requirements Analysis & Recommendations
	Electronic Copy
	60 Days
	Standard Distribution*
	Draft - 30 days

Final - 60 days

	6.3.1
	CSM Internal Web Portal Design & Integration Plan
	Electronic Copy
	60 Days
	Stand Distribution*
	Draft - 30 days

Final - 60 days

	6.3.1
	External Web Portal Design & Integration Plan
	Electronic Copy
	60 Days
	Stand Distribution*
	Draft - 30 days

Final - 60 days

	6.3.1
	Implementation

Plan
	Electronic Copy
	30 Days
	Standard Distribution*
	Draft - 15 days

Final - 30 days

	6.3.1
	Weekly

Activity Report
	Electronic Copy
	Weekly
	Stand Distribution*
	Each Monday for prior week

	6.3.1
	Web Portal 

System Doc and 

Instructions
	Electronic Copy
	30 Days
	Stand Distribution*
	Draft -15 days

Final -30 days

	6.3.4
	Requirements Analysis
	Electronic Copy 
	30 Days
	Standard Distribution*
	Draft - 15 days

Final - 30 days

	6.3.4
	Training Plan 
	Electronic Copy 
	30 Days
	Standard Distribution*
	Draft - 15 days

Final - 30 days

	6.3.4
	Implementation Plan
	Electronic Copy
	30 Days
	Standard Distribution*
	Draft - 15 days

Final - 30 days

	6.3.4
	Test Plan 
	Electronic Copy
	30 Days
	Standard Distribution*
	Draft - 15 days

Final - 30 days

	6.3.4
	User's Guide 
	Electronic Copy 
	30 Days
	Standard Distribution*
	Draft - 15 days

Final - 30 days

	6.3.4
	Weekly Activity Report
	Electronic Copy 
	Weekly
	Standard Distribution*
	Each Monday for prior week

	6.3.5
	Implementation Plan
	Electronic Copy 
	30 Days
	Standard Distribution*
	Draft - 15 days

Final - 30 days

	6.3.5
	Training Plan
	Electronic Copy 
	30 Days
	Standard Distribution*
	Draft - 15 days

Final - 30 days

	6.3.5
	Transition Plan 
	Electronic Copy 
	30 Days
	Standard Distribution*
	Draft - 15 days

Final - 30 days

	6.3.5
	Weekly Activity Report
	Electronic Copy 
	30 Days
	Standard Distribution*
	Each Monday for prior week

	6.4.3
	Technical Solution 
	Electronic Copy 
	30 Days
	Standard Distribution*
	Draft - 15 days

Final - 30 days

	6.4.3
	Integration Plan
	Electronic Copy 
	30 Days
	Standard Distribution*
	Draft - 15 days

Final - 30 days

	6.4.3
	Implementation Plan(s)
	Electronic Copy 
	30 Days
	Standard Distribution*
	Draft - 15 days

Final - 30 days

	6.4.3
	Weekly Activity Report 
	Electronic Copy
	Weekly
	Standard Distribution*
	Each Monday for prior week

	6.5.2
	Training and Certification Plan/Guideline
	Electronic Copy
	30 Days
	Stand Distribution*
	Draft - 15 days

Final - 30 days

	6.5.2
	Accreditation Evaluation/Plan
	Electronic Copy
	30 Days
	Stand Distribution*
	Draft - 15 days

Final - 30 days

	6.5.2
	Weekly Activity Report
	Electronic Copy
	Weekly
	Stand Distribution*
	Each Monday for

prior week

	6.6.3
	Process Analysis
	Electronic Copy
	90 Days
	Stand Distribution*
	Draft - 45 days

Final - 90 days

	6.6.3
	Activity Analysis
	Electronic Copy
	90 Days
	Stand Distribution*
	Draft - 45 days

Final - 90 days

	6.6.3
	Functional Economic Analysis
	Electronic Copy
	30 Days
	Stand Distribution*
	Draft - 15 days

Final - 30 days

	6.6.3
	Implementation Plan(s)
	Electronic Copy
	60 Days
	Standard Distribution*
	Draft - 30 days

Final - 60 days

	6.6.3
	Quality Management Operational Analysis
	Electronic Copy
	60 Days
	Standard Distribution*
	Draft 30 days

Final - 60 days

	6.6.3
	Weekly Activity Report
	Electronic Copy
	Weekly
	Stand Distribution*
	Each Monday for prior week

	6.7.2
	Implementation Plan(s) (as needed)
	Electronic Copy
	60 Days
	Standard

Distribution*
	Draft - 30 days

Final - 60 days

	6.7.2
	Requirements Analysis (as needed)
	Electronic Copy
	30 Days
	Standard

Distribution*
	Draft - 15 days

Final - 30 days

	6.7.2
	User's Guide (as needed)
	Electronic Copy
	30 Days
	Stand Distribution*
	Draft - 15 days

Final - 30 days

	6.7.2
	Weekly Activity Report
	Electronic Copy
	Weekly
	Stand Distribution*
	Each Monday for prior week

	6.8.2
	Process Analysis
	Electronic Copy
	60 Days
	Standard Distribution*
	Draft - 30 days

Final - 60 days

	6.8.2
	Implementation Plan (as required)
	Electronic Copy
	30 Days from request
	Standard Distribution*
	Draft - 15 days

Final - 30 days

	6.8.2
	Weekly Activity Report
	Electronic Copy
	Weekly
	Stand Distribution*
	Each Monday for prior week

	8
	Contractor Staffing Plan
	Electronic Copy
	15 Days
	Via Contracting Officer
	Upon Receipt by KO

	8
	Employee Resumes
	Electronic Copy or 

Paper Copy
	15 Days
	Via Contracting Officer
	Upon Receipt by KO


Standard Distribution*: 1 copy of the transmittal letter without deliverable to the Contracting Officer at encore@scott.disa.mil
1 copy of the transmittal letter and the deliverable to the Primary TM.

10.  Security.  This task order provides for application software development, communications/networking, hardware/software installations other than the operating systems, and user training.  All persons performing these types of services under this contract are designated noncritical sensitive, ADP-II positions, and must have a favorably completed National Agency Check with Local Agency Checks and Credit Checks (NACLC) prior to performance.  Required requests for investigation, on each employee not having a current, favorable NACLC, will be submitted by the Facility Security Officer within 15 calendar days after award of the contract.  A copy must be provided to (local DISA CS Security Manager) to request interim ADP access.  Contractor personnel will be allowed to assume duties under this contract with an interim ADP-II authorization.  Contractor personnel who are denied a final authorization shall not be eligible to continue working under this contract, even though they may have been performing duties with an interim authorization.  DISA retains the right to request removal of contractor personnel, regardless of prior clearance or adjudication status, whose actions, while assigned to this contract, clearly conflict with the interests of the Government.  The reason for removal will be fully documented in writing to the Contracting Officer.  When and if such removal occurs, the contractor will within 15 working days assign qualified personnel to any vacancy(ies) thus created.

11.  Government-Furnished Equipment (GFE)/Government-Furnished Information (GFI).  GFE and/or GFI will be provided to the contractor in order to perform specific testing and development as required.  As GFI is obtained, standards, specifications and procedures shall be followed as required.

12.  Packaging and Shipping.  Packaging and Marking of all deliverables shall be in accordance with the best commercial practice necessary to ensure safe and timely delivery at destination and shall be in accordance with applicable DISA documentation standards and security requirements. All data and correspondence submitted to the Contracting Officer and the TM shall reference: 1) the contract number, 2) The task order number, and 3) the names of the KO and /or TM.

13.  Inspections and Acceptance.  The Customer Service Management Team leads located at DISA CS Operations - Denver, 5775 DTC Boulevardd, Suite 350, Greenwood Village, CO  80111-3209, shall perform inspection and acceptance processes of all output, contractor performance, and reports.

14.  Other Pertinent Information or Special Considerations.


a.  Contractor General Knowledge Must Include:
· Veritas Product

· Crystal Enterprise

· LDAP/PKI

· Fail over and backup strategies

· Commercial Best Practices for Help Desk Operations

· Remedy ARS

· Best Practices for Training Help Desk Personnel

· Business Process Reengineering

· ISO Quality Standards and Industry Best Practices

· Content Management concepts

· Tivoli

· Managed Objects - Formula


b.  Contractor Application Software Expertise Must Include:
· Kana 7.X and beyond (IQ, Response)

· SQL Advanced Server

· Windows 2000 Advanced Server

· Windows 2000 Operating Systems

· WebSphere Application Server

· VMWare

· J2EE

15.  Identification of Potential Conflicts of Interest (COI).  Any application software developed by the contractors to support the ESM/CSM efforts is the sole property of DISA CS.  Any attempts for individual contractors to copy or use the original source code as a base for developing an enhanced commercial product for personal profit shall result in the immediate dismissal of that individual from the contract.  

16.  Identification of Non-Disclosure Requirements.  All contractor staff in accordance with Federal Government contract guidance shall sign the following document.

DEFENSE INFORMATION SYSTEMS AGENCY

NONDISCLOSURE AGREEMENT FOR CONTRACTOR EMPLOYEES
I, _____
 (print or type name), as an employee of ___
__ (insert name of company), a Contractor acting under contract to the Defense Information Systems Agency (DISA), in administering an unclassified and/or classified system support agree not to disclose to any individual business entity or anyone within 
_________________ (insert name of employee company) or outside of the company who has not signed a nondisclosure agreement for the purposes of performing this contract:  any sensitive, proprietary or source selection information contained in or accessible through my assignment with DISA COMPUTING SERVICES.  Proprietary information/data will be handled in accordance with Government regulations.

I understand that information/data I may be aware of, or possess, as a result of my assignment under this contract may be considered sensitive or proprietary.  The Contractor’s responsibility for proper use and protection from unauthorized disclosure of sensitive, proprietary and source selection information is described in Federal Acquisition Regulation (FAR) section 3.104-5(b).  Pursuant to FAR 3.104-5, I agree not to appropriate such information for my own use or to release or discuss such information for my own use or to release it to or discuss it with third parties unless specifically authorized in writing to do so, as provided above.

This agreement shall continue for a term of five (5) years from the date upon which I last have access to the information therefrom.  Upon expiration of this agreement, I have a continuing obligation not to disclose sensitive, proprietary, or source selection information to any person or legal entity unless that person or legal entity is authorized by the head of the agency or the contracting agency or the contracting officer to receive such information.  I understand violations of this agreement are subject to administrative, civil and criminal sanctions.

THIS STATEMENT CONCERNS A MATTER WITHIN THE JURISDICTION OF AN AGENCY OF THE UNITED STATES AND THE MAKING OF A FALSE, FICTITIOUS, OR FRAUDULENT STATEMENT MAY RENDER THE MAKER SUBJECT TO PROSECUTION UNDER TITLE 18, UNITED STATES CODE, SECTION 1001.

(Signature of Contractor Employee)
Date

(Contractor)
(Employee Telephone No.)

(System)

CLAUSES INCORPORATED BY FULL TEXT

Accounting and Appropriation Data
	AA:
	97X4930.5F20 000 C1013 0 068142 2F 255011

	AMOUNT:
	$1,591,335.61


CLIN/SubCLIN
Purchase Request Number
Obligated Amount

0001
DHQNCR04MPB0202
$1,591,335.61

DITCO Points of Contact
Contracting Officer
Name:

Organization:  DISA/DITCO-Scott (AQSS32)

Phone No.:

E-Mail:

Contract Specialist
Name:

Organization:  DISA/DITCO-Scott (AQSS32)

Phone No.:

E-Mail:

Contractor Point of Contact
Contractor Name:  Pragmatics, Inc.

DUNS: 153874623 

CAGE Code:  41839

Contractor POC:

E-Mail Address:

Phone Number:

Fax Number:

Electronic invoices may be sent to:
invoicereceipt@scott.disa.mil
Questions regarding invoices may be directed to (618) 229-9228.  Vendors may check the status of invoices at the following web site:

http://www.dfas.mil/money/vendor
CREDIT CARD METHOD OF PAYMENT
If payment is to be made via credit card, contact the Contracting Officer listed above.

