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AMENDMENT OF SOLICITATION/MODIFICATION OF CONTRACT

Except as provided herein, all terms and conditions of the document referenced in Item 9A or 10A, as heretofore changed, remains unchanged and in full force and effect.

15A. NAME AND TITLE OF SIGNER (Type or print)

30-105-04

EXCEPTION TO SF 30

APPROVED BY OIRM 11-84

STANDARD FORM 30 (Rev. 10-83)

Prescribed by GSA

FAR (48 CFR) 53.243

a.  This modification adds non-disclosure requirements by incorporating the attached, revised statement of work, dated 22 Mar 2004, for

 Combat Information Transport System (CITS) Voice Protection System (VPS), Network Operation System Center (NOSC), Operations

 Support (00206.01), at no additional cost to the Government.

b.  The period of performance remains 365 calendar days (1 Feb 2004 - 30 Jan 2005).

c.  All other terms and conditions remain unchanged.

1. CONTRACT ID CODE

PAGE OF  PAGES

Y

1

7

16A. NAME AND TITLE OF CONTRACTING OFFICER (Type or print)

16C. DATE SIGNED

BY

23-Mar-2004

16B. UNITED STATES OF AMERICA

15C. DATE SIGNED

15B. CONTRACTOR/OFFEROR

(Signature of Contracting Officer)

(Signature of person authorized to sign)

8. NAME AND ADDRESS OF CONTRACTOR  (No., Street, County, State and Zip Code)

9B. DATED (SEE ITEM 11)

X

DCA200-02-D-5007-0018

10B. DATED  (SEE ITEM 13)

X

9A. AMENDMENT OF SOLICITATION NO.

13-Mar-2002

11. THIS ITEM ONLY APPLIES TO AMENDMENTS OF SOLICITATIONS

The above numbered solicitation is amended as set forth in Item 14.  The hour and date specified for receipt of Offer  

is extended,

is not extended.

Offer must acknowledge receipt of this amendment prior to the hour and date specified in the solicitation or as amended by one of the following methods: 

(a) By completing Items 8 and 15, and returning

copies of the amendment; (b) By acknowledging receipt of this amendment on each copy of the offer submitted;

or (c) By separate letter or telegram which includes a reference to the solicitation and amendment numbers.  FAILURE OF YOUR ACKNOWLEDGMENT TO BE 

RECEIVED AT THE PLACE DESIGNATED FOR THE RECEIPT OF OFFERS PRIOR TO THE HOUR AND DATE SPECIFIED MAY RESULT IN  

REJECTION OF YOUR OFFER.  If by virtue of this amendment you desire to change an offer already submitted, such change may be made by telegram or letter, 

provided each telegram or letter makes reference to the solicitation and this amendment, and is received prior to the opening hour and date specified.

12. ACCOUNTING AND APPROPRIATION DATA (If required)

13. THIS ITEM APPLIES ONLY TO MODIFICATIONS OF CONTRACTS/ORDERS.

IT MODIFIES THE CONTRACT/ORDER NO. AS DESCRIBED IN ITEM 14.

A. THIS CHANGE ORDER IS ISSUED PURSUANT TO:  (Specify authority) THE CHANGES SET FORTH IN ITEM 14 ARE MADE IN THE

 CONTRACT ORDER NO. IN ITEM 10A.

B. THE ABOVE NUMBERED CONTRACT/ORDER IS MODIFIED TO REFLECT THE ADMINISTRATIVE CHANGES (such as changes in paying 

office, appropriation date, etc.) SET FORTH IN ITEM 14, PURSUANT TO THE AUTHORITY OF FAR 43.103(B).

C. THIS SUPPLEMENTAL AGREEMENT IS ENTERED INTO PURSUANT TO AUTHORITY OF:

X

D. OTHER (Specify type of modification and authority)

Mutual agreement; reference EDS e-mail message, dated 22 Mar 2004

E. IMPORTANT:   Contractor

X

is not,   

is required to sign this document and return

copies to the issuing office.

14. DESCRIPTION OF AMENDMENT/MODIFICATION  (Organized by UCF section headings, including solicitation/contract subject matter

 where feasible.)

10A. MOD. OF CONTRACT/ORDER NO.

01

2. AMENDMENT/MODIFICATION NO.

5. PROJECT NO.(If applicable)

6. ISSUED BY

3. EFFECTIVE DATE

23-Mar-2004

CODE

DISA/DITCO-SCOTT

2300 EAST DRIVE

SCOTT AFB IL 62225-5406

HC1013

7. ADMINISTERED BY  (If other than item 6)

4. REQUISITION/PURCHASE REQ. NO.

CODE

See Item 6

ELECTRONIC DATA SYSTEMS CORPORATION

13600 EDS DRIVE

MAILSTOP A6ND48

HERNDON VA 20171-3225

JEFF LIGHT

FACILITY CODE

1U305

CODE

encore@scott.disa.mil

EMAIL:

TEL:

MARK S. SCHNEIDER / CONTRACTING OFFICER


Section SF 30 Block 14 Continuation Page
SUMMARY OF CHANGES
Section C - Descriptions and Specifications
The following have been added by full text:

ENCORE TASK ORDER (TO) STATEMENT OF WORK (SOW)
as of 22 Mar 2004 
	Contract Number:
	DCA200-02-D-5007

	Task Order Number:
	001801

	Encore Tracking Number:
	00206.01

	Follow-on to Encore Contract and Task Order Number:
	Not applicable


1.  Task Monitors (TMs).
a.  Primary TM.
	Name:
	

	Organization:
	ESC/NI3

	Department of Defense Activity
Address Code (DODAAC):
	JM0453

	Address:
	3 Eglin Street, Hanscom AFB, MA  01731-2110

	Phone Number:
	

	Fax Number:
	

	E-Mail Address:
	


b.  Alternate TM.
	Name:
	

	Organization:
	ESC/NI3

	DODAAC:
	JM0453

	Address:
	3 Eglin Street, Hanscom AFB, MA  01731-2110

	Phone Number:
	

	Fax Number:
	

	E-Mail Address:
	


2.  Task Order Title.  Combat Information Transport System (CITS) Voice Protection System (VPS), Network Operation System Center (NOSC), Operations Support

3.  Background.  The establishment of a standardized NOSC at each MAJCOM as a network command post-like function was a shift from the base centric Network Control Centers (NCC).  It was done to achieve central control of distributed assets and provide a standard but flexible architecture, thereby achieving reduced operational cost as well as leveraging technology.  In 2001, in conjunction with the transition, it was recognized that there was no centralized network and security tools to oversee voice network and switching equipment.  In 2002, the Combat Information Transport System (CITS) Program Management Office (PMO), utilizing SecureLogix Corporation’s Enterprise Telephony Management (ETM®) Platform, demonstrated an enterprise-wide, policy based control and logging of telecommunications activity in a real world military operational environment.  The Air Staff subsequently directed the CITS PMO to purchase and deploy the product to the MAJCOMs.  To assist the respective MAJCOM s to fully integrate the VPS tool set capabilities, the CITS PMO has sponsored a NOSC on-site technical administrator.

4.  Objectives.  To provide technically trained personnel to assist the MAJCOM NOSCs with effectively utilizing the CITS VPS equipment and tools.

5.  Scope.  At Government-identified NOSCs, communication engineers shall operate, manage, and maintain the ETM® platform developed by SecureLogix Corporation; know to the Air Force as the Voice Protection System (VPS).  Contractors shall also assist in writing and implementing system security policy development.
Task Area 1 - Enterprise IT Policy and Planning.  This task addresses technical and programmatic support to assist departments and agencies with all aspects of planning, engineering, fielding, and operating IT systems and resources.  It provides technical support for review, analysis and coordination of processes, policy, doctrine, directives, regulations, and implementation of instruction for the Department of Defense (DoD) and other Federal agencies.

6.  Specific Tasks.
6.1  Task 1 - Program Management.  The contractor shall provide and maintain staffing levels to assist the MAJCOM/SC and CITS PMO.  Specific requirements include:

· The contractors assigned to this crew position shall meet all training qualifications for the VPS administrator position as outlined in the current AFI 33-115 Volumes 1 & 2.

· The contractors assigned to this crew position shall meet the requirements of Network Professional Certification Program as outlined in AFI 33-115 V2.

· The contractor shall provide monthly financial statements in accordance with Paragraph 9.

6.2  Task 2 - Description of VPS Administrator.  Voice Controllers are responsible for operating, managing, and maintaining the VPS system and help provide situational awareness of all MAJCOM voice networks (e.g. DSN, PSTN, FTS2001).  Voice Controllers develop VPS security policies, custom report development, recurring and ad-hoc report generation, moves/adds/changes associated with VPS policy, troubleshooting and system maintenance, upgrades system backups, and regular administrative reporting.  They are also responsible for coordinating VPS-related issues with individual bases.

6.3  Task 3 - VPS Administrator Tasks.
6.3.1  The contractor shall:

· Perform Security Management.  Implement AF and MAJCOM directed security policies.

· Perform Fault Management.  Respond to, report, and resolve VPS alarms and messages.

· Perform Accounting Management Tasks.  Create/Manage all ETM® Client User accounts for authorized personnel to include base level.

· Perform Systems Management.  Perform System data backup as required by AF and MAJCOM.

· Remotely operate and manage base-level appliances.

· Perform system preventative maintenance on the ETM® platform.
· Perform maintenance on the VPS hardware and software
· Perform Configuration Management.  Maintain and track VPS data necessary to administer the system and generate reports required by the Air Force and MAJCOM NOSCs.

· Generate recurring, custom and ad-hoc reports.

· Perform moves/adds/changes associated with VPS policy.

· Perform system backups in accordance with MAJCOM policies.

6.3.2  Assist the MAJCOM in:
· Writing and implementing VPS system security policy 

· Coordinating and managing VPS-related issues with individual bases for the MAJCOM

· Upgrading the VPS system as directed by the CITS PMO

7.  Place of Performance.  Requested work shall be performed at the Government’s sites listed below.


a.  Staffing and Locations.

	MAJCOM
	Location
	Base Year
(# of personnel)

	ACC
	Langley AFB, VA 
	1

	AETC
	Randolph AFB, TX
	1

	AFMC
	Wright-Patterson AFB, OH
	1

	AFRC
	Robbins ARB, GA
	1

	AFSOC
	Hurlburt AFB, FL
	1

	AFSPC
	Peterson AFB, CO
	1

	AMC
	Scott AFB, IL
	1

	ANG
	McConnell ARB, KS
	*

	PACAF
	Hickam AFB, HI
	*

	USAFE
	Ramstein AB, GE
	*


NOTE:  “*” indicates possible manning


b.  Duty Hours.  The contractor shall work a normal duty week:  8 hours per day, 5 days per week, Monday through Friday.  The 8 hour day shall be a normal day shift, nominally 0800 to 1700 local time (specific shift start and end times shall be in accordance with local policy).


c.  Duty Days.  The contractor shall not work Federal American holidays without prior coordination with the CITS PMO.

8.  Period of Performance.  The period of performance is 365 calendar days (1 Feb 2004 - 30 Jan 2005).

9.  Delivery Schedule.
	SOW Task#
	Deliverable Title
	Format
	Number
	Calendar Days After TO Start

	6.1.3
	Monthly Financial Project Report
	Contractor Format
	Standard Distribution*
	Draft - 15

Final - 30

	Standard Distribution:  1 copy of the transmittal letter without the deliverable to the Contracting Officer at encore@scott.disa.mil; 1 copy of the transmittal letter with the deliverable to:

ESC/NI5

3 Eglin Street

Hanscom AFB, MA  01731




10.  Security.  Stated work shall be performed at the UNCLASSIFIED and CLASSIFIED level on networks and systems.  VPS administrator personnel shall possess a DoD SECRET security clearance prior to performing on-site work.

11.  Government-Furnished Equipment (GFE).  The Government will provide work space, desks and chairs for contractor personnel.  The Government will also provide adequate telephones, tables, filing cabinets, and containers suitable for storage of reference material to support each contractor personnel.  The Government shall provide suitable computer access and tools.  Local area network connectivity, including printer support and email access, shall also be provided by the Government.

12.  Other Pertinent Information or Special Considerations.

a.  Identification of Possible Follow-on Work.


(1)  Additional personnel may be requested upon direction of the Government within the period of performance.


(2)  Follow-on period of performances may be exercised by the Government.  The follow-on period of performance will be 365 days from the end of the previous task order period of performance.


b.  Identification of Potential Conflicts of Interest (COI).  Not applicable.


c.  Identification of Non-Disclosure Requirements.  .  The contractor may gain access to proprietary Government information during task order performance.  The contractor agrees to enter into company-to-Government agreements to (1) protect Government proprietary information from unauthorized use or disclosure for as long as it is considered proprietary by the Government, (2) to refrain from using the information for any purpose other than that for which it was furnished, and (3) to refrain from disclosing the information to any other EDS employee.  For information purposes, contractor personnel shall furnish copies of the agreement at Attachment A to the CITS PMO.  This agreement is not intended to protect information which is available to the Government or to the contractor from other sources and furnished voluntarily without restriction.  “Proprietary Government Information” means all information designated as proprietary in accordance with law and regulation, and held in confidence or disclosed under restriction to prevent uncontrolled distribution.  Examples include limited or restricted data, trade secrets, sensitive financial information, and computer software; and may appear in cost and pricing data or involve classified information.


d.  Packaging, Packing and Shipping Instructions.  Not applicable.


e.  Inspection and Acceptance Criteria.  Not applicable.

13.  Section 508 Accessibility Standards.  Not applicable.

ATTACHMENT A
DEFENSE INFORMATION SYSTEMS AGENCY
NONDISCLOSURE AGREEMENT FOR CONTRACTOR EMPLOYEES
THIS CERTIFICATION CONCERNS A MATTER WITHIN THE JURISDICTION OF AN AGENCY OF THE UNITED STATES AND THE MAKING OF A FALSE, FICTITIOUS, OR FRAUDULENT CERTIFICATION MAY RENDER THE MAKER SUBJECT TO PROSECUTION UNDER TITLE 18, UNITED STATES CODE, SECTION 1001.
I, 
 (print or type name), as an employee of 
 (insert name of company), a contractor performing under contract to the Defense Information Systems Agency, pursuant to contract number DCA200-02-D-0007/0018, agree not to disclose to any individual, business entity or anyone within 
(insert name of employee company) or outside of the company who has not signed a nondisclosure agreement for the purposes of performing this contract: (1) any planning, programming, and budgeting system (PPBS) information, or (2) sensitive, proprietary or source selection information contained in or accessible through the this project. Proprietary information/data will be handled in accordance with Government regulations.

I understand that information/data I may be aware of, or possess, as a result of my assignment under this contract may be considered sensitive or proprietary. The contractor’s responsibility for proper use and protection from unauthorized disclosure of sensitive, proprietary and source selection information is described in Federal Acquisition Regulation (FAR) section 3.104-5(b). Pursuant to FAR 3.104-5, I agree not to appropriate such information for my own use or to release or discuss it with third parties unless specifically authorized in writing to do so, as provided above.

This agreement shall continue for a term of five (5) years from the date upon which I last have access to the information therefrom. Upon expiration of this agreement, I have a continuing obligation not to disclose sensitive, proprietary, or source selection information to any person or legal entity unless that person or legal entity is authorized by the head of the agency or the contracting agency or the Contracting Officer to receive such information. I understand violations of this agreement are subject to administrative, civil and criminal sanctions.

Signature of Contractor Employee
Date
Contractor
Telephone No.
Section G - Contract Administration Data
The following have been added by full text:

DITCO Point of Contact
Contracting Officer
Name:

Organization:  DISA/DITCO-Scott (PL8232)

Phone No.:

E-Mail Address:

Contractor Point of Contact
Contractor Name:  Electronic Data Systems Corporation (EDS)

DUNS:  077817617

CAGE Code:  1U305

Contractor POC:

E-Mail Address:

Phone Number:

Fax Number:

Electronic invoices may be sent to:
invoicereceipt@scott.disa.mil
Questions regarding invoices may be directed to (618) 229-9228.  Vendors may check the status of invoices at the following web site:

http://www.dfas.mil/money/vendor
CREDIT CARD METHOD OF PAYMENT
If payment is to be made via credit card, contact the Contracting Officer listed above.

(End of Summary of Changes)

