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COMPUTER SCIENCES CORPORATION

3160 FAIRVIEW PARK DRIVE

FALLS CHURCH VA 22042-4516

MR. BILL COX

$397,057.00

CODE

52939

X

17. ACCOUNTING AND APPROPRIATION DATA/ LOCAL USE

36. I certify this account is correct and proper for payment.

6. ISSUED BY

CODE
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CONTRACT EXCEPT AS NOTED
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38. RECEIVED BY 

39. DATE RECEIVED

(YYYYMMMDD)

DCA200-02-D-5006

1. CONTRACT/PURCH. ORDER/ 

    AGREEMENT NO.

* If quantity accepted by the Government is same as

quantity accepted below quantity ordered and encircle.

DELIVERY/

16. 

14. SHIP TO

See Schedule

HC1013

DD Form 1155, JAN 1998 (EG)

PREVIOUS EDITION MAY BE USED.

SEE SCHEDULE

2. DELIVERY ORDER/ CALL NO.

0026

10

PAGE 1 OF

5. PRIORITY

CODE
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(See Schedule if other)
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27. SHIP NO.
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32. PAID BY
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31. PAYMENT
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PARTIAL

FINAL

35. BILL OF LADING NO.

40.

TOTAL

CONTAINERS

41. S/R ACCOUNT NO.

42. S/R VOUCHER NO.

ORDER FOR SUPPLIES OR SERVICES

3. DATE OF ORDER/CALL

2004 Feb 11

4. REQ./ PURCH. REQUEST NO.

DGSMZ41127

SEE ITEM 6

FACILITY

10. DELIVER TO FOB POINT BY (Date)

SEE SCHEDULE

12. DISCOUNT TERMS

Net 30 days

13. MAIL INVOICES TO THE ADDRESS IN BLOCK

See Item 15

15. PAYMENT WILL BE MADE BY

CODE

DFAS PENSACOLA

MAIL TO: DITCO/AQSC4-FMO                 

SCOTT AFB IL 62225-5406

This delivery order/call is issued on another Govt. agency or in accordance with and subject to terms and conditions of above numbered contract.

TYPE

CALL

OF

PURCHASE

ORDER

SEE SCHEDULE

7. ADMINISTERED BY 

DISA/DITCO-SCOTT

2300 EAST DRIVE

SCOTT AFB IL 62225-5406

24. UNITED STATES OF AMERICA

TEL:

EMAIL:

encore@scott.disa.mil

CONTRACTING / ORDERING OFFICER

quantity ordered, indicate by X.  If different, enter actual

BY:

MARK S. SCHNEIDER
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ACCEPTANCE. THE CONTRACTOR HEREBY ACCEPTS THE OFFER REPRESENTED BY THE NUMBERED PURCHASE 

ORDER AS IT MAY PREVIOUSLY HAVE BEEN OR IS NOW MODIFIED, SUBJECT TO ALL OF THE TERMS

AND CONDITIONS SET FORTH, AND AGREES TO PERFORM THE SAME.

Reference your quote dated
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REF:

20.
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22. UNIT PRICE
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29.

30.
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Section B - Supplies or Services and Prices

	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0001
	
	1
	Lot
	$397,057.00
	$397,057.00 

	
	Encore - Labor

T&M

DISA Direct Maintenance, as described in the attached statement of work, dated December 15, 2003 (Encore Tracking Number 00212.00).  Computer Sciences Corporation proposal, dated February 10, 2004, is hereby incorporated by reference.

The period of performance is 243 calendar days (February 11, 2004 through October 10, 2004).

Time-and-Materials (T&M) - Not-to-Exceed (NTE) - the contractor is authorized to invoice monthly for actual labor hours performed and ODCs incurred.

PURCHASE REQUEST NUMBER: DGSMZ41127


	

	
	
TOT ESTIMATED PRICE
	$397,057.00 

	
	
CEILING PRICE
	

	
	
	


FOB:  Destination

Section C - Descriptions and Specifications

STATEMENT OF WORK
ENCORE TASK ORDER (TO) STATEMENT OF WORK (SOW)
as of 15 Dec 2003
	Contract Number:
	DCA200-02-D-5006

	Task Order Number:
	0026

	Encore Tracking Number:
	00212.00

	Follow-on to Encore Contract and Task Order Number:
	DCA200-02-D-5006/0008


1.  Task Monitors (TMs).
a.  Primary TM.
	Name:
	

	Organization:
	DISA CONUS

	Address:
	604 Tyler Street, Scott AFB IL  62225-5421

	Phone Number:
	

	Fax Number:
	

	E-Mail Address:
	


2.  Task Order Title.  DISA Direct Maintenance

3.  Background.  The previous task order provided maintenance for 2003.  This task order will continue to provide the maintenance required for DISA Direct.  DISA Network Services (NS) is responsible for supporting the War fighters in ordering telecommunication services and products.  To assist in streamlining the ordering method, NS created “DISA Direct”.  DISA Direct is a web based concept (www.ditco.disa.mil/products/asp/welcome.asp) that allows customers to create userids, register for specific privileges, setup and maintain rules for routing requirements, create and submit orders for telecommunication services and products, and track requirements throughout the ordering process.  The modules that perform the functions previously mentioned were developed and implemented in December 1999.  All software development was accomplished by Computer Sciences Corporation under the DEIS II Contract. 

4.  Objectives.  The objective of this task order is for continued maintenance and enhancement support to the other modules that reside on DISA Direct that relate to the DISA Direct Order Entry (DDOE) module.  These modules are, but not limited to:  Create Userid, Registration, change User Information, Central Address Directory, Request Routing, and Track TR.  The maintenance of changes/additions to the DISA Direct Home page is part of the maintenance process.  All maintenance and enhancements or new development, if deemed necessary by Government, will feature an open modular structure that conforms to industry practices and standards and to the Defense Information Infrastructure (DII) Common Operating Environment (COE) and Standard Operating Environment (SOE).  All enhancements will be developed towards complying with the Technical Architecture Framework for Information Management (TAFIM) and the Department of Defense (DoD) Joint Technical Architecture (JTA).  This will permit not only DISA but also other agencies to “plug and play” the segments.

5.  Scope.
· Task Area 1 - Enterprise IT Policy and Planning
· Task Area 2 - Integrated Solutions Management
· Task Area 5 - Requirements Analysis
· Task Area 8 - Custom Application Development
· Task Area 10 - Test and Evaluation
· Task Area 11 - Licensing and Support
6.  Specific Tasks.
6.1  Task 1 - Enterprise Management Controls.
6.1.1  Subtask 1 - Integration Management Control Planning.  Provide the technical and functional activities required for integration of all tasks specified within this SOW.  Include productivity and management methods such as quality assurance, progress/status reporting and program reviews.  Provide the centralized administrative, clerical, documentation and related functions.

6.1.2  Subtask 2 - Task Order Management.  Prepare a Task Order Management Plan describing the technical approach, organizational resources and management controls to be employed to meet the cost, performance and schedule requirements throughout TO execution.  Provide a monthly status report monitoring the quality assurance, progress/status reporting and program reviews applied to the TO.  The contractor shall also be responsible for implementing contract change proposals as required.  The contractor shall provide a time sheet to include the name of employee, task numbers worked, and number of hours worked against each task number.  The contractor shall provide a Contract Work Breakdown Structure (CWBS) outlining the work hours (start and end times), estimated vacation dates, and description of area of work (i.e.  programming, database, stored procedures, etc.) for each employee working the tasks outlined in this SOW.

Deliverables:
Task Order Management Plan
Status Report
Contract Change Proposal
Time Sheets
Contract Work Breakdown Structure (WBS)
6.2  Task 2  Analysis, Programming and Documentation Support.
6.2.1  Subtask 1 - Analyze, Program and Document Maintenance/Enhancements.  A Government Analyst Lead will be responsible for providing the contractor with the Software Development Exception Report (SDER) outlining the problem.  The contractor shall provide the recommended solution(s) and timelines associated.  Government will provide the final approval for working the SDER.  The contractor shall be responsible for completing the close date and the final solution and providing the SDER to the Government Lead Analyst.  The contractor lead shall be responsible for working with the Government Lead in keeping the SDERs on track and providing notifications of any risks.  The DISA Direct modules were developed using Visual Basic (VB), Hyper Text Markup Language (HTML), Active Server Pages (ASPs) and VB Scripts.  Various stored procedures provide the business rules associated with the overall process and the generation of the Telecommunication Service Request (TSR), which is an end result of an approved final order.  Documentation of all software and stored procedures, to include process flow diagrams, will be provided to the Government as maintenance, enhancement, or new development is completed.

6.2.2. Subtask 2 - Unit Testing of Software.  The contractor shall provide unit testing of all software changes or new development before implementation.  Unit testing consists of testing the code, all edits, verifying database updates and deletions, stored procedures, and interfaces.  Government will test all software and interfaces and provide the final approval for moving code, database changes/adds, and scripts from a development environment to the test, training, and production environments.  The contractor shall provide software test plans and test reports as requested by the Task Monitor.  Government will utilize the SDER and other documentation provided when testing.  All modifications that result from testing will be documented by the Government and provided in writing to the contractor via the SDER.

Deliverables:
Software Version Descriptions (SVDs)
Software Development Exception Report (SDER)
6.3  Task 3 - Database Support.
6.3.1  Subtask 1 - Oracle and Erwin Database Support.  The contractor shall review the existing Entity Relationship Diagrams (ERDs) and data element attributes via ERwin.  The contractor shall be responsible for keeping these diagrams, data elements and other attributes up-to-date; and for logical, functional and preliminary physical data models required using ERwin.  The contractor shall include (but not limited) in the ER model the following:  entities; association to other entities (i.e. cardinality - one-to-one, one-to-many and many-to-many), nature of the association (i.e. mandatory vs. optional) business rules, constraints, and entity key data attributes.  In addition to the pictorial data model, the contractor shall in narrative format document entity purpose, entity associations, nature of association, business rules and constraints.  The contractor shall be responsible for updating and maintaining all lookup tables and database schemas associated with DISA Direct.  The contractor is responsible for design, normalization and implementation of databases associated with DISA Direct.

Deliverables:
Database Design Description (DBDD)
7.  Place of Performance.  Work will be performed at contractor’s facility.  Core hours are 7:00 a.m. to 5:00 p.m. (0700 to 1700 hours).  Hours worked outside of these core hours require pre-approval from the TM.  Long distance travel is not required.
8.  Period of Performance.  The period of performance is 243 calendar days (11 Feb 2004 - 10 Oct 2004).

	SOW Task#
	Deliverable Title
	Format
	Number
	Calendar Days After TO Start

	1
	Task Order Management Plan
	A003/DI-MGMT-80347
	Standard Distribution*
	Draft - 15

Final - 30

	2
	Status Report
	Contractor-Determined Format
	1 Copy to TM; Letter Only to KO
	Every Other Month, Beginning 2nd Month After Award, on 5th Workday

	3
	Contract Change Proposals
	As outlined in Encore Contract
	Standard Distribution*
	As Required

	4
	Time Sheet
	Contractor-Determined Format with Government Approval
	1 Copy to TM
	Weekly (by COB on Following Monday)

	5
	Contract Work Breakdown Structure
	Contractor-Determined Format with Government Approval
	1 Copy to TM
	Draft - 15

Updated as Required

	6
	Software Version Descriptions (SVDs)
	Contractor-Determined Format with Government Approval
	1 Copy to TM
	After Production Implementation and Updated as required.

	7
	Database Design Description (DBDD)
	Contractor-Determined Format with Government Approval
	1 Copy to TM
	Draft - 20

Updated as Required

	8
	Software Development Exception Report (SDER)
	Government Determined Format
	1 Copy to TM
	As Required by Government

	* Standard Distribution:  1 electronic copy of the transmittal letter without the deliverable to the Contracting Officer at encore@scott.disa.mil; 1 electronic copy of the transmittal letter with the deliverable to the Primary TM


10.  Security.

a.  Information Protection.  The task order shall cover UNCLASSIFIED environments for the task order work, but the DISA data is considered sensitive.  Contractor personnel will be required to complete non-disclosure statements and a certification for organizational conflict of interest.  Any violation of security could result in termination of the task order.


b.  Disclosure of Sensitive Information.  Information given to the contractor during the life of this contract will only be used for the purpose of carrying out the provisions of this contract.  Agency information marked “For Official Use Only” or bearing other sensitivity markings will be handled in accordance with Agency information security program regulations and will not be divulged or disclosed without Agency permission.  Requests for disclosure will be addressed to the TM.  Contractor personnel will require SECRET but UNCLASSIFIED.


c.  Position Sensitivity.  DoD 5200.2-R, DoD Personnel Security Program, requires DoD military and civilian personnel, as well as DoD consultant and contractor personnel, who perform work on sensitive automated Information Systems (ISs), to be assigned to positions which are designated at one of two sensitivity levels (ADP-I, ADP-II).  These designations equate to Noncritical Sensitive and Nonsensitive.  The contractor shall assure that individuals assigned to the following sensitive positions, as determined by the Government, have completed the appropriate forms:  Positions having access to updating production data or the capability to modify application code of any type.  DISA has designated the positions covered under this task order to be ADP-II with National Agency Check Inquiries (NACI), Noncritical Sensitive.


d.  ADP I and II Sensitivity Level.  The contractor shall obtain ADP-II level for this task order.  For ADP-I and ADP-II positions, the required investigation will be completed prior to the assignment of individuals to sensitive duties associated with the position.  The contractor shall forward their employee clearance information (Standard Form 86 - Questionnaire for National Security Positions along with a cover letter requesting clearance to: DSC/NS611, Attn:  Gene Koprowski, 604 Tyler Street, Scott AFB IL  62225-5421.  For individuals that currently have a SF86 on file, the contractor shall provide a list with the following information:  justification; name; social security number; place of birth; date of birth; level of clearance; issuing agency; date of clearance; CAGE code (i.e. facility code); contract number and contractor name.


e.  Removal of Contractor Personnel.  DISA retains the right to request removal of contractor personnel, regardless of prior clearance or adjudication status, whose actions, while assigned to this contract, clearly conflict with the interests of the Government.  The reason for removal will be fully documented in writing by the Contracting Officer (KO).  When and if such removal occurs, the contractor shall within thirty (30) working days assign qualified personnel to any vacancy(ies) thus created.


f.  Contractor Access to the DSC Building.  Access to the DISA CONUS buildings outside the contractor work area will be limited to that absolutely essential to performing the work.  Access to the buildings and the contractor work area will be limited to normal working hours.  The contractor shall deliver to the TM a list of individuals requiring access to Government computers.  The list will contain:

· Name and title of the individuals requiring access

· Proof of each individual's favorably adjudicated Background Investigation or National Agency Check with Inquiries (if required) (proof will consist of the identification of the type of investigation, date favorably adjudicated and the name of the investigative Agency)

· Social Security Number

· Date and place of birth


g.  Information Systems Security Policies and Procedures.  All contractor personnel provided computer access at Government facilities will observe local IS security policies and procedures as provided by the Information System Security Officer (ISSO).  Violations of local IS security policy, such as password sharing, performing personal work, file access violations or browsing files outside the scope of the contract, will be evaluated on a case-by-case-basis and may require disciplinary action.  Disciplinary action may range from an oral admonishment to removal from the contract.  The KO will adjudicate each case and his decision will be final.  Where the Government has requested removal of contractor employees, the contractor shall provide an appropriately trained substitute or substitutes within thirty (30) working days.  Individuals removed from this contract are removed for the duration of the contract.  The contractor shall notify the TM, within twenty-four (24) hours, when for reasons of personnel resignations, reassignments, terminations, or completion of portions of the contract, named contractor personnel no longer require access to Government computers.


h.  Software Security.  The contractor shall observe all copyright agreements and will be held liable for any infringement of copyrighted software licensing agreements and will compensate the appropriate vendor for each instance of copyright violation.  Should the introduction of a computer virus or malicious destruction of computer software, stored information, or hardware result from the use of public domain software, or from software taken from a public bulletin board, the contractor shall be required to repair the damage at no expense to the Government and without impact on delivery schedules.


i.  Government Property.  The contractor shall be responsible for safeguarding all Government property provided for contractor use.  At the close of each work period, Government facilities, equipment and materials shall be secured.

11.  Government-Furnished Equipment (GFE)/Government-Furnished Information (GFI):

a.  Facilities.  The contractor shall provide the necessary documentation, access, facilities and resources at the Contractor site to support the taskings for this SOW.


b.  Hardware and Software.  The contractor shall provide all hardware and software for supporting all taskings in this SOW.  Web pages are developed using Visual Basic 5 (VB5), Hyper Text Markup Language (HTML), Active Server Pages (ASP), VB Script, and Java Script for browser side logic.  All code utilizes Open Database Connectivity (ODBC) to access data stored in an Oracle database (Ver 8.i).   Two platform environments will be utilized for taskings in this SOW:  Development and Qual (test).  Each platform must consist of a Sun database server and a Windows NT Web server with Internet Information Server (IIS).  These environments must mirror the platform environments of the DISA development, qual (test), and production platforms.  DISA also has a demo platform, which is used for training.  Contractor is not required to mirror the demo platform.  Contractor will be responsible for keeping the demo database in sync with the production database by providing changes to the Government POC.  Contractor will be responsible for all changes on the Contractor environments and working with the Government Point of Contacts (POCs) for changes that are made on the Government platforms.  The contractor shall provide Web page Source, Include, Dynamic Link Libraries (DLLs) and data files, when applicable, to the Government POCs for all new development and modifications.  Government is responsible for performing moves to make the modifications to the Government platforms.  The contractor will provide database changes and stored procedure changes to the Government POC.  The Government POC will make the changes to the DISA databases and stored procedures on the various platforms.  The contractor will provide testing support on all Government platforms:  development, qual, demo, and production.
12.  Other Pertinent Information or Special Considerations.

a.  In order to accomplish this SOW, the following skills/knowledge are required by some of the contractor personnel:

· Hypertext Markup Language (HTML)

· Visual Basic Programming

· Active Server Pages (ASP)

· JAVA Script

· Object-oriented application and screen design

· C+ programming

· Oracle database/programming experience

· Experience distributed database and application processing with legacy systems integration for data access, editing and replication

· Data base stored procedures

· Data base triggers

· SQL Plus and PL/SQL languages


b.  Identification of Possible Follow-on Work.  Follow-on support will be required in order to complete Smart TR initiative of all telecommunication services and products.


c.  Identification of Potential Conflicts of Interest (COI).  None.


d.  Identification of Non-Disclosure Requirements.  As identified in the Security section, paragraph 10.a. of this SOW, the task order shall cover UNCLASSIFIED environments for the task order work, but the DISA data is considered sensitive.  Contractor personnel will be required to complete non-disclosure statements and a certification for organizational conflict of interest.

13.  Section 508 Accessibility Standards.  The following Section 508 Accessibility Standard(s) (Technical Standards and Functional Performance Criteria) are applicable (if box is checked) to this acquisition.

Technical Standards
 FORMCHECKBOX 
 1194.21 - Software Applications and Operating Systems

 FORMCHECKBOX 
 1194.22 - Web Based Intranet and Internet Information and Applications

 FORMCHECKBOX 
 1194.23 - Telecommunications Products

 FORMCHECKBOX 
 1194.24 - Video and Multimedia Products

 FORMCHECKBOX 
 1194.25 - Self-Contained, Closed Products

 FORMCHECKBOX 
 1194.26 - Desktop and Portable Computers

 FORMCHECKBOX 
 1194.41 - Information, Documentation and Support

The Technical Standards above facilitate the assurance that the maximum technical standards are provided to the Offerors.  Functional Performance Criteria is the minimally acceptable standards to ensure Section 508 compliance.  This block is checked to ensure that the minimally acceptable electronic and information technology (E&IT) products are proposed.

Functional Performance Criteria
 FORMCHECKBOX 
 1194.31 - Functional Performance Criteria

Section F - Deliveries or Performance

Delivery Information

	CLIN
	DELIVERY DATE
	QUANTITY
	SHIP TO ADDRESS
	UIC

	
	
	
	
	

	0001
	POP 11-FEB-2004 TO

10-OCT-2004
	N/A
	N/A

FOB:  Destination
	


Section G - Contract Administration Data 

CLAUSES INCORPORATED BY FULL TEXT

Accounting and Appropriation Data
	AA:
	97X4930.5F20 000 C1013 0 068142 2F 255011

	AMOUNT:
	$397,057.00


CLIN/SubCLIN
Purchase Request Number
Obligated Amount

0001
DGSMZ41127
$397,057.00

DITCO Points of Contact
Contracting Officer
Contract Specialist
Contractor Point of Contact
Contractor Name:  Computer Sciences Corporation (CSC)

DUNS:  043991108

CAGE Code:  52939

Contractor POC:  Bill Cox

E-Mail Address:  bcox@csc.com
Phone Number: (618) 622-4709

Fax Number: (618) 624-5848

Electronic invoices may be sent to:
invoicereceipt@scott.disa.mil
Questions regarding invoices may be directed to (618) 229-9228.  Vendors may check the status of invoices at the following web site:

http://www.dfas.mil/money/vendor
