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Section B - Supplies or Services and Prices
	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0001
	Services, FFP
	1
	Lot
	$2,776,414.49
	$2,776,414.49

	
	FFP

NON PERSONAL SERVICES - Enterprise Operations Technical and Application Support (Unisys and Open System Environment) to be provided in accordance with attached Performance Work Statement, dated 22 March 2004.  Unisys proposal 04-Unisys-190-0, dated 16 April 2004 is incorporated by reference.  To be invoiced per the following schedule:  11 months at $231,367.84 per month and 1 month at $231,368.25.

PURCHASE REQUEST NUMBER:  DMCUMT04MPT0051 
	

	

	
	NET AMT
	$2,776,414.49

	

	
	ACRN AA Funded Amount
	
	$2,776,414.49


FOB:  Destination

	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0002
	Other Direct Costs
	1
	Lot
	$22,400.00
	$22,400.00

	
	T&M

Travel - to be provided in accordance with Section 14 of the attached Performance Work Statement.


	

	
	
TOT ESTIMATED PRICE
	$22,400.00

	
	
CEILING PRICE
	

	
	ACRN AA Funded Amount
	$22,400.00


FOB:  Destination

Section C - Descriptions and Specifications
ENCORE TASK ORDER (TO) PERFORMANCE WORK STATEMENT (PWS)
as of 22 Mar 2004
	Contract Number
	DCA200-02-D-5014

	Task Order Number:
	0051

	Encore Tracking Number:
	00238.00

	Follow-on to Encore Contract and Task Order Number:
	DCA200-02-D-5014/0022


1.  Task Monitors (TMs).

a.  Primary TM.
	Name:
	

	Organization:
	DISA WESTHEM/CDK11

	Address:
	8705 Industrial Boulevard, Building 3900

Tinker AFB, OK  73145-3352

	Phone No.:
	

	Fax No.:
	

	E-Mail Address:
	



b.  Technical POCs for TMs.
	Name:
	

	Organization:
	DISA CDK311/CDK331/CDK323


2.  Task Order Title.  Enterprise Operations Technical and Application Support (Unisys and Open System Environment)

3.  Background.  DISA OKC provides SBLC support (i.e. CAMS and Supply) to Air Force (AF), Air National Guard (ANG), Air Force Reserve (AFRC), USAFE, PACAF and Defense Finance Accounting Service (DFAS) customers processing supply, finance, maintenance and personnel data.  The DISA DECC OKC operates Unisys Clearpath Enterprise Server Series Computers providing Operations, Technical and Application Support to our customers on a 24 hours per day, 7 days per week basis.  In addition to the support previously mentioned, DISA OKC supports the Unix/NT, Network Infrastructure and Tandem to a limited extent through the current task order.  This PWS is submitted to continue the ongoing Unisys support currently provided by the Encore Task Order DCA200-02-D-5014/0022.

4.  Objectives.  The objective is to continue the current contractor support to optimize DISA OKC SBLC (AF CAMS and Supply) operations, enhance our customer support and insure continuity of service.  As the Department of Defense (DoD) implements the DoD Enterprise Data Model and moves toward the target Defense Information Infrastructure (DII), an open systems environment (OSE) will evolve.  During this conversion period, DISA OKC must continue to support the remaining legacy applications on the existing Unisys mainframe platforms and software infrastructure.  This support will facilitate the move from legacy systems to common systems. As noted in the background section in additional to the Unisys SBLC support a small amount of UNIX/NT and Tandem support is requested through this order.  As of Jan 2004 - Dayton Express Support, Level 1 support is required for the Operations Support Center, is made up of a experienced staff to provide customer support 24 hours a day, 7 days a week.  Responsibility includes system/application problem resolution for DISA customers’, end-to-end problem diagnostics and network monitoring using a formal problem tracking system.  To provide highly skilled Oracle database administrative services.  This additional contractor shall provide integration, design, development, implementation and problem resolution assistance.  The scope of this PWS will encompass all aspects of analytical, technical and operational Oracle database design and management assistance.  In addition, the contractor will support Microsoft SQL Server 2000 applications.

5.  Scope.  The scope of this PWS will encompass all areas of technical and application support required by the DISA OKC. Aspects include computer system hardware and software (system and functional application) management, system analysis, long-range capacity planning, Unisys line-of-business support, problem resolution, disk and tape systems management, CMS/Telcon administration, and customer support.  The contractor shall comply with the appropriate DoD-approved architectures, programs, standards and guidelines (e.g. DII Strategic Technical Guidance (STG), DII Common Operating Environment (COE), Defense Information Systems Network (DISN), Shared Data Environment (SHADE)).  The Encore Task Areas necessary to support this PWS include:

· Task Area 2 - Integrated Solutions Management
· Task Area 3 - Performance Benchmarking
· Task Area 9 - Product Integration
6.  Performance Requirements.  Tasks include system management, system processing strategies, Unisys/UNIX hardware and software applications processing, applications set-up, processing and recoveries, data base administration, computer performance analysis, workload balancing, analysis and planning to support the Unisys line-of-business, tape library administration, system automation, migration of new workload and communications network management.

6.1  Task 1 - System Management.  The contractor will support all shifts and provide technical guidance in resolving operational/production issues to include hands-on support of the computers and on-the-job training of Government personnel within this area.

6.1.1  Subtask 1 - Computer Systems Management.  Capture and analyze computer system performance factors on a daily basis.  Provide daily performance statistics in the monthly Status/Performance report for DISA OKC (A008).  Analyze current and projected workloads as basis for long-range capacity planning to assess hardware limitations and capabilities for new and/or increased workloads.  Provide recommended procedures for workload balancing to preclude degradation of system performance, including procedures for integrating new workloads onto the computer systems in the monthly Status/Performance report (A008).

6.1.2  Subtask 2 - System Software Administration.  Ensure all data base software components are loaded and operational for existing and new customer use. Upload and run new or modified system software releases.  Process operating system block releases, software loads and trouble-shoot problems encountered in loading new software, including third party system SW.  Provide data for processing Deficiency Reports (DIREPs) as they occur.  Identify interface problems between Unisys and third-party hardware/ software and assess impact on DISA OKC operating environment.  Analyze existing and new operational processes and procedures to enhance and optimize customer support.  The analysis will include daily systems monitoring, distributed print, information transfer, disk management, tape library administration, console automation and Automated Information Systems (AIS) interface/End-of-Day processing.  Provide analysis and recommendations in the monthly Status/Performance report (A008).  Perform commercial off-the-shelf (COTS) software and hardware tests to determine applicability to enhance system performance and provide test analysis in the monthly Status/Performance report (A008).

6.1.3  Subtask 3 - Assured Computing Support.  Analyze existing Assured Computing procedures for each AIS and for overall processing environments.  Assess DISA OKC response to no-notice and actual Assured Computing exercise.  Identify Assured Computing deficient processes/procedures and provide recommended solutions in the monthly Status/Performance report (A008).

6.1.4  Subtask 4 - Data Replication Support.  As of January 2002, DISA OKC has established, through the use of a separate services contract, data mirroring to ensure the availability, security, and reliability of the Unisys applications processed on behalf of the Air Force and DFAS. This is a key component of the Unisys Assured Computing (ACE) strategy.  At a maximum of every four hours, data will be copied between DISA OKC and DISA Ogden.  The alternate-site will contain a mirrored processing capability utilizing a “Capacity on Demand” suite of software and hardware products in order to take over production in the event of a catastrophic failure at the primary-site DECC.  The target time to resume operations at the alternate-site  is one hour for equipment readiness, plus the required time for DNS routing information to propagate throughout the network. Daily monitoring of this process and operational testing is required. In the event of a disaster administration of the mirrored systems would also be necessary.  In order to successful implement this project several actions have taken place.  The production environment was reconfigured.  The Capacity-on-Demand suite of software and hardware has also been installed. Below is a list of critical project elements that were needed to be defined, configured and/or implemented in support of Data Replication. In addition to the daily monitoring of the replication process, periodic review and recommendations of the these areas are required.

· Data Replication Concept

· Implementation  Strategy
· Hardware Configuration Requirements (Peripheral, Mainframe,  STK ; EMC ; SPO & DISK)

· Software Configuration Requirements (3rd Party platform s/w; External s/w components versions and names; SPO icons/processes)

· Communication Configuration (IP Address for mainframe systems; Communications topology; Replication circuitry; Customer data paths; Workload alignment structure; Production platforms work alignments)

· Local Replication Procedures

· Performance Acceptance Testing

· Implementation Schedule

· Post Implementation Audit

6.1.5  Subtask 5 - Attend Briefings, Planning Meetings and Conferences.  Attend weekly Production Status meetings, monthly in-progress briefings and yearly customer conferences to obtain planning data and/or disseminate information and provide report (A004/A010).

6.2  Task 2 - Data Base Administration.  The contractor shall support all shifts and provide technical guidance in resolving operational/production issues to include hands-on support of the computers and on-the-job training of Government personnel within this area.

6.2.1  Subtask 1 - Application Software Administration.  Ensure all data base software components are loaded and operational for existing and new customer use.  Upload and run new or modified user application software releases.  Process application block releases and troubleshoot problems encountered in loading new releases.  Provide data for processing Deficiency Reports (DIREPS) as they occur.  Identify and correct interface problems between Automated Information Systems (AIS) and assess impact on DISA OKC Regional Support Application Systems.  Analyze existing and new operational processes and procedures to enhance and optimize customer support.  The analysis will include daily application systems scheduling,  monitoring, distributed print, information transfer, and End-of-Day processing.  Perform on-the job-training in areas of expertise.  Provide analysis and recommendations in the monthly Status/Performance report (A008).

6.2.2  Subtask 2 - Attend Briefings, Planning Meetings and Conferences.  Attend weekly Production Status meetings, monthly in-progress briefings and yearly customer conferences to obtain planning data and/or disseminate information and provide report (A004/A010).
6.3  Task 3 - Customer Service/Helpdesk/SMC Operations.  The contractor will support all shifts and provide technical guidance in resolving Helpdesk/Operations issues to include hands-on problem resolution customer support and on-the-job training of Government personnel within this area.  The contractor shall participate as team member in any way necessary, as directed by DECC-OKC authorities, during emergency situations.  Also, there occasionally may be a need to “field/work” any customer environment user calls and opening tickets.  All personnel in the SMC need to be able to open, close, modify, and obtain status of trouble tickets and be able to field user calls.
6.3.1  Subtask 1 - Customer Service/Support.  This daily support will include:

· Support application software installation and customer problem resolution pertaining to specific AIS scheduling, execution and recovery

· DISA OKC trouble tickets will be maintained and analyzed to determine repeat/recurring customer problems, i.e. receive, analyze, resolve, direct and document customer problems

· Appropriately reset customer computer passwords, terminals, printers, controllers, and perform network functions

· Proactively monitor networks supporting the customer base and respond appropriately according to documented procedures

· Forewarn customers of pending service outages

· Maintain documentation

· Monitor weather information and alert customers

· Train personnel the Government designates on events, procedures, processes, tools, documentation and other related material

· Possess interpersonal skills to professionally and efficiently converse in English and represent DISA OKC on the telephone, in meetings and at conferences

· Provide recommendations to alleviate recurring problems in the monthly Status/Performance report (A008)

6.3.2  Subtask 2 - SMC Operations Computer Specialist.  Balances user requirements commensurate with available resources to maintain daily production schedules.  Troubleshoot and resolve routine problems associated with and/or negatively impacting production processing.  Escalates non-routine problems to the appropriate area.  Provide notification of system interruptions, annotates all problems which occurred during the shift, document problems in the trouble ticketing system and assist with shift turnover.  Utilize software tools to identify problems and analyze trends to maintain or improve daily production processing efficiency.  Make dynamic changes to production schedule to accommodate ever-changing user requirements.  Perform file and database restores, resolve production discrepancies.  Perform job restart and recovery.  Maintain system logs, assist with data analysis to prepare reports, organize documentation and make presentations as necessary.  Provide recommendations to alleviate recurring problems in the Monthly Status/Performance Report (A008).
6.3.3  Subtask 3 - Dayton Express Support-Application/Surveillance.  The contractor shall perform application /surveillance support for servers maintained by DISA OKC. The contractor shall perform the following tasks associated with the role of application/surveillance support for Dayton Express Workload:

· Ensure all data base software components are loaded and operational for existing and new customer use.

· Load and run new or modified user application software releases.

· Process block releases and troubleshoot problems encountered in loading new releases.

· Provide data for processing deficiency reports as they occur.

· Identify and correct interface problems between information systems and assess impact on DISA OKC application systems.

· Analyze existing and new operational processes and procedures to enhance and optimize customer support.

· The analysis will include daily application systems scheduling, monitoring, distributed print, information transfer, and daily processing.

· Perform on-the-job-training in areas of expertise.

· Provide analysis and recommendations in the Monthly Status/Performance Report (A008).

· Provide status of tasks completed in the reporting month.

6.4  Task 4  Program Management.  The contractor shall provide support/guidance in projects and business issues to include IT customer support and provide on-the-job training of Government personnel within this area.

6.4.1  Subtask1 - Program Management.  Participate in any and all program management office activities including, but not limited to:

· Respond to requests for information on the status and direction of the DECC from internal and external organizations (including the Detachments status).

· Respond to requests for information required to manage the Unisys line-of-business.  These requests may come from internal as well as external organizations.

· Develop and brief DISA marketing briefings in support of Air Force potential workload.

· Prepare for In-Process-Reviews for Air Force Workload as requested.

· Expedite problem identification/ resolution for customers in the command.

· Conduct site surveys and develop requirements definitions.

· Development of time-phased implementation plans for any new workloads.

· Provide status of each project, the tasks completed in the reporting month, tasks planned for the following month, issues/problems encountered during the month and solutions to those problems in the monthly Status/Performance report (A008).

6.4.2  Subtask 2 - Attend Briefings, Planning Meetings and Conferences.  Attend Status meetings, monthly in-progress briefings and yearly customer conferences to obtain planning data and/or disseminate information and provide report (A004/A010).

6.5  Task 5 - CMS.  Provide user services and configuration management.  Upload new/ modified system software releases and evaluate impact on system performance.  Monitor system performance to identify and correct performance problems. Provide weekly performance figures/information in the monthly Status/Performance report (A008).  Identify end-user problem areas and provide monthly problem analysis and recommended procedural/operational/configuration changes in the Monthly Status/Performance Report (A008).

6.6  Task 6 - UNIX System Administration.  The contractor shall perform all system administrator functions for SUN servers maintained by DISA OKC.  This includes support for Solaris operating systems version 2.5.1 through Solaris 9, and all subsequent releases.  This also includes HP-UX all HP supported versions.

6.6.1  The contractor shall perform the following tasks associated with the role of UNIX Administration.

· Perform System Administration level taskings using Enterprise Systems Management (ESM) suite of toolsets (Tivoli, HP-Openview, Managed Objects, Knowledge Management, TMS) and other automation tools as identified and deemed appropriate by DISA Computing Services.

· Disk Management/Backup; Host Platform Peripheral Support; Performance Monitoring; capacity Management/Monitoring; Customer support; remote administration; Software maintenance; Hardware configuration.

· Interface with level one and two system administration staff working in the OST to support automation, problem resolution, generation and maintenance of OST system related processes and procedures.

· Support ESM toolset managers (Tivoli, HP-Openview, Managed Objects, Knowledge Management, TMS, etc) with automation of the Open Systems environment.

· Work to identify and develop targets for automation within the Open Systems environment.

· Work with Level 1 & 2 system administrators and ESM toolset managers to incorporate scripts, crons, capacity and performance monitoring tools into multi-level automation, in support of Operational Support Teams and increased ESM toolset functionality. Ensure security standards are met IAW the DISA WESTHEM Security Technical Implementation Guide (STIG) and any other applicable guidelines that are in effect or become in effect at a future time.

· Utilize Computing Services endorsed tools for implementing C2 security requirements on systems hosting Medical Health Services workload.  

· Research proposed software changes to the Open Systems operating systems to determine impact upon security.  Make recommendations on proposed changes. 

· Define the resource access rules and set security environment parameters as necessary for STIG and other applicable security guideline compliance, and to meet DECC-OKC needs.

· Work with DISA HQ, Security Offices and local security personnel to coordinate, implement and enforce all security requirements for the Open Systems environment.

· Utilize DISA provided security software as the automated tool to help standardize security guidelines and procedures.

· Resolve and document AIS findings by researching, planning and implementing resolution strategies that correct deficiencies or improve security posture and report corrective action plan via informal conversations, electronic email, formal correspondence, monthly reports, or formal briefing in accordance with the method directed by the Government.

· Perform comprehensive test on all security features for the server environment, maintain the STIG compliance and provide timely updates for the vulnerability Management System. 

· Follow Information Assurance Vulnerability Alert (IAVA) directives pertaining to the environment for which System Administration duties are assigned.
· Develop and maintain documentation in security related level-one problem resolution procedures.

· Additional Product Functional knowledge with the following:  Oracle, Sybase, Tivoli, Axent's Enterprise Security Manager (ESM), Sightline’s View Point, Veritas NetBackup, Veritas Volume Manager, System Service Processor Software (SSP) 3.2, MQSeries, Apache Web Server, Sun's Disk Storage Arrays and EMC Symmetrix Enterprise Storage Systems.
6.6.2  Operational Support Team (OST).  The contractor shall perform an OST help desk function that includes level 1 & 2 system administration functions.  OST objectives are to resolve a high percentage of calls without elevation so the position will require experience with both Solaris and HPUX operating systems.  The OST staff  shall  interface with level three system administration (SA) under three scenarios. The first scenario will be for level III resolution for problems which needs assistance to resolve.  The second will be face-to-face interaction with the Level III support group for specified hours of the day in which OST staff will learn the workload supported by the center.  The third scenario will involve the ESM toolset managers (Tivoli, HP-Openview, Managed Objects, Knowledge Management, TMS, etc) and the Level III System Admin group in the ongoing and continual efforts at toolset integration.

· Perform Customer service functions as defined in the OST ConOps.

· Monitor system availability and alert features as an OST member.

· Reset passwords for all Open Systems, including Tandem using level III system administer provided procedures and processes.

· Perform lower level System Administration taskings as determined by the Government in order to monitor the status of on-site and off-site server population.

· Work to resolve customer calls and monitored anomalies, making all attempts to resolve the customer’s problem without elevation outside the OST; correct these conditions and document the processes used with the objective towards ever-increasing decision-tree logic processes and automation for addressing future similar occurrences.

· Use configured ESM toolsets in the performance of their SA function.

· Identify and target processes for automation candidates.

· Interface with the existing Level III system administrators and ESM toolset managers in defining requirements, implementation and use of automation for all open system environments.

· Work with Level III System Administration tasks and ESM toolset managers to incorporate scripts, crons, capacity and performance monitoring tools into multi-level automation, in support of Operational Support Teams and increased ESM toolset functionality.

6.6.3  Standard Tasks.

· Provide for orderly transition of technical responsibilities and operational documentation to the Government’s TM and technical POC.

· Review and Respond to changing priorities, as identified by functional managers, within the scope of the present tasking.

· Attend meetings and provide consultation related to internal/external technical issues.

· Utilize procedures established by the gov’t for tracking resource allocation and to perform Configuration Management.

· Provide day-to-day support to other technical staff supporting DISA internal/external customers.

· Provide call-back information IAW existing policy to accomplish support outside of core business hours.

· Provide Analysis of ‘New Customer’ requirements that are proposed and/or potential add-ons to the server environment during the course of the present contract period.

· Provide support to customers added to the customer base during the contract performance period.

· The Govt will be responsible for scheduling training for Government-specific/customer supported-funded workloads.
Provide status of tasks completed in the reporting month, tasks planned for the following month, issues/problems encountered during the month and solutions to those problems in the monthly Status/Performance report (A008).

6.7  Task 7 - NT Application/Surveillance.  The contractor shall perform NT application/surveillance support for servers maintained by DISA OKC.  The contractor shall perform the following tasks associated with the role of NT application/surveillance support.  Ensure all data base software components are loaded and operational for existing and new customer use.  Load and run new or modified user application software releases.  Process block releases and troubleshoot problems encountered in loading new releases.  Provide data for processing deficiency reports as they occur.  Identify and correct interface problems between information systems and assess impact on DISA OKC application systems.  Analyze existing and new operational processes and procedures to enhance and optimize customer support.  The analysis will include daily application systems scheduling, monitoring, distributed print, information transfer, and daily processing.  Since 2002, the DMAPS workload processing volume and complexity has continued to grow.  Perform on-the-job-training in areas of expertise.  Provide analysis and recommendations in the monthly Status/Performance report (A008).  Attend meetings regarding NT issues.  Provide status of tasks completed in the reporting month.

6.8  Task 8 - Tandem and Infrastructure Network Communications Support.
6.8.1  Provide communications/computer hardware and software operational problem resolution along with technical development consisting of technical maintenance of current and future Tandem Computer Systems Networks, which includes modems, controllers, printers, terminals (both dumb and PC) associated with cabling, the reconfiguration and relocation or installation, within the confines of Tinker AFB of Tandem Computer System Network components, as required.

6.8.2  Provide technical assistance in the installation, testing, troubleshooting, and network management support of the DISA Oklahoma City production network infrastructures.  Maintain cable documentation database for the DISA OKC Integrated Cabling Distribution System.  Assist Central Communications Center staff in the configuration and management of Cisco Systems Ethernet switching and routing systems.

6.9  Task 9 - Unix Application / Surveillance.  The contractor shall perform Unix application/ surveillance support for servers maintained by DISA OKC.  The contractor shall perform the following tasks associated with the role of Unix application / surveillance support. Ensure all data base software components are loaded and operational for existing and new customer use.  Load and run new or modified user application software releases.  Process block releases and troubleshoot problems encountered in loading new releases.  Provide data for processing deficiency reports as they occur.  Identify and correct interface problems between information systems and assess impact on DISA OKC application systems.  Analyze existing and new operational processes and procedures to enhance and optimize customer support.  The analysis will include daily application systems scheduling, monitoring, distributed print, information transfer, and daily processing.  Perform on-the job-training in areas of expertise.  Provide analysis and recommendations in the monthly Status/Performance report (A008).  Attend meetings regarding Unix issues.  Provide status of tasks completed in the reporting month.

6.10  Task 10 - Oracle Database Administration Support.
6.10.1  Provide support in the broad range of maintenance, upgrade and utilization of the Oracle software products and versions operating on all platforms supported.  Current platforms supported, but not limited to, include Windows 2000/NT, Hewlett Packard UNIX 11.0 and Sun Solaris 2.6 to Solaris 9.

6.10.2  Provide design/implementation analysis and migration support services and recommendations when migrating software applications from existing environments to the targeted open systems environment.  Assist the customer in integrating and implementing in the new environment.

6.10.3  Perform database manager functions to include, but not limited to, building new Oracle database instances; migration of application databases; troubleshooting and diagnostics of databases, system and vendor software; and monitoring and tuning Oracle databases.  Analyze and resolve database system production problems and execute database utility requirements.  Perform Oracle database software upgrades, installations and maintenance. When requested, report to the Technical Action Officer (TAO).

6.10.4  Perform database administrator functions to include analyze, code,create, test, implement and maintain database architectures including but not limited to Oracle version 8 and above (including 9i), Sybase ASE Version 12.0, Sybase ASA Ver 6.04, SQL 2000 and MS-SQL Server.  Report findings to the TAO for review and comment.  Tasks defined under database administration include, but are not limited, to the following:

· Installation of Software including OFA compliance

· Database instance creation

· Configuration and testing of initial installation

· Troubleshooting and problem solving

· Document and track problem resolution using DISA’s Ticket Management System (TMS)

· Database user administration

· Security, including role and privilege management

· Performance monitoring techniques

· Performance tuning

· Management of redo logs, rollback segments, archived redo logs

· Database backups including both hot and cold backups

· Database exports and imports

· Database resizing as required

· Resource allocation for application databases

· Sybase Trigger Configuration

· Sybase Stored Procedure Creation

· Database Report Creation

· SQL*Loader utility

· Database recovery including disaster recovery techniques

· Distributed processing

· Parallel Query tuning and configuration

· Storage management

· Auditing database activities

· Configuration and management of networking components

· Configuration and management of listener process

· Monitor and manage alert logs and trace files

· Normal and emergency database startup and shutdown processes

· Management of initialization and configuration files

· Oracle client software and interfacing with the database

6.10.5  Monitor products within the Oracle environment using system monitors such as Oracle Performance Pack and Enterprise Manager.  Report any irregularities to the TAO.

6.10.6  Provide technical support for SQL*net, PL/SQL, external procedures, and Oracle security as defined by the DISA database Security Technical Implementation Guide.

6.10.7  Provide project management support in planning and definition.

6.10.8  Provide technical consulting services to the customer on questions and issues relating to the Oracle software maintained, including changes and planned upgrades.  When requested, report to the TAO.

6.10.9  Provide technical advice and consulting services to the Central Design Activity software development personnel during the development of application programs and system interfaces.  Resolve problems that occur during program testing and in production modes.

6.10.10  Support the customer problem resolution process to resolve errors in systems software.  Report solutions/findings to the TAO for review and comment.

6.10.11  Perform trend analysis on system performance, recommend configuration changes to the TAO, and participate in the planning activities to schedule system upgrades, backup and recovery.

6.10.12  Build and support web pages for the customer that explain the Oracle environment, the DISA  organization, contain links to other pertinent sites and interface with databases (including but not limited to Oracle, Microsoft Access, dBASE, CA-Clipper, Sybase Studio, etc.) owned and managed by DISA or its customers.  Before release of  changes provide a copy/show the web page to the TAO for review and comment.

6.10.13  Support and train Government personnel within the Oracle/Midtier team.  Prior to commencing training, identify any costs of the training (i.e. materials).  Any allowable costs will be negotiated/paid under a separate contracting action.

6.10.14  In the event that upgrades or changes to the system must be done during off peak or limited usage times, the Government reserves the right to request flexible work hours from contractor personnel. Upon a 24-hour advance, written notification by the TM or TAO, the Government and contractor may establish a mutually agreed upon time to institute/incorporate the change.  In this case, contractor personnel will substitute these non-core, weekend hours for weekday hours.  For example, if an upgrade is done on Saturday, contractor personnel may choose to take the following Monday as an off day.

6.10.15  Other Information.  Provide Oracle database administration and Microsoft Structure Query Language (SQL) Server application support at Defense Information Systems Agency (DISA) Defense Enterprise Computing Center Detachment Dayton (DECC-D Dayton).  At the present time, the Application Support Division at DECC-D Dayton provides database administration support on numerous Oracle databases on various platform types supporting DISA customers at Dayton and other sites across the United States.  Application Support requires an on-site Oracle technical support person with the analytical and technical skills necessary to provide insight into architectural, design, integration, operational and problem identification and resolution issues to assist in carrying out this charge.  This PWS expresses the need for on-site technical support to provide the extensive and complex open systems database support required on the multiple distinct platforms within the scope of DISA Dayton’s mission.

6.10.16  Skill Sets Required.  This requirement is for Oracle database administration support, some Sybase and some Microsoft SQL Server 2000 application support.  Oracle 8i and above certification, Oracle 9iAS experience and Oracle Enterprise Manager (OEM) experience is highly desirable. Microsoft SQL Server 2000 knowledge is a plus, as is knowledge of Perl.
· The following software list defines the Oracle environment as referenced in the tasks described:

· Oracle version 8i Enterprise Edition and all subsequent releases

· Oracle 9i Application Server (9iAS)

· Oracle Enterprise Manager to include Performance Pack

· Oracle Recovery Manager (RMAN)

· PL/SQL

· Oracle Portal

· SQLnet (Net8)

· JAVA

· New products may be introduced as a result of customer requests, standardization, or vendor directives.

7.  Performance Standards.
	Performance Objective
	PWS Paragraph
	Performance Threshold
	Surveillance Method

	Systems Management (Critical)
Performance Statistics

Workload Balancing

Workload Analysis

Capacity Planning

Configuration Management
	6.1.1
	No Mission Critical Shortfalls
	Valid Customer Complaint and Random Sampling

	Software Administration (Critical)
Release Management

OEM Operating System

Third Party

OEM vs 3rd Party Interface

Problem identification/resolution

Configuration Management
	6.1.2
	No Mission Critical Shortfalls
	Valid Customer Complaint and Random Sampling

	Assured Computing
Maintain Procedures

Identify Deficient Processes

Recommend Solutions

Participate in exercises
	6.1.3
	No Mission Critical Shortfalls
	Valid Customer Complaint and Random Sampling

	Data Replication (Critical)
Monitor Process

Report Errors

Maintain Local Procedures

Participate in ACE Testing
	6.1.4
	No Mission Critical Shortfalls
	Valid Customer Complaint and Random Sampling

	Attend Briefings, Meetings and Conferences
Scheduled

Weekly Production Status

Monthly In-progress

Yearly Conferences

As Required

Impromptu Meet/travel

Disseminate Information

Trip Reports, etc.
	6.1.5

6.2.2

6.4.2
	Objective Accomplished Within The Specified Time Allocated
	Valid Customer Complaint and Random Sampling

	Application Software Administration (Critical)
Database Software Components

Existing and Future

Loaded and Operational

Upload and Run New or Modified Releases

Process Block Releases

Provide DIREP Data as They Occur

Interface Problems

Identify and Correct

Review Operational Processes

Enhance and Optimize Customer Support

Daily Monitoring

Systems Scheduling

Distributed Print

Information Transfer

End-of-Day processing

Monthly

Analysis and Recommendations

Provide OJT in Areas of Expertise
	6.2.1
	No Mission Critical Shortfalls
	Valid Customer Complaint and Random Sampling

	Customer Service/Support (Critical)
Problem Resolution

AIS Scheduling, Execution and Recovery

Trouble Tickets

Maintain Currency

Analyze and Document

Repeat/Recurring Problems

Customer Resets

Passwords

Terminals

Printers

Controllers

Network Monitoring

Respond per Documented Procedures

Outage Notification

Monitor Weather Information

Recommendations

Alleviate Recurring Problems
	6.3.1
	No Mission Critical Shortfalls
	Valid Customer Complaint and Random Sampling

	SMC Operations (Critical)
Maintain Daily Production Schedules

Troubleshoot and Resolve
	6.3.2
	No Mission Critical Shortfalls
	Valid Customer Complaint and Random Sampling

	Dayton Express Help Desk (Critical)
	6.3.3
	No Mission Critical Shortfalls
	Valid Customer Complaint and Random Sampling

	Program Management (Critical)
RFI Responses

Status and Direction

DECC and Detachments

Internal and External Requests

Marketing Briefs

Develop and Present

IPR Preparation

AF Workload as Requested

Customer Support

Problem Identification/Resolution

Requirements Development

Site Surveys

Requirement Definitions

Status

Monthly via Report
	6.4.1
	No Mission Critical Shortfalls
	Valid Customer Complaint and Random Sampling

	CMS/Telecon Management (Critical)
Manage DCP/Telcon Software

User Services

Configuration Management

Release Loads

Monitor/Report System Performance

Monthly Report

Weekly Performance Figures

Identify Problem Areas

Provide Monthly Analysis

Recommended Changes

Procedural

Operational

Configuration
	6.5
	No Mission Critical Shortfalls
	Valid Customer Complaint and Random Sampling

	Unix System Administration (Critical)
Sun Server Admin

Solaris Operating System

2.5.1 Through 8 and All Future Releases

Monthly Report

Planned Tasks

Issues/Problems Encountered

Problem Resolutions
	6.6
	No Mission Critical Shortfalls
	Valid Customer Complaint and Random Sampling

	NT Application/Surveillance (Critical)
Database Software Components

Existing and Future

Loaded and Operational

Upload and Run New or Modified Releases

Process Block Releases

Provide DIREP Data as They Occur

Interface Problems

Identify and Correct

Review Operational Processes

Enhance and Optimize Customer Support

Daily Monitoring

Systems Scheduling

Distributed Print

Information Transfer

End-of-Day Processing

Monthly

Analysis and Recommendations

Provide OJT in Areas of Expertise
	6.7
	No Mission Critical Shortfalls
	Valid Customer Complaint and Random Sampling

	Tandem and Infrastructure Network Communications Support
DECC OKC Tandem

Problem Resolution

HW/SW Operational and Development

Existing and Future Architecture

Limited to TAFB Tandem Components

DECC OKC Infrastructure

Technical Assistance

Installation

Testing

Troubleshooting

Network Management

Maintain Documentation

DECC OKC Cable Database

DECC OKC CISCO Systems

Assist w/Configuration and Management
	6.8.1

6.8.2
	Objective Accomplished Within The Specified Time Allocated
	Valid Customer Complaint and Random Sampling

	UNIX Application/Surveillance (Critical)
Database Software Components

Existing and Future

Loaded and Operational

Upload and Run New or Modified Releases

Process Block Releases

Provide DIREP Data as They Occur

Interface Problems

Identify and Correct

Review Operational Processes

Enhance and Optimize Customer Support

Daily Monitoring

Systems Scheduling

Distributed Print

Information Transfer

End-of-Day processing

Monthly

Analysis and Recommendations

Provide OJT in Areas of Expertise
	6.9
	No Mission Critical Shortfalls
	Valid Customer Complaint and Random Sampling

	Dayton Oracle Support (Critical)
	6.10
	No Mission Critical Shortfalls
	Valid Customer Complaint and Random Sampling


8.  Place of Performance.  Work will be performed at the DISA  OKC facilities, located on Tinker AFB, OK.  The primary shift for the performance of duties under this order will be dayshift Monday through Friday.  However, due to the nature of the tasks, the vendor staff will be available to work any shift or day to meet mission requirements.

9.  Period of Performance.  The period of performance is 365 calendar days (1 July 2004 – 30 June 2005). The contract type is firm fixed price (FFP) with a cost-reimbursable contract line item number (CLIN) for contractor travel.

10.  Delivery Schedule.
	PWS` Task#
	Deliverable Title
	CDRL/DID#
	Number/Format
	Calendar Days After TO Start

	1, 2
	Status/Performance Report
	A008/DI-MGMT-80368
	Standard Distribution
	Monthly, on 5th Workday

	3
	Conference Report
	A004/DI-A-5011B
	Standard Distribution
	5 Workdays After Conference

	3
	Report/Minutes, Record of Meeting
	A010/UDI-A-23083A
	Standard Distribution
	5 Workdays After Meeting


Standard Distribution
· 1 copy of the transmittal letter without the deliverable to the Contracting Officer at encore@scott.disa.mil
· 1 copy of the transmittal letter and the deliverable to the Primary TM

11.  Security.

a.  Overview.  Contractor personnel performing work on site at DISA Defense Enterprise Computing Center Oklahoma City (DECC-OKC) under this contract shall require unescorted access to controlled/ restricted areas and require sensitive access to Automated Data Processing (ADP) information systems.  Organizations submitting personal security investigations (PSI) are required to participate in the National Industrial Security Program (NISP).  Guidance concerning these areas and systems is contained in DoD 5200.1-R, DoD 5200.2-R, DoD 5200.8-R, DoD 5220.22-M, and all other security guidelines in effect.  Contractor personnel must be able to obtain and sustain the appropriate security clearance and ADP sensitivity requirements.


b.  Correspondence.  The contractor’s Facility Security Officer (FSO) shall submit all correspondence of a personnel security nature directly to the DECC-OKC Security Office.


c.  Correlation Between Task and Level of Clearance.  The following ADP clearance/access level(s) apply to this PWS.

	Task
	ADP Designation
	Investigation Type
	Clearance Required
	Forms Required

	1, 5, 6, 7, & 9
	Critical-Sensitive, ADP-I
	Single Scope Background Investigation (SSBI)
	SECRET
	EPSQ SF 86 & DD Form 1879

	2, 3, 4, & 8
	Noncritical-Sensitive, ADP–II
	National Agency Check/Local Agency Check/Credit Check (NACLC)
	SECRET
	EPSQ SF 86



d.  Commencing the Task(s).  Regardless of location, the DISA OKC Security Manager shall not allow contractor personnel to work on the task(s) UNTIL these conditions are met:

· The DISA OKC Security Manager receives a copy of the Letter of Consent stating the Defense Security Service (DSS) granted the appropriate clearance
· EPSQ Receipt that reflects that the SF 86 or DSS 562 has been submitted to DSS

· Letter requesting interim ADP

· The DISA OKC Security Manager grants contractor personnel interim ADP access

· The DISA OKC Security Manager receives a visit authorization letter


e.  Contract Personnel Without a Current or With an Out-of-Scope Security Clearance.


(1)  The contractor’s FSO shall use the Electronic Personnel Security Questionnaire (EPSQ) software to initialize, complete, and submit a PSI package and other DSS requirements to DSS for each contractor personnel without a current security clearance or with an Out-of-Scope security clearance working under this PWS (DoD 5220.22-M, DoD 5220.22-M-Sup 1, and DoD 5220.22-R).


(2)  The contractor’s FSO shall provide the items listed in paragraph (g) below and must receive an ADP-I or ADP-II Access letter granted by the DECC-OKC Security Manager prior to commencing the task(s) under this PWS.


(3)  Once the contractor’s FSO receives the Letter of Consent, the contractor’s FSO shall provide a copy to the DECC-OKC Security Manager.


f.  Contract Personnel Requiring DISCO Form 562 Action.


(1)  The contractor’s FSO shall use the EPSQ software to initialize, complete, and submit a DISCO Form 562 and other DSS requirements to DSS for each contractor personnel requiring conversion, reinstatement, concurrent, or similar action (DoD 5220.22-M, DoD 5220.22-M-Sup 1, and DoD 5220.22-R).


(2)  The contractor’s FSO shall provide the items below and must receive an ADP-I or ADP-II Access letter granted by the DECC-OKC Security Manager prior to commencing the task(s) under this PWS:

· A visit authorization letter

· A copy of the DISCO Form 562

· A copy of the EPSQ receipt

· A copy of the SF312


(3)  Once the contractor’s FSO receives the Letter of Consent from DSS, the contractor’s FSO shall immediately provide a copy to the DECC-OKC Security Manager.


g.  Interim ADP Access.


(1)  The contractor’s FSO may request interim ADP-I or ADP-II access from the DISA OKC Security Manager via written request to included the following:

· A visit authorization letter

· A signed copy of the EPSQ SF 86

· A copy of the DD From 1879 (For ADP-I request only)

· A copy of the EPSQ receipt

· A copy of the SF312

Note:  Individuals must have a completed NAC or equivalent to obtain Interim ADP-I access (DoD 5200.2-R, paragraph 3-401a(2)).


(2)  The DISA OKC Security Office and its headquarters shall review the documents provided by the contractor’s FSO to determine the individual’s suitability for interim ADP-I or ADP-II access in accordance with DoD 5220.22-M, DoD 5220.22-M-Sup 1, DoD 5220.22-R, DISA WESTHEM Security Handbook, and all other security guidelines in effect.  The contractor’s FSO must receive an Interim ADP-I or ADP-II Access letter granting access by the DISA OKC Security Manager prior to commencing the task(s) under this PWS.


(3)  The contractor’s FSO shall provide to the DISA OKC Security Manager a status report of all pending PSI for contractor personnel granted interim ADP-I or ADP-II access by the tenth day of each month.  The interim access remains in effect providing the DISA OKC Security Manager receives this monthly report.


h.  Site Security.  The following site security measures apply:

· Contractor personnel shall comply with all applicable security instructions, guidelines, regulations and provisions in effect at DISA.

· Contractor personnel shall wear and display all required identification badges at all times

12.  Government-Furnished Equipment (GFE)/Government-Furnished Information (GFI):  The Government will provide all required equipment and documentation required to accomplish the TO.  All GFE and the Unisys Platforms are Year 2000-compliant.

13.  Other Pertinent Information or Special Considerations.
13.1  Detailed knowledge and experience with the Unisys SBLC operating environment is required.  The environment includes:

· Unisys Clearpath Executive Operating System and Utilities

· Unisys Clearpath Enterprise Servers

· StorageTek (STK) Tape Silo System (hardware and software)

· STAR Software

· EMC Disk Systems

· Distributed Communications Processors (DCP OS/Telcon)

· Single Point Operations (SPO)

· Automated Messaging System (AMS)

· Common Network Management System (CNMS) Computer Performance Management and Hardware/Software Configuration Management (CPM/CM) and Network Administration

13.2  Detailed knowledge and experience with Unix (Sun Solaris) operating environment is required.  While the current task is limited to 2 full-time equivalents (FTEs) the skill level at the Journeyman level.

13.3  Knowledge and experience with Tandem and Network Infrastructure is required.  Current task limited to 1 FTE.

13.4  Special Considerations.


a.  Identification of Possible Follow-on Work.  This order may result in follow-on work.


b.  Identification of Potential Conflicts of Interest (COI).  No known potential conflicts.


c.  Identification of Non-Disclosure Requirements.  Any and all persons or parties reviewing this PWS and/or preparing responses to include the performance of work post award are required to complete an “Agreement of Nondisclosure.”


d.  Packaging, Packing and Shipping Instructions.  None associated with this task order.


e.  Inspection and Acceptance Criteria.  In accordance with FAR 52.246-4 “Inspection of Services - Fixed Price.”
14.  Travel.  Travel may be required under this task order.  Prior to incurring any long distance travel expenses, the contractor shall obtain written approval from the TM approving the travel dates, expected duration, origin and destination, purpose, estimated costs and the number and names of personnel traveling.  All travel associated with this contract shall be in accordance with FAR 31.205-46.  The TM will certify invoices prior to processing for payment.

QUALITY ASSURANCE SURVEILLANCE PLAN (QASP)
1.  Task Order Title.  Enterprise Operations Technical and Application Support (Unisys and Open System Environment).

2.  Work Requirements.
· Task 1 - System Management
· Task 2 - Data Base Administration
· Task 3 - Customer Service/Help Desk/SMC Operations/Dayton Express Help Desk
· Task 4 - Program Management
· Task 5 - CMS Management
· Task 6 - Unix System Administration
· Task 7 - NT Application/Surveillance
· Task 8 - Tandem and Infrastructure Network Communications Support
· Task 9 - Unix Application/Surveillance
· Task10 - Oracle Database Administration Support (Dayton Express)
3.  Primary Method of Surveillance.
· Random Sampling.  This is usually the most appropriate method for recurring tasks.  With random sampling, services are sampled to determine if the level of performance is acceptable.  Random sampling works best when the number of instances of the services being performed is very large and a statistically valid sample can be obtained.  Computer programs may be available to assist in establishing sampling procedures.

· Customer Input.  Although usually not a primary method, this is a valuable supplement to more systematic methods.  For example, in a case where random sampling indicates unsatisfactory service, customer complaints can be used as substantiating evidence. In certain situations where customers can be relied upon to complain consistently when the quality of performance is poor, e.g., dining facilities, building services, customer surveys and customer complaints may be a primary surveillance method, and customer satisfaction an appropriate performance standard.  In all cases, complaints should be documented, preferably on a standard form.

4.  Scope of Performance.  The scope of this PWS will encompass all areas of technical and application support required by the DISA - OKC.  Aspects include computer system hardware and software (system and functional application) management, system analysis, long-range capacity planning.  Unisys line-of-business support, problem resolution, disk and tape systems management, CMS/Telcon administration, and customer support.  The contractor shall comply with the appropriate DoD-approved architectures, programs, standards and guidelines (e.g. DII Strategic Technical Guidance (STG), DII Common Operating Environment (COE), Defense Information Systems Network (DISN), Shared Data Environment (SHADE).

5.  Performance Standards.
	Performance Objective
	PWS Paragraph
	Performance Threshold
	Surveillance Method

	Systems Management (Critical)
Performance Statistics

Workload Balancing

Workload Analysis

Capacity Planning

Configuration Management
	6.1.1
	No Mission Critical Shortfalls
	Valid Customer Complaint and Random Sampling

	Software Administration (Critical)
Release Management

OEM Operating System

Third Party

OEM vs 3rd Party Interface

Problem identification/resolution

Configuration Management
	6.1.2
	No Mission Critical Shortfalls
	Valid Customer Complaint and Random Sampling

	Assured Computing
Maintain Procedures

Identify Deficient Processes

Recommend Solutions

Participate in Exercises
	6.1.3
	No Mission Critical Shortfalls
	Valid Customer Complaint and Random Sampling

	Data Replication (Critical)
Monitor Process

Report Errors

Maintain Local Procedures

Participate in ACE Testing
	6.1.4
	No Mission Critical Shortfalls
	Valid Customer Complaint and Random Sampling

	Attend Briefings, Meetings and Conferences
Scheduled

Weekly Production Status

Monthly In-Progress

Yearly Conferences

As Required

Impromptu Meet/travel

Disseminate Information

Trip Reports, etc.
	6.1.5

6.2.2

6.4.2
	Objective Accomplished Within the Specified Time Allocated
	Valid Customer Complaint and Random Sampling

	Application Software Administration (Critical)
Database Software Components

Existing and Future

Loaded and Operational

Upload and Run New or Modified Releases

Process Block Releases

Provide DIREP Data as They Occur

Interface Problems

Identify and Correct

Review Operational Processes

Enhance and Optimize Customer Support

Daily Monitoring

Systems Scheduling

Distributed Print

Information Transfer

End-of-Day processing

Monthly

Analysis and Recommendations

Provide OJT in Areas of Expertise
	6.2.1
	No Mission Critical Shortfalls
	Valid Customer Complaint and Random Sampling

	Customer Service/Support (Critical)
Problem Resolution

AIS Scheduling, Execution and Recovery

Trouble Tickets

Maintain Currency

Analyze and Document

Repeat/Recurring Problems

Customer Resets

Passwords

Terminals

Printers

Controllers

Network Monitoring

Respond per Documented Procedures

Outage Notification

Monitor Weather Information

Recommendations

Alleviate Recurring Problems
	6.3.1
	No Mission Critical Shortfalls
	Valid Customer Complaint and Random Sampling

	SMC Operations (Critical)
Maintain Daily Production Schedules

Troubleshoot and Resolve
	6.3.2
	No Mission Critical Shortfalls
	Valid Customer Complaint and Random Sampling

	Dayton Express Help Desk (Critical)
	6.3.3
	No Mission Critical Shortfalls
	Valid Customer Complaint and Random Sampling

	Program Management (Critical)
RFI Responses

Status and Direction

DECC and Detachments

Internal and External Requests

Marketing Briefs

Develop and Present

IPR Preparation

AF Workload as Requested

Customer Support

Problem Identification/Resolution

Requirements Development

Site Surveys

Requirement Definitions

Status

Monthly via Report
	6.4.1
	No Mission Critical Shortfalls
	Valid Customer Complaint and Random Sampling

	CMS/Telecon Management (Critical)
Manage DCP/Telcon Software

User Services

Configuration Management

Release Loads

Monitor/Report System Performance

Monthly Report

Weekly Performance Figures

Identify Problem Areas

Provide Monthly Analysis

Recommended Changes

Procedural

Operational

Configuration
	6.5
	No Mission Critical Shortfalls
	Valid Customer Complaint and Random Sampling

	Unix System Administration (Critical)
Sun Server Admin

Solaris Operating System

2.5.1 Through 8 and All Future Releases

Monthly Report

Planned Tasks

Issues/Problems Encountered

Problem Resolutions
	6.6
	No Mission Critical Shortfalls
	Valid Customer Complaint and Random Sampling

	NT Application/Surveillance (Critical)
Database Software Components

Existing and Future

Loaded and Operational

Upload and Run New or Modified Releases

Process Block Releases

Provide DIREP Data as They Occur

Interface Problems

Identify and Correct

Review Operational Processes

Enhance and Optimize Customer Support

Daily Monitoring

Systems Scheduling

Distributed Print

Information Transfer

End-of-Day Processing

Monthly

Analysis and Recommendations

Provide OJT in Areas of Expertise
	6.7
	No Mission Critical Shortfalls
	Valid Customer Complaint and Random Sampling

	Tandem and Infrastructure Network Communications Support
DECC OKC Tandem

Problem Resolution

HW/SW Operational and Development

Existing and Future Architecture

Limited to TAFB Tandem Components

DECC OKC Infrastructure

Technical Assistance

Installation

Testing

Troubleshooting

Network Management

Maintain Documentation

DECC OKC Cable Database

DECC OKC CISCO Systems

Assist w/Configuration and Management
	6.8.1

6.8.2
	Objective Accomplished Within The Specified Time Allocated
	Valid Customer Complaint and Random Sampling

	UNIX Application/Surveillance (Critical)
Database Software Components

Existing and Future

Loaded and Operational

Upload and Run New or Modified Releases

Process Block Releases

Provide DIREP Data as They Occur

Interface Problems

Identify and Correct

Review Operational Processes

Enhance and Optimize Customer Support

Daily Monitoring

Systems Scheduling

Distributed Print

Information Transfer

End-of-Day processing

Monthly

Analysis and Recommendations

Provide OJT in Areas of Expertise
	6.9
	No Mission Critical Shortfalls
	Valid Customer Complaint and Random Sampling

	Dayton Oracle Support (Critical)
	6.10
	No Mission Critical Shortfalls
	Valid Customer Complaint and Random Sampling


6.  Acceptable Quality Level (AQL).  The ACL for this project is 100% for those items with a performance threshold of “ No mission critical shortfall.”  This is due to the critical nature of the service provided for these mainframe operations.  For all other areas, the AQL is 90%.

7.  Evaluation Method.  The contractor shall document the official time, date, and symptom/problem through the TMS process. The TM in turn will review system logs, outage reports, conduct comparisons with actual performance, and otherwise verify/validate contractor performance.

8.  Incentives (Positive and/or Negative).  None at this time.

Section E - Inspection and Acceptance
INSPECTION AND ACCEPTANCE TERMS

Supplies/services will be inspected/accepted at:

	CLIN
	INSPECT AT
	INSPECT BY
	ACCEPT AT
	ACCEPT BY

	0001
	N/A
	N/A
	N/A
	N/A

	0002
	N/A
	N/A
	N/A
	Government


Section F - Deliveries or Performance
DELIVERY INFORMATION

	CLIN
	DELIVERY DATE
	QUANTITY
	SHIP TO ADDRESS
	UIC

	
	
	
	
	

	0001
	POP 01-JUL-2004 TO

30-JUN-2005
	N/A
	N/A

FOB:  Destination
	

	
	
	
	
	

	0002
	POP 01-JUL-2004 TO

30-JUN-2005
	N/A
	N/A

FOB:  Destination
	


Section G - Contract Administration Data
ACCOUNTING AND APPROPRIATION DATA

	AA:
	97X4930.5F20 000 C1013 0 068142 2F 255011

	AMOUNT:
	$2,798,814.49


CLAUSES INCORPORATED BY FULL TEXT

Additional Accounting and Appropriation Data
AA:  97X4930.5F20 000 C1013 0 068142 2F 255011

CLIN/SubCLIN
Purchase Request Number
Obligated Amount

0001/0002
DMCUMT04MPT0051
$2,798,814.49

DITCO Points of Contact
Contracting Officer
Name:

Organization:  DISA/DITCO-Scott (PL8232)

Phone No.:  (618) 229-9773; DSN 779-9773

E-Mail:

Contract Specialist
Name:

Organization:  DISA/DITCO-Scott (PL8232)

Phone No.:  (618) 229-9773; DSN 779-9773

E-Mail:

CONTRACTOR Point of Contact
Contractor Name:  Unisys, U.S. Government Group

DUNS:  150780674

CAGE CODE:  4W798

Contractor POC:

Email Address:

Phone Number:

Fax Number:

Electronic invoices may be sent to:
invoicereceipt@scott.disa.mil
Questions regarding invoices may be directed to (618) 229-9228.  Vendors may check the status of invoices at the following web site:

http://www.dfas.mil/money/vendor
CREDIT CARD METHOD OF PAYMENT 

If payment is to be made via credit card, contact the Contracting Officer listed above.

