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Section B - Supplies or Services and Prices

	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0001
	
	1
	Lot
	$756,449.00
	$756,449.00 

	
	Encore IT Solutions

T&M

Joint Deployment Systems Capstone Requirements Document Enforcement, Management, Implementation, and Maintenance, in accordance with the attached statement of work (SOW), dated 14 May 2004 (00240.00). Computer Sciences Corporation (CSC) proposal dated, 21 Jun 04, and as revised 22 Jun 04, is incorporated by reference.

The period of performance is 273 calendar days (1 Sep 2004 through 31 May 2004).

Time-and-Materials (T&M) - Not-to Exceed (NTE) - the contractor is authorized to invoice monthly for actual hours performed or ODCs as they are incurred.

PURCHASE REQUEST NUMBER: N0006604MPJ9007


	

	
	
TOT ESTIMATED PRICE
	$756,449.00 

	
	
CEILING PRICE
	

	
	ACRN AA Funded Amount
	$756,449.00


FOB:  Destination

Section C - Descriptions and Specifications 

CLAUSES INCORPORATED BY FULL TEXT

ENCORE TASK ORDER (TO) STATEMENT OF WORK (SOW)
as of 23 Jul 2004
	Contract Number:
	DCA200-02-D-5006

	Task Order Number:
	0030

	Encore Tracking Number:
	00240.00

	Follow-on to Encore Contract and Task Order Number:
	DCA200-02-D-5006/0015


1.  Task Monitors (TMs).
a.  Primary TM.
	Name:
	

	Organization:
	USJFCOM/J9276

	Department of Defense Activity Address Code (DODAAC):
	HQ0080

	Address:
	U.S. Joint Forces Command Joint Experimentation

Attn:  Joint Deployment Process Owner (JDPO)

115 Lakeview Parkway, Suffolk, VA  23435

	Phone Number:
	

	Fax Number:
	

	E-Mail Address:
	


b.  Alternate TM.
	Name:
	

	Organization:
	USJFCOM/J9283 

	DODAAC:
	HQ0080

	Address:
	U.S. Joint Forces Command Joint Experimentation

Attn:  Joint Deployment Process Owner (JDPO)

115 Lakeview Parkway, Suffolk, VA  23435

	Phone Number:
	

	Fax Number:
	

	E-Mail Address:
	


2.  Task Order Title.  Joint Deployment Systems Capstone Requirements Document Enforcement, Management, Implementation, and Maintenance

3.  Background.  The Secretary of Defense (SECDEF) designated U.S. Joint Forces Command (USJFCOM) as the Joint Deployment Process Owner (JDPO) in October 1998.  The JDPO is responsible for maintaining current effectiveness while leading actions to provide substantial improvement in the overall efficiency of deployment-related processes.  The Unified Command Plan (UCP) and DoD Directive 5158.5, 12 November 2001, “Joint Deployment Process Owner” also addresses these responsibilities.  UCP 2002 emphasized USJFCOM responsibilities as the Joint Force Integrator tasked to support the development and integration of fully interoperable systems and capabilities.  Additionally, DoD Directive 5158.5 states that USJFCOM will:

· Promote the acquisition of technology solutions necessary for to improve the joint deployment and redeployment process.

· Ensure future system concepts are interoperable (both in terms of jointness and Secret and Below Interface) and sustainable.

· Conduct or coordinate appropriate analysis and, subsequently, recommend the retention, modification, or retirement of systems currently supporting joint deployment and redeployment processes.

The Joint Staff and USJFCOM have identified a need to centrally manage requirements for automated information systems (AIS) that support the joint deployment process.  The Joint Requirements Oversight Council (JROC) directed USJFCOM to develop the JDS CRD in JROC Memorandum (JROCM) 183-01, 15 November 2001 in order to establish the overarching requirements for the Family of Systems (FoS) or System of Systems (SoS) that support deployment.  USJFCOM must maintain the JDS CRD through periodic document updates and implement/enforce compliance by conducting reviews of existing and emerging Operational Requirements Documents (ORD), Capabilities Development Documents (CDD), Joint Capabilities Documents, and Capabilities Production Documents (CPD) to ensure JDS CRD requirements are met.  USJFCOM has established the Joint Deployment, Employment and Sustainment (JDES) Lab to provide DoD a one-of-a-kind capability to simulate end-to-end joint deployment planning and execution.   As the JDPO, USJFCOM is responsible for leading the processes to evaluate, validate, and certify changes and or updates to the FoS and SoS that support deployment, and the Joint Deployment Enterprise Architecture.  Additional, JDPO conducts, in the JDES Lab, experimentation and development of deployment system prototypes that maybe impacted by the requirements of the JDS CRD or drive changes to the Joint Deployment Enterprise Architecture.

Currently the selection of the operational capabilities (force requirements) is primarily a manual activity.  The manual selection is dependent on an individual's knowledge of: multi-Service operational capabilities; familiarity with particular forces within the force structure of each of the five Services; expertise with operational capabilities assigned and/or aligned to other governmental and/or non-governmental organizations to include contract services; awareness that a particular force may have been used over a period of time (comfort factor); and reputation about a particular force that is always used or called on to support contingency situations.  This may lead to less than optimal selection of the best operational capabilities (force requirements) to accomplish the tasks.  Potentially, better-suited operational capabilities (force requirements) are overlooked.

A solution is to provide information on pre-packaged, task organized, force capabilities that are highly detailed and accurate. The USJFCOM JDPO division, together with USJFCOM component command members of the Joint Planning and Execution Community (JPEC), and designated contractor support, developed a web-based Joint Capabilities Requirements Tool (JCRT) that can be used as a planning/ decision support tool for capabilities-based planning.  The tool supports the JFC at the combatant command and JTF levels.  The JCRT will contain common force capability descriptors based on Joint Publication 3-33, “Joint Force Capabilities” and provide a listing of type forces, identified by Unit Type Characteristics (UTC) codes and titles along with descriptive data defining composition of the operational capability.  The data would provide an appropriate level of detail to assist in facilitating mission analysis and selection for task/mission employment and a basis for initial support and transportation planning.

When looking toward future operating concepts, operational planning will look towards effects based operations (EBO) for the philosophy by which JFC’s and planners will execute the assigned mission.  Current EBO concepts refer to the capabilities of the deploying forces, but the concept is not linked to the current deployment process, or any future improvements of the deployment process.  JCRT will provide a tool for making the linkages between effects and desired actions, to capabilities of available forces, to the actual force structure that will fulfill the requirement.

4.  Task Objectives.
4.1  JDS CRD.  The contractor shall conduct an annual review of the Joint Deployment Systems Capstone Requirement Document (JDS CRD) to ensure it reflects all current approved deployment business process changes.  The contractor shall conduct reviews of current and emerging ORDs, CDDs, JCDs and CPDs.  To determine their applicability to the JDS CRD Family of Systems, the contractor will, based upon the objective of the system, review Chapter 1 and if applicable initiate actions necessary to implement/enforce compliance with JDS CRD requirements, and provide formal responses, in coordination with the Joint Staff and JI&I, regarding the compliance or non-compliance of ORDs reviewed.

4.2  JDES Lab.  The JDS CRD identifies the integration and interoperability requirements for the FoSs and SoSs supporting the joint deployment process and documents those requirements to guide current systems improvements and future systems development.  The focus of the CRD is on those systems, applications, and tools which support the identification of operational requirements and sustainment for joint deployment; the identification of actual units, personnel, equipment and materiel to fill these operational and logistic requirements; the command and control of the operational capabilities to include scheduling and movement, and integration of deploying personnel and materiel; and support to and execution of the DTS.  The JDS CRD lists over 3000 unique Information Exchange Requirements (IER) that supports the joint deployment process.  Sixty of these IERs were identified as critical; meaning that without that particular information exchange, the process fails, without some form of intervention.  These critical IERs, also known as the "primary thread", served as the baseline for the development of the JDES Lab.  The JDES Lab is used to conduct baseline assessments of critical systems supporting the primary thread of the Joint Deployment/Redeployment Process.  Within the JDES Lab, JDPO integrated a core set of deployment planning and/or execution applications, replicating a real-world configuration.  This provides the capability to assess the performance and capability of deployment AISs supporting the primary thread, and to identify any holes or redundant activities between these systems.  The contractor shall provide technical and subject matter expertise to the Joint Deployment, Sustainment and Employment Lab to assist in the evaluation and/or certification, and experimentation and prototyping of AIS supporting deployment, employment and sustainment.

4.3  Joint Capabilities Requirement Tool.  The contractor shall provide technical and subject matter expertise to continue the development and testing of the Joint Capabilities Requirement Tool.

5.  Scope.  This TO will address actions required for maintenance and updates to Joint Deployment Systems Capstone Document (JDS CRD), requirement to provide technical and subject matter expertise to the Joint Deployment, Sustainment and Employment (JDES) Lab, and development and maintenance of the Joint Capabilities Requirement Tool (JCRT).  The contractor will comply with the appropriate DoD-approved architectures, programs, standards and guidelines, such as Defense Information Infrastructure (DII) Strategic Technical Guidance (STG), DII Common Operating Environment (COE), Defense Information Systems Network (DISN) and Shared Data Environment (SHADE).  Specific services addressed in this SOW are:

· Task Area 1 - Enterprise IT Policy and Planning
· Task Area 2 - Performance Benchmarking
· Task Area 3 - Business Process Reengineering
· Task Area 4 - Requirements Analysis
· Task Area 5 - Product Integration
· Task Area 6 - JDES Lab
· Task Area 7 - Integrated Solutions Management
· Task Area 8 - Custom Applications Development
· Task Area 9 - Licensing and Support
6.  Specific Tasks.
6.1  Task 1 - Enterprise IT Policy and Planning
6.1.1  Subtask 1.1 - Program and Management Support Planning.  Prepare management plans at contract and task order initiation.  These plans shall describe the technical approach, organizational resources and management controls that the contractor will employ to meet the cost, performance and schedule requirements throughout the period of performance.

Deliverables:
Task Order Management Plan
6.1.2  Subtask 1.2 - Task Order Management.  Perform the daily activities required for successful program completion.  Examples of monitoring vehicles under this task area include management and status reporting, quality assurance monitoring, configuration management and security management.  The contractor will provide a monthly status report that shall detail the specifics of the work performed, problems encountered and their current status, projected activities, and expenditures.  In addition, the report shall summarize status, progress, and recommendations for project areas being undertaken under this task order, as well as dates and locations for which IPRs are conducted.  The contractor shall provide a JCRT Annex to the monthly status report that includes specifics of the work performed, problems encountered and their current status, projected activities, and expenditures.  In addition, the JCRT monthly report shall summarize status, progress, and recommendations for project areas being undertaken under this task order, as well as establish dates and locations for the quarterly In-Progress Reviews.

Deliverables:
Monthly Status Report


JCRT Annex to the Monthly Status Reports
Report/Minutes, Records of Meeting
Formal JCRT Quarterly In-Progress Reviews (IPRs) (Oral Presentation to the Government).  These briefings shall address: (a) Summarized accomplishments during the reporting period; (b) Planned activities for the next reporting period; (c) changes in key personnel; and (d) Issues/problems
6.1.3  Subtask 1.3 - Documents.  Provide system-engineering and functional support that is necessary to draft, review, revise, and deliver the documents required by task order.

Deliverables:
Presentation Materials/IPRs
Information Papers
Point Papers
White Papers
Concept Papers
Transformation Change Packages
JDES CDR Change Packages
JDEA Change Proposals
6.1.4  Subtask 1.4 - Integration Management Control Planning.  Provide the technical and functional activities required for integration of all JCRT tasks specified within this SOW.  Perform productivity and management techniques such as quality assurance, configuration management, and cost and schedule management, as well as administrative tasks in support of the JCRT.  As part of the JCRT Annex to the monthly status reports address quality assurance, progress/status reporting and program reviews applied to the JCRT tasks in the TO.  The JCRT Annex to the monthly status reports, subparagraph 6.1.2, Subtask 2, shall describe specific engineering activities, management support, problem areas, recommended solutions, deliverables completed, work planned for following period, and labor hours expended.  Include Integration Management Control Planning in JCRT Annex to the Monthly Status Reports (Subtask 1.2)

Deliverables:
Integration Management Control Plan
6.2  Task 2 - Performance Benchmarking.
6.2.1  Conduct annual reviews and updates to the JDS CRD.  The contractor will conduct annual reviews of the JDS CRD to ensure compliance with current CJCSI guidance and format and to incorporate required changes resulting from modifications to joint deployment doctrine or procedures.  The contractor shall perform required actions to obtain final approval of any document revisions/updates as described in CJCSIs 3170.01B (updated 3170.01C) and 6212.01B, and the USJFCOM JI&I process.  The contractor shall perform the following activities for services required under this task area:

6.2.1.1  Subtask 2.1 - Program Benchmark.  Examine and evaluate functional and technical programs for integration implications.  Review factors such as operational scope, functional and process relationships, business practices, resource requirements and cost impacts.

6.2.1.2  Subtask 2.2- Functional Benchmark.  Review and analyze defined work processes and information needs of users within and across the functional area being examined.  This includes functional and cross-functional requirement definition, functional descriptions, functional architectures, and requirements validation.

6.2.1.3  Subtask 2.3 - Technical Benchmark.  Examine current and emerging technologies for effectiveness and/or potential support for customer needs.  These technologies/systems/services may include legacy, migration, GIG, DoD, Federal, state, and local, U.S. ally, both domestic and international.

6.2.1.4  Subtask 2.4 - Data Benchmark.  Review and analyze data, databases, and cross-functional data sharing relating to the effectiveness of the information support provided to functional elements of the DoD, other Federal agencies, state and local governments and U.S. allies.

6.2.1.5  Subtask 2.5 - Benchmark Tools and Methods.  Develop new or modify existing tools and methods to enable a disciplined process of benchmarking.  Examples include templates, checklists, models, and guidelines.

6.3  Task 3 - Business Process Reengineering.
6.3.1  Subtask 3.1 - Baseline Definition.  Identify the baseline of support for the functional area or activity either being supported or for which support is contemplated.  These efforts include business systems analysis of functions and the inventory of support tools and their use.  The contractor will support configuration management of the GIG from the DoD perspective.  Perform the initial steps of establishing or reviewing operations, processes, data and information baseline for the functional activity.  Since integration is an iterative process between various elements of the organization and its processes or operations, the contractor will conduct the recurring steps to define, evaluate, and implement the incremental improvements needed to achieve simplified and streamlined operation of the functional activity.

6.3.2  Subtask 3.2 - Establish Operations/Process and Data Baselines.  Recommend proposed operations/ processes, data baselines, and interfaces based upon peacetime or normal operations and anticipated wartime, mobilization, or emergency operations.

Deliverables:
Annual JDS CRD Review/Update
6.4  Task 4 - Requirements Analysis.
6.4.1  Develop, Update, and Maintain a Plan of Action and Milestones (POA&M) for Operational Requirements Document Reviews.  The contractor, in coordination with the Joint Staff and Joint Interoperability and Integration (JI&I) Division, will identify the existing and emerging system ORDs, CDDs, and CPDs, and develop, update, and maintain a POA&M for their review.  The POA&M shall identify the ORDs, CDDs, and CPDs currently undergoing formal JCPAT staffing and identify a plan of action to ensure they are reviewed within the suspense established by the JCPAT tasker.  The POA&M shall also identify the annual review schedule for existing system ORDs, CDDs, and CPDs, to determine when a JDS CRD compliance review would be required.  Once a POA&M schedule for existing systems has been developed, the contractor shall begin coordination with the appropriate Program Managers to ensure JDS CRD compliance is considered and compliance POA&M is included in the upcoming documents review.  The contractor shall update and maintain the POA&M on a quarterly basis to ensure it reflects the current status of required documents reviews.

Deliverables:
POA&M for ORD Reviews
6.5  Task 5 - Product Integration.
6.5.1  ORD Review to Determine JDS CRD Compliance.  The contractor shall conduct a review of system CDDs, CPDs, and ORDs to determine applicability to the JDS CRD Family of Systems (FoS) and compliance with the JDS CRD.  The contractor, in coordination with Joint Staff J-6 and JI&I division, shall prepare a formal response on the results of each review in accordance with established guidelines.  The contractor, in conjunction with Joint Staff J-6 and JI&I division, shall coordinate with the system Program Manager (PM) to correct any non-compliance issues or establish a migration strategy, for inclusion in the system ORD, that establishes a POA&M for the PM to bring the system in compliance with the JDS CRD.  The contractor shall perform the following activities for services required under this task area:

6.5.1.1  Subtask 5.1 - Define Objectives.  Define objectives and establish priorities for the systems migration strategy.

6.5.1.2  Subtask 5.2 - Integration and Migration Strategy Development.  Analyze current support requirements and capabilities in relation to existing functions, operations, technology and technical trends.  Using the resultant information, develop strategies for the migration of support from its current base to an integrated functional and technical structure that meets guidelines.  Integration strategy development encompasses considerations of:

· Number of applications/systems

· Current technical architecture

· Connectivity

· Degree of integration

· Degree of compliance with existing DoD, Federal, state and local standards/guidelines

· Performance requirements

· Functional requirements

· Current functional process improvements

· Current system development projects

· Consequences of lost functionality

Deliverables:
ORD Review (Formal Report)
Migration Strategy for Existing/Legacy System ORDs
6.6  Task 6 - JDES Lab.
6.6.1  Provide Technical and Subject Matter Experts in JDS CRD and Joint Deployment Enterprise Architecture (JDEA), and the Family of Systems (FoS) or System of Systems (SoS) supporting deployment, employment and sustainment to the JDES Lab to evaluate and/or certify the current the FoS or SoS and changes to those systems; and to evaluate and/or certify, and conduct experimentation and prototyping of systems supporting deployment, employment and sustainment.

Deliverables:
Presentation Materials/IPRs
Information Papers
Point Papers
White Papers
Concept Papers
Transformation Change Packages
JDES CDR Change Packages
JDEA Change Proposals

6.7  Task 7 - Integrated Solutions Management.  The JCRT must provide common communicable definitions of operational capabilities.  The tool must be capable of aligning and integrating the individual force structures of the five Services (Army, Navy, Air Force, Marine Corps, and Coast Guard) to designated descriptors for joint operational capabilities. The tool shall also have the capability to align and integrate capabilities offered by other designated governmental and non-governmental organization (including contractor support capabilities replacing and/or supporting military forces) to the designated operational descriptors.  As such the contractor shall perform the following activities required under this task area:

6.7.1  Subtask 7.1 - Requirements Documentation, Review and Analysis.  The contractor shall conduct workshop(s) to meet with USJFCOM JDPO and JDPO designated functional users within the JPEC.  The contractor led workshop will identify, refine, and document individual functional requirements and the functional and technical business rules associated with the JCRT to include interfacing with unique Service systems for obtaining authoritative JCRT reference and Unit Type Code (UTC) data.  Individual requirements will describe required functional planning capabilities and include performance standards.  Functional requirements will be documented for review, analyzed, and then sequenced for software development.  Appropriate technical/system requirements will be identified to facilitate software engineering and development.  Associated with the requirements identification and documentation effort, the contractor shall support JCRT development by review and analysis of Service and other organizational data describing assigned force structure and the capability for data sharing to support required JCRT interoperability and functionality.  The analysis shall identify data location and ownership, report on currency and periodicity of updates, and required data structure and definition to allow automated interface for use with JCRT.  The requirements and analysis shall be documented in a software requirements specification (SRS) and shall assist in preparation of the database structure addressed below in subparagraph 6.8.3, Subtask 8.3.  USJFCOM JDPO and their designated partner organizations will exercise final validation authority for the functional and technical/system requirements for JCRT development.  Included in the functional and technical requirements for JCRT development, the tool will as a minimum; access and manipulate JCRT with any 128-bit encryption web browser; access and manipulate JCRT without any plug-ins, be supported by any “thin-client” to support the user, aggregate data from multiple users, refine aggregated data from multiple users, and export data in designated formats, such as a JOPES B8 file, a Microsoft Office applications (Word, Excel, Access), or a raw tab-delimited or comma-delimited file and/or to new emerging applications and tools such as Adaptive Course of Action (ACOA), Agile Transportation (AT-21), and Collaborative Force-Building, Analysis, Sustainment and Transportation (CFAST).

Deliverables:
Requirements and Business Rules Workshop
Minutes from Requirements and Business Rules Workshop
Update to JCRT Software Requirements Specification (SRS)

6.8  Task 8 - Custom Application Development.  The contractor shall design, develop, document, and test a web-based, capabilities-based planning tool, JCRT, as a multi-user application with defined roles and permissions as well as an integrated security schema.  The contractor shall provide all technical services for developing the JCRT application and its enhancements and prepare all associated detailed systems designs.  Detailed systems design include, although are not limited to, database and system architectures, interface specification/documentation, screen and report designs, prototypes, testing, program control specifications, data usage definitions, networking or teleprocessing considerations, and hardware and network architecture.  Contractor design and develop efforts will include but are not limited to items such as: technical services, systems designs, database architecture, interface documentation, user interface designs, and export designs.  Using the approved requirement list, the contractor shall develop systems architecture compliant with DoD policy and guidance.  DoD policy and guidance shall include but is not limited to the following key documents and their associated updates and/or transition elements: the Defense Information Infrastructure (DII) Common Operating Environment (COE) (transitioning to GIG Enterprise Service); the Global Command and Control System-Joint  (GCCS-J) version 4.x and the JOPES ADP database structure (transitioning to JOPES 21 database structure concurrent with fielding GCCS-J version 4.x), the Joint Command and Control Operations Requirements Document (JC2 ORD) (currently in draft), and the Joint Deployment Systems Capstone Requirements Document (JDS CRD).

6.8.1  Subtasks 8.1, 8.2, 8.3, and 8.4 below require continuous review and maintenance.  Included in the JCRT Annex to the monthly report will be modifications and recommendations for updates to both documentation and software until resources are applied to complete the development, testing, and delivery to implement documented changes.

6.8.2  Subtask 8.1 - High Level Design, Development and Integration Plan.  The contractor shall provide a High Level Design, Development and Integration Plan to address JCRT development.  The High Level Design, Development, and Integration Plan will address both operational and technical segments and their integration to produce a multi-user application with defined roles and permissions as well as an integrated security schema.  Appropriate sections, such as but not limited, to will be provided to address systems architecture, functional and technical business rules, JCRT design and documentation, and equipment and software requirements to support JCRT development testing.  The contractor shall ensure Business Rules address both the functional and technical/system domains and their integration.  JCRT Business Rules shall be traceable to the appropriate domain models and specify export formats such as but not limited JOPES B8, Microsoft Office applications (Word, Excel, and Access), tab-delimited or comma delimited text files, and/or to new emerging applications and tools such as ACOA, AT-21, and CFAST.  The systems architecture will comply with DoD policy and guidance addressed in subparagraph 6.3, Task 3.  The contractor shall provide all graphics, documentation documents, and compiled and source code for the JCRT.  The contractor shall identify required software and hardware for product validation.  Upon government confirmation, the contractor shall purchase designated software and hardware; use them as required to support JCRT development testing, and then turn-them over to the government after product validation.

Deliverables:
Update to JCRT Business Rules
High Level Design, Development and Integration Plan
6.8.3  Subtask 8.2 - Database Architecture and Documentation.  The contractor shall provide updates to the JCRT database design document, which describes the types of data to be incorporated into the tool, data format and data structure, and the number of fields, records, and databases required to support the JCRT development effort.  Incorporating elements within this subtask and additional elements provided in Task 3, the contractor shall provide updates to the JCRT Functional User’s Manual and the JCRT System Administrator’s Manual.  The software product shall be DII COE compliant to reside on the GCCS-J infrastructure.  The contractor shall provide a plan to support a USJFCOM sponsored Development Test for USJCOM validation and acceptance.  The plan shall address Development Testing to include DII COE compliance and confirm that agreed requirements in subparagraph 6.2.1, subtask 2.1 have been met, and that packaging and documentation is complete.

Deliverables:
JCRT Database Architecture and Documentation Review
6.8.4  Subtask 8.3 - Product Validation.  The contractor shall use the approved Development Test Plan prepared in subparagraph 6.3.3, Subtask 3.3 to support USJFCOM JDPO Development Testing in a government facility using government resources.  The Development Test shall include DII COE compliance, and confirm that agreed requirements in subparagraph 6.2.1, subtask 2.1 have been met, and that packaging and documentation is complete.

Deliverables:
JCRT Software Test Description Update
6.8.5  Subtask 8.4 - JCRT Software, Data and Documentation Maintenance.  The contractor shall provide maintenance for JCRT during the period of performance of this task order.  Areas of responsibilities for software, data, and documentation maintenance will include: required software maintenance and development, software testing and quality assurance practices, server software changes, configuration management, generation of operational policies/procedures related to joint capabilities, authoritative data sources, and documentation updates to include the JCRT Functional User’s Manual and JCRT Administrator’s Manual.  Operation and administration responsibilities shall include: loading and configuring data files, implementing control features, and entering user and application data as required.  The contractor shall provide administration of user accounts and permissions.  The contractor shall ensure quality control of the information and software data to be distributed on the servers.

Deliverables:
JCRT Software and Data Maintenance Review
6.9  Task 9 - Licensing and Operational Support.
6.9.1  Application Operations Support and Customer Support.  The contractor will provide systems operations support and technical services to include limited “Help-Desk” support during normal work hours to support operational testing and demonstrations conducted by USJFCOM JDPO.  In addition, contractor will procure and renew necessary JCRT software and hardware licenses as necessary.  Contractor will provide JCRT functional and technical support for Joint Deployment Process Improvement events that utilize the JCRT application.

Deliverables:
Application Operations Support and Customer Support Services
7.  Place of Performance.  Not more than six (6) full-time and eighteen (18) part time persons at government and contractor facilities and other locations that are required to support the required project will perform services.  The primary work site is located in the Suffolk, VA area.  For the purpose of costing travel, the contractor should anticipate (but not be limited to) the following trips:

	Location
	No. Trips
	No. Days
	No. of People

	Washington, DC
	5
	1
	1

	Washington DC
	1
	4
	2

	St. Louis, MO/Scott AFB, IL
	4
	3
	2


8.  Period of Performance.  The period of performance is 273 calendar days (1 Sep 2004 - 31 May 2005).  The task order period of performance is subject to availability of funds.

9.  Delivery Schedule.  The following items are to be delivered throughout the period of performance and at completion of the TO.

	SOW Task#
	Deliverable Title
	Format
	Number
	Calendar Days After TO Start

	1
	Task Order Management Plan
	A003/DI-MGMT-80347
	Standard Distribution*
	10 Days After Start

	1
	Monthly Status Report /

JCRT Annex / Integration Management Control Plan
	Contractor-Determined Format
	2 Copies to TM; Letter Only to KO
	Monthly, on 5th Workday

	1
	Report/Minutes, Record of Meeting
	Contractor-Determined Format
	2 Copies to TM; Letter Only to KO
	10 Days After IPR 

	1
	Formal JCRT Quarterly In-Progress Reviews (IPRs)
	Contractor-Determined Format
	2 Copies to TM; Letter Only to KO
	Quarterly

	1
	Presentation Materials/ Information/Papers/Point Papers/White Papers/Concept Papers/Transformation Change Packages/JDES CDR Change Packages/JDEA Change Proposals
	A011/DI-A-3024A

A057/DI-MISC-80919
	2 Copies to TM; Letter Only to KO
	10 Days After IPR

	3
	Annual Review/Updated JDS CRD
	A005/DI-MISC80508, CJCSI 3170, CJCSI 6212.01B, JI&I Process
	2 Copies to TM; Letter Only to KO
	30 Days prior to original JDS CRD approval date

	4
	POA&M for Reviews

ORD, CDD, JCD and CPD
	Contractor-Determined Format
	2 Copies to TM; Letter Only to KO
	45 Days After start

	5
	Formal Report of Review

ORD, CDD, JCD and CPD 
	CJCSI 3170, CJCSI 6212.01B, JI&I Process
	2 Copies to TM; Letter Only to KO
	10 Days After completion of Document review

	5
	Migration Strategy
	Contractor-Determined Format
	2 Copies to TM; Letter Only to KO
	10 Days After Completion of Document Review

	6
	Presentation Materials/ Information Papers/Point Papers/White Papers/Concept Papers/Transformation Change Packages/JDES CDR Change Packages/JDEA Change Proposals
	A011/DI-A-3024A

A057/DI-MISC-80919
	2 Copies to TM; Letter Only to KO
	10 Days After JDES Lab Event

	7
	Requirements and Business Rules Workshop /  Minutes from Requirements and Business Rules Workshop


	Contractor-Determined Format
	2 Copies to TM; Letter Only to KO
	TBD

	7
	Update to JCRT Software Requirements Specification (SRS)
	Contractor-Determined Format
	2 Copies to TM; Letter Only to KO
	TBD

	8
	Update to JCRT Business Rules 
	Contractor-Determined Format
	2 Copies to TM; Letter Only to KO
	TBD

	
	High Level Design, Development and Integration Plan
	Contractor-Determined Format
	2 Copies to TM; Letter Only to KO
	TBD

	8
	JCRT Database Architecture and Documentation Review


	Contractor-Determined Format
	2 Copies to TM; Letter Only to KO
	As Required

	8
	JCRT Software Test Description Update
	Contractor-Determined Format
	2 Copies to TM; Letter Only to KO
	TBD

	8
	JCRT Software and Data Maintenance Review
	Contractor-Determined Format
	2 Copies to TM; Letter Only to KO
	TBD

	9
	Application Operations Support and Customer Support Services
	Contractor-Determined Format
	2 Copies to TM; Letter Only to KO
	As Required


10.  Security.  The products resulting from this SOW shall be UNCLASSIFIED.  However, the preparation of the deliverables shall require access to SECRET and potentially TOP SECRET data.  The contractor shall provide personnel currently holding the appropriate clearances to perform the work that is identified in this task order.  The Government shall provide all necessary access to classified materials.  All work involving classified access shall be performed at the Government site using Government equipment.

11.  Government-Furnished Equipment (GFE)/Government-Furnished Information (GFI).
11.1  GFE.  The Government shall provide workspace and resources (including PC, network connectivity, telephone and other routine office support) for (3) contractor employees at USJFCOM in JDPO.

11.2  GFI.  In addition to USJFCOM access, the contractor shall be provided access to the Joint Staff, personnel of other selected combatant commands, Service, and supporting activities.  Additional GFI may be required during the performance of the tasks. Initial GFI shall include the latest versions of the following documents and access to the following web-sites/system applications:

· Access, user accounts, and permissions to the USJFCOM JI&I web-site and Joint Interoperability and Integration Resource Exchange Gateway

· Access, users accounts, and permissions to the USJFCOM JI&I JSS ORD Collaborative Development Model and Tool

· Access, users accounts, and permissions to the Joint C4I Program Assessment Tool (JCPAT) and database

· JDPO Action Plan

· Joint Deployment Enterprise Architecture 

· Joint “To Be” Deployment Process Narrative, Process Map, Systems Listing, and J4 Memorandum:  JS J4

· Update to the Joint Deployment Process Narrative, Process Map and Systems Listing

· DoD Acquisition Directives (5000 series)

· DoD Directive 4630.5, “Interoperability and Supportability of Information Technology (IT) and National Security Systems (NSS)”

· DoD Instruction 4630.8, "Procedures for Interoperability and Supportability of Information Technology (IT) and National Security Systems (NSS)"

· Deployment Process Special Action Group (DPSAG) Reports

· JOPES “To Be” Concept Paper and Brief on Future Vision for JOPES; USJFCOM as endorsed by the JOPES User Advisory Group

· Copies of ACTD Program descriptions and documents, as required

· List of Adaptive Course of Action ACTD functionality and tools

· List of the Agile Transportation 21 ACTD functionality and tools

· List of the Coalition Theater Logistics ACTD functionality and tools

· List of the Joint Logistics ACTDs functionality and tools

· List of the Joint Theater ACTD functionality and tools

· List of the Theater Integrated Planning Systems ACTD functionality and tools

· List of the FY2002 ACTD programs with associated functionality and tools

· Advanced Logistics Program (ALP) Requirements and Concepts

· CJCSM 3122.01, “JOPES Volume I”

· CJCSM 3122.02, “JOPES Volume III -Manual for Time-Phased Force and Deployment Data (TPFDD) Development and Development Execution”

· CJCSM 3122.03, “JOPES Volume II”

· CJCSI 3170.01B, “Requirements Generation System”

· CJCSI 3180.01, “Joint Requirements Oversight Council Programmatic Process”
· CJCSI 3202.01, “Joint Deployment and Distribution Process Improvement”

· CJCSM 3500.04B, “Universal Joint Task List”

· CJCSI 6212.01B, “Interoperability and Supportability of National Security Systems, and Information Technology Systems”

· CJCSM 098-00, “JROC Administrative Guide” 

· CJCSM 6721.01, “Global Command and Control Management Structure”

· CJCSM 6721.01, “Global Command and Control System (GCCS)/Global Combat Support System (GCSS) Functional Requirements Evaluation Procedures”

· Joint Publication 1-02, “Department of Defense Dictionary of Military and Associated Terms, Joint Terminology Master Database”

· Joint Publication 3-35, “Joint Deployment and Redeployment Operations”

· Unified Command Plan (UCP)

· JROCM 098-00 “JROC Administrative Guide”
· User Guide for the J-8 Joint Requirements Oversight Assessment Tool

· Copies of appropriate minutes, briefings, and papers presented to the Global Command and Control (GCC) Advisory Board and the GCC Review Board

· Copies of JDDPI database documentation

· JDPO briefings, papers and information relative to contract support, including MILLENNIUM CHALLENGE reports and findings

· CJCSM 3170.01C Joint Capabilities Integration and Development System

12.  Other Pertinent Information or Special Considerations.  This task order requires personnel with current (within the past 2 years) and extensive work experience in the Joint Planning and Execution Community, Joint Warfighting Capabilities Assessment, Joint Requirements Operating Council, the Family of Systems (FoS) and System of Systems (SoS) supporting deployment, employment and sustainment, and the Joint Deployment Enterprise Architecture.  The candidates are required to have extensive experience in the area of the joint deployment functional process improvement initiatives sponsored by the Joint Chiefs of Staff and be cognizant of the emerging initiatives within the Department of Defense.


a.  Identification of Possible Follow-on Work.  The potential exists for follow-on work (either through a modification to this TO or through a separate TO) to incorporate changes to the deployment business process or until such time as this JDS CRD is rescinded or subsumed into another capstone requirements document.


b.  Identification of Non-Disclosure Requirements.  During the execution of this TO, the contractor may require access to sensitive or proprietary information.  Non-disclosure agreements shall be required to be signed at the time the TO is awarded.
13.  Section 508 Accessibility Standards.  N/A.

Section G - Contract Administration Data 

CLAUSES INCORPORATED BY FULL TEXT

Accounting and Appropriation Data
	AA:
	97X4930.5F20 000 C1013 0 068142 2F 255011

	AMOUNT:
	$756,449.00


CLIN/SubCLIN
Purchase Request Number
Obligated Amount

0001
N0006604MPJ9007
$756,449.00

Total Task Order Amount
$756,449.00
DITCO Points of Contact
Contracting Officer
Contract Specialist
Contractor Point of Contact
Contractor Name:  Computer Sciences Corporation (CSC)

DUNS:  043991108

CAGE Code:  52939

Contractor POC:  Bill Cox

E-Mail Address:  bill.cox@csc.com
Phone Number:  (618) 622-4709

Fax Number:  (618) 624-5848

Electronic invoices may be sent to:  invoicereceipt@scott.disa.mil
Questions regarding invoices may be directed to (618) 229-9228.  Vendors may check the status of invoices at the following web site:  http://www.dfas.mil/money/vendor
CREDIT CARD METHOD OF PAYMENT
If payment is to be made via credit card, contact the Contracting Officer listed above.
