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Section B - Supplies or Services and Prices
	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	0001
	Encore IT Solutions
	1
	Lot
	$2,235,117.63
	$2,235,117.63

	
	T&M

Multinational Information Sharing (MNIS) Engineering Services, in accordance with the attached statement of work (SOW), dated 23 Jul 2004 (00291.00).  Electronic Data Systems Corporation (EDS) proposal dated, 13 Aug 2004, and revised 25 Aug 2004, is incorporated by reference.

The period of performance is 365 calendar days (27 Aug 2004 - 26 Aug 2005).

Time-and Materials (T&M) - Not-to-Exceed (NTE)* - the contractor is authorized to invoice monthly for actual hours performed or ODCs incurred.

A total of $1,111,588.22 remains to be incrementally funded in accordance with FAR 52.232-22 LIMITATION OF FUNDS (APR 1984), $1,123,529.41, is available now.  The total life cycle task order is $2,235,117.63.

PURCHASE REQUEST NUMBER: DGEMZ42027


	

	
	
TOT ESTIMATED PRICE
	$2,235,117.63

	
	
CEILING PRICE
	

	
	ACRN AA Funded Amount
	$1,123,529.41


FOB:  Destination

	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	1001
	Encore - Option Year (OY) 1
	1
	Lot
	$2,906,736.67
	$2,906,736.67

	OPTION
	T&M

MNIS Engineering Services, in accordance with the attached SOW, dated 23 Jul 2004 (00291.00).  EDS proposal dated, 13 Aug 2004, and revised 25 Aug 2004, is incorporated by reference.

The period of performance is 365 calendar days (27 Aug 2005 - 26 Aug 2006).  

T&M - NTE*


	

	
	
TOT ESTIMATED PRICE
	$2,906,736.67

	
	
CEILING PRICE
	

	
	Funded Amount
	$0.00


FOB:  Destination

	ITEM NO
	SUPPLIES/SERVICES
	QUANTITY
	UNIT
	UNIT PRICE
	AMOUNT

	2001
	Encore - OY2
	1
	Lot
	$3,042,051.48
	$3,042,051.48

	OPTION
	T&M

MNIS Engineering Services, in accordance with the attached SOW, dated 23 Jul 2004 (00291.00).  EDS proposal dated, 13 Aug 04, and revised 25 Aug 04, is incorporated by reference.

The period of performance is 365 calendar days (27 Aug 2006 - 26 Aug 2007).

T&M - NTE*


	

	
	
TOT ESTIMATED PRICE
	$3,042,051.48

	
	
CEILING PRICE
	

	
	Funded Amount
	$0.00


FOB:  Destination

Section C - Descriptions and Specifications
CLAUSES INCORPORATED BY FULL TEXT

ENCORE TASK ORDER (TO) STATEMENT OF WORK (SOW)
as of 23 Jul 2004
	Contract Number:
	DCA200-02-D-5007

	Task Order Number:
	0026

	Encore Tracking Number:
	00291.00

	Follow-on to Encore Contract and Task Order Number:
	Not applicable


1.  Task Monitors (TMs).
a.  Primary TM.
	Name:
	

	Organization:
	GE5

	Address:
	5600 Columbia Pike, Falls Church, VA  22041

	Phone Number:
	

	Fax Number:
	

	E-Mail Address:
	


b.  Alternate TM.
	Name:
	

	Organization:
	GE5

	Address:
	5600 Columbia Pike, Falls Church, VA  22041

	Phone Number:
	

	Fax Number:
	

	E-Mail Address:
	


2.  Task Order Title.  Multinational Information Sharing (MNIS) Engineering Services

3.  Background.  The Defense Information Systems Agency (DISA) and an industry partner are bringing this program to the Encore contract.  This SOW provides support for MNIS efforts that are part of DISA/GE5, including Coalition programs, Cross-domain solutions, and interoperability.  It encompasses the total program life cycle from needs identification through sustainment.  Recent operational experience demonstrated shortcomings in the Department of Defense (DoD) arrangements for multinational information sharing with allies and coalition partners.  The National Military Strategy stated that a key component to enhancing our ability as a Joint Force will be strengthening collaboration with our multinational partners; key to such collaboration will be an improved ability to collect, process and share information.  Many ad hoc and uncoordinated initiatives to address these shortcomings are in place or in development.  A consolidated DoD approach to developing allied and coalition information sharing is required in order to ensure future multinational Command and Control interoperability.  This coordinated approach should:  a) Implement a single secure global multinational solution that enables seamless sharing of information with multiple communities of interest; b) Reduce the number of disparate coalition networks; c) Centralize funding and requirements; and, d) Establish policies and standards.  The Multinational Information Sharing (MNIS) Program was established in February 2004.  Following USJFCOM recommendations, the Joint Requirements Oversight Council (JROC) endorsed MNIS as a valid DOTMLPF Change Recommendation.  Subsequently the Secretary of the Navy (SECNAV) has been designated as the DoD Executive Agent (EA) for MNIS and DISA will be working closely with the EA to establish a Joint Program Office (JPO) to integrate Allies and partners into U.S. information infrastructure. The MNIS will provide the standard Community of Interest (COI) services and applications for the future Global Information Grid (GIG) Enterprise Information Environment (EIE) to facilitate collaboration among DoD Components and foreign nations in support of military operations planning and execution.

4.  Objectives.  The objective of this procurement is to acquire system engineering and integration (SE&I) support for the MNIS program.  It will assist with all aspects of current and future elements over the life cycle of the MNIS program.  Work to be performed encompasses support for planning, programming, acquisition, and management of Multinational Information Sharing network systems and services, including strategic planning; concept development and requirements analysis; system-wide architecture development; system design, engineering and integration; test and evaluation; integrated logistics support; and acquisition and life cycle management.

5.  Scope.  Work performed by the contractor under this task order is intended to support a broad range of technical, engineering, operational, analytical, planning, acquisition, and management functions pertaining to the responsibilities inherent to the MNIS program.  These include the Encore contract Task Areas as listed below.  Due to the evolving nature of the MNIS program as envisioned by the EA, the JPO and the multiple stakeholders and participants, additional specific taskings may be ordered under this SOW as defined in detailed subtasks issued to the contractor over the period of performance.

· Task Area 1 - Enterprise IT Policy and Planning
· Task Area 2 - Integrated Solutions Management
· Task Area 3 - Performance Benchmarking
· Task Area 4 - Business Process Reengineering
· Task Area 5 - Requirements Analysis
· Task Area 6 - Market Research and Prototyping
· Task Area 7 - Information and Knowledge Engineering
· Task Area 8 - Product Integration
· Task Area 9 - Test and Evaluation
6.  Specific Tasks.
6.1  Task 1 - Enterprise Management Planning.
6.1.1  Subtask 1 - Program Management.  The contractor shall provide a management team led by a Program manager (PM) as the single point of contact.  The PM shall keep the Government technical manager and contracting officer (CO) informed of the status of the technical and managerial efforts and expenditures on the contract by means of a monthly report and Program Management Reviews as required.  Additionally, the Contractor shall keep the appropriate government representatives informed by telephone, fax, email and meetings on all issues requiring a timely resolution.  The support described in this SOW are diverse but related in their need to be flexible in the ability to task engineering efforts as identified by the government.  To assure these goals are met requires well-coordinated, professional management.  The Contractor’s management team shall have significant latitude in deploying their personnel on the various tasks.  While it is expected that each task shall have a lead individual and group assigned to a task, management may adjust assignments as priority changes.  This requires appropriate technical awareness by management for all tasks.

Deliverables:
Task Order Management Plan
Program Status Report
Plans/Reports
Briefings
Training Materials
6.1.2  Subtask 2 - Quality Assurance.  The contractor shall develop, document, implement, and maintain a quality program to assure quality of contract deliverables, management of development processes, and interface with the other contractors, as required, assuring quality.
6.1.3  Subtask 3 - Configuration Management Program.  Develop, implement, and maintain a system Configuration Management process consistent with industry best practices, incorporating appropriate management tools and databases to maintain softcopy technical and programmatic documentation developed as part of this contract. All tools and databases used to manage technical and programmatic documentation shall be consistent with and interoperable with those used by the Government.  All documentation shall be readable using standard COTS office automation products.  The contractor shall develop a Configuration Management Plan (CMP) encompassing all sustaining engineering projects.

6.1.4  Subtask 4 - Risk Management Program.  Develop and implement an integrated Risk Management process consistent with best industry practices. It shall include processes to identify, categorize, and prioritize risks according to time frames and severities, as well as plans and processes to mitigate these risks to minimize impact on MNIS activities. Define and maintain risk management plans so that risks may be identified and managed in a timely manner, and activities such as risk identification/analysis/mitigation. Risk assessment and mitigation plans shall be included in MNIS status reporting communications between the Contractor and the Government.

6.1.5  Subtask 5 - Information Assurance (IA) and Computer Network Defense (CND).  Support the security of the networks/systems in accordance with Government policies and directions, to include plans, assessments, analyses, and reports to support maintaining an overall acceptable IA posture and implementing defense-in-depth strategy mechanisms that will provide the most effective MNIS IA/CND.  Provide processes and procedures for both protection and detection of unauthorized use of information shall be applied such that information, information systems, and networks maintain the appropriate level of confidentiality, integrity, availability, authentication, and non-repudiation (i.e., processed, stored, displayed, or transmitted by the systems), and need-to-know, while maintaining required levels of interoperability.  Provide support throughout the lifecycle as required by DoD Regulation 5000.1-R including development, analysis and maintenance of Program Protection Plans (PPP), Security Classification Guide (SCG), System Security Authorization Agreements (SSAA), Security Concept of Operations (CONOPS), Security Architecture/Design, Security Risk Assessment/Mitigation Plans and other documentation as required.  Recommend changes to existing Government security policies in keeping with current information security industry best practices and MNIS IA critical success factors; conduct periodic vulnerability assessments and IA policy reviews; review vulnerability assessments and provide recommended corrective actions. Develop Memorandums of Agreements (MOA) and Service Level Agreements (SLAs), prepare accreditation and certification documentation (e.g., System Security Authorization Agreement, (SSAA) in accordance with the DoD Information Technology Security Certification and Accreditation Process (DITSCAP).  Provide a recovery capability and procedures for mission critical systems to include facility hardware, software, data, communication and network infrastructure with detailed broad-scoped plans for disaster recovery, emergency/crisis action, and continuity of operations plan (COOP), for restoring operations to a functioning business level in the event of virtually all types of natural and/or man-made disasters.

6.1.6  Subtask 6 - Integrated Logistics Support.  Provide analysis, planning and detailed design of logistics support including materiel, personnel, and operational maintenance/repair of systems throughout the life cycles. This may include human performance analysis, feasibility analysis, logistics planning, requirements determination, policy standards/procedures development, long-term reliability and maintainability, and training.

6.1.7  Subtask 7 - Training Support.  Provide training/training engineering expertise to address actions, procedures and techniques to establish and maintain life cycle training and training devices. Coordinate and interface with industry, customers, stakeholders and other support activities involved in planning and implementing training programs.

6.1.8  Subtask 8 - Acquisition and Life Cycle Management.  Support planning, budgetary, and system/program management functions required to procure and/or produce, transition to operations and provide life cycle support to MNIS systems, activities, programs, etc. This may include program/project management, technology transfer/insertion, transition, configuration management, risk management, operation and maintenance, logistics, training, and other similar functions.

6.2  Task 2 - Integrated Solution Management - MNIS Support.  The contractor shall provide support for planning, organizing, managing, leading, and executing the MNIS program through its life cycle evolution. MNIS support includes but is not limited to the following:

6.2.1  Subtask 1 - Strategic Planning/Concept Development.  Strategic planning for technology programs/activities including definition and interpretation of high-level organizational and engineering performance requirements such as projects, systems, missions, policies, processes, procedures, etc.  This may include development of program goals and objectives, technical roadmaps and plans, special studies and analysis including concepts, requirements, organizational, training, life cycle, performance/cost, etc.

6.3  Task 3 - Performance Benchmarking.
6.3.1  Subtask 1 - Software Engineering.  Best practice software engineering to maximize software reuse, COTS utilization, and conformance to industry and government standards to reduce the overall cost and risk in the development and operation of systems. Produce and maintain Software Development Plans, Software Requirements Specifications, and Version Description Documents (VDD) for each sustaining engineering product baseline, as required.  Assure utilization of standard processes, practices, and methodology consistent with Level III of the Software Engineering Institutes (SEI) Software Capability Maturity Model for the MNIS program. Provide test and integration engineering to assure successful deployment of product baselines.  Defined and maintain a regression test suite and methodology to minimize operational risk when deploying a new baseline.  Provide configuration management to assure software quality and maintenance of the baseline for each of the sustained systems.

6.4  Task 4 - Business Process Re-Engineering Implementation.  Provide Business Process Re-engineering (BPR) for both national and multinational systems. Identify, recommend, and establish new business processes/practices to take advantage of new technology and more efficient and effective ways of doing business, coordinating as appropriate to address the need to gain customer and end-user buy-in to new business processes, practices, and technologies. The Incorporate approved results of BPR into architectures and implementation plans including, as necessary, new tools, training (customer, operator and maintainer), definition of new roles and new documentation. Propose, perform, and implement BPR at a   level consistent with the scope of the System Architecture, technical and operational architectures. Develop comprehensive modernization program “alternate use” business cases for legacy and heritage program funding and, support system modernization implementation efforts and provide new mission capabilities to replace legacy and heritage capabilities.

6.5  Task 5 - Requirements Analysis.
6.5.1  Subtask 1 - System Design and Engineering.  Requirements analysis for system operation, performance, architecture and configuration and management.  System engineering to support the architecture development and translation of a system (subsystem, program, project, activity) concept (e.g., CONOPS and supporting mission analysis documentation) into a preliminary and detailed design (engineering plans and specifications).  Design studies and analysis to assess applicable new technologies and emerging standards that could be effectively applied to current and future systems. Recommendations for evolutionary upgrades and approaches that provide benefits to the government, including high-level design specifications.  Development and maintenance of System Engineering Management Plans (SEMP), configuration management plans, processes and conduct of configuration control activities, and master schedules.

6.6  Task 6 - Market Research and Prototyping - Technology Refreshment/Insertion.  Assess technology insertion opportunities and develop supporting business cases, develop plans and processes to insert new technology into the MNIS System Architecture, and perform technology and standards forecasting in support of MNIS architecture planning activities.  Provide periodic reviews of system hardware and software components to ensure their continued serviceability and maintainability, providing recommends to upgrade, replenish, or otherwise refresh specific IT and network technologies and components during the system life cycle.

6.7  Task 7 - Information and Knowledge Engineering - System Architecture.  Develop and maintain a flexible, reliable, scalable, “net-centric” MNIS system architecture.  The integrated system architecture must support mission requirements, Continuity of Operations (COOP), and contingency operations. The architecture shall be developed using the DoD Architecture Framework (DoDAF) and will be used to guide, manage, control, and monitor the physical implementation.  Support development of operational and technical architecture views and consolidate all views into a comprehensive architecture model which will evolve the system architecture over time in response to external factors including EA guidance, operational mission, or technology insertion.  Establish, execute, and maintain system engineering policies, plans, and processes consistent with the development and maintenance of the proposed system architecture description, to include all heritage and legacy systems. Support a mission assurance process and risk mitigation strategy for DISA’s people, processes, and technology.  This mission assurance process includes, but is not limited to, the following elements:  COOP, Business Continuity Plan (BCP), Computer Network Defense (CND), Information Assurance (IA), Critical Infrastructure Protection (CIP) and Information Technology/Disaster Recovery (IT/DR). Provide capabilities that ensure enhanced performance against core mission, reduced cycle times, and greater efficiencies with respect to NETOPS and data management.

6.8  Task 8 - Product Integration.
6.8.1  Subtask 1 - System Integration.  System Integration, including program/project management, integration planning, design, implementation, procurement, acquisition, testing, delivery, and installation of modernized capabilities.  Integration responsibilities shall include the integration of newly developed mission systems as well as the integration of legacy and heritage systems. Ensure fully integrated, mission effective, cost effective and “best value” solutions are developed, integrated, tested and fielded to meet operational missions, including prototyping and modeling as required.  The contractor shall develop and implement a plan for the migration of all necessary heritage and legacy systems into the MNIS system architecture. Data migration shall be addressed in this plan.

6.9  Task 9 - Test And Evaluation Management.  Support demonstration, test, and validation of new systems, upgrades, and/or integration activities, and shall evaluate and document the results of all testing activities. Implement a flexible system test to be used for new development and modernization testing. Develop System Development Test Plans (SDTP) specifying processes and requirements associated with detailed test plans and procedures, as well as requirements for the development and sustainment of configuration controlled test equipment and environments, as required.

7.   Place of Performance.  Work will be performed at DISA location and at contractor’s facility.  An unspecified amount of travel will be required.  For RFP response purposes, use $25,000 as travel other direct costs (ODCs) expenses.

8.  Period of Performance.  The base period of performance is 365 calendar days (27 Aug 2004 - 26 Aug 2005), plus two option year periods.  It is anticipated that up to five years of follow-on work may be required after that.  See Paragraph 12.a below.

9.  Delivery of Schedule.
	SOW Task #
	Deliverable
	Format
	Calendar Days After TO Start

	1
	Task Order Management Plan
	Standard Distribution
	Draft - 30

Final - 45

	2
	Program Status Report
	Contractor Format
	Monthly

	3
	Plans/Reports
	Contractor Format
	As Required

	4
	Briefings
	Contractor Format
	As Required

	5
	Training Materials
	Contractor Format
	As Required

	Standard Distribution:  1 copy of the transmittal letter without the deliverable to the Contracting Officer at encore@scott.disa.mil; 1 copy of the transmittal letter with the deliverable to the Primary TM


10.  Security.  The contractor shall obtain and maintain, as a minimum, a SECRET clearance which is required for facility access and on-site interaction with government personnel, although most of the work will be UNCLASSIFIED.  The contractor will need to have some personnel cleared at the TOP/SECRET SCI level.

11.  Government-Furnished Equipment (GFE)/Government-Furnished Information (GFI).  An office environment will be provided for use by contractor personnel for official Government business only.  The environment will be collocated with GE5 staff and will include telephone services; access to photocopier, printer, and facsimile capability; storage space for documentation and files; Internet and LAN access; and office supplies.  The Government will provide access to the Government LAN and DISA information needed to complete tasks.

12.  Other Pertinent Information or Special Considerations.

a.  Identification of Possible Follow-on Work.  It is possible that follow-on orders for products and services will be awarded for as much as five years following the initial period of performance.  Additional products and services will be based on the evolution of the requirements, the needs of the organization, and funding levels available.


b.  Incremental Funding.  Subtasks under this task order may be incrementally funded.


c.  Identification of Non-Disclosure Requirements.  Required Non-Disclosure Agreement to protect sensitive Government information will be completed as required.


d.  Identification of Potential Conflicts of Interest (COI).  The contractor shall identify any potential conflicts of interest and create/deliver a mitigation plan to address them.


e.  Contractor Team Experience/Educational Requirements.


(1)  Requisite Position(s) Experience.

· A Bachelor of Science, or equivalent experience, preferably in an Engineering, Computer Science or Information Technology-related field

· A minimum of 3 years experience in the acquisition, implementation, or integration of DoD IT programs/projects

· A SECRET (TS-eligible) clearance that has been active within the last 2 years

· A broad understanding of the DoD and Multinational community products and processes

· Familiarity with multi-contractor Integrated Process Teams (IPT)

· Familiarity with the Quadrennial Defense Review (QDR), Defense Planning Guidance (DPG) reports, Information Operations Roadmap, or Strategic Planning Guidance (draft)


(2)  Desired Position(s) Experience.

· A Bachelor of Science, as a minimum, preferably in Engineering, Computer Science or Information Technology-related field or equivalent experience

· A TOP SECRET (SCI-eligible) clearance that has been active within the last five years.

· Experience with DoD Architecture Framework (DoDAF) and the compliance and interoperability standards

· Experience with multinational organizations including CCEB and MIC.

· Hands-on experience in writing, review, or implementation of computer and/or telecommunications architecture descriptions, designs, technical analyses, specifications, or interface control documents (ICDs)

· Experience in secure data communications and information processing.

13.  Section 508 Accessibility Standards.  The following Section 508 Accessibility Standard(s) (Technical Standards and Functional Performance Criteria) are applicable (if box is checked) to this acquisition.

Technical Standards
 FORMCHECKBOX 
 1194.21 - Software Applications and Operating Systems

 FORMCHECKBOX 
 1194.22 - Web Based Intranet and Internet Information and Applications

 FORMCHECKBOX 
 1194.23 - Telecommunications Products

 FORMCHECKBOX 
 1194.24 - Video and Multimedia Products

 FORMCHECKBOX 
 1194.25 - Self-Contained, Closed Products

 FORMCHECKBOX 
 1194.26 - Desktop and Portable Computers

 FORMCHECKBOX 
 1194.41 - Information, Documentation and Support

The Technical Standards above facilitate the assurance that the maximum technical standards are provided to the Offerors.  Functional Performance Criteria is the minimally acceptable standards to ensure Section 508 compliance.  This block is checked to ensure that the minimally acceptable electronic and information technology (E&IT) products are proposed.

Functional Performance Criteria
 FORMCHECKBOX 
 1194.31 - Functional Performance Criteria

Section G - Contract Administration Data
CLAUSES INCORPORATED BY FULL TEXT

Accounting and Appropriation Data
	AA:
	97X4930.5F20 000 C1013 0 068142 2F 255011

	AMOUNT:
	$1,123,529.41


Current Task
Total Life
CLIN/SubCLIN
Purchase Request Number
Obligated Amount
Order Amount
Cycle Amount
0001
DGEMZ42027 (Basic)
$1,123,529.41
$1,123,529.41
$2,235,117.63

Total Obligated Amount
$1,123,529.41
A total of $1,111,588.22 remains to be incrementally funded in accordance with FAR 52.232-22 LIMITATION OF FUNDS (APR 1984).  A total of $1,123,529.41 is available now.  The total life cycle task order is $2,235,117.63.

DITCO Points of Contact
Contracting Officer
Name:  Mark Schneider

Organization:  DISA/DITCO-Scott (PL8232)

Phone No.:  (618) 229-9132; DSN 779-9132

E-Mail:  schneidm@scott.disa.mil
Contract Specialist
Name:

Organization:  DISA/DITCO-Scott (PL8232)

Phone No.:

E-Mail:

Contractor Point of Contact
Contractor Name:  Electronic Data Systems Corporation (EDS)

DUNS:  077817617

CAGE Code:  1U305

Contractor POC:

E-Mail Address:

Phone Number:

Fax Number:

Electronic invoices may be sent to:
invoicereceipt@scott.disa.mil
Questions regarding invoices may be directed to (618) 229-9228.  Vendors may check the status of invoices at the following web site:

http://www.dfas.mil/money/vendor
CREDIT CARD METHOD OF PAYMENT
If payment is to be made via credit card, contact the Contracting Officer listed above.

Section I - Contract Clauses
CLAUSES INCORPORATED BY REFERENCE

	52.232-22
	Limitation of Funds
	APR 1984
	


