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AMENDMENT OF SOLICITATION/MODIFICATION OF CONTRACT

Except as provided herein, all terms and conditions of the document referenced in Item 9A or 10A, as heretofore changed, remains unchanged and in full force and effect.

15A. NAME AND TITLE OF SIGNER (Type or print)

30-105-04

EXCEPTION TO SF 30

APPROVED BY OIRM 11-84

STANDARD FORM 30 (Rev. 10-83)

Prescribed by GSA

FAR (48 CFR) 53.243

a.  The purpose of this modification is to incorporate the revised Statement of Work, dated 25 February 2004.  This revision is to extend the

 Period of Performance  to 31 March 2004.  This is for Defense Information Technology Security Certification and Accreditation Program

 (DITSCAP) Support for the Joint DISA Control System (GEMS 00008.06).

b.  The total amount of this task order remains at $214,933.91.

c.  All other terms and conditions remain unchanged.
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16A. NAME AND TITLE OF CONTRACTING OFFICER (Type or print)

16C. DATE SIGNED

BY

26-Feb-2004

16B. UNITED STATES OF AMERICA

15C. DATE SIGNED

15B. CONTRACTOR/OFFEROR

(Signature of Contracting Officer)

(Signature of person authorized to sign)

8. NAME AND ADDRESS OF CONTRACTOR  (No., Street, County, State and Zip Code)

9B. DATED (SEE ITEM 11)

X

DCA200-02-D-5020-0003

10B. DATED  (SEE ITEM 13)

X

9A. AMENDMENT OF SOLICITATION NO.

07-May-2002

11. THIS ITEM ONLY APPLIES TO AMENDMENTS OF SOLICITATIONS

The above numbered solicitation is amended as set forth in Item 14.  The hour and date specified for receipt of Offer  

is extended,

is not extended.

Offer must acknowledge receipt of this amendment prior to the hour and date specified in the solicitation or as amended by one of the following methods: 

(a) By completing Items 8 and 15, and returning

copies of the amendment; (b) By acknowledging receipt of this amendment on each copy of the offer submitted;

or (c) By separate letter or telegram which includes a reference to the solicitation and amendment numbers.  FAILURE OF YOUR ACKNOWLEDGMENT TO BE 

RECEIVED AT THE PLACE DESIGNATED FOR THE RECEIPT OF OFFERS PRIOR TO THE HOUR AND DATE SPECIFIED MAY RESULT IN  

REJECTION OF YOUR OFFER.  If by virtue of this amendment you desire to change an offer already submitted, such change may be made by telegram or letter, 

provided each telegram or letter makes reference to the solicitation and this amendment, and is received prior to the opening hour and date specified.

12. ACCOUNTING AND APPROPRIATION DATA (If required)

13. THIS ITEM APPLIES ONLY TO MODIFICATIONS OF CONTRACTS/ORDERS.

IT MODIFIES THE CONTRACT/ORDER NO. AS DESCRIBED IN ITEM 14.

A. THIS CHANGE ORDER IS ISSUED PURSUANT TO:  (Specify authority) THE CHANGES SET FORTH IN ITEM 14 ARE MADE IN THE

 CONTRACT ORDER NO. IN ITEM 10A.

B. THE ABOVE NUMBERED CONTRACT/ORDER IS MODIFIED TO REFLECT THE ADMINISTRATIVE CHANGES (such as changes in paying 

office, appropriation date, etc.) SET FORTH IN ITEM 14, PURSUANT TO THE AUTHORITY OF FAR 43.103(B).

C. THIS SUPPLEMENTAL AGREEMENT IS ENTERED INTO PURSUANT TO AUTHORITY OF:

X

D. OTHER (Specify type of modification and authority)

FAR 52.243-3 "Changes-T&M" and BIT, Inc. e-mail dated 25 Feb 04.

E. IMPORTANT:   Contractor

X

is not,   

is required to sign this document and return

copies to the issuing office.

14. DESCRIPTION OF AMENDMENT/MODIFICATION  (Organized by UCF section headings, including solicitation/contract subject matter

 where feasible.)

10A. MOD. OF CONTRACT/ORDER NO.

06

2. AMENDMENT/MODIFICATION NO.

5. PROJECT NO.(If applicable)

6. ISSUED BY

3. EFFECTIVE DATE

26-Feb-2004

CODE

DISA/DITCO-SCOTT

2300 EAST DRIVE

SCOTT AFB IL 62225-5406

HC1013

7. ADMINISTERED BY  (If other than item 6)

4. REQUISITION/PURCHASE REQ. NO.

CODE

HC1013

BLOODWORTH INTEGRATED TECHNOLOGY INC

12007 SUNRISE VALLEY DRIVE SUITE 105

RESTON VA 20191-3446

DIANE BLOODWORTH

FACILITY CODE

1LE94

CODE

gems@scott.disa.mil

EMAIL:

TEL:

ARTHUR L. KRUSE / CONTRACTING OFFICER


SECTION SF 30 BLOCK 14 CONTINUATION PAGE 

SUMMARY OF CHANGES  

SECTION A - SOLICITATION/CONTRACT FORM 

                The total cost of this contract was increased by $0.00 from $214,933.91 to $214,933.91. 

SECTION C - DESCRIPTIONS AND SPECIFICATIONS 

The following have been added by full text: 

        STATEMENT OF WORK
GEMS TASK ORDER (TO) STATEMENT OF WORK (SOW)
25 February 2004
	Contract Number:
	DCA200-02-D-5020

	Task Order Number:
	0003

	GEMS Tracking Number:
	00008.00

	Follow-on to GEMS Contract and Task Order Number:
	


1.  Task Monitors (TMs).  

a.  Primary TM.
	Name:
	

	Organization:
	DISA Network Integration Division NS57

	Address:
	5275 Leesburg Pike Falls Church VA 22041

	Phone Number:
	

	Fax Number:
	

	E-Mail Address:
	


b.  Alternate TM.
	Name:
	

	Organization:
	DISA Network Integration Division NS57

	Address:
	5275 Leesburg Pike Falls Church VA 22041

	Phone Number:
	

	Fax Number:
	

	E-Mail Address:
	


      2.  Task Order Title.  Defense Information Technology Security Certification and Accreditation Program ( DITSCAP).  Support for the Joint DISN Control System (JDCS)

      3.  Background.  The Joint DISN Control System (JDCS), Version 1.0, is part of the Defense Information Systems Agency’s (DISA’s) implementation of the JDCS Concept of Operations.  As such, JDCS is one of several Defense-in-Depth elements that support the Global Information Grid (GIG).  Specifically, the JDCS supports DISA’s integrated approach to managing and controlling the diverse systems, networks, and applications within its area of responsibility (AOR) by providing the integrated management functions and tools needed to manage the major components of the DISN.  The JDCS consists of the Integrated Network Management System (INMS), a fault management/trouble ticketing system (TMS), a configurations management system (CMS), a report management system (RMS), and a global Web interface. These tools enable DISA’s telecommunications/network managers as well as engineers, administrators, and network control specialists to manage the DISA portion of the GIG {DISN}.

 4.  Objectives.   The JDCS shall implement a secure means to safeguard information and systems against                                             sabotage, tampering, denial of service, and misuse of information by unauthorized persons.  This security requirement shall be accomplished through employment of administrative, physical, communications, emanations, hardware, software, and network security.  The JDCS shall conform to “DISN Long-Haul Security Classification Guide, July 1998”, or later approved version of this document and the INMS Security Classification Guide dated October 2000.  The objective of this task order is to ensure that all DITSCAP requirements as they relate to the JDCS are in place and properly documented. 

5.  Scope     Task Area 1- Task Order Management

                    Task Area 2-  Information Technology Management Support
6.  Specific Tasks.   To support the JDCS DITSCAP requirements, the following work will be performed:
6.1  Task 1 - Enterprise Management Controls.
6.1.1  Subtask 1 - Integration Management Control Planning.  Provide the technical and functional activities as required for integration of all tasks specified within this PWS.  Include productivity and management methods such as quality assurance, progress/status reporting and task reviews.  Provide the centralized administrative, clerical, documentation and related functions.

6.1.2  Subtask 2 - Task Order Management.  Prepare a Task Order Management Plan describing the technical approach, organizational resources and management controls to be employed to meet the cost, performance and schedule requirements throughout TO execution.  
Deliverables:
Task Order Management Plan
6.2 Task 2 – DITSCAP Support. 

Assist the DISA DISN project manager in coordinating with all RNOSCs, the GNOSCs, and the DAA to ensure DITSCAP compliance for INMS, RMS, and TMS.   The contractor shall possess a complete knowledge and understanding of all phases of the DITSCAP.  Additionally, the contractor shall ensure compliance of all network systems with the Secret and Below Interoperability (SABI) program guidance where applicable.  Specifically, the contractor shall:

· Conduct a program review and assessment to ensure INMS, RMS, and TMS meet all DITSCAP and SABI requirements.

· Provide liaison with the GNOSC, RNOSCs, and DAA to ensure personnel realize mission criticality of full DITSCAP compliance, understand implication and impact of requirements on DAA and user representatives, and understand the effectiveness of successful information assurance programs to current operations. 

· Communicate with the RNOSCs and GNOSC user representatives to establish chain of responsibility for all levels and phases of DITSCAP compliance.

· Develop a DITSCAP compliance and reporting system that organizes the RNOSC system documentation, tracks system upgrades, and system vulnerabilities, additions, and changes from both Headquarters and Field Activities.

· Monitor GNOSC and RNOSC system life cycle change procedures to ensure they have been completed and are compliant with all DITSCAP requirements.

· Establish a system to track new Information Assurance Vulnerability Assessment (IAVA) bulletins, ensuring visibility of IAVAs to all network systems administrators, assessing their applicability to the network, and tracking the compliance status.

· Be responsible for the currency of all DITSCAP related publications.  A list of these publications is compiled at Attachment A.

· Be responsible to the DISN Program Manager for other duties relating to the DITSCAP and SABI programs as assigned.  These duties and their resultant deliverables will be discussed and agreed upon with the Program Manager in advance.

Deliverables:  Provide a weekly status update to the DISN INMS Program Manager to include compliance status of all network segments, progress made and any significant issues encountered.  Provide a monthly report to the DISN INMS Program Manager, in contractor determined format, that provides the status of DITSCAP compliance throughout the INMS, RMS, and TMS systems. 

Attachment A.        Program Documentation to be Maintained

Integrated Network Management System (INMS)  – System Test Plan and Procedures for NeuralStar 6.0 dtd 27 Nov 2001

Joint Defense Information Infrastructure Control System (JDIICS) System Security Authorization Agreement (SSAA) dtd 29 Feb 2000

INMS System Test Plan dtd 30 Nov 1999

INMS Test and Analysis Report for the RNOSC – Scott and Columbus dtd 30 Nov 1999

INMS Training Plan for NeuralStar Systems Administrator Course (4 days) and NeuralStar Operator Course (1 day) for the European RNOSC dtd 15 Mar 2000

JDIICS Security Features User’s Guide dtd 29 Feb 2000

JDIICS Risk Management Plan dtd 29 Feb 2000

JDIICS Trusted Facility Manual (TFM) Final dtd 9 Mar 2000

JDIICS Configuration Management Plan Final dtd 29 Feb 2000

INMS Training Plan for NeuralStar Systems Administrator Course (4 days) and NeuralStar Operator Course (1 day) for the Pacific RNOSC dtd Feb 2000

INMS Training Plan for NeuralStar Systems Administrator Course (3 days) and NeuralStar Operator Course (1 day) dtd 3 Nov 1999

7. Place of Performance.   The majority of work will be performed at the Government Site with some work to be performed at the contractor site located as close as possible to 5275 Leesburg Pike Falls Church VA 22041.   It is anticipated that travel-- possibly two trips per year, per location--will have to be performed at:

DISA-PAC Regional Network Operations and Security Center (RNOSC)

DISA-EUR Regional Network Operations and Security Center (RNOSC)

DISA-Central Regional Network Operations and Security Center 

DISA CONUS Regional Network Operations and Security Center (RNOSC)

DISA Columbus Network Operations Center (NOC)

8. Period of Performance.  Dec 9, 2002 through March 31, 2004.    Additionally, there will also be two, one-year option periods.  

9. Delivery Schedule.  

	SOW Task#
	Deliverable Title
	Format
	Number
	Calendar Days After TO Start

	1
	Task Order Management Plan
	Contractor-Determined Format
	Standard Distribution*
	Draft - 15

Final - 30

	2
	Weekly Status Report
	Contractor-Determined Format
	2 Copies to TM; Letter Only to KO
	 7 

	2
	Program Documentation
	Contractor-Determined Format
	Standard Distribution*
	Initial-90

Whenever updated

	
	
	
	
	

	* Standard Distribution:  1 copy of the transmittal letter without the deliverable to the Contracting Officer (DITCO/AQSS32); 1 copy of the transmittal letter with the deliverable to the Primary TM


10.  Security.  Work will be classified at the Secret level at present, but could go to Top Secret in the future.   In the event work is reclassified as Top Secret a DD Form 254 will be generated by the program office.

11.  Government-Furnished Equipment (GFE)/Government-Furnished Information (GFI). Soft copies of documents listed in Program Documentation.

12.  Other Pertinent Information or Special Considerations.  None.
a. Identification of Possible Follow-on Work.  Work will be of a continuing nature, award of option year efforts is anticipated

b.  Identification of Potential Conflicts of Interest (COI).  None

     c.  Identification of Non-Disclosure Requirements.  No.


d.  Packaging, Packing and Shipping Instructions. None


e.  Inspection and Acceptance Criteria.  None

The following have been deleted: 

        STATEMENT OF WORK 

(End of Summary of Changes) 

