
[image: image1.png].






‘I ASSURE’ TASK ORDER (TO)

STATEMENT OF WORK (SOW)

26 November 2002

	Contract Number: DCA 200-00-D-5013
	

	Order Number: 0009
	

	Tracking Number: 00080

Previous Order Number: DCA 200-00-D—5013/0003
	


1. Points of Contact

2.  Order Title:   SIPRNet and NIPRNet Inspection Compliance – Connection Approval Process (CAP) oversight – Site Visits, Assistance and Reports

3.  Background: The Defense Information Systems Agency, Field Security Operations, OP724, executes the Department of Defense (DOD) mission to provide site and system risk assessments.  The Military Communications Electronics Board (MCEB), Message 022017Z Nov 00 for SIPRNet and Message 142155Z Jun 99 for NIPRNet, directed the DISA/FSO to provide oversight of military service and agency’s Defense Information Infrastructure’s (DII) Defense Information Systems Network (DISN) Secret Internet Protocol Router Network (SIPRNet) and Unclassified but Sensitive Internet Protocol Router Network (NIPRNet).  This entails validating that the associated systems, networks, and hosts utilizing the SIPRNet and NIPRNet are operating in accordance to the SIPRNet and NIPRNet security policies for interconnected networks.  This is accomplished by executing security assessments of DOD and Non-DOD processes leading to the continued accreditation and secures operations of computers, systems, and networks and ensuring the minimum SIPRNet and NIPRNet security requirements and standards are met. In support of this mission, this task delineates contractor support in assuring that DOD Services and Agencies information systems and technology are secure and meet all applicable certification and accreditation requirements and guidance. 

4.  Objectives: This “I ASSURE” Task Order will support a key aspect of the Defense Information Systems Agency (DISA) Field Security Operations (FSO) mission to support the warfighter. The MCEB tasked the DISA/FSO to perform SIPRNet and NIPRNet security assessments and compliance validation on DOD information systems connected to the SIPRNet and NIPRNet. Additionally, to perform an oversight role in the analysis of SIPRNet Connection Approval Office (SCAO) packages from military services and agencies and the NIPRNet web based site submitted connection information from military services and agencies. The contractor will augment the government SIPRNet and NIPRNet assessment team(s)for compliance and assessments at sites rated non-compliant by the DISN Security Accreditation Working Group, the Joint Staff, and/or the SCAO team.

5.  Scope: The Contractor shall provide technical security expertise of DOD security policy, DOD security directives, and instructions.  This work includes, but is not limited to, ensuring compliance with the security policies, assessing impacts of integrated, interdependent, and interconnected DOD local subscriber environments’ security posture and topology, executing technical test procedures and automated systems tools, as directed, reviewing security relevant documentation, and preparing technical white papers discussing the results of the security assessment and analysis.  This work also includes participating in connection compliance efforts, ensuring compliance with policies and directives, participation in technical meetings, and the preparation of technical papers and reports.

Specific services addressed in this SOW are:

· Task Area 1:  Policy, Planning, Process, Program and Project Management Support

· Task Area 4: Education and Awareness, Certification and Accreditation and IA Support

6.  Specific Tasks: The ‘I Assure’ contract task areas will include (1) Task Order Management in the form of a Technical Interchange Meeting (TIM), Management Plan/Plan of Accomplishment (POA), Management and Status Reporting, and In-Process Reviews and Minutes.  (2) DOD and Defense Agency Support will include Specific Support, in providing technical security expertise in DOD security policies, directives, and instructions; Technical Assessment/Remote Analysis; and White Papers, Briefings, Technical Reports and Other Deliverables. 

6.1
Task 1 - Contract-Level and TO Management 

6.1.1  Subtask 1 - Integration Management Control Planning. 

Provide the technical (task order level) and functional activities at the contract level needed for the program management of this SOW. Include productivity and management methods such as Quality Assurance, Progress/status reporting, and Program Reviews at the Contract and Task Order level. Provide the centralized administrative, clerical, documentation and related functions.  Within 15 working days of task order award, the contractor shall host a Technical Interchange Meeting (TIM) with the government to ensure that there is a complete understanding of the TO requirements between the contractor and the government.  Topics covered shall describe the technical approach, organizational resources and management controls to meet the cost, performance, and schedule requirements throughout the period of performance.  The contractor shall provide minutes for this TIM within fifteen working days of meeting end.  The TIM minutes shall be developed in a contractor specified format using Data Item Description (DID) UDI-A-23083A as a guideline. 
6.1.2  Subtask 2 - TO Management. 

The contractor shall prepare and submit a TO Management Plan describing the technical approach, organizational resources and management controls to be employed to meet the cost, performance and schedule requirements throughout TO execution; provide a monthly status report monitoring the quality assurance, progress/status reporting, and program reviews applied to the contract; prepare and submit a Management Plan that will address the tasks and associated schedules described in this SOW and any changes to the Delivery Order agreed to at the TIM, and will include, at a minimum, descriptions of tasks, as follows:

methodology and technical approach for accomplishing the task

organizational resources, structure and interfaces

management controls

key activities and milestones

deliverables

assumptions

Government Furnished Equipment/Information (GFE/GFI) required

personnel

security

schedule.

The contractor shall comply with the following DOD-approved architectures, programs, standards and guidelines: 

· Technical Architecture Compliance

· C4ISR Architecture Framework

· Technical Architecture Framework for Information Management (TAFIM), version 3.0

· Joint Technical Architecture, version 2.0

· Defense Information Infrastructure Common Operating Environment

· Standard Operating Environment

· DOD Energy Star & DOD PCMCIA

· DISA Security Technical Information Guides

The contractor shall ensure that all contractor workstations connected to the DISA LAN and/or containing customer sensitive data are configured in compliance with the DISA STIG applicable for that operating system.
The Management Plan/Plan of Accomplishment shall be updated as required during the performance of this task to reflect changes and further definition of program criteria and milestones.  The updated plan shall be submitted to the Government for approval.

The Management Plan/Plan of Accomplishment shall serve as the vehicle that establishes firm delivery dates for incremental deliverables.  The Management Plan/Plan of Accomplishment shall be developed in a contractor specified format using Data Item Description (DID) DI-MGMT-80347 as a guideline.  
6.1.3  Subtask 3:  Management and Status reporting.  The contractor shall provide, through the contractor PMO, monthly status reports regarding DO status, e.g. work progress, cost, funding profiles, and schedule data.  The Contractor Management and Status Report shall be developed in a contractor specified format using Data Item Description (DID) DI-MGMT-80227 as a guideline. 

6.1.4  Subtask 4: Process Reviews and Minutes.  The contractor shall provide written minutes from all In-Process Reviews (IPRs) regarding DO status, e.g., work progress, cost, funding profiles to include a running balance of the expenditure, and schedule data.  The schedule for IPRs shall be identified in the Management Plan/Plan of Accomplishment, or as directed by the Task Manager.  IPRs shall provide for an interchange at key milestones during the execution of the task order (e.g. approval of system requirements, review of the system design, reviewing the results of security testing and compliance assessments).  Minutes from IPRs will be developed in a contractor specified format using Data Item Description (DID) UDI-A-23083A as a guideline.  

6.1.5  Subtask 5 – FSO Time Accounting System.  The contractor shall ensure that time utilized on each specific project, in support of the various FSO customers, is accounted for monthly by project in the FSO provided time accounting system.

Deliverable:    1. Time Accounting System Report

6.1.6  Duplication of Effort.  Ensure that there is minimum duplication of effort in the execution of all work specified in this SOW.  Build upon work previously accomplished by the Government, the contractor, or other contractors to the fullest extent practical.

6.1.7   Cooperation/Coordination with Other Contractors.  

There may be multiple contractors (i.e. from more than one contract vehicle and/or company) supporting FSO and other DOD activities, tasked to work on the same or related activities.  The contractor shall work with these other contractors as required to accomplish Government requirements, goals, and objectives as efficiently and effectively as possible.  This may include, but is not limited to sharing or coordinating information resulting from the work required by this SOW or previous Government efforts, and/or working as a team to perform tasks in concert.

6.1.8 .  System Administrator (SA), System Service Provider (SSP) Certification.  
All contract personnel providing Information Assurance (IA) technical support, performing SA or SSP functions, and/or having access to the operating system of any DISA owned, managed, or supported Information System, as applicable to the following paragraphs of this TO: 6.2.1, 6.2.2, 6.2.5, 6.2.6, and 6.2.7, must be certified at Level II, in accordance with the DISA SA Certification Program.  Required certification must be obtained not later than ninety days (90) following the assignment of the individual to perform work applicable to the following paragraphs of this TO: 6.2.1, 6.2.2, 6.2.5, 6.2.6, and 6.2.7.  The Government will provide the training materials (to include CBT and CD), laboratory environment, and the test to enable compliance with this requirement.  Classroom attendance in Government conducted training will be made available on a space available basis only.  However, the inability to attend Government conducted training will not be justification for noncompliance.

6.1.9.  Purchase of Materials on Behalf of the Government.  The contractor, at the direction of the Government, shall purchase materials (e.g. ADPE) that will be used in support of this Task Order.  Any materials purchased on behalf of the Government will become the property of the Government.
6.1.10 Subtask 6 - Annual Projected Burn Rate of Hours and Dollars and Monthly Update of Actual Expenditures and Updated Projections for the Period of Performance.   The contractor shall provide in the MSR the following financial information:

a. Projected estimated Monthly hourly usage by the Task Order

b. Projected estimated Monthly Cost of the Task Order 

c. Actual Monthly hourly usage by the Task Order-Projected hourly usage by the Task Order for remaining period of performance

d. Actual Monthly Cost of the Task Order-Projected Cost of the Task Order for remaining period of performance

e. The contractor shall also provide an explanation of differences between actual and projected expenditures.

Deliverable:
1.  Monthly Status Report.
6.2 Task 2: Connection Approval Process - Compliance Validation and IA Support

6.2.1  Subtask 1 – Specific Support. 

The contractor shall provide technical security expertise and support in information technology security planning, preparing, executing and evaluating security and risk assessments in accordance to the Defense Information Technology Security Certification and Accreditation Process (DITSCAP), DODI 5200.40, phase 3 validation and phase 4 post accreditation.  This shall include various locations in the continental United States and overseas.  The compliance validations shall analyze the implemented security architecture, standard operating procedures, and security documentation of the Defense Information Systems Network, Secret Internet Protocol Router Network 

(SIPRNet).  Additionally this assessment includes, but is not limited to, review of system and site risk analysis results, certification/accreditation plans and procedures, security test reports, the System Security Authorization Agreement (SSAA), running of information system security automated tools and manual test procedures, as directed, performing on-site physical, personnel, information systems, information, communications security, and documentation security assessments. Nominally the level of effort has been up to 8 of these reviews per month.  Deliverable will be as directed by assessment team leader.  Input to site reports maybe the only desired deliverable, at the discretion of the team leader.  Team Leader may direct a formal report.  The formal report shall be developed in a contractor-specified format, approved by the Government, using Data Item Description (DID) DI-MISC-80508. 
6.2.2 The contractor shall provide daily on-site (duty days, excluding Federal Holidays and weekends - unless on travel) technical expertise for reviewing and analyzing the SIPRNet and NIPRNet connection approval site information, technical scans of connection topologies, and security documentation. The security documentation may include the System Security Authorization Agreement (SSAA), the Certification Plan, Security Test and Evaluation report, Systems Security Policy, Trusted Facility Manual for those systems/components, as directed by TTM. The contractor expertise shall also include transitioning and integrating existing SSAAs for compliance with DOD security requirements. Nominally the level of effort has been up to 6 of these reviews per month.  The report shall be developed in a contractor-specified format, approved by the Government, using Data Item Description DI-MISC-80508 as a guideline. 
6.2.3  The contractor shall provide for the SIPRNet and NIPRNet security analysis in the continental United States and overseas, as directed. The on-site Team Leader shall identify the SIPRNet and NIPRNet command communications service designator(s) that requires an analysis, to include what security functions requires the additional analysis.  This includes the physical, personnel, communications, information systems as a minimum.  When notification comes from an on-site team leader, the contractor shall assist with the site report.  Nominally the level of effort has been up to 6 of these reviews per month.

6.2.4  The contractor shall provide for the analysis of the 

SIPRNet and NIPRNet connection approval site information for compliance with DOD, JS, and DISA requirements, as directed. The analysis shall be finalized in a formal report with recommendations for site assessments.  Nominally the level of effort has been up to 6 of these reviews per month.  The report shall be developed in a contractor-specified format, approved by the Government, using Data Item Description DI-MISC-80508 as a guideline.  
6.2.5  The contractor shall conduct SIPRNet and NIPRNet site assessment reviews and running automated tools, as directed, at location stateside and overseas.  Each location will be a minimum of 5 days on site and may include weekends. Nominally the level of effort has been up to 6 of these reviews per month.  The report shall be developed in a contractor-specified format, approved by the Government, using Data Item Description DI-MISC-80508 as a guideline.  
6.2.6  The contractor shall run the security assessment checklist and the systems assessment automated tool(s), as directed.  The contractor shall analyze the raw data from the systems assessment automated tool(s) and provide a clear interpretation to the Team Leader.  The contractor shall provide the completed SIPRNet and NIPRNet security assessment checklist to the Team Leader with negative responses explained. 

6.2.7  The contractor shall, at the conclusion of each assessment, provide a written trip report.  The report will, at a minimum identify the findings (security shortfalls), name of system tested with IP address, the requirement that the vulnerability or finding negates. The report shall be developed in a contractor-specified format, approved by the Government, using Data Item Description DI-MISC-80508 as a guideline.  
6.2.8  The contractor shall, at the conclusion of each assessment, assist in the preparation and execution of post SIPRNet and NIPRNet assessment activities as directed by the Team Leader.  
6.2.9  The Contractor shall provide technical expertise to support the DISN Security Accreditation Working Group (DSAWG) and Service/Agency DISN CAP meetings. The DSAWG meet at least 12 times a year, 8 hours each.  The contractor shall provide the results of their support in a report developed in a contractor-specified format, approved by the Government, using Data Item Description UDI-A-23083A as a guideline.

6.2.10  The Contractor shall generate technical white papers, as directed by TTM.  White papers may consist of deviations such as non-DOD, foreign, and contractor requests for connections, architectures that integrate classified and unclassified processing environments without appropriate (High Assurance Guard) technologies, etc.  Nominally the level of effort has been up to 8 per year.  The white papers shall be developed in an approved Government format. The contractor shall use the Data Item Description DI-MISC-80508 as a guideline.  
7.  Place of Performance: Travel will be required to support this contract.  Travel will be in CONUS and OCONUS.  The contractor shall ensure one intermediate INFOSEC Analyst, contractor, to work a minimum of 36 hours weekly, excluding U.S. Federal Government Holidays, Monday through Friday, duty hours 0730-1600 hours, at 5275 Leesburg Pike, Falls Church, VA. 

7.1 Travel Requirements.  The Government will review for approval all travel orders under this TO, prior to travel taking place.      

8.  Period of Performance: The period of performance for this task order is 365 calendars from 01 February 2002.

9.  Deliverable/Delivery Schedule.  The initial due dates for deliverables provided in this delivery order may be modified based on the technical interchange meeting with the task manager and/or subsequent input from the technical task manager.  The actual due dates for deliverables will be based upon the Plan of Accomplishment and any subsequent revisions to the plan of accomplishment.  All document deliverables on this delivery order will be delivered in hardcopy and electronically in MS Word (windows) format.

	SOW Task#
	Deliverable Title
	CDRL/DID#
	Due Date
	Copies
	Distribution
	Frequency and Remarks

	6.1.1
	TIM Minutes
	UDI-A-23083A


	15 days after TIM
	5
	Standard 

Distribution*
	

	6.1.2
	Technical Mgt Plan/ Plan of Accomplishment
	DI-MGMT-80347
	15 days after  receipt of TIM Minutes/  updates to plan 5 days from update
	5
	Two Copies to TM; Letter Only to KO
	Updated as required

	6.1.3
	Monthly Status Rpt
	DID-MGMT-80227
	Last Thursday of Month
	2
	Two Copies to TM; Letter Only to KO
	

	6.1.4
	Process review Minutes
	UDI-A-23083A 
	10 days after process review
	2
	Two Copies to TM; Letter Only to KO
	

	6.1.5
	Time Accounting System Report
	As provided by FSO
	10 working days after end of accounting period
	1 SC
	*Standard 

Distribution
	Monthly

	6.2.2
	Report
	DID-MISC-80508
	3 days from formal tasking
	2
	Two Copies to TM; Letter Only to KO
	

	6.2.4
	Report
	DID-MISC-80508
	Formal  report input to team leader during site assessment; formal report 15 days
	2
	Two Copies to TM; Letter Only to KO
	

	6.2.5
	Report
	DID-MISC-80508
	Draft reports as directed will be the deliverables
	0
	
	

	6.2.7
	Trip Report
	DID-MISC-80508
	Trip reports 10 days from conclusion of trip
	2
	Two Copies to TM; Letter Only to KO
	

	6.2.9
	Minutes/Report
	UID-A-23083A
	Draft minutes 5 days from end of meeting//final report 10 days from end of meeting
	2
	Two Copies to TM; Letter Only to KO
	

	6.2.10
	Whitepapers
	DID-MISC-80508
	5 days from assignment
	2
	Two Copies to TM; Letter Only to KO
	

	
	
	
	
	
	
	


*Standard Distribution
1 copy of the transmittal letter without the deliverable to the Contracting Officer (KO/DITCO/DTS6)

1 copy of the transmittal letter and the deliverable to the Primary TM

10.  Security   The following security requirements shall apply to this effort.

10.1  Access to Information/Personnel Security Clearances.  

10.1.1  Classified Information.  All contractor personnel will have access to information classified up to and including SECRET.  All contractor personnel performing assessments could have access to Top Secret SCI information.  Therefore, all contractor personnel shall have an active SECRET clearance, and those performing assessments must have a Top Secret Special Compartmented Information (SCI) clearance.

10.1.2  Sensitive Information.  All contractor personnel, with the exception of certain administrative and management personnel, will have access to sensitive information, and computer operating systems containing this information.  Contractor personnel meeting any of the conditions listed above shall have designated ADP‑I sensitive positions in accordance with paragraph 3‑614, DOD  5200.2‑R, Personnel Security Program, dated January 1987.  These personnel shall have a favorable Single Scope Background Investigation (SSBI).  

11.  Government-Furnished Equipment (GFE)/Government-Furnished Information (GFI):  The Government shall provide the Contractor with appropriate policy, guidance, access to pertinent government systems, and documentation.  The Government shall provide the documentation and background information necessary to perform the tasks.  This documentation includes, but is not limited to, the Defense Information Technology Security Certification and Accreditation Process (DITSCAP), CJCSI 6211.02A, DISN and Connection Systems, DODD5200.28, Security Requirements for Automated Information Systems, 21 March 1988, and DOD Instruction 5200.40, DOD Information Technology Security Certification and Accreditation, 30 Dec 1997. Government directives, regulations, publications can be downloaded from “//web7.whs.osd.mil” and “//iase.disa.mil”.  The Government shall provide contractor personnel with access to the offices and facilities of DISA and other locations relevant to this effort.  The Government shall coordinate contractor visits with each organization to be visited, as applicable, and provide the contractor with a point of contact with whom to coordinate the details of any required visits.  Government-furnished office space and DISA standard configuration equipment will be provided for one individual (standard government office environment). This includes office furnishings, office supplies, access to a personal computer, telephone support, facsimile, and access to photocopy and presentation equipment.
The contractor must identify any additional GFE/GFI within 14 calendar days following the initial TIM.  Additional GFI/GFE requirements will be identified on a task-by-task basis. As additional materials are required, the contractor will coordinate requirements with the Task Monitor (TM) and Contracting Officer’s Representative (COR).  The Government will facilitate the contractor's access to the data required in support of this work effort.  Final disposition of GFE will be handled through the customer’s property management department.

12.  Packaging, Packing, and Shipping:  See paragraph D.1 of the ‘I Assure’ contract.

13.  Inspection and Acceptance:  See section E.1 of the ‘I Assure’ contract.

14.  Other Pertinent Information or Special Considerations:   

    a.  Year 2000 Compliance.  All information technology provided under, or in support of, this contract by the contractor and all subcontractors shall be Year 2000 compliant.  Year 2000 compliant means, with respect to information technology, that the information technology accurately processes date/time data (including, but not limited to, calculating, comparing, and sequencing) from, into, and between the twentieth and twenty-first centuries, the years 1999 and 2000, and leap year calculations, to the extent that other information technology, used in combination with the information technology being acquired, properly exchanges date/time data with it.

To ensure Year 2000 compliance, the contractor shall, at a minimum, test a representative sampling of the information technology, or the same type of information technology, that will be provided under the contract.  Year 2000 compliance testing will be accomplished and documented in accordance with generally accepted commercial standards/practices.  If requested, the contractor shall provide the Government with a copy of such Year 2000 compliance test documentation at no additional cost to the Government.

b.  Identification of Possible Follow-on Work.  None.


c.  Identification of Potential Conflicts of Interest (COI).  None.


d.  Identification of Non-Disclosure Requirements.  None.

DESCRIPTION OF AMENDMENT/MODIFICATION (Organized by UCF section headings, including solicitation/contract subject matter where feasible).





1.  THE PURPOSE OF THIS MODIFICATION IS TO INCORPORATE INTO THIS ORDER BY REFERENCE CSC PROPOSAL MODIFICATION DATED 27 NOV 02 WHICH WAS SUBMITTED IN RESPONSE TO REVISED SOW DATED 26 NOV 02 WHICH IS INCORPORATED BY REFERENCE.  INCORPORATION OF THIS PROPOSAL MODIFICATION MAKES THE FOLLOWING CHANGES:





     A.  FUNDING IS ADDED FOR ADDITIONAL TRAVEL REQUIREMENTS AND ASSOCIATED LABOR.





     B.  DUE DATE OF THE MONTHLY STATUS REPORT (PARA 6.1.3 AND Para 9 of the SOW) IS MODIFIED FROM THE LAST THURSDAY OF THE MONTH TO 10 DAYS AFTER THE LAST WORKING DAY OF THE MONTH.





     C.  LABOR HOURS AND ODCS ARE ADJUSTED TO MORE ACCURATELY REFLECT WORK TO BE PERFORMED AND COSTS INCURRED TO COMPLETE THIS TASK ORDER.





2.  THE TOTAL OF THE ORDER IS CHANGED FROM $749,997.54 TO $840,997.54, AN INCREASE OF $91,000.00. (BLOCK 12 IS CHANGED TO READ TOTAL OF ORDER IS CHANCED FROM: $735,291.70 TO $824,507.39, AN INCREASE OF $89,215.69).
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PRESCRIBED BY GSA
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 C.  THIS SUPPLEMENTAL AGREEMENT IS ENTERED INTO PURSUANT TO AUTHORITY OF:











  











 D.  OTHER (Specify type of modification and authority)





 UNILATERAL, CSC PROPOSAL MODIFICATION DATED 27 NOV 2002  





 B.  THE ABOVE NUMBERED CONTRACT/ORDER IS MODIFIED TO REFLECT THE ADMINISTRATIVE CHANGES (such as changes in paying office, appropriation date, etc.) SET FORTH IN ITEM 14, PURSUANT TO AUTHORITY OF FAR 43.103(b).


                                                                                                                  





 A.  THIS CHANGE ORDER IS ISSUED PURSUANT TO: (Specify authority) THE CHANGES SET FORTH IN ITEM 14 ARE MADE IN THE CONTRACT ORDER NO. IN ITEM 10A.
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 16C.  DATE SIGNED0








    20021127





 16B.  UNITED STATES OF AMERICA





  BY  �








 16A.  NAME AND TITLE OF CONTRACTING OFFICER (Type or print)





 


ANNE KAREN KELLER


CONTRACTING OFFICER





15C. DATE SIGNED














15B.  CONTRACTOR/OFFEROR














15A.  NAME AND TITLE OF SIGNER (Type or print)











E.   IMPORTANT:    Contractor       is not,       is required to sign this document and return      copies to the issuing office. 
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THIS APPLIES ONLY TO MODIFICATIONS OF CONTRACTS/ORDERS


IT MODIFIES THE CONTRACT/ORDER NO. AS DESCRIBED IN ITEM 14.





12.  ACCOUNTING AND APPROPRIATION DATA (If required)


97X4930.5F20 000 C1013 0 068142 255011              MIPR:  DAEMZ33045    NET INCREASE:    $89,215.69





          The above numbered solicitation is amended as set forth in item 14.  The hour and date specified for receipt of  Offers      is extended,     is not extended.


Offers must acknowledge receipt of this amendment prior to the hour and date specified in the solicitation or as amended, by one of the following methods.


( a )  By completing Items 8 and 15,  and returning _01_ copies of the amendment;  ( b ) By acknowledging receipt of this amendment on each copy of the offer submitted; or  ( c )  By separate letter or telegram which includes a reference to the solicitation and amendment numbers.  FAILURE OF YOUR ACKNOWLEDGMENT TO BE RECEIVED AT THE PLACE DESIGNATED FOR THE RECEIPT  OF OFFERS PRIOR TO THE HOUR AND DATE SPECIFIED MAY RESULT IN REJECTION OF YOUR OFFER.  If by virtue of this amendment you desire to change an offer already submitted, such change may be made by telegram or letter, provided each telegram or letter makes reference to the solicitation and this amendment, and is received prior to the opening hour and date specified.





11.  THIS ITEM ONLY APPLIES TO AMENDMENTS OF SOLICITATIONS  





10B.  DATED (SEE ITEM 13)





   31 JAN 2002





10A.  MODIFICATION OF CONTRACT/ORDER NO.


DCA200-00-D-5013/0009





9B.  DATED (SEE ITEM 11)


                                 --------------------------------------------------------------------------------------------------       





9A. AMENDMENT OF SOLICITATION NO.
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8.  NAME AND ADDRESS OF CONTRACTOR  (No., street, county, State and ZIP Code)                                                                  


   CSC


   ATTN: JODY CHRISTOPHER


   3160 FAIRVIEW PARK DRIVE (M/C N300)


   FALLS CHURCH, VA  22042						
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6.  ISSUED BY			CODE


    DEFENSE INFORMATION SYSTEMS AGENCY                      
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