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AMENDMENT OF SOLICITATION/MODIFICATION OF CONTRACT

Except as provided herein, all terms and conditions of the document referenced in Item 9A or 10A, as heretofore changed, remains unchanged and in full force and effect.

15A. NAME AND TITLE OF SIGNER (Type or print)

30-105-04

EXCEPTION TO SF 30

APPROVED BY OIRM 11-84

STANDARD FORM 30 (Rev. 10-83)

Prescribed by GSA

FAR (48 CFR) 53.243

a.  The purpose of this modification is to incorporate by reference SAIC's revised proposal dated 08 Jul 2004 into the task order.  The

 revised proposal was submitted in response to the Government's revised Statement of Work dated 21 Jun 2004, attached.  Incorporation of

 the revised proposal increases the total order amount and extends the period of performance.  The order amount is increased by

 $236,531.38, from $733,025.25 to $969,556.63.  The period of performance is extended through 31 Oct 2004 and now reads:  19 May 2003

 through 31 Oct 2004.

b.  All other terms and conditions remain unchanged.

1. CONTRACT ID CODE

PAGE OF  PAGES

Y

1

9

16A. NAME AND TITLE OF CONTRACTING OFFICER (Type or print)

16C. DATE SIGNED

BY

09-Jul-2004

16B. UNITED STATES OF AMERICA

15C. DATE SIGNED

15B. CONTRACTOR/OFFEROR

(Signature of Contracting Officer)

(Signature of person authorized to sign)

8. NAME AND ADDRESS OF CONTRACTOR  (No., Street, County, State and Zip Code)

9B. DATED (SEE ITEM 11)

X

DCA200-00-D-5017-0035

10B. DATED  (SEE ITEM 13)

X

9A. AMENDMENT OF SOLICITATION NO.

27-Jul-2000

11. THIS ITEM ONLY APPLIES TO AMENDMENTS OF SOLICITATIONS

The above numbered solicitation is amended as set forth in Item 14.  The hour and date specified for receipt of Offer  

is extended,

is not extended.

Offer must acknowledge receipt of this amendment prior to the hour and date specified in the solicitation or as amended by one of the following methods: 

(a) By completing Items 8 and 15, and returning

copies of the amendment; (b) By acknowledging receipt of this amendment on each copy of the offer submitted;

or (c) By separate letter or telegram which includes a reference to the solicitation and amendment numbers.  FAILURE OF YOUR ACKNOWLEDGMENT TO BE 

RECEIVED AT THE PLACE DESIGNATED FOR THE RECEIPT OF OFFERS PRIOR TO THE HOUR AND DATE SPECIFIED MAY RESULT IN  

REJECTION OF YOUR OFFER.  If by virtue of this amendment you desire to change an offer already submitted, such change may be made by telegram or letter, 

provided each telegram or letter makes reference to the solicitation and this amendment, and is received prior to the opening hour and date specified.

12. ACCOUNTING AND APPROPRIATION DATA (If required)

13. THIS ITEM APPLIES ONLY TO MODIFICATIONS OF CONTRACTS/ORDERS.

IT MODIFIES THE CONTRACT/ORDER NO. AS DESCRIBED IN ITEM 14.

A. THIS CHANGE ORDER IS ISSUED PURSUANT TO:  (Specify authority) THE CHANGES SET FORTH IN ITEM 14 ARE MADE IN THE

 CONTRACT ORDER NO. IN ITEM 10A.

B. THE ABOVE NUMBERED CONTRACT/ORDER IS MODIFIED TO REFLECT THE ADMINISTRATIVE CHANGES (such as changes in paying 

office, appropriation date, etc.) SET FORTH IN ITEM 14, PURSUANT TO THE AUTHORITY OF FAR 43.103(B).

C. THIS SUPPLEMENTAL AGREEMENT IS ENTERED INTO PURSUANT TO AUTHORITY OF:

X

D. OTHER (Specify type of modification and authority)

Unilateral; Acceptance of SAIC 8 Jul 04 Proposal

E. IMPORTANT:   Contractor

X

is not,   

is required to sign this document and return

copies to the issuing office.

14. DESCRIPTION OF AMENDMENT/MODIFICATION  (Organized by UCF section headings, including solicitation/contract subject matter

 where feasible.)

10A. MOD. OF CONTRACT/ORDER NO.

07

2. AMENDMENT/MODIFICATION NO.

5. PROJECT NO.(If applicable)

6. ISSUED BY

3. EFFECTIVE DATE

09-Jul-2004

CODE

DISA/DITCO-SCOTT

2300 EAST DRIVE

SCOTT AFB IL 62225-5406

HC1013

7. ADMINISTERED BY  (If other than item 6)

4. REQUISITION/PURCHASE REQ. NO.

CODE

See Item 6

SCIENCE APPLICATIONS INTERNATIONAL CORP

DBA SAIC

10260 CAMPUS POINT DRIVE  BUILDING C

SAN DIEGO CA 92121-1578

STEPHANIE JONES

FACILITY CODE

0T5L1

CODE

iascottafb@scott.disa.mil

EMAIL:

TEL:

KAREN E. KINCAID / CONTRACTING OFFICER


SECTION SF 30 BLOCK 14 CONTINUATION PAGE 

SUMMARY OF CHANGES  

SECTION G - CONTRACT ADMINISTRATION DATA 

The following have been added by full text: 

Additional Accounting and Appropriation Data

AA:  97X4930.5F20 000 C1013 0 068142 2F 255011

CLIN/SubCLIN
Purchase Request Number
Obligated Amount

0001
DOJ0W4701
INCREASE $236,531.38

SECTION J - LIST OF DOCUMENTS, EXHIBITS AND OTHER ATTACHMENTS 

The following have been added by full text: 

        STATEMENT OF WORK
‘I ASSURE’ TASK ORDER (TO) STATEMENT OF WORK (SOW)
as of June 21, 2004
	Contract Number:
	DCA200-00-D-5017

	Task Order Number:
	0035

	IAssure Tracking Number:
	IA158)

	Follow-on to IAssure Contract and Task Order Number:
	


1.  Task Monitors (TMs).  

a.  Primary TM.
	Name:
	

	Organization:
	DoJ/IRM/JMD/SEDS/JCON PMO

	Address:
	601 D ST NW, Washington DC Room LL1205

	Phone Number:
	

	Fax Number:
	

	E-Mail Address:
	

	DODAAC:
	


b.  Alternate TM.
	Name:
	

	Organization:
	

	Address:
	

	Phone Number:
	

	Fax Number:
	

	E-Mail Address:
	

	DODAAC:
	


2.  Task Order Title.  Engineering Support for the Enterprise SIPRNET Design and Pilot Project

3.  Background.  
The Justice Consolidated Office Network (JCON) Program Management Office (PMO) has a requirement to develop a secret-level enterprise network for the Department of Justice.  This secret-level network will be connected to the SIPRNET (Defense Information System Network [DISN], Secret Internet Protocol Router Network) for secret-level data communications with organizations outside of the Department of Justice.  The design must be for a robust, scalable, and cost-effective IT Infrastructure to support the Department’s requirements for secret information processing.  It shall leverage existing infrastructure and be capable of interoperating with the Department’s Unified Network that is under development.  This secret-level enterprise network will replace the Initial Operating Capability (IOC) secret-level network that is currently in place.

4.  Objectives.  
In support of this effort, the contractor shall work with the PMO team tasked to create the architecture for the secret-level enterprise network, deploy the core infrastructure, and operate a pilot.  It is envisioned that the secret-level enterprise network will be implemented incrementally with each increment adding capability that fits within the overall architecture.

The contractor shall provide technical design and trouble-shooting services for the program.  In addition, the contractor will validate the design in a lab environment prior to the pilot.  The program requires the perpetual operation of this lab environment: the work will continue on in the evolution of the secret-level enterprise network architecture; there will be a recurring need to test component-specific applications and solutions in coordination with the architecture; and the program will require continuous incremental upgrades to maintain the useful life of the systems. 

5.  Scope.  
The contractor shall comply with the appropriate DoD-approved architectures, programs, standards and guidelines, such as Defense Information Infrastructure (DII) Strategic Technical Guidance (STG), DII Common Operating Environment (COE), Defense Information Systems Network (DISN) and Shared Data Environment (SHADE).  Specific services addressed in this SOW are in Task Area 2 - Standards, Architecture, Engineering and Integration Support.  Specifically, the contractor shall provide engineering services to assist the existing DoJ team to design and document the Enterprise SIPRNET solution. 

6.  Specific Tasks.
6.1 - Task 1 - Contract-Level and TO Management.
6.1.1 - Subtask 1 - Integration Management Control Planning.  Provide the technical (task order level) and functional activities at the Contract Level needed for the Program Management of this SOW. Include productivity and management methods such as Quality Assurance, Progress/status reporting, and Program Reviews at the Contract and Task Order level. Provide the centralized administrative, clerical, documentation and related functions.

6.1.2 - Subtask 2 - TO Management. Prepare a TO Management Plan describing the technical approach, organizational resources and management controls to be employed to meet the cost, performance and schedule requirements throughout TO execution.  Provide a monthly status report monitoring the quality assurance, progress/status reporting, and program reviews applied to the TO.

6.2 - Task 2 - Enterprise SIPRNET Engineering

6.2.1 - Subtask 1 - System Design Services.  The secret-level enterprise network project is an architecture design effort aimed at creating a robust, scalable, and cost-effective IT Infrastructure to support the Department’s requirements for secret information processing.  After the initial architecture is created and implemented, there will be an ongoing effort to ensuring the architecture remains a state-of-the-art system office automation platform.  The secret level enterprise network project will leverage, as much as practical, the investment made in the JCON IIA Standard Architecture.  The contractor shall provide design services and associated engineering required to create the architecture.  This will encompass the network infrastructure including Cryptographic equipment, routers and switches, Windows 2000 (Active Directory), Exchange 2000 and various other third party software products (e.g., anti-virus and backup products).

6.2.2 - Subtask 2 - Pilot Deployment. The contractor shall participate in implementing and using a Production Pilot.  The purpose of the Production Pilot is to perform final functional testing of the System Design and to evaluate all Implementation Plan activities including system installation, desktop installs/conversions, and system operation and support mechanisms.  

6.2.3 - Subtask 3 - System Trouble-shooting Services.  The contractor shall assist in the resolution of configuration problems that arise once systems are operational. Under these circumstances, the contractor may need to work directly with component operations support personnel (e.g., help desks, systems administrators, etc.). 

6.2.4 - Subtask 4 - Test System Upgrades.  Lab testing of system enhancements will be a key aspect of overall configuration management.  After the initial architecture is implemented it will be updated periodically to reflect changes in requirements or advances in technology.  Before hardware or software changes are made in a live system, the contractor shall test the proposed change in the lab.  The contractor shall produce a report which documents the changes that need to be made in the production systems to implement the upgrade and validate that the upgrade does not denigrate any part of the current system.  

6.2.5 - Subtask 5 - Create and Maintain Architecture and Design Documentation.  The secret-level enterprise network will be documented in a high level of detail.  This documentation is an invaluable tool for Program configuration management, and, thus, must be maintained continuously.  The contractor shall update architecture and system design documents (to the extent information is available) as changes are made to the system(s) so that the Program has comprehensive and current documentation on the systems at all times.

6.2.6 - Subtask 6 - System Research and Development.  The contractor shall conduct research on specific office automation products or develop solutions for particular requirements.  The objective of this research and development will be to provide "value-added" services or products to the secret-level enterprise network community beyond the basic services offered by the Standard Architecture.  In addition, the contractor shall regularly assess whether portions of the Standard Architecture are becoming outdated or cannot meet the functional requirements of the components. 

6.2.7 - Subtask 7 – Formulate Service Level Agreements.  The contractor shall participate in team efforts to identify performance areas important to users as well as DoJ management, formulate metrics to measure performance in the key areas, recommend suitable performance levels to be achieved, describe cost-effective measurement and reporting methods, and implement as directed measurement and reporting procedures and capabilities.  As needed to establish overall service level agreements, to establish operating level agreements for system elements, and to determine capacity and performance capabilities required to achieve service- and operating-level agreements, the contractor shall forecast demand on, and predict performance of, security appliances, servers, network components, and other system elements.

6.3 - Task 3 - JCON-S Security Engineering.  

The contractor shall provide security engineering services leading to:

· The certification and accreditation of JCON-S in accordance with the National Security Telecommunications and Information Systems Security Instruction (NSTISSI) No. 1000, titled the National Information Assurance Certification and Accreditation Process (NIACAP), and 

· Approval to connect JCON-S to the SIPRNET.  

· Once JCON-S has obtained approval to connect to the SIPRNET, the contractor will continue to provide post accreditation support to ensure that documentation supports operational capabilities

The contractor will prepare the NIACAP Plan, SIPRNET Connection Approval Package, and the Systems Security Authorization Agreement.  The contractor will provide security engineering recommendations regarding approaches for safeguarding JCON-S and IA enabled products that could be used to secure JCON-S.

The contractor shall support Security Awareness training by preparing a training plan, gathering and preparing training material, and estimating costs for acquiring and completing preparation of the training material as well as training all JCON-S users.  The training must be computer based, but other techniques may also be used if judged by the Government to be more appropriate.  Within sixty days of the start of the training activities, a training plan and budget shall be completed, training material shall have been identified or described and obtained if possible.  Time is of the essence.  Accordingly, every attempt will be made to obtain and distribute suitable training material to users within the two month effort.

Once the training plan and curriculum have been developed and approved, the contractor will prepare and deliver security briefings to JCON-S users, in support of the project installation schedule.  JCON-S user security briefings will continue throughout the period of performance, as defined in this document, or until the training format has been transitioned to an automated delivery format.  The contractor will also provide a long-term security training solution that includes such automated delivery options as Computer-Based Training (CBT) and/or Video-Based Training (VBT).

6.4 - Task 4 - JCON-S PMO Administration.

The contractor shall provide administrative support to the JCON-S PMO.   A PMO administrator shall serve as a user liaison, process new-user applications, verify and validate users’ clearances, schedule and oversee security and system training, and set up and perform other program-related management processes as required to ensure the secure, efficient, and effective operation of the JCON-S. 
7.  Place of Performance.  
This work will be performed primarily in Government facilities at the DoJ building at 601 D Street, NW, Washington, DC.

8.  Period of Performance.  
The period of performance for this task will be to 31 October, 2004.

9.  Delivery Schedule.  

	SOW Task#
	Deliverable Title
	CDRL/DID#
	Due Date
	Copies
	Distribution
	Frequency and Remarks

	6.1.1
	Plan
	
	15 Days After Award
	5
	Standard Distribution*
	Once

	6.1.2
	Status Report
	
	1st and 15th of Month
	
	Two Copies to TM; Letter Only to KO
	Monthly

	6.2.1
	Input for Enterprise SIPRNET Architecture
	
	As Required
	3
	Standard Distribution*
	As Required

	6.2.2
	Input for Implementation Plan
	
	As Required
	3
	Standard Distribution*
	As Required

	6.2.3
	System Upgrade Recommendation
	
	As Required
	3
	Standard Distribution*
	As Required

	6.2.4
	Proposed Revision to Architecture and System Design Document
	
	As Required
	3
	Standard Distribution*
	As Required

	6.2.5
	Standard Architecture Assessment
	
	As Required
	3
	Standard Distribution*
	As Required

	6.2.6
	Service Level Agreements and 

Supporting Engineering Analysis
	
	As Required
	3
	Standard Distribution*
	As Required

	6.3.1
	NIACAP Plan
	
	October 1, 2003
	3
	Standard Distribution*
	Once

	6.3.2
	SIPRNET Connection Approval Package
	
	December 15, 2003
	3
	Standard Distribution*
	Once

	6.3.3
	System 
Security 
Authorization Agreement
	
	January 5, 2004
	3
	Standard Distribution*
	Once

	6.3.4
	Training Plan and Budget
	
	60 days after task 6.3.4 starts
	3
	Standard Distribution
	Once

	6.2.5
	Training Material
	
	60 days after task 6.3.4 starts
	3
	Standard Distribution
	Once

	6.2.6
	Document outlining automated training delivery options
	
	45 days after task 6.2.6 starts
	3
	Standard Distribution
	Once

	6.2.7
	Post Accreditation documentation
	
	As Required
	3
	Standard Distribution
	Once

	* Standard Distribution:  1 copy of the transmittal letter with the deliverable to the Primary TM


10.  Security.  
All personnel require access to information at the SECRET level.  Deliverables will be unclassified.

11.  Government-Furnished Equipment (GFE)/Government-Furnished Information (GFI).  
All contractor personnel performing work at the Government location will be furnished with office space and furnishings, office supplies, personal computer, telephone support, and access to facsimile, photocopy, and presentation equipment.

12.  Other Pertinent Information or Special Considerations.  

a. Identification of Possible Follow-on Work. 

The Enterprise SIPRNET Design and Pilot Project will continue beyond the term of this task order.  Additional support may be required beyond the term of this task order.


b.  Identification of Potential Conflicts of Interest (COI). 
None


c.  Identification of Non-Disclosure Requirements.  

The contractor must execute non-disclosure agreements when working with sensitive and/or proprietary information. 


d.  Packaging, Packing and Shipping Instructions.  
None


e.  Inspection and Acceptance Criteria.  
None

13.  Section 508 Accessibility Standards.  The following Section 508 Accessibility Standard(s) (Technical Standards and Functional Performance Criteria) are applicable (if box is checked) to this acquisition.

Technical Standards
 FORMCHECKBOX 
 1194.21 - Software Applications and Operating Systems

 FORMCHECKBOX 
 1194.22 - Web Based Intranet and Internet Information and Applications

 FORMCHECKBOX 
 1194.23 - Telecommunications Products

 FORMCHECKBOX 
 1194.24 - Video and Multimedia Products

 FORMCHECKBOX 
 1194.25 - Self-Contained, Closed Products

 FORMCHECKBOX 
 1194.26 - Desktop and Portable Computers

 FORMCHECKBOX 
 1194.41 - Information, Documentation and Support

The Technical Standards above facilitate the assurance that the maximum technical standards are provided to the Offerors.  Functional Performance Criteria is the minimally acceptable standards to ensure Section 508 compliance.  This block is checked to ensure that the minimally acceptable electronic and information technology (E&IT) products are proposed.

Functional Performance Criteria
 FORMCHECKBOX 
 1194.31 - Functional Performance Criteria

(End of Summary of Changes) 

