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AMENDMENT OF SOLICITATION/MODIFICATION OF CONTRACT

Except as provided herein, all terms and conditions of the document referenced in Item 9A or 10A, as heretofore changed, remains unchanged and in full force and effect.

15A. NAME AND TITLE OF SIGNER (Type or print)

30-105-04

EXCEPTION TO SF 30

APPROVED BY OIRM 11-84

STANDARD FORM 30 (Rev. 10-83)

Prescribed by GSA

FAR (48 CFR) 53.243

1.  The purpose of this modification is to incorporate by reference into this order DigitalNet proposal modification dated 26 Apr 04 which was

 submitted in response to revised SOW dated 21 Apr 04 which is an attachment to this modification.

2.  The end of the period of performance of this order is changed to 31 Dec 04.

3.  The total of the order is changed from $2,734,622.29 to $4,435,134.50, an increase of $1,700,512.21.

1. CONTRACT ID CODE

PAGE OF  PAGES

Y

1

9

16A. NAME AND TITLE OF CONTRACTING OFFICER (Type or print)

16C. DATE SIGNED

BY

12-May-2004

16B. UNITED STATES OF AMERICA

15C. DATE SIGNED

15B. CONTRACTOR/OFFEROR

(Signature of Contracting Officer)

(Signature of person authorized to sign)

8. NAME AND ADDRESS OF CONTRACTOR  (No., Street, County, State and Zip Code)

9B. DATED (SEE ITEM 11)

X

DCA200-00-D-5021-0016

10B. DATED  (SEE ITEM 13)

X

9A. AMENDMENT OF SOLICITATION NO.

27-Jul-2000

11. THIS ITEM ONLY APPLIES TO AMENDMENTS OF SOLICITATIONS

The above numbered solicitation is amended as set forth in Item 14.  The hour and date specified for receipt of Offer  

is extended,

is not extended.

Offer must acknowledge receipt of this amendment prior to the hour and date specified in the solicitation or as amended by one of the following methods: 

(a) By completing Items 8 and 15, and returning

copies of the amendment; (b) By acknowledging receipt of this amendment on each copy of the offer submitted;

or (c) By separate letter or telegram which includes a reference to the solicitation and amendment numbers.  FAILURE OF YOUR ACKNOWLEDGMENT TO BE 

RECEIVED AT THE PLACE DESIGNATED FOR THE RECEIPT OF OFFERS PRIOR TO THE HOUR AND DATE SPECIFIED MAY RESULT IN  

REJECTION OF YOUR OFFER.  If by virtue of this amendment you desire to change an offer already submitted, such change may be made by telegram or letter, 

provided each telegram or letter makes reference to the solicitation and this amendment, and is received prior to the opening hour and date specified.

12. ACCOUNTING AND APPROPRIATION DATA (If required)

13. THIS ITEM APPLIES ONLY TO MODIFICATIONS OF CONTRACTS/ORDERS.

IT MODIFIES THE CONTRACT/ORDER NO. AS DESCRIBED IN ITEM 14.

A. THIS CHANGE ORDER IS ISSUED PURSUANT TO:  (Specify authority) THE CHANGES SET FORTH IN ITEM 14 ARE MADE IN THE

 CONTRACT ORDER NO. IN ITEM 10A.

B. THE ABOVE NUMBERED CONTRACT/ORDER IS MODIFIED TO REFLECT THE ADMINISTRATIVE CHANGES (such as changes in paying 

office, appropriation date, etc.) SET FORTH IN ITEM 14, PURSUANT TO THE AUTHORITY OF FAR 43.103(B).

C. THIS SUPPLEMENTAL AGREEMENT IS ENTERED INTO PURSUANT TO AUTHORITY OF:

X

D. OTHER (Specify type of modification and authority)

Unilateral, DigitalNet proposal modification dated 26 Apr 04

E. IMPORTANT:   Contractor

X

is not,   

is required to sign this document and return

copies to the issuing office.

14. DESCRIPTION OF AMENDMENT/MODIFICATION  (Organized by UCF section headings, including solicitation/contract subject matter

 where feasible.)

10A. MOD. OF CONTRACT/ORDER NO.

04

2. AMENDMENT/MODIFICATION NO.

5. PROJECT NO.(If applicable)

6. ISSUED BY

3. EFFECTIVE DATE

13-May-2004

CODE

DISA/DITCO-SCOTT

2300 EAST DRIVE

SCOTT AFB IL 62225-5406

HC1013

7. ADMINISTERED BY  (If other than item 6)

4. REQUISITION/PURCHASE REQ. NO.

CODE

See Item 6

DIGITALNET GOVERNMENT SOLUTIONS LLC

TYLER BROOKS-CRAFT

2525 NETWORK PLACE

HERNDON VA 20171-3514

FACILITY CODE

0GS16

CODE

iascottafb@scott.disa.mil

EMAIL:

TEL:

ANNE (KAREN) KELLER / CONTRACTING OFFICER


SECTION SF 30 BLOCK 14 CONTINUATION PAGE 

SUMMARY OF CHANGES  

SECTION G - CONTRACT ADMINISTRATION DATA 

The following have been modified: 

Additional Accounting and Appropriation Data

AA:  97X4930.5F20 000 C1013 0 068142 2F 255011


CLIN/SubCLIN
Purchase Request Number
Obligated Amount

0001                                A4I404263                                       NET INCREASE    $1,700,512.21

SECTION J - LIST OF DOCUMENTS, EXHIBITS AND OTHER ATTACHMENTS 

The following have been added by full text: 

        REVISED SOW DATED 21 APR 04
‘I ASSURE’ TASK ORDER (TO) STATEMENT OF WORK (SOW)
as of  04/21/2004

	Contract Number:
	DCA20000D5021

	Task Order Number:
	0016

	IAssure Tracking Number:
	

	Follow-on to IAssure Contract and Task Order Number:
	


1.  Task Monitors (TMs).   
a.  Primary TM.
	Name:
	

	Organization:
	DOJ-FBI

	Address:
	935 Pennsylvania Ave N.W., Room 1B054 

Washington DC 20535

	Phone Number:
	

	Fax Number:
	

	E-Mail Address:
	

	DODAAC:
	


b.  Alternate TM.
	Name:
	

	Organization:
	DOJ-FBI

	Address:
	935 Pennsylvania Ave N.W., Room 1B970

Washington DC 20535

	Phone Number:
	

	Fax Number:
	

	E-Mail Address:
	

	DODAAC:
	


2.  Task Order Title.  Network Support and Engineering Service 
3.  Background. 

As part of the Trilogy program, the Federal Bureau of Investigation (FBI) is migrating its' offices from the Novell/GroupWise architecture to the Microsoft 2000 Operating System/Exchange environment using a Windows 2000 Active Directory Structure.  The Trilogy program will also be deploying a standard suite of office automation applications based on the Microsoft Office suite of products and Windows desktop and server operating systems.  The deployment, administration, and maintenance of these new products requires dedicated, highly skilled, and qualified personnel resources capable of effectively and efficiently resolving system integration issues, implementing system configuration changes, administering the Windows 2000 Active Director service, and resolving software incompatibility problems.   

4.  Objectives. 

The FBI desires consulting services with experience in Microsoft products to assist in the technical support, development, testing, deployment, and documentation of installation of MS Exchange, Active Directory, and desktop microcomputer products in use by Bureau personnel. 

5.  Scope.  

The scope of this contract is to acquire the ability to be responsive to operation problems and new requirements and to quickly respond to the ever-changing requirements of the complex IT environment. The expectation is that this contract shall have personnel with requisite experience, knowledge and skills to plan and implement new requirements, and to design and deploy new technologies and solutions. With this goal achieved, activities such as technology focused feasibility studies, process re-engineering, business analysis, systems analysis, system design, enterprise management architecture, preparation of technical specifications related to acquisition of hardware and software, deployment of complex rapidly developing new technologies into the existing IT environment, risk assessments, electronic data interchange, electronic commerce and E-Government, knowledge management, and infusion of new security technologies shall be easily accommodated.  It is expected that this group of experts shall resolve any issues, concerns, and provide solution to ad-hoc crisis with short notice.

The contractor shall comply with the appropriate DoD-approved architectures, programs, standards and guidelines, such as Defense Information Infrastructure (DII) Strategic Technical Guidance (STG), DII Common Operating Environment (COE), Defense Information Systems Network (DISN) and Shared Data Environment (SHADE).  Specific services addressed in this SOW are:

· Task 1 – Contract Level and TO Management

· Task 2 – Microsoft Active Directory Administration support

· Task 3 – Enterprise Email Administration and Support
· Task 4 – Enterprise Engineering Support

6.  Specific Tasks.
Services shall cover the full breadth of information technology support essential for a multi-location, multi- function entity.   The FBI desires to move towards a more integrated systems and network management and support model.  Each of the below tasks represents major areas of work that the FBI may assign multiple subtasks as appropriate.  

6.1 - Task 1 - Contract-Level and TO Management.
6.1.1 - Subtask 1 - Integration Management Control Planning.  Provide the technical (task order level) and functional activities at the Contract Level needed for the Program Management of this SOW. Include productivity and management methods such as Quality Assurance, Progress/status reporting, and Program Reviews at the Contract and Task Order level. Provide the centralized administrative, clerical, documentation and related functions.

6.1.2 - Subtask 2 - TO Management. Prepare a TO Management Plan describing the technical approach, organizational resources and management controls to be employed to meet the cost, performance and schedule requirements throughout TO execution.  Provide a monthly status report monitoring the quality assurance, progress/status reporting, and program reviews applied to the TO (as appropriate to the specific nature of the SOW).

6.2 - Task 2 - Microsoft active directory Administration support.
The purpose of this task is to support and enhance the services provided by the Bureaus' MS Active Directory Server and desktop microcomputer software products.  The primary activity of the Contractor personnel shall be to provide on‑site technical support from 6:00 AM to 6:00 PM Monday through Friday for Senior Bureau Executives assigned to the FBI's Information Resources Division and Director's Office.  The total number of Executive personnel supported by this task will not exceed 40.  For all other times during the proposed period of coverage to include nights, weekends, and time periods for which Contractor personnel have received prior approval from the FBI Contracting Officer; the Contractor may be contacted by telephone or paging device for technical support.  The Contractor shall respond to telephonic or paged requests for assistance within four hours of receiving notification.  The Contractor shall telephonically contact the requesting Executive and attempt to resolve the technical issue by providing verbal guidance directly to the Executive or indirectly to FBI technical personnel who will implement the provided solution. 


When not providing on-site technical support, the Contractor shall perform the following prioritized activities.  The Contractor's effort to support these activities will persist for the entire duration of the contract, with the understanding that the full and satisfactory completion of the listed items rest solely on the Government.    

1. Provide assistance with modifying software configurations, establishing user accounts, system testing, and migrating data from Windows Server NT 4.0 stores to MS File and Print data stores.

2. Enhance the user administrative functions of MS Active Directory Server based on a collaborative agreement between FBI personnel and MSC contractors.

3. Identify and document the pro‑active policies and procedures used to monitor and administer the MS Active Directory Server, MS Windows 2000 Professional Operating System, MS Outlook XP client and all software components within the Bureau's standardized microcomputer systems.

4. Review the FBI technical support functions currently used to administer the existing Novell/Window NT software environment and document the corresponding support functions associated with the MS Active Directory software environment.

5. Facilitate document sharing and collaboration within HQ and between HQ and Field Offices.

6. Design a desktop patch management strategy, utilizing Software Update Services and/or System Management Server products.

7. Facilitate bureau wide software deployment and inventory operations.

8. Develop a change management and policy deployment system for HQ desktop systems.  This may include customized scripts and policies.

9. Assist the bureau with improving the creation and maintenance of forms.

10. Provide guidance and assistance with security for computer workstations throughout the bureau computing environment.

11. Apprize Bureau Management of new versions or updates for the Windows desktop operating system. 

12. Provide a detailed transfer of knowledge to no more than 10 FBI technical support employees pertinent to the aforementioned functions and pro‑active procedures.

13. Develop supporting design, deployment and configuration documentation.

6.3  Task 3: Enterprise e-mail administration and support.

The purpose of this task is to supplement the FBI’s existing e‑mail administration staff with highly skilled and certified Exchange e‑mail administrators.  When not providing Exchange e-mail administration, the Contractor shall perform the following  activities.  The Contractor's effort to support these activities will persist for the entire duration of the contract, with the understanding that the full and satisfactory completion of the listed items rest solely on the Government.        

1. Design a strategy for the distribution of software updates, security patches, or feature enhancements to bureau‑wide Microsoft Exchange servers.

2. Keep bureau management apprized of any new versions or updates for Microsoft Exchange. 

3. Maintain a test environment where new versions or updates can be evaluated.

4. Provide technical expertise for the performance tuning and optimization of the Microsoft Exchange servers.   

5. Provide guidance on the configuration of Exchange databases, including load balancing and high availability solutions.

6. Suggest, evaluate, and assist with plans for changes to the architecture of the Microsoft Exchange system.  This, includes, but is not limited to archiving servers, bridgehead servers, public folder servers, etc.

7. Provide expertise pertaining to best practices for maintaining the Microsoft Exchange system.  

8. Provide training for administrators of the Microsoft Exchange system. 

9. Develop operational procedures for the retrieval of messages from the Archive system.

10. Design and optimize a system to facilitate the monitoring of Microsoft Exchange systems throughout the organization.

11. Develop scripts necessary for the administration, configuration, and monitoring of the Microsoft Exchange servers.

12. Manage and expand the scope of messaging and collaboration solutions.

13. Develop operational procedures for the migration of user data to the Microsoft Exchange systems.

6.4  Task 4 - Enterprise engineering support.

The purpose of this task is to provide the Architectural Engineering Unit (AEU) consulting services with experience in Microsoft products to assist in performing architectural design, enhancement, analyses, and assessments.  The Contractor shall be review, assess, and develop technical operations, designs, architectures related to the Bureau's microcomputer technical environment. 

The Contractor shall provide support for the following activities.  The Contractor's effort to support these activities will persist for the entire duration of the contract, with the understanding that the full and satisfactory completion of the listed items rest solely on the Government.

1. Provide consulting services, technical support, and knowledge transfer to the Enterprise Engineering Unit staff in Active Directory and Exchange Services designs and maintenance strategies. 

2. Provide guidance for the optimization of Active Directory, and assist with impact analysis of any changes to the existing design.

3. Develop a delegation strategy to allow for multi‑tier administration of Active Directory.

4. Keep bureau management apprized of new ways to leverage the functionality provided with Active Directory (PKI, LDAP, application authentication, etc.)

5. Research and propose enhancement to existing software version or design (i.e. desktop/servers baseline, software distribution solution, etc..)

6. Develop scripts and custom applications to facilitate the management of Active Directory.

7. Investigate the possible use of products such as BizTalk and Host Integration Server to integrate communication with main frames and legacy applications.

7.  Place of Performance.  

All efforts under this Statement of Work shall be performed in the J. Edgar Hoover Building, FBI Headquarters, Washington, D.C and other off sites in the Washington D.C. Metropolitan area.   

IMPORTANT NOTE: For internal DISA contract users, you are highly discouraged from specifying that work must be performed within Government facilities, unless absolutely necessary. If work must be performed in Government spaces, a written waiver must be submitted to D41. Contact Ms. Melissa McGinness for further information regarding waiver format and procedures at (703) 681-1675.
The contractor may be required to travel to FBI field offices or Offsites to perform testing or troubleshooting.  All travel will be notified in advance by the TM.

8.  Period of Performance.  The base period of performance shall be from 05/14/04 through 12/31/04. 

9.  Delivery Schedule 
	SOW Task#
	Deliverable Title
	CDRL/DID#
	Due Date
	Copies
	Distribution
	Frequency and Remarks

	6.1
	Progress report
	 
	 Weekly
	1
	TM and Alt-TM
	Weekly, on Monday 

	 6.1
	Expenditure report
	 
	Monthly
	1
	TM and Alt-TM 

Letter to KO
	Monthly, on 5th workday

	6.2/3/4 
	Network/System  documentation
	 
	10 days after written notification
	1
	TM and Alt-TM
	10 days after written notification

	6.2/3/4
	Documentation
	
	10 days after written notification
	1
	TM and Alt-TM
	10 days after written notification

	* Standard Distribution:  1 copy of the transmittal letter with the deliverable to the Primary TM


10.  Security.   

Prime contractor will possess a current Top Secret facility Clearance.  The contract will be issued with a DD 254 for contract classification to the contractor.  Security requirements will be specified for facility and personnel security requirements.  All contractor personnel requiring access to FBI facilities or performing work under this Statement of Work shall: 1) be U.S. citizens; 2) possess or have clearance in hand within 10 days of contract award, at a minimum level of Top Secret (TS); with the requirement for access submission for Special Compartment Information (SCI); and 3) submit all forms for proper adjudication of such accesses.  Additionally, contractor personnel should expect that the FBI will require a polygraph and drug test to be performed in accordance with DOJ and FBI policy prior to granting such security clearances and accesses.

11.  Government-Furnished Equipment (GFE)/Government-Furnished Information (GFI). 
The Government shall provide sufficient workspace, equipment, necessary access, and other resources required to accomplish all task activities for work required at Government facilities. The Government shall furnish all documentation, forms, information, manuals, regulations, and system, network, internet, email, and facility access required to complete task activities.

12.  Other Pertinent Information or Special Considerations 

a.  Identification of Possible Follow-on Work.  The FBI will require continuous engineering support each year.  Performance and customer satisfaction will be critical factors in future follow-on work task order.

b.  Identification of Potential Conflicts of Interest (COI).  
Under the scope of this task, contractor personnel may be required work with extremely sensitive data.  This information must not be communicated, transmitted or otherwise divulged except on a need-to-know basis during the conduct of official Government business.  All contractor personnel assigned to this Task shall execute a Certificate of Non-Disclosure and Conflict of Interest.


c.  Data and Copyright
All products, paper, documentation produced under this task order shall be the property of the Government.

13.  Section 508 Accessibility Standards.  The following Section 508 Accessibility Standard(s) (Technical Standards and Functional Performance Criteria) are applicable (if box is checked) to this acquisition.

Technical Standards
 FORMCHECKBOX 
 1194.21 - Software Applications and Operating Systems

 FORMCHECKBOX 
 1194.22 - Web Based Intranet and Internet Information and Applications

 FORMCHECKBOX 
 1194.23 - Telecommunications Products

 FORMCHECKBOX 
 1194.24 - Video and Multimedia Products

 FORMCHECKBOX 
 1194.25 - Self-Contained, Closed Products

 FORMCHECKBOX 
 1194.26 - Desktop and Portable Computers

 FORMCHECKBOX 
 1194.41 - Information, Documentation and Support

The Technical Standards above facilitate the assurance that the maximum technical standards are provided to the Offerors.  Functional Performance Criteria is the minimally acceptable standards to ensure Section 508 compliance.  This block is checked to ensure that the minimally acceptable electronic and information technology (E&IT) products are proposed.

Functional Performance Criteria
 FORMCHECKBOX 
 1194.31 - Functional Performance Criteria

(End of Summary of Changes) 

