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SECTION SF 30 BLOCK 14 CONTINUATION PAGE 

SUMMARY OF CHANGES  

SECTION A - SOLICITATION/CONTRACT FORM 

                The total cost of this contract was increased by $4,279,363.00 from $1,740,499.00 to $6,019,862.00. 

SECTION B - SUPPLIES OR SERVICES AND PRICES 

        CLIN 0001 

                The unit price amount has increased by $4,279,363.00 from $1,740,499.00 to $6,019,862.00. 

                The total cost of this line item has increased by $4,279,363.00 from $1,740,499.00 to $6,019,862.00. 

SECTION G - CONTRACT ADMINISTRATION DATA 

Accounting and Appropriation 

Summary for the Payment Office 

        As a result of this modification, the total funded amount for this document was increased by $4,279,363.00 from $1,740,499.00 to $6,019,862.00. 

CLIN 0001: 

        AA: 97X4930.5F20 000 C1013 0 068142 2F 255011 was increased by $4,279,363.00 from $1,740,499.00 to $6,019,862.00 

The following have been added by full text: 

Additional Accounting and Appropriation Data

AA:  97X4930.5F20 000 C1013 0 068142 2F 255011

CLIN/SubCLIN
Purchase Request Number
Obligated Amount

0001                                 HSSCHQ04X00814                    NET INCREASE     $4,279,363.00

SECTION J - LIST OF DOCUMENTS, EXHIBITS AND OTHER ATTACHMENTS 

The following have been added by full text: 

        SOW DATED 30 JUN 04
‘I ASSURE’ TASK ORDER (TO) 

STATEMENT OF WORK (SOW)
as of  30 Jun 2004
	Contract Number:
	DCA200-00-D-5020

	Order Number:
	TO 0025  

	Tracking Number:
	New Tracking Number

	Previous Order Number:
	DCA200-00-D-5020-0005 /0008/0015


1.  Points of Contact


a.  Primary Task Monitor (TM):
	Name:
	

	Organization:
	DHS/IAIP/ICD

	Address:
	Department of Homeland Security, Nebraska Avenue, Washington D.C.

	Phone No.:
	

	Fax No.:
	

	Internet Address:
	



b.  Alternate Task Monitors (ATM):

	Name:
	
	

	Organization:
	DHS/IAIP/ICD
	

	Address:
	Department of Homeland Security, Nebraska Avenue, Washington D.C.
	

	Phone No.:
	
	

	Fax No.:
	
	

	Internet Address:
	
	 


2.   Order Title:  Support to DHS/IAIP/ICD.

3.   Background:  

3.2.1  DHS Under Secretary for Information Analysis and Infrastructure Protection ( IAIP). The mission of DHS IAIP is to identify and assess current and future threats to the homeland, map those threats against vulnerabilities, issue timely warnings and take preventive and protective action.  Two key areas of support include Intelligence Analysis and Alerts and Critical Infrastructure Protection.  The goal of the Intelligence Analysis and Alerts function is to produce actionable intelligence, i.e., information that can lead to stopping or apprehending terrorists, improve the government's ability to disrupt and prevent terrorist acts, and to provide useful warning to the private sector and our population. IAIP fuses and analyzes information from multiple sources pertaining to terrorist threats and partners with intelligence-generating agencies, such as the National Security Agency, the CIA and the FBI.   DHS threat analysis and warning functions support the President and other national decision-makers.  It coordinates with Federal, State, and local agencies and with the private sector.  The  Critical Infrastructure Protection function deals with protecting the nation’s critical infrastructure in a shared responsibility of Federal, State, and local government, in active partnership with the private sector, which owns approximately 85 percent of the nation's critical infrastructure.  IAIP has the responsibility of coordinating the national effort to secure the nation's infrastructure and providing the primary Federal contact for coordinating protection activities, including vulnerability assessments, strategic planning efforts, and exercises.



3.2.1.3   DHS/IAIP Infrastructure Coordination Division.   ICD serves as the hub of infrastructure knowledge and expertise for IAIP and the Department by sustaining core sector capabilities, maintaining operational awareness, and fostering strategic and working-level relationships with the owners and operators of the nation’s critical infrastructure.  In direct support of its mission, the six functional roles of ICD to provide core sector expertise, maintain operational awareness, manage and sustain public/private relationships, facilitate two-way information sharing; protect proprietary and business sensitive data (CII); and coordinate infrastructure incident/event response, mitigation, and recovery.

ICD is organized into three offices, each of which is responsible for one or more of the functional roles: the Infrastructure and Sector Analysis Office, the National Infrastructure Coordination Center (NICC), and the Infrastructure Programs Office.  

· The Infrastructure and Sector Analysis Office of ICD are responsible for conducting incident/event assessments and analysis, identifying and mapping critical infrastructure assets, and conducting intra- and cross-sector analysis.  It is also responsible for coordinating with federal agencies, state and local entities, and private industry, as well as developing and maintaining key relationships and two-way information sharing.

· The core responsibility of the National Infrastructure Coordination Center (NICC) is to continuously assess the operational status of the nation's Critical Infrastructures and Key Assets.  When fully operational, the NICC will function as a 24x7 “triage” center, collating, assessing, and prioritizing infrastructure incident/event information. The NICC is also responsible for National Response Plan (NRP) execution and works closely with the Infrastructure and Sector Analysis Office to provide rapid coordination and situational awareness during crisis situations.

·  ICD's Infrastructure Programs Office directly supports the implementation and maintenance of the Critical Infrastructure Information (CII) program established by the Homeland Security Act.  In addition, the office develops and manages strategic relationships with public and private-sector entities, including the Information Sharing and Analysis Centers, and identifies the needs and implementation strategies for future programs that foster such relationships.

6.  Specific Tasks:
6.3.2.1.5  DHS/IAIP Infrastructure Coordination Division (ICD) Support.

a.  Policy Analyst Support to ICD (formerly called IWIC).  The contractor shall continue senior policy analyst support to ICD with two full-time equivalents, plus surge hours for 12 months.  Analysts will provide day-to-day support to the ICD Director, in developing processes to support the ICD mission.   Major tasks include developing concepts of operation and standard operating procedures; providing input to requests for information/comments by DHS leadership, the Office of Management and Budget (OMB), the National Security Council, and other government entities; attending key meetings involving ICD; and facilitating coordination and communication within the division.  Analysts continue to interface with the IP combined watches and the HSOC IP Combined watch desk, and to perform some general coordination activities between the watch and analysis operations.
b.  Enterprise Policy and Strategy Analyst Support to ICD Private Sector Personnel Security Process.   Among the Infrastructure Coordination Division’s (ICD) security responsibilities that need immediate attention is an inventory of security clearances for private industry infrastructure representatives granted by other Federal Agencies in support of organizations and offices that have been consolidated into IAIP/DHS.  The Department must also take responsibility for clearance sponsorship, and manage the update and initiation of new clearances.  ICD must establish an initial clearance management process within the Department to be used in conjunction with Departmental polices and procedures.  All the tasks in this activity will require coordination and communication with the DHS Security Officer and staff.   The tasks do not include clearance actions for DHS or other Federal Government employees, or their contractors.

· Security Process Task 1:  Assemble an accurate, up-to-date-record of clearances for the private sector infrastructure representatives who interface with ICD.  Using existing ICD records and through interagency research authorized by the Department, determine which industry personnel hold clearances or have clearance actions pending for the purpose of interface with ICD, the original source/sponsor of the clearance, background investigation dates and other pertinent information to enable appropriate management of the cleared personnel and timely DHS-sponsored updates and DHS-related clearance actions.     

· Security Process Task 2:  Working with the DHS Security Office, and using standing national and departmental policies and working with the other clearance-granting agencies, determine how best to transfer the clearance cognizance and supporting files to DHS for those private sector infrastructure representatives.  Also determine how best to establish and maintain shared clearance cognizance and sponsor primacy in those cases where the individual’s services are shared by more than one agency. 

· Security Process Task 3:  As appropriate, and in support of the DHS Office of State and Local Affairs, coordinate the clearance requirements and processes for the state and local government personnel supporting the DHS mission.  

· Security Process Task 4:  Prepare a comprehensive ICD process and associated policy guidelines in coordination with DHS Chief of Security, to define clearance eligibility, the process for sponsorship, and application, and to establish how and by whom future sponsored (private sector and State and local) clearance actions are to be managed within ICD.  This task should include recommendations for records management, information system support, process reengineering, internal and external interfaces, background investigation management, adjudication, clearance granting/denial authorities, and other recommendations to establish an efficient and effective sponsored-clearance management process for the Department.  It is particularly important that this task consider methods for minimizing the time required for clearances to be processed while maximizing the effectiveness of the process.  

· Security Process Task 5:  Upon approval of processes and related Department policies, assist ICD in documenting, disseminating, and implementing the processes and policies. 

· Security Process Task 6:  Establish a database within ICD to record and track all pertinent clearance-related data necessary for the appropriate management of clearances for private sector infrastructure personnel supporting IAIP. 

· Security Process Task 7:  During the course of accomplishing Tasks 1 through 6, be prepared to provide additional technical, administrative or other professional support, as requested by the customer, to the goals of a complete audit and documentation of existing industry personnel clearances is accomplished, existing clearances are transferred to the Department of Homeland Security where appropriate and a process is established, in conjunction with the office of the Chief of Security, Department of Homeland Security, for acquiring future clearances for state, local, and industry personnel supporting ICD. 

c. Support to ICD National Infrastructure Coordination Center (NICC) Development.  

(1)  The contractor shall provide subject matter expertise, as appropriate, and in coordination with the ICD Director, to assist in definition, policy and procedure development, and operational implementation of the NICC.

(2)  The contractor shall also provide appropriate analyst support to manage the transition of various DHS tools, systems, and operational capabilities into ICD, in particular, to implement the Emergency Notification System (ENS).  The contractor should estimate at least one FTE for this purpose. 

(3)  The contractor shall perform other planning, integrating, and procedure development tasks to support the establishment of ICD and NICC operations, and will provide surge capability for special projects, as required.

d. Support to ICD National Infrastructure Coordination Center (NICC) Operations.  

(1)  Beginning with task order modification award, the contractor shall provide operational analysts to support NICC watch operations Monday-Friday from 6:00 A.M. to 9:00 P.M. Eastern time to cover both East coast and West coast Monday-Friday business hours.  Analysts should have a broad expertise in all critical infrastructure (CI) sectors in order to perform triage on questions, issues, or events involving CI sectors.  Analysts will be responsible for interfacing with sector representatives, responding to initial requests from the sectors, or other parts of DHS, and performing initial research into answers, issues, or events prior to turning the action over to on-call “deep specialists” in each sector.

(2)  Following completed definition of the NICC and its supporting processes, the contractor shall provide additional analysts with broad sector expertise to staff the NICC for extended hours of coverage, and shall provide a surge capability for response to incidents, as required.

e. Facilitator and Other Support to DHS / Private Sector Workshops.  The contractor shall provide sub-contracted professional facilitator expertise and other support as necessary to conduct at least two DHS workshops held with private sector ISACs, the ISAC Council, Sector Coordinators, and other groups.   

f. ICD Support to the DHS HSOC IP Combined Watch Desk.  The contractor shall provide an additional (5) months of continued support  to the shared watch desk listed in paragraph 6.3.2.1.6  carrying it through to the end of FY04.

(1)  Be, or events prior to turning the action over to on-call “deep specialists” in each sector.

(2) Following completed.

g. Development of Infrastructure Monitoring and Analysis System (IMAS). The contractor shall coordinate with the ICD to develop requirements and establish priorities in order to build the initial increment if the IMAS.  A spirial development/rapid roll-out approach will be applied to enable timely deployment of the initial system frameworks, upon which the initial monitoring, assessment and analysis capabilities will be built.  The key function of the IMAS is to support and greatly enhance the NICC’s ability to assess the operational status of the nation’s critical infrastructures and key resources.  This development will seek to leverage the overall architecture and methodologies from the Global Early Warning Information System (GEWIS) efforts.  The high-level functional architecture of IMAS will be comprised of 4 layers: the data source layer, the data repository layer, the applied knowledge management layer, and the user interface layer.  This conceptual architecture is depicted in the figure below and a description of the functions provided by each layer follows.
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IMAS Conceptual Architecture

Data Sources – The IMAS development efforts shall coordinate with ICD to identify requirements for the initial data sources.  The contractor shall establish appropriate mechanisms to acquire the requisite data and ensure that proper agreements are established to maximize the use of the data and ensure the proper handling of potentially sensitive information.

Data Repository - The IMAS development efforts shall integrate industry-standard data warehousing technologies and practices to help ensure data availability and overall system integrity. This will include an Extract, Transform, and Load (ETL) stage that receives the on-going data feeds and processes them into the appropriate data structures, as well as a Relational Database Management System (RDBMS) that will maintain a series of database instances to ensure system performance and balance the operating load on both current and historical data.  The resultant data repository will house and maintain both the near real-time and historical data that feeds the system.

Applied Knowledge Management - The IMAS development efforts shall integrate applied knowledge management technologies that will support analysts in identifying and detecting patterns of interest in the available data. Specifically, these interrelated technologies are data fusion and data mining. Data fusion will be used to search all incoming data sets to detect known anomalous patterns of behavior (e.g., performance degradations, outages, changes in trends, etc.), which will directly support “on-line” awareness and alerting functions.  Data mining will be used to identify patterns and relationships in the data repository.  This function will leverage the data repository to support and enhance the “on-line awareness” by providing “off-line” analysis

User Interface – The IMAS development efforts shall provide an adaptive and interactive user interface.  This interface shall provide a visualization framework to support both the operational assessments and the alert processing fuctions.  Several off-the-shelf, industry-standard interfaces that utilize portal technology can meet these criteria.  Selection of the specific IMAS user interface technologies will be based NICC requirements. When the entire user base of the system is established (ICD analysts and watch personnel, ICD management, the IAIP Watch, other ISACs, etc.), the portal technology will provide maximum flexibility with regard to allowing and controlling access.

6.3.2.1.6  [9 Jan 2004 moved from paragraph 4]  DHS/ IAIP Infrastructure Protection Combined Watch Desk Analyst  Support:  Senior level information assurance analyst/security engineer (6 Full-time Equivalents (FTE)), located at the DHS  Homeland Security Operations Center to support a 24x7 HSOC watch desk.  Analysts provide interface to the IP combined watches managed by DHS/IAIP divisions: National Communications System (NCS), National Cyber Security Division (NCSD), and Infrastructure Coordination Division (ICD), and provide analysis support to the HSOC as needed.

7.  Place of Performance:  

Work performed under this task order will be performed at the Government sites, located at the headquarters for the Department of Homeland Security, Nebraska Avenue, Washington D.C.  

8.  Period of Performance:  
8.1  The period of performance for this tasking is one calendar year after modification award.  

9.  Security Requirements

General

The Department of Homeland Security (DHS) has determined that performance of this contract requires that the Contractor, subcontractor(s), vendor(s), etc. (herein known as Contractor), requires access to classified National Security Information (herein known as classified information) and sensitive but unclassified (SBU) information. Classified information is Government information which requires protection in accordance with Executive Order 12958, Classified National Security Information, and supplementing directives.  SBU is unclassified information for official use only. Contractor employees that do not have a security clearance and require access to SBU information will be given a suitability determination.  *Please see below the requirements for suitability determination outlined in the security language for SBU contracts.

The Contractor will abide by the requirements set forth in the DD Form 254, Contract Security Classification Specification, included in the contract, and the National Industrial Security Program Operating Manual (NISPOM) for the protection of classified information at its cleared facility, if applicable, as directed by the Defense Security Service.  If the Contractor has access to classified information at a DHS or other Government Facility, it will abide by the requirements set by the agency.

Employment Eligibility

The Contractor must agree that each employee working on this contract will have a Social Security Card issued and approved by the Social Security Administration.  The Contractor shall be responsible to the Government for acts and omissions of his own employees and for any Subcontractor(s) and their employees.

Subject to existing law, regulations and/ or other provisions of this contract, illegal or undocumented aliens will not be employed by the Contractor, or with this contract.  The Contractor will ensure that this provision is expressly incorporated into any and all Subcontracts or subordinate agreements issued in support of this contract.

Continued Eligibility 

DHS reserves the right and prerogative to deny and/ or restrict the facility and information access of any Contractor employee whom DHS determines to present a risk of compromising sensitive Government information to which he or she would have access under this contract.

The Contractor will report any adverse information coming to their attention concerning contract employees under the contract to DHS’ Security Office.  Reports based on rumor or innuendo should not be made.  The subsequent termination of employment of an employee does not obviate the requirement to submit this report.  The report shall include the employees’ name and social security number, along with the adverse information being reported.

The Security Office must be notified of all terminations/ resignations within five days of occurrence.  The Contractor will return any expired DHS issued identification cards and building passes, or those of terminated employees to the COTR.  If an identification card or building pass is not available to be returned, a report must be submitted to the COTR, referencing the pass or card number, name of individual to whom issued, the last known location and disposition of the pass or card.

*Suitability Determination

DHS shall have and exercise full control over granting, denying, withholding or terminating unescorted government facility and/or sensitive Government information access for Contractor employees, based upon the results of a background investigation. DHS may, as it deems appropriate, authorize and make a favorable entry on duty  (EOD) decision based on preliminary security checks.  The favorable EOD decision would allow the employees to commence work temporarily prior to the completion of the full investigation.  The granting of a favorable EOD decision shall not be considered as assurance that a full employment suitability authorization will follow as a result thereof. The granting of a favorable EOD decision or a full employment suitability determination shall in no way prevent, preclude, or bar the withdrawal or termination of any such access by DHS, at any time during the term of the contract.  No employee of the Contractor shall be allowed unescorted access to a Government facility without a favorable EOD decision or suitability determination by the Security Office.  Contract employees assigned to the contract not needing access to sensitive DHS information or recurring access to DHS’ facilities will not be subject to security suitability screening.

Contract employees awaiting an EOD decision may begin work on the contract provided they do not access sensitive Government information.  Limited access to Government buildings is allowable prior to the EOD decision if the contractor is escorted by a Government employee.  This limited access is to allow contractors to attend briefings, non-recurring meetings and begin transition work.

Background Investigations

Contract employees (to include applicants, temporaries, part-time and replacement employees) under the contract, needing access to sensitive information, shall undergo a position sensitivity analysis based on the duties each individual will perform on the contract.  The results of the position sensitivity analysis shall identify the appropriate background investigation to be conducted.  All background investigations will be processed through the Security Office.  Prospective Contractor employees shall submit the following completed forms to the Security Office through the COTR no less than 30 days before the starting date of the contract or 30 days prior to entry on duty of any employees, whether a replacement, addition, subcontractor employee, or vendor:

1. Standard Form 85P, “Questionnaire for Public Trust Positions” 
2. FD Form 258, “Fingerprint Card”  (2 copies)

3. Conditional Access to Sensitive But Unclassified Information

Non-Disclosure Agreement

4.
Disclosure and Authorization Pertaining to Consumer Reports


Pursuant to the Fair Credit Reporting Act
Required forms will be provided by DHS at the time of award of the contract.  Only complete packages will be accepted by the Security Office.  Specific instructions on submission of packages will be provided upon award of the contract.

Be advised that unless an applicant requiring access to sensitive information has resided in the US for three of the past five years, the Government may not be able to complete a satisfactory background investigation.  In such cases, DHS retains the right to deem an applicant as ineligible due to insufficient background information.

The use of Non-U.S. citizens, including Lawful Permanent Residents (LPRs), is not permitted in the performance of this contract for any position that involves access to or development of any DHS IT system.  DHS will consider only U.S. Citizens and LPRs for employment on this contract.  DHS will not approve LPRs for employment on this contract in any position that requires the LPR to access or assist in the development, operation, management or maintenance of DHS IT systems.  By signing this contract, the contractor agrees to this restriction.  In those instances where other non-IT requirements contained in the contract can be met by using LPRs, those requirements shall be clearly described.

Continued Eligibility 

If a prospective employee is found to be ineligible for access to Government facilities or information, the COTR will advise the Contractor that the employee shall not continue to work or to be assigned to work under the contract.

The Security Office may require drug screening for probable cause at any time and/ or when the contractor independently identifies, circumstances where probable cause exists.

The Contractor will report any adverse information coming to their attention concerning contract employees under the contract to DHS’ Security Office.  Reports based on rumor or innuendo should not be made.  The subsequent termination of employment of an employee does not obviate the requirement to submit this report.  The report shall include the employees’ name and social security number, along with the adverse information being reported.

The Security Office must be notified of all terminations/ resignations within five days of occurrence.  The Contractor will return any expired DHS issued identification cards and building passes, or those of terminated employees to the COTR.  If an identification card or building pass is not available to be returned, a report must be submitted to the COTR, referencing the pass or card number, name of individual to whom issued, the last known location and disposition of the pass or card.

Employment Eligibility

The Contractor must agree that each employee working on this contract will have a Social Security Card issued and approved by the Social Security Administration.  The Contractor shall be responsible to the Government for acts and omissions of his own employees and for any Subcontractor(s) and their employees.

Subject to existing law, regulations and/ or other provisions of this contract, illegal or undocumented aliens will not be employed by the Contractor, or with this contract.  The Contractor will ensure that this provision is expressly incorporated into any and all Subcontracts or subordinate agreements issued in support of this contract.

Security Management

The Contractor shall appoint a senior official to act as the Corporate Security Officer.  The individual will interface with the Security Office through the COTR on all security matters, to include physical, personnel, and protection of all Government information and data accessed by the Contractor.

The COTR and the Security Office shall have the right to inspect the procedures, methods, and facilities utilized by the Contractor in complying with the security requirements under this contract.  Should the COTR determine that the Contractor is not complying with the security requirements of this contract, the Contractor will be informed in writing by the Contracting Officer of the proper action to be taken in order to effect compliance with such requirements.

The following computer security requirements apply to both Department of Homeland Security (DHS) operations and to the former Immigration and Naturalization Service operations (FINS).  These entities are hereafter referred to as the Department.

information technology security clearance

When sensitive government information is processed on Department telecommunications and automated information systems, the Contractor agrees to provide for the administrative control of sensitive data being processed and to adhere to the procedures governing such data as outlined in DHS IT Security Program Publication DHS MD 4300.Pub..  Contractor personnel must have favorably adjudicated background investigations commensurate with the defined sensitivity level.

Contractors who fail to comply with Department security policy are subject to having their access to Department IT systems and facilities terminated, whether or not the failure results in criminal prosecution.  Any person who improperly discloses sensitive information is subject to criminal and civil penalties and sanctions under a variety of laws (e.g., Privacy Act).

Information Technology Security Training And Oversight

All contractor employees using Department automated systems or processing Department sensitive data will be required to receive Security Awareness Training.  This training will be provided by the appropriate component agency of DHS.  

Contractors who are involved with management, use, or operation of any IT systems that handle sensitive information within or under the supervision of the Department, shall receive periodic training at least annually in security awareness and accepted security practices and systems rules of behavior.  Department contractors, with significant security responsibilities, shall receive specialized training specific to their security responsibilities annually.  The level of training shall be commensurate with the individual’s duties and responsibilities and is intended to promote a consistent understanding of the principles and concepts of telecommunications and IT systems security.

All personnel who access Department information systems will be continually evaluated while performing these duties.  Supervisors should be aware of any unusual or inappropriate behavior by personnel accessing systems.  Any unauthorized access, sharing of passwords, or other questionable security procedures should be reported to the local Security Office or Information System Security Officer (ISSO)

(End of Summary of Changes) 
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AMENDMENT OF SOLICITATION/MODIFICATION OF CONTRACT

Except as provided herein, all terms and conditions of the document referenced in Item 9A or 10A, as heretofore changed, remains unchanged and in full force and effect.

15A. NAME AND TITLE OF SIGNER (Type or print)

30-105-04

EXCEPTION TO SF 30

APPROVED BY OIRM 11-84

STANDARD FORM 30 (Rev. 10-83)

Prescribed by GSA

FAR (48 CFR) 53.243

1.  The purpose of this modification is to incorporate by reference into this order Veridian proposal modification dated 14 Jul 04 which was

 submitted in response to revised SOW dated 30 Jun 04 which is an attachment to this modification.

2.  The end of the period of peformance of this order is changed to 28 July 2005.

3..  The total of the order is changed from $1,740,499.00 to $6,019,862.00, an increase of $4,279,363.00

1. CONTRACT ID CODE

PAGE OF  PAGES

Y

1

13

16A. NAME AND TITLE OF CONTRACTING OFFICER (Type or print)

16C. DATE SIGNED

BY

02-Aug-2004

16B. UNITED STATES OF AMERICA

15C. DATE SIGNED

15B. CONTRACTOR/OFFEROR

(Signature of Contracting Officer)

(Signature of person authorized to sign)

8. NAME AND ADDRESS OF CONTRACTOR  (No., Street, County, State and Zip Code)

9B. DATED (SEE ITEM 11)

X

DCA200-00-D-5020-0025

10B. DATED  (SEE ITEM 13)

X

9A. AMENDMENT OF SOLICITATION NO.

27-Jul-2000

11. THIS ITEM ONLY APPLIES TO AMENDMENTS OF SOLICITATIONS

The above numbered solicitation is amended as set forth in Item 14.  The hour and date specified for receipt of Offer  

is extended,

is not extended.

Offer must acknowledge receipt of this amendment prior to the hour and date specified in the solicitation or as amended by one of the following methods: 

(a) By completing Items 8 and 15, and returning

copies of the amendment; (b) By acknowledging receipt of this amendment on each copy of the offer submitted;

or (c) By separate letter or telegram which includes a reference to the solicitation and amendment numbers.  FAILURE OF YOUR ACKNOWLEDGMENT TO BE 

RECEIVED AT THE PLACE DESIGNATED FOR THE RECEIPT OF OFFERS PRIOR TO THE HOUR AND DATE SPECIFIED MAY RESULT IN  

REJECTION OF YOUR OFFER.  If by virtue of this amendment you desire to change an offer already submitted, such change may be made by telegram or letter, 

provided each telegram or letter makes reference to the solicitation and this amendment, and is received prior to the opening hour and date specified.

12. ACCOUNTING AND APPROPRIATION DATA (If required)

See Schedule

13. THIS ITEM APPLIES ONLY TO MODIFICATIONS OF CONTRACTS/ORDERS.

IT MODIFIES THE CONTRACT/ORDER NO. AS DESCRIBED IN ITEM 14.

A. THIS CHANGE ORDER IS ISSUED PURSUANT TO:  (Specify authority) THE CHANGES SET FORTH IN ITEM 14 ARE MADE IN THE

 CONTRACT ORDER NO. IN ITEM 10A.

B. THE ABOVE NUMBERED CONTRACT/ORDER IS MODIFIED TO REFLECT THE ADMINISTRATIVE CHANGES (such as changes in paying 

office, appropriation date, etc.) SET FORTH IN ITEM 14, PURSUANT TO THE AUTHORITY OF FAR 43.103(B).

C. THIS SUPPLEMENTAL AGREEMENT IS ENTERED INTO PURSUANT TO AUTHORITY OF:

X

D. OTHER (Specify type of modification and authority)

Unilateral, Veridian proposal modification dated 14 Jul 04

E. IMPORTANT:   Contractor

X

is not,   

is required to sign this document and return

copies to the issuing office.

14. DESCRIPTION OF AMENDMENT/MODIFICATION  (Organized by UCF section headings, including solicitation/contract subject matter

 where feasible.)

10A. MOD. OF CONTRACT/ORDER NO.

01

2. AMENDMENT/MODIFICATION NO.

5. PROJECT NO.(If applicable)

6. ISSUED BY

3. EFFECTIVE DATE

30-Jul-2004

CODE

DISA/DITCO-SCOTT

2300 EAST DRIVE

SCOTT AFB IL 62225-5406

HC1013

7. ADMINISTERED BY  (If other than item 6)

4. REQUISITION/PURCHASE REQ. NO.

CODE

See Item 6

VERIDIAN INFORMATION SOLUTIONS INC

SHARON RATCLIFFE

10455 WHITE GRANITE DRIVE, SUITE 400

OAKTON VA 22124-2764

FACILITY CODE

0GE30

CODE

iascottafb@scott.disa.mil

EMAIL:

TEL:

ANNE (KAREN) KELLER / CONTRACTING OFFICER
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